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1	Introduction
This contribution discusses cell reservations, UAC, and initial access aspects such as the Establishment Cause value in the RRC Connection Setup.
[bookmark: _Ref178064866]2	Discussion
2.1	Cell reservations
Access control in LTE/NR is realized by including information in cell access information in MIB and SIB1. While MIB allows access or blocks access into the cell for all devices, the related IEs in SIB1 allows or blocks devices depending on the IEs which are set and/or the AI of the device. 

CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R
    ...
}

PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=                   SEQUENCE {
    plmn-IdentityList                           SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,
    trackingAreaCode                            TrackingAreaCode	OPTIONAL,       -- Need R
    ranac                                       RAN-AreaCode        OPTIONAL,       -- Need R
    cellIdentity                                CellIdentity,
    cellReservedForOperatorUse                  ENUMERATED {reserved, notReserved},
    ...
}

The IE CellAccessRelatedInfo indicates cell access related information for a cell. If the cellReservedForOtherUse is included (i.e., set to “true”) in this IE, then UEs are not allowed to camp on this cell (for all PLMNs). Furthermore, it is also possible to bar the access for a particular PLMN, via the cellReservedForOperatorUse IE (i.e., set to “reserved”) that can be included in the PLMN-IdentityInfo IE.
To bar all UEs for standalone cells, the current cell restriction mechanisms are sufficient, while the cells could still be used for UEs in NSA mode. Since IAB is a network node rather than a “typical” user device, we understand that IAB node(s) should not strictly follow the cell restrictions defined for UEs unless there is an obvious case/reason. For example, one of the restrictions included in MIB is to completely block all accesses in the cell that could still be followed by IAB nodes. 
To allow NR deployments that bar UEs from camping in the cell but allow IAB nodes to connect, the simplest approach could be for IAB nodes to ignore the cell restrictions information. However, such a solution is not future proof because there can be scenarios where the network may want to bar IAB nodes as well e.g. cells that only serve UEs, or in the shared network case. 
Thus, a more future proof mechanism is to introduce indicators (either at the cell level for all PLMNs or for a particular PLMN), whether an IAB node can access a given NR standalone cell or not.  An example of both is illustrated below:
---- Option 1 (common to all PLMN) ----
CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R
    ...,
	cellReservedForIABUse				ENUMERATED {false}  OPTIONAL,            -- Need R
}

PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

---- Option 2 (per PLMN) ----
PLMN-IdentityInfo ::=                   SEQUENCE {
    plmn-IdentityList                           SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,
    trackingAreaCode                            TrackingAreaCode	OPTIONAL,       -- Need R
    ranac                                       RAN-AreaCode        OPTIONAL,       -- Need R
    cellIdentity                                CellIdentity,
    cellReservedForOperatorUse                  ENUMERATED {reserved, notReserved},
    ...,
	cellReservedForIABUse						ENUMERATED {false}  OPTIONAL,            -- Need R

}

For the example shown above, an IAB node will camp on a cell only if the cellReservedForIABUse is included in SIB. The very presence of this IE indicates the support of that cell for IAB nodes while the absence indicates “no support” or “support but no access”. If differentiating these two cases is seen beneficial, the IE can be a Boolean. In that case, the presence of the IE can indicate support while the Boolean indicates if the cell is barred or not for IABs.

[bookmark: _Toc4698717][bookmark: _Toc24052799]For IAB node, a new cell restriction indication is introduced in SIB1 to allow an IAB node to camp on a cell.
[bookmark: _Toc24052800]This new indication should be provided per PLMN.
[bookmark: _Toc24052801]IAB node(s) should follow the cell restriction indicated in MIB but not the IEs cellReservedForOtherUse and cellReservedForOperatorUse.
[bookmark: _Toc24052802]All previous proposals apply to both NR and LTE (to support DC combinations e.g. EN-DC).

Given the proposals above, the following different scenarios can be supported:
Scenario 1: Cell barred for both UEs and IABs 
 MIB: CellBarred = Barred
Scenario 2: Cell candidate for both UEs and IABs 
 MIB: CellBarred = Not Barred, cellReservedForIABUse (present)
Scenario 3: Cell barred only for IABs, Cell candidate for UEs
 MIB: CellBarred = Not Barred, cellReservedForIABUse (not present)
Scenario 4: Cell barred for UEs, Cell candidate for IABs
 MIB: CellBarred=Not Barred, cellReservedForOtherUse=True or cellReservedForOperatorUse=Reserved, cellReservedForIABUse (present)

2.2	Unified Access Control (UAC)
Once a UE has camped in a suitable cell, the Unified Access Control mechanism will kick in allowing or delaying the initial access to the network. This mechanism is used to deal with peak and temporal high load situations. UAC only prevents new accesses to come into the network; however, it does not affect UEs that already have an active connection. Hence, the mechanism (i.e., UAC) applies to the RRC Connection Establishment and RRC Connection Resume messages.
IAB nodes will not transit to inactive and will only perform an RRC Connection Establishment when they are first set up/deployed, or re-started due to maintenance, etc. In other words, RRC Connection Establishment will be a rare event for IAB nodes. Therefore, in our view, there is no real benefit of supporting or applying UAC to IAB nodes since UAC will really be not applicable for IAB node accesses. 
[bookmark: _Toc24052803]UAC is not applicable for IAB nodes.

2.3	RRC Connection Setup
As discussed in the previous section, the RRC Connection Setup will seldom happen in IAB networks, e.g., at set up or at re-start due to maintenance, etc. This leads to the understanding that enhancements to the RRC Connection Setup might not be needed or, at the very least, questionable.
It has been argued that a new “Establishment Cause” value(s) is needed for IAB nodes, so the cause value can identify the IAB node and the NW prioritize IAB node access. Considering what is described above, IAB nodes may be set-up when the network is empty or at times when it may impact the other access devices the least. Even if it is not done like that, there is no issue with the IAB node taking few milliseconds more to be initially set up.
Also, the limited values available in the “Establishment Cause” value and the limited size that the RRC Connection Setup has to be taken into account before making any decision. Thus, adding a new cause value should be justified by highlighting its benefits. In our view, for this specific case, there is no significant gain or justification.

[bookmark: _Toc24052804]No new “Establishment Cause” value in RRC Connection Setup is introduced for IAB nodes.

4	Conclusion
Based on the discussion in the previous sections we propose the following:
Proposal 1	For IAB node, a new cell restriction indication is introduced in SIB1 to allow an IAB node to camp on a cell.
Proposal 2	This new indication should be provided per PLMN.
Proposal 3	IAB node(s) should follow the cell restriction indicated in MIB but not the IEs cellReservedForOtherUse and cellReservedForOperatorUse.
Proposal 4	All previous proposals apply to both NR and LTE (to support DC combinations e.g. EN-DC).
Proposal 5	UAC is not applicable for IAB nodes.
Proposal 6	No new “Establishment Cause” value in RRC Connection Setup is introduced for IAB nodes.
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