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1	Introduction
This document contains email discussion:
[107bis#40][NR_IAB] SI Broadast, barring, Initial access, Connection setup (Ericsson)
	Intended outcome: Report to next meeting, agreeable proposals, Draft reply LS
	Deadline:  Thursday 2019-11-07 

[bookmark: _Ref178064866]2	Discussion
As described in 38.304: 
“There are two mechanisms which allow an operator to impose cell reservations or access restrictions. The first mechanism uses indication of cell status and special reservations for control of cell selection and reselection procedures. The second mechanism referred to as Unified Access Control as specified in TS 38.331 [3], shall allow preventing selected access categories or access identities from sending initial access messages for load control reasons.”
Several Tdocs on all these areas were submitted to RAN2 under the agenda item 6.1.5.3 (not exclusively). 
2.1	Cell Reservations
Cell reservations impact the cell (re-)selection mechanism. This typically applies when a node will connect the first time to a parent IAB node or upon a failure in which the IAB node needs to perform cell reselection, e.g. RLF. 
Currently, three fields are used to control cell status and cell reservations and they are indicated in the MIB or SIB1 message. 
· cellBarred (IE type: "barred" or "not barred"): indicated in MIB message. This field is common for all PLMNs. 
· cellReservedForOperatorUse (IE type: "reserved" or "not reserved"): indicated in SIB1 message.
· cellReservedForOtherUse (IE type: "true"): indicated in SIB1 message. 
Whether a cell is barred or not barred will depend on the value indicated in these IEs and, in concrete cases, the Access Identity (AI). The table below shows the current combinations. 

	AI
	cellBarred
	cellReservedForOperatorUse
	cellReservedForOtherUse
	Cell status

	Any
	Barred
	-
	-
	Barred

	Any
	Not Barred
	Not reserved
	-
	Candidate

	Any
	Not barred
	-
	True
	Barred

	0/1/2/12/13/14
	Not barred
	Reserved
	-
	Barred

	11/15
	Not barred
	Reserved
	-
	Candidate



RAN3 agreed (R2-1912037) that system information indicates the support of IAB nodes. In RAN2, some companies proposed to use one bit for indicating both the support and the cell status of the IAB node (barred/candidate). If the NW sets iab-Support-r16 to “True”, it implies that the cell supports IABs and that the cell may be a candidate for IAB nodes; while if the variable iab-Support-r16 is not present, it could indicate that the cell is barred and/or IAB is not supported in that cell. 
Question 1.1: 
Which of these two options should be used for indicating cell status for IAB nodes (i.e. in a cell acting as an IAB donor cell): 
1. Option 1: both support of IAB node(s) and the cell status for IAB node(s) is combined in a single IE as outlined above (i.e. if present, the cell supports IABs and the cell is also considered as a candidate; if absent, the cell does not support IAB and/or the cell is barred for IAB), or 
2. Option 2: a new IE is defined to control the cell status for IAB node(s) and if the IE is set to 1, the IAB considers the cell as a candidate
 
	Company
	Option 1/2
	Comment

	Sony
	Option 2
	Both Option 1 and Option 2 are feasible. However, option 1 does not cover the scenario where the cell supports IAB operation but the cell is barred. In this case, IAB MT should still be able to camp on this cell and apply the cell barred behaviour. If a single IE is introduced then IAB MT may select the second best cell on the same frequency and generate interference.  
So we prefer option 2

	Kyocera
	Option 1
	We support a new SIB indication with "iab-Support-r16“ since it’s simple as widely adopted in LTE. 

	Huawei
	Slightly prefer option 1, but
	We want to clarify that option 1 means: the IAB supporting indication and cell status indicaiton only require one IE, where the presence of this new IE indicates the support of IAB, and the values (barred,
not barred) of this new IE indicates the IAB-MT is barred or not.

	ITRI
	Option 1
	IAB DU is visible to IAB MT and normal UE. For the compatibility with legacy cell (re)selection operation, we prefer option 1.

	Ericsson
	Option 1
	In our view, it is sufficient to have 1 bit indicating support/access and no support/no access even knowing that option 2 could provide additional flexibility. We do not see that this flexibility is needed at this stage.


	CATT
	Option 1
	

	Intel
	Option 1
	We don’t see a need to distinguish between support of IAB and the barring status (we don’t see a use case where it is beneficial to indicate support of IAB from a cell that is barred for IAB nodes).

	AT&T
	Option 1
	

	Samsung
	Option 2
	Even if IAB is supported, there may be a few use cases that the cell is regared as barred, for instance, there could be a critical problem on the corresponding wireless backhaul.
IAB node may need to distinguish between supported node and barred node in implemention.

	LG
	Option1
	We do not see the need of introducing another new IE for cell status dedicated for IAB. That is, the information is carried only by the presence or absence of the IE.

	QCOM
	Option 1 
	We did not find a single scenario where two independent indicators would be necessary.

	Futurewei
	Option 1
	Option 1 (single cell) seems sufficient.
Sony’s concern with option 1 is not very clear to us. Anyway, if we introduce a new SIB indication for IAB nodes, we will also define the behaivor of the IAB node to the presence/absense of this indicator.


	ZTE
	Option 2
	Though option 1 is workable, it is strange to using one IE to indicate both IAB support and cell status. So it is suggested to define a new IE to indicate the cell status, e.g. IABcellBarred IE. 

	Nokia
	Option 1
	We think that this is exactly how the IAB-MTs should interpret this „IAB support“ flag – if present or set to „true“, then IAB-MT considers the cell for (re)selection. Otherwise the cell is treated as barred by the IAB-MT.

	Sharp
	Option 2
	The IAB support indication should be separate from the  cell status for IAB, for the issue of possible loop topology after RLF. Please refer to our contribution (R2-1915766). (Sorry this column is too small to explain the issue and solutions).

	Lenovo&MotM
	Option 2, but
	For option1, if the paramter related with IAB, e.g number of hops can be broatcasted, the option1 is better. That means IAB access is supportted if the nunber of hops is broadcasted. If the number of hops is absent, IAB access is not supported.





Summary:
16 companies replied to Q1.1, in which 11 preferred or slightly preferred Option 1 while the other 5 companies preferred Option 2.
Considering the comments provided by the companies, the rapporteur suggests agreeing on Option 1.

Both support of IAB node(s) and the cell status for IAB node(s) is combined in a single IE, i.e. if the IE is present, the cell supports IABs and the cell is also considered as a candidate for IABs; if the IE is absent, the cell does not support IAB and/or the cell is barred for IAB.


Question 1.2: 
Should it be possible to indicate the cell status for IAB node(s) per PLMN or should it be common for all PLMNs? 
a) per PLMN
b) common for all PLMNs
	Company
	Option a/b
	Comment

	Sony
	Option b
	It should be common for all PLMNs.

	Kyocera
	Option b)
(slightly preferred)
	We assume b) “Common for all PLMNs“ can work. Even if the precise control per PLMN is needed, the topology adaptation can be done per PLMN, after the attaching IAB node transitions to RRC Connected, i.e., the attaching IAB node, after authrized in the CN, may be moved by handover from the original IAB-capable cell to an appropliate cell. 

	Huawei
	Option a
	Considering that network sharing is a common scenario in NR, it is preferred that supporting IAB capable indication is specified per PLMN.

	ITRI
	Option a
	It could depend on opertor decision. For the flexiblity of configuration, we prefer option a. 

	Ericsson
	Option a
	In our view, this is important to cover the case of shared networks.

	CATT
	Option a
	

	Intel
	Option b
	Since barring is common to all PLMNs...

	Samsung
	Option a
	If the shared network is allowed also for IAB, option a seems reasonable.

	LG
	Option a
	While we do not see the practical need of supporting option a), it is also true that taking option b in the initial release and extension for per PLMN in the later release would unnecessarily complicate the specification. For this reason, we are fine with option a. 

	QCOM
	Option a
	We agree with LG. While barring usually applies across PLMNs, we may want to keep options open for RAN sharing without casuing too much trouble to change things.

	Futurewei
	Option a
	We assume that parent selection for IAB nodes should be PLMN specific. Not clear that we can rely on option b to provide this functionality.

	ZTE
	Option b
	According to 38.331, cellBarred IE is common for all PLMNs. So IAB specific cell status should be common for all PLMNs as well.
MIB ::=                             SEQUENCE {
    systemFrameNumber                   BIT STRING (SIZE (6)),
    subCarrierSpacingCommon             ENUMERATED {scs15or60, scs30or120},
    ssb-SubcarrierOffset                INTEGER (0..15),
    dmrs-TypeA-Position                 ENUMERATED {pos2, pos3},
    pdcch-ConfigSIB1                    PDCCH-ConfigSIB1,
    cellBarred                          ENUMERATED {barred, notBarred},
    intraFreqReselection                ENUMERATED {allowed, notAllowed},
    spare                               BIT STRING (SIZE (1))
}

	Nokia
	Option b)
	Per PLMN indication could be useful for to support the case where IAB is supported for some operator but not for other. However, in case IAB is not supported for a PLMN, then most likely this PLMN will not have IAB nodes deployed. Another use case could be load balancing or topology management (e.g. a certain operator may not want to use some specific IAB nodes). However, this case can be handled by handover as most of the topology management functions are. Hence, in order not to increase the size of SIB1 unnecessarily (which was already recognized as an issue in Rel-15), we think only a single indication should be supported.

	Sharp
	Option a
	No strong opinion but a is fine.

	Lenovo&MotM
	Option a
	To support sharing network.




Summary:
15 companies replied to Q1.2, in which 10 preferred or slightly preferred option a (per PLMN) while the other 5 companies preferred option b (common for all PLMN).
Considering the comments provided by the companies, the rapporteur suggests agreeing on option a.

Cell status for IAB node(s) is indicated per PLMN.

Question 1.3: 
Should the IE cellBarred sent in MIB apply to IAB node(s) just as for legacy UEs, i.e. when cellBarred is set to “barred” the IAB node excludes the cell from the candidate list and does not read SIB1? 
	Company
	Yes/No 
	Comment

	Sony
	
	For simplicity, it should apply as legacy UEs but we are open to other companies views.

	Kyocera
	Yes
	

	Huawei
	No
	IAB node should ignore the cellBarred in MIB.
We need to support the separate cell barring for UE and IAB node in following cases:
Case 1: both UE and IAB-MT are not barred in SA scenario.
Case 2: both UE and IAB-MT are barred in SA scenario.
Case 3: Only IAB-MT is barred, e.g. in case of network overload in SA scenario.
Case 4: Only UE is barred, e.g. in case of option b for IAB usage in NSA scenario. 
However, in current NSA scenario option b, SgNB does not need to broadcast any system information except for MIB, because these system information can be sent to UE in RRC message through MeNB. SgNB needs to bar the normal UEs but to allow IAB node to access. The cellBarred IE in MIB will be set to barred and IAB node just ingores this IE. 
[image: ]

	ITRI
	Yes
	There could be a case that an IAB node provides no service to other IAB nodes and UEs. 

	Ericsson
	Yes
	For this specific case, we think the IAB node(s) should follow legacy behavior for MIB. Other cell restrictions IEs in SIB1 should be, however, ignored by IABs. With the bit suggested in Question 1.1 and the cellBarred in MIB, all scenarios described by Huawei are supported.

	CATT
	Yes
	

	Intel
	No
	Barring has to be controlled separately for IAB nodes and UEs. When the IAB network is being setup (i.e., IAB nodes are performing integration), the IAB nodes that are already integrated need to allow IAB nodes to connect. However, since the network is not fully established yet, UEs should not be allowed to connect.
If ‘cellBarred‘ in the MIB is used, neither IAB nodes nor UEs will be able to connect to the network. Alternatively, if cellBarred is not barred, all UEs will connect to the first IAB nodes that are integrated, resulting in a very imbalanced distribution of UEs.  

	AT&T
	No
	It is beneficial to support differentiated access control for UEs and IAB nodes. Assuming the new parameter iab-Support-r16 is introduced, it should then be possible for IAB nodes to ignore the cellBared indication in the MIB

	Samsung
	Yes
	There seems no reason to have a exceptional case with cellBarred IE.

	LG
	
	Yes. The IE cellBarred is used in some exceptional cases to bar all accesses irrespctive of PLMNs. The functionality of cellBarred can be extended to control IAB access without modification, i.e. the IE cellBarrd is equally applied to normal UEs and IAB nodes.
Regarding the question whether the IAB node should ignore the two cell reserveration IEscellReservedForOperatorUse  and andcellReservedForOtherUse, we think that it is not a good idea to allow the new IAB-support field (in Q1.1) to overritde the cell reservation functionalities. Instead, the existing reservation mechanism should still work for IAB node as well, as Then, for normal UEs. The IE cellReservedForOperatorUse can be used to allow IAB nodes set to AI 11/15, while barring normal UEs. This differentation assume some restrictive setting of AIs for IAB access, but it seems OK because only allowing IAB nodes seems to be a restrictive case as well. 

	QCOM
	No
	We agree with Intel’s points.

	Futurewei
	Prefer No for simplicity
	We need to support the case were UEs are barred, but IAB nodes are not barred (Case 4 in HW response). It seems simplest to support this if IAB nodes ignore cellBarred, and have a different barring indicator.
Our understanding is that if the IAB MT obey’s the cellBarred indication in the MIB, then it would not read SIB1. In which case, the bit suggested in Question 1.1 would not apply. Based on this understanding, we found the response from E/// to be a bit puzzling, as it seems that Case 4 may not be addressed.

	ZTE
	No
	In some scenarios, the parent node may restrict IAB node MT access but allows UE access. For example, the parent node is close to maximum load limit, it may reject IAB-MT access which is expected to bring a lot of traffic than normal UE. So an IAB specific cellBarred IE should be defined.

	Nokia
	No
	We should consider the case where the IAB network is deployed in SA mode for IAB-MT, but should not be used in SA mode by Access UEs (option b) from TR 38.874):


In this scenario, cellBarred should be set to „barred“ to prevent Access UEs from accessing the cell, but at the same time IAB-MTs need to be able to access such cell. Hence, if the cell sends „IAB support“ indication, IAB-MTs should ignore cellBarred status. Alternatives would be to use cellReservedForOperatorUse or cellReservedForOtherUse, but cellBarred is most efficient for legacy UEs as it is contained in MIB.

	Sharp
	Probably No
	In order to support Case 4 mentioned in the Huawei’s comment above, there may be two options:
· IAB node ignores cellBarred
· Use cellReservedForOperatorUse
The second option is dependent on whether AI 11/15 can be assigned to IAB-nodes. However, use of AI 11/15 for IAB might possibly defeat the original purpose. We recommend RAN2 carefully study the feasibility of using cellReservedForOperatorUse.  

	Lenovo&MotM
	Yes
	cellBarred IE can be used to bar all UEs including IAB node. We donot see need to change the legacy behaviour.



Summary:
16 companies replied to Q1.3. 7 companies replied “yes (follow legacy)” while 8 companies replied “no (not follow legacy)”. 1 company remains neutral.
Given the comments provided by companies, the rapporteur understand that one discrepancy is that some companies want to be able to restrict the access to UEs but not to IABs (e.g., the examples provided by Huawei, Intel, and AT&T). Yet, other companies suggest that it is possible to achieve separation between UEs and IABs with the different current restriction parameters and the new IE for IABs (as explained by LG).

Thus, the rapporteur suggests the following way forward:
Support separate cell barring for UE and IAB.
If IABs and UEs can be barred separated using the right combination of cell restriction IEs, agree on that IE cellBarred sent in MIB apply to IAB node(s) just as for legacy UEs.


Question 1.4:
Any other comment(s)?
	Company
	Comment

	Sony
	We would also like to discuss and think that the “cellReservedForOperatorUse“ IE may have a different meaning for IAB MT access even if set to “reserved“ considering IAB is a network node. 

	ITRI
	It is proposed to discuss the impacts of applying UAC to IAB node for MCG fast recovery like procedure when considering the options.

	
	

	Nokia
	For EN-DC support, we should also agree that “IAB support” indication is sent by eNB, which supports EN-DC IAB-MTs.


 
Summary:

2.2	Unified Access Control
Unified Access Control (UAC) is used for load control in sporadic and short overload situations. UAC is controlled by two parameters: Access Identities (AI) and Access Categories (AC). An access attempt is categorized into one or more of the Access Identities and one of the Access Categories.
When used, UAC only applies to the RRC Connection Establishment and RRC Connection Resume.

Question 2.1: 
Should IAB node(s) be under UAC control? 
	Company
	Yes/No
	Comment

	Sony
	Yes
	In our understanding, any bearer request, when IAB node is operation, can be linked to either UE or network initiated bearer setup and UAC should be applicable for these UE specific bearers. However, IAB MT node may also initiate a bearer setup for e.g. OAM traffic while it is operating as an IAB node and these bearer setups should be under UAC control. 

	Kyocera
	Yes
	

	Huawei
	Yes
	The IAB-MT performs RRC connection establishment as a normal UE, in which case it would be subject to unified access control.

	ITRI
	FFS
	IAB node may initiate PDU session establishment/modification e.g., when MCG failure recovery.

	Ericsson
	No
	In our view, this function is not needed for IAB nodes, because:
1) IAB nodes will not be in Inactive, thus, no RRC Connection Resume message will be sent.
 2) RRC Connection Establishment will happen in very rare cases, perhaps only once when they are first set up. RRC Connection re-establishment is a different case not covered by UAC. 
Since RRC Connection Establishment is a rare use case for an IAB node, we do not need to support functions that will not be needed or used.

	CATT
	Yes
	

	Intel
	Yes
	No clear reason to not apply UAC (note that access by IAB nodes should not be frequent).

	AT&T
	Yes
	Although IAB node access attempts may be more infrequent than access UEs, it is beneficial to keep IAB-MT RRC connection establishment aligned with the existing UE procedures and also makes it open for forward compatibility to future use cases like mobile IAB.

	Samsung
	Yes
	It is beneficial for operators to efficiently control IAB loads by using UAC. A parent IAB node could serve a few normal UEs and another IAB node(s). Then it may (de)prioritize IAB MT(s).

	LG
	Yes
	We do not see a compelling reason to introduce an exception/benefit only for IAB. Irrespective of whether RRC connection establishment is frequent or not, UAC needs to be universally applied. 

	QCOM
	Yes
	Same as other companies in „Yes“ camp

	Futurewei
	Yes
	We agree with E///‘s observation in that the IAB-MT will seldomly perform an RRC Connection Establishment. However, it will perform this particuallry during initial access to the network, and in this case the IAB-MT anyway behaves as a UE.
As such we don’t see a strong reason to exempt an IAB-MT from UAC. We are concerned that such exemption, if agreed, could introduce additional corner cases for UAC that would need to be addressed. This could result in unnecessary complexity in the spec.

	ZTE
	Yes
	Unified access control should be applied to IAB so that the IAB donor can control the IAB node access just like normal UE.

	Nokia
	No
	We cannot simply reuse UAC for IAB-MTs as it could have a detrimental effect on the IAB nodes operation, e.g. in case operator would like to limit access from Access UEs only. Hence, we would have to make quite some modifications to UAC while we think that „IAB support“ indication is sufficient to control whether the IAB node may establish a connection or not.


	Sharp
	Yes
	In principle, IAB MT should behave like a normal UE.

	Lenovo&MotM
	Yes
	For IAB system, the load balance is also required.



Summary:

16 companies replied to this question, 13 of them replied “Yes” i.e. UAC applies to IAB nodes. 2 companies replied “No”. One company indicated that it requires further study.
Considering the comments provided by the companies, the rapporteur suggests agreeing on the following proposal.

IAB node(s) are under UAC control.


The following questions assume that there is a positive consensus around question 2.1 (i.e. UAC is applicable for IAB nodes). The rapporteur suggests the following question to achieve progress in case there is a consensus. 
UAC is controlled by both Access Classes and Access Identities (see 3GPP 22.261 and 24.501). Several companies have suggested few different options to control UAC for IAB nodes, e.g., legacy methods are sufficient, using a new AI, and/or a new AC. The next question aims to identify if there is a need to enhance or not anything related to UAC e.g. defining (or not defining) new AI and or AC for IAB node(s).

Question 2.2:
If you have answered yes to Q 2.1, then please provide reason(s) and explain the solution for how UAC could control IAB node(s). 
	Company
	Comment

	Sony
	We support to define a new AC and/or AI for IAB

	Kyocera
	We think it can be left up to NW implementation and deployment policy, i.e., the legacy method is sufficient. 

	Huawei
	Reuse the existing AC and AI should be sufficient. 

	ITRI
	IAB nodes could be assigned with operator assigned Access Categories and Access Class 11 and 15 to comply with UAC mechanism. It is also fine to defined a new AC for IAB.

	Ericsson
	If UAC would be supported by IAB nodes, current AI and AC should be sufficient as the use case is practically inexistent.

	CATT
	Legacy mechanism seems sufficient. 

	Intel
	Existing AC and AI can be used

	AT&T
	Given that IAB is a new use case and IAB nodes should be differentiated from access UEs (as they are RAN equipment), defining new AI/AC seems appropriate.

	Samsung
	No strong opinion with new AI or AC. Slightly, it’s further preferable with new AC rather than new AI, because AI is just a on/off option. If new AC is allowed, it seems suitable to use a reserved standardized AC.

	LG
	Fine to introduce a new AC/AI for IAB. Also fine with using existing AC and AI including the use of operator assigned AC.

	QCOM
	Legacy mechanism is fine.

	Futurewei
	Should reuse existing functionality, as much as possible. Can consider enhancements if a gap is identified with existing functionality.

	ZTE
	Similar to the operations in NR, the IAB node MT determines whether an identified access attempt is authorized or not, based on the broadcast barring information and the selected Access Category and Access Identities. In our opinion, it is suggested to define an IAB-specific access category and access identity. 
On one hand, the IAB node can enlarge network coverage and serve more UEs, so the parent node may prioritize MT access. With this in mind, if new IAB-specific access category and/or access identity is introduced, the parent node could prioritize the access from IAB nodes over other accesses. Specifically, the parent node could set the uac-BarringFactor parameter to prioritize the access from IAB nodes over other UE’s accesses. 
On the other hand, when the parent node is congested, it may deprioritize the access from IAB nodes. But it tends to prioritize IAB-MT access over normal UE access after alleviating the congestion. Therefore, the parent node could set uac-BarringTime parameter associated with IAB based on its load status in order to control the access of the IAB node.

	Nokia
	Even though we replied „No“ tot he previous question, we would like to underline that we cannot just reuse legacy behaviour. This would require some discussions, e.g. on which AI/AC are applicabe to IAB-MT etc. We think this is unnecessary.

	Sharp
	Reuse the existing AC and AI.

	Lenovo&MotM
	The existing AC and AI are sufficient.



Summary:
There seems to be a split among companies on how UAC could control the IAB node(s). However, the rapporteur thinks that a majority of the companies want to keep the legacy procedure for IAB nodes and there are no major technical concerns to do so. This implies that no new AC or AI is introduced.

Release 15 UAC procedures apply to IAB nodes and no new AC or AI are defined.

2.3	RRC Connection Setup
2.3.1	Establishment Cause
The RRC Connection Setup includes an IE “Establishment Cause” that indicates a cause for the establishment. These establishment cause values are pre-defined in 3GPP TS 24.501 and the selected establishment cause value depends on the combination of AI and AC. 
Question 3.1:
Are the currently defined Establishment Cause values enough for IAB node(s)? Please, justify your answer.
	Company
	Yes/No
	Comment

	Sony
	Maybe Yes
	We think Rel-15 establishment cause is enough. We only need to correlate the existing value with new AI/AC.

	Kyocera
	Yes
	It could be assumed that when RRC Setup Request is sent, the IAB node is in the initial access phase, i.e., no downstream connection with child nodes and Ues. So, we don’t think any additional special handling is needed in RRC connection establishment procedure. 

	Huawei
	Yes
	Generally, existing cause should be sufficient. If RAN2 agrees to introduce new AC for IAB, then new cause value may be needed.

	ITRI
	FFS
	A RRC establishment cause to distinguish connection setup for OAM may be benefit.

	Ericsson
	Yes
	As explained before, the RRC Connection Establishment will be a very rare event, perhaps happening only once or at very rare error cases. IAB node may be set up when there is no or limited load in the network, and thus, they will not have to contend with other accesses. Hence, it is the same like if the IAB node uses the same Establishment Causes as Ues do and there is no real need to introduce any new cause value specific for IAB nodes.

	CATT
	Yes
	In general we tend to reuse legacy RRC connnection setup procedure as much as possible. We only introduce further optimization/restriction if justified. 

	Intel
	Yes
	

	AT&T
	No
	If new AI/AC are defined for IAB, a new cause value should also be defined.

	Samsung
	No
	It is preferable to have a separate cause value to indicate IAB setup purpose.
It intends for networks to deterime the connection reject while considering if it’s IAB setup or not.

	LG
	No
	For the very initial RRC connection establishment, the proritization of IAB access is not really necessary, since start-up of IAB networks will be performe when network is very under utilized. 
However, in our view, prioritization of IAB access is highly beneficial when the access attempt is to re-connect to the network, resulted from some failures experienced by the IAB node, e.g. after failure of BH RLF recovery. In such a case, it is highly desirable to accerate thje (re-)connection procedure to minimize overall IAB network performamce degradation. 
So we think it is important to prioritize IAB access against normal UE access. The easiest way is to introduce a new access cause. 

	QCOM
	Yes
	We should not overdesign the system. It is presenlty hard to come up with a reason why a new Establishment Cause would be needed.

	Futurewei
	Yes
	Should reuse existing functionality, as much as possible. At the moment, we do not see a clear need for a new establishment cause. Can consider enhancements if a gap is identified with existing functionality.

	ZTE
	No
	It is suggested to define a new establishmentCause as IAB. In this case, the donor is aware of the MT access during the RRC connection setup procedure. The benefit for the donor CU to know the IAB node during the RRC setup procedure is that the donor CU could differentiate the admission control processing of normal UE and IAB node MT. For example, the donor CU may prioritize the RRC connection setup request from IAB node MT.

	Nokia
	Yes
	IAB support indication is already agreed to be sent in MSG5. There is no need to introduce yet another mechanism to identify IAB node.

	Sharp
	Yes
	

	Lenovo&MotM
	Yes
	It seems unnecessary for parent node/donor cell to distinguish it during RA since we have the broadcasting indicator indicating whether IAB node is allowed or not.



Summary:

16 companies replied to Q3.1. 11 of them replied “Yes” i.e. currently defined Establishment Cause values are enough, while 4 replied “No”. One company indicated that it requires further study.
Given the input provided by the companies, the rapporteur suggests agreeing on the following proposal.

No new Establishment Cause values in RRC Connection Setup are defined.


2.4	RRC Connection Re-establishment
2.4.1	Re-establishment Cause
The RRC Connection Re-establishment includes an IE “Re-establishment Cause” which indicates a cause for re-establishment. The selected value does not depend on the AI or AC. The currently defined values are reconfigurationFailure, handoverFailure, and otherFailure. There is only one spare value.
Question 4.1:
Are the currently defined Re-establishment Cause values enough for IAB node(s)? Please, justify your answer.
	Company
	Yes/No
	Comment

	Sony
	Yes
	We think Rel-15 Re-establishment cause is enough

	Kyocera
	No
	We think a specific cause value should be defined to tell the target cell of IAB node’s reestablishment, since the difference from the legacy cases is that the IAB node may already have many connections with downstream IAB nodes and Ues. From the target cell point of view, it’s not always true that it can be capable of such a big traffic load even if it’s IAB-capable node (i.e., it can handle the traffic only from an IAB node but it’s a different story one from the grandchildren). So, we assume the target cell may take different actions, e.g., different responses to RRC Reestablishment Request, if the request comes from an IAB node (whose MT is still in RRC Connected).  

	Huawei
	Yes
	The cases for IAB-MT to do RRC reestablishment is mostly same as normal Ues. The only difference could be the reestablishment triggered by the backhaul RLF indication, but which case can be seen as a normal RLF and can therefore use “otherFailure”.
As to the intention to prioritize the IAB re-establishement, after MT requests the Re-establishment, the network will fetch the MT’s UE context. Based on the fetched context, the network can identify the IAB node.

	ITRI
	Yes
	

	Ericsson
	Yes
	On the one hand, the Re-establishment message will provide information which will allow the new cell to retrieve the context that will also identify the IAB node and prioritize it if needed. On the other hand, there is one spare value and the size of the RRC Connection Re-establishment is limited.
Thus, we see no immediate need to introduce new cause value for this case.

	CATT
	Yes
	Again, we do not see strong reasons for defining something different. 

	Intel
	Yes
	

	AT&T
	Yes
	The existing cause values are sufficient for Rel-16 use cases

	Samsung
	Yes
	We assume no reason to distinguish it during re-establishment.

	LG
	Yes
	It is our understanding that UE context of an IAB node includes an IAB indicator, Then the UE identity IE provided in the RRCReestablishmentRequest will enable the network to identify whether the access is from IAB node or not, via using context fetch, if necessary. 

	QCOM
	Yes
	For stationary deployments (Rel-16), reestablishment only occurs at a very few neighbor cells. Context fetch including IAB indicator should provide sufficient information. 

	Futurewei
	Yes
	At the moment, we do not see a clear need for a new cause code. Can consider enhancements if a gap is identified with existing functionality.

	ZTE
	No
	Same comment as Question 3.1

	Nokia
	Yes
	We do not see how the IAB node could be treated differently by the Donor CU based on the knowledge that is an IAB MT. This would also be only helpful in inter-CU case, which is not supported in Rel-16 and which has more issues (e.g. lack of F1AP with new Donor CU). In usual scenarios, the Reestablishment will be sent to the serving Donor CU, which will anyway identify the UE as IAB node based on UE identity carried in Reestablishment request message.

	Sharp
	Yes
	

	Lenovo&MotM
	No
	It could result in Ping-pong handover. 


For example, if RLF of the link between IAB node1 and IAB node2 happens (see figure), IAB node2 will perform reestablishment procedure. If IAB node2 fails to re-establish the link, IAB node2 will transmit the notification of recovery failure to IAB node3. Once receiving the notification, IAB node3 will initiate the re-establishment procedure. If IAB node3 succeeds in the reestablishment including the cause of otherFailure in another CU e.g. CU2, the new CU2 is not aware of backhaul link failure between IAB node1 and IAB node2. According to the legacy specification, IAB node3 may report the measurement result for the neighbor cell (IAB node2) after switching to CU2. If the channel quality of IAB node2 is better than the serving cell, the CU2 may attempt to handover IAB node3 back to the previous CU based on the measurement result. 
Therefore, we suggest a new casue of backhual link failure.



Summary:
16 companies replied to Q4.1. 13 of them replied “Yes” i.e. currently defined Re-establishment Cause values are enough, while 3 companies replied “No”.
Given the input provided by the companies, the rapporteur suggests agreeing on the following proposal.

No new Re-establishment Cause values are defined.


2.5	Other issues
Question 5.1:
Any other comment(s)?
	Company
	Comment

	Sony
	We would like to discuss the handling of PWS information and proposed in our contribution (R2-1913350) that the IAB node should ignore the information received in system information and only rely on the information received via F1 interface from the CU.

	Futurewei
	In the current RLF recovery procedure a UE performs cell selection to find a suitable cell to camp on before transmitting an RRC Reestablishment Request to the network.
Depending on IAB network topology, this procedure may not be approriate for cell selection by an IAB-MT following a RLF. For example, the MT of the IAB node experiencing the RLF may select a cell of its child node or one of its decendents. However, in the case of a tree topology a decendent node would no longer have connectivity to the donor (due to the RLF at the parent node), and hence would not be a suitable node for the re-establishement. 
However, if a decendent has another path to the donor (e.g. if it is Dual Connected) it can provide a path for the re-establishment to reach the donor, and hence would be a valid candidate for the MT to select following a RLF.
It is proposed that RAN2 should discuss if any further enhancements are needed to address cell selection in the case of RLF recovery for an IAB node MT.

	
	


Summary:


3	Summary
 
[bookmark: _In-sequence_SDU_delivery]In this section, the rapporteur provides all the proposals. Individual summaries are given in the different subsections.

1. Both support of IAB node(s) and the cell status for IAB node(s) is combined in a single IE, i.e. if the IE is present, the cell supports IABs and the cell is also considered as a candidate for IABs; if the IE is absent, the cell does not support IAB and/or the cell is barred for IAB
Cell status for IAB node(s) is indicated per PLMN.
Support separate cell barring for UE and IAB.
If IABs and UEs can be barred separately using the right combination of cell restriction IEs, agree on that IE cellBarred sent in MIB apply to IAB node(s) just as for legacy UEs.
IAB node(s) are under UAC control.
Release 15 UAC procedures apply to IAB nodes and no new AC or AI are defined.
No new Establishment Cause values in RRC Connection Setup are defined.
No new Re-establishment Cause values are defined.
[bookmark: _GoBack]
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