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[bookmark: _Toc12524348][bookmark: _Toc12524354]
START OF CHANGES
3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
DAPS bearer: a bearer whose radio protocols are located in both the source eNB and the target eNB during DAPS handover to use both source eNB and target eNB resources.
NB-IoT: NB-IoT allows access to network services via E-UTRA with a channel bandwidth limited to 200 kHz.
Split bearer: in dual connectivity, a bearer whose radio protocols are located in both the MeNB and the SeNB to use both MeNB and SeNB resources.
LWA bearer: in LTE-WLAN Aggregation, a bearer whose radio protocols are located in both the eNB and the WLAN to use both eNB and WLAN resources.
NEXT CHANGE

[bookmark: _Toc12524349]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
AILC	Assistance Information bit for Local Cache
AM	Acknowledged Mode
ARP	Address Resolution Protocol
CID	Context Identifier
DAPS		Dual Active Protocol Stack
DRB	Data Radio Bearer carrying user plane data
EPS	Evolved Packet System
E-UTRA	Evolved UMTS Terrestrial Radio Access
E-UTRAN	Evolved UMTS Terrestrial Radio Access Network
eNB	E-UTRAN Node B
FIFO	First In First Out
FMS	First missing PDCP SN
HFN	Hyper Frame Number
HRW	Highest Received PDCP SN on WLAN
IETF	Internet Engineering Task Force
IP	Internet Protocol
L2	Layer 2 (data link layer)
L3	Layer 3 (network layer)
LWA	LTE-WLAN Aggregation
MAC	Medium Access Control
MAC-I	Message Authentication Code for Integrity
MCG	Master Cell Group
NB-IoT	Narrow Band Internet of Things
NMP	Number of Missing PDCP SDUs
PDCP	Packet Data Convergence Protocol
PDU	Protocol Data Unit
PEK	ProSe Encryption Key
PGK	ProSe Group Key
ProSe	Proximity-based Services
PTK	ProSe Traffic Key
R	Reserved
RB	Radio Bearer
RFC	Request For Comments
RLC	Radio Link Control
RN	Relay Node
ROHC	RObust Header Compression
RRC	Radio Resource Control
RTP	Real Time Protocol
SAP	Service Access Point
SCG	Secondary Cell Group
SDU	Service Data Unit
SLRB	Sidelink Radio Bearer carrying Sidelink Communication or V2X sidelink communication data
SN	Sequence Number
SRB	Signalling Radio Bearer carrying control plane data
TCP	Transmission Control Protocol
UDC	Uplink Data Compression
UDP	User Datagram Protocol
UE	User Equipment
[bookmark: Signet45]UM	Unacknowledged Mode
X-MAC	Computed MAC-I

NEXT CHANGE

[bookmark: _Toc12524352]4.2	PDCP architecture
[bookmark: _Toc12524353]4.2.1	PDCP structure
Figure 4.2.1.1 represents one possible structure for the PDCP sublayer; it should not restrict implementation. The figure is based on the radio interface protocol architecture defined in TS 36.300 [2].



Figure 4.2.1.1 - PDCP layer, structure view
Each RB (i.e. DRB, SLRB and SRB, except for SRB0 and SRB1bis) is associated with one PDCP entity. Each PDCP entity is associated with one, two, or four (e.g uni-directional/bi-directional or split/non-split) RLC entities depending on the RB characteristic (i.e. uni-directional or bi-directional) or RLC mode:
-	For split bearers or for RBs configured with PDCP duplication, each PDCP entity is associated with two (bi-directional) AM RLC entities, two (for same direction) UM RLC entities or four (uni-directional) UM RLC entities.
-	For LWA bearers, each PDCP entity is associated with one (bi-directional) AM RLC entity or two (uni-directional) UM RLC entities and the LWAAP entity.
-	For DAPS bearers, each PDCP entity is associated with two AM RLC entities (for same direction, one for source cell and one for target cell).
-	Otherwise, each PDCP entity is associated with one UM RLC entity, two UM RLC entities (one for each direction), or one AM RLC entity (bi-directional).
PDCP entities are located in the PDCP sublayer. The PDCP sublayer is configured by upper layers, see TS 36.331 [3].
FFS:  Although we already agreed that RLC UM with PDCP SN number continuity is supported for DAPS, we can add the corresponding descriptions after we figure out how to capture it next meeting.

NEXT CHANGE

4.2.2	PDCP entities
The PDCP entities are located in the PDCP sublayer. Several PDCP entities may be defined for a UE. Each PDCP entity carrying user plane data may be configured to use either uplink data compression (UDC) or to use header compression.
Each PDCP entity is carrying the data of one radio bearer. In this version of the specification, the robust header compression protocol (ROHC) and UDC, are supported. Every PDCP entity uses at most one ROHC or one UDC compressor instance and at most one ROHC or UDC decompressor instance. ROHC and UDC are not supported simultaneously for the same radio bearer.
FFS: whether UDC is supported in DAPS PDCP entity.
A PDCP entity is associated either to the control plane or the user plane depending on which radio bearer it is carrying data for.
Figure 4.2.2.1 represents the functional view of the PDCP entity for the PDCP sublayer; it should not restrict implementation. The figure is based on the radio interface protocol architecture defined in TS 36.300 [2].
For RNs, integrity protection and verification are also performed for the u-plane.
For split and LWA bearers, routing is performed in the transmitting PDCP entity, and reordering is performed in the receiving PDCP entity.
For PDCP duplication, submission of duplicates is performed in the transmitting PDCP entity, and duplicate discard is performed in the receiving PDCP entity.
For split bearers, except when PDCP duplication is configured and activated, when requested by lower layers to submit PDCP PDUs, the transmitting PDCP entity shall:
-	if ul-DataSplitThreshold is configured and the data available for transmission is larger than or equal to ul-DataSplitThreshold:
-	submit the PDCP PDUs to either the associated RLC entity configured for SCG or the associated RLC entity configured for MCG, whichever the PDUs were requested by;
-	else:
-	if ul-DataSplitDRB-ViaSCG is set to TRUE by upper layers, see TS 36.331 [3]:
-	if the PDUs were requested by the associated lower layers configured for SCG:
-	submit the PDCP PDUs to the associated RLC entity configured for SCG;
-	else:
-	if the PDUs were requested by the associated lower layers configured for MCG:
-	submit the PDCP PDUs to the associated RLC entity configured for MCG.
For LWA bearers, when submitting PDCP PDUs to lower layers, the transmitting PDCP entity shall:
-	if ul-LWA-DataSplitThreshold is configured and the data available for transmission is larger than or equal to ul-LWA-DataSplitThreshold:
-	submit the PDCP PDUs to either the associated RLC entity upon request from lower layers or the associated LWAAP entity;
-	else:
-	if ul-LWA-DRB-ViaWLAN is set to TRUE by upper layers,see TS 36.331 [3]:
-	submit the PDCP PDUs to the associated LWAAP entity;
-	else:
-	submit the PDCP PDUs to the associated RLC entity upon request from lower layers.
NOTE:	The selection of PDCP PDUs submitted to the associated LWAAP entity is left up to the UE implementation.
For bearers configured with PDCP duplication, when requested by lower layers to submit the PDCP PDUs, the transmitting PDCP entity shall:
-	if PDCP duplication is activated:
-	if the PDCP PDU is a PDCP Data PDU:
-	duplicate the PDCP Data PDU and submit the PDCP Data PDU to the associated RLC entities;
-	else:
-	submit the PDCP Control PDU to the primary RLC entity;
-	else:
-	submit the PDCP PDU to the associated RLC entity.


Figure 4.2.2.1 - PDCP layer, functional view
Figure 4.2.2.x represents the functional view of the PDCP entity associated with the DAPS bearer for the PDCP sublayer; it should not restrict implementation. The figure is based on the radio interface protocol architecture defined in TS 36.300 [2].
For DAPS bearers, the PDCP entity is configured with two sets of security functions and keys and two sets of header compression protocols. 
For DAPS bearers, routing is performed in the transmitting PDCP entity, and reordering is performed in the receiving PDCP entity.
For DAPS bearers, when submitting PDCP PDUs to lower layers, the transmitting PDCP entity shall:
- 	if the uplink data switching has not been indicated:
-	submit the PDCP PDU to the RLC entity associated with the source cell;
-	else:
-	if the PDCP PDU is a PDCP Data PDU:
-	submit the PDCP Data PDU to the RLC entity associated with the target cell;
-	else:
-	 if the PDCP Control PDU is associated with source cell:
	-	submit the PDCP Control PDU to the RLC entity associated with the souce cell;
-	else:
	-	submit the PDCP Control PDU to the RLC entity associated with the target cell;

FFS: whether to use “DAPS PDCP entity” or “single PDCP entity supporting DAPS”.
FFS: how to handle SRB is still FFS.
FFS: how to handle duplicate discarding if duplication is enabled


Figure 4.2.2.x - PDCP layer with DAPS, functional view

NEXT CHANGE

[bookmark: _Toc12524358]4.4	Functions
The Packet Data Convergence Protocol supports the following functions:
-	header compression and decompression of IP data flows using the ROHC protocol;
-	compression and decompression of uplink PDCP SDU;
-	transfer of data (user plane or control plane);
-	maintenance of PDCP SNs;
-	in-sequence delivery of upper layer PDUs at re-establishment of lower layers;
-	duplicate elimination of lower layer SDUs at re-establishment of lower layers for radio bearers mapped on RLC AM;
-	ciphering and deciphering of user plane data and control plane data;
-	integrity protection and integrity verification of control plane data;
-	integrity protection and integrity verification of sidelink one-to-one communication data;
-	for RNs, integrity protection and integrity verification of user plane data;
-	timer based discard;
-	duplicate transmission and duplicate discarding;
-	for split and LWA bearers, routing and reordering;
-	for DAPS bearers, routing and reordering.
PDCP uses the services provided by the RLC sublayer and the LWAAP sublayer.
PDCP is used for SRBs, DRBs, and SLRBs mapped on DCCH, DTCH, and STCH type of logical channels. PDCP is not used for any other type of logical channels. PDCP is not used for SRB1bis. DAPS PDCP is only used for DRB.

NEXT CHANGE

[bookmark: _Toc12524359]4.5	Data available for transmission
For the purpose of MAC buffer status reporting, the UE shall consider PDCP Control PDUs, as well as the following as data available for transmission in the PDCP layer:
For SDUs for which no PDU has been submitted to lower layers:
-	the SDU itself, if the SDU has not yet been processed by PDCP, or
-	the PDU if the SDU has been processed by PDCP.
In addition, for radio bearers that are mapped on RLC AM, if the PDCP entity has previously performed the re-establishment procedure, the UE shall also consider the following as data available for transmission in the PDCP layer:
For SDUs for which a corresponding PDU has only been submitted to lower layers prior to the PDCP re-establishment, starting from the first SDU for which the delivery of the corresponding PDUs has not been confirmed by the lower layer, except the SDUs which are indicated as successfully delivered by the PDCP status report, if received:
-	the SDU, if it has not yet been processed by PDCP, or
-	the PDU once it has been processed by PDCP.
For radio bearers that are mapped on RLC AM, if the PDCP entity has previously performed the data recovery procedure, the UE shall also consider as data available for transmission in the PDCP layer, all the PDCP PDUs that have only been submitted to re-established AM RLC entity prior to the PDCP data recovery, starting from the first PDCP PDU whose successful delivery has not been confirmed by lower layers, except the PDUs which are indicated as successfully delivered by the PDCP status report, if received.
In addition, for bearers configured with PDCP duplication, when PDCP duplication is activated, for SDUs for which a PDU has only been submitted to lower layers associated with one logical channel, for the purpose of MAC buffer status reporting associated with the other logical channel the UE shall consider:
-	the PDU, if the PDU has not yet been confirmed to be successfully delivered by those lower layers.
For split bearers, when indicating the data available for transmission to a MAC entity for BSR triggering and Buffer Size calculation, the UE shall:
-	if ul-DataSplitThreshold is configured and the data available for transmission is larger than or equal to ul-DataSplitThreshold:
-	indicate the data available for transmission to both the MAC entity configured for SCG and the MAC entity configured for MCG;
-	else:
-	if ul-DataSplitDRB-ViaSCG is set to TRUE by upper layer, see TS 36.331 [3]:
-	indicate the data available for transmission to the MAC entity configured for SCG only;
-	if ul-DataSplitThreshold is configured, indicate the data available for transmission as 0 to the MAC entity configured for MCG;
-	else:
-	indicate the data available for transmission to the MAC entity configured for MCG only;
-	if ul-DataSplitThreshold is configured, indicate the data available for transmission as 0 to the MAC entity configured for SCG.
For uplink LWA bearers, when indicating the data available for transmission to the MAC entity for BSR triggering and Buffer Size calculation, the UE shall:
-	if ul-LWA-DataSplitThreshold is configured and the data available for transmission is larger than or equal to ul-LWA-DataSplitThreshold:
-	indicate the data available for transmission to the MAC entity;
-	else:
-	if ul-LWA-DRB-ViaWLAN is set to TRUE by upper layers, see TS 36.331 [3]:
-	indicate the data available for transmission as 0 to the MAC entity;
-	else:
-	indicate the data available for transmission to the MAC entity.
NOTE:	For LWA bearers, only the data that may be sent over LTE (i.e., excluding UL data already sent or decided to be sent over WLAN) is considered as "data available for transmission".
For bearers configured with PDCP duplication, when indicating the data available for transmission to a MAC entity for BSR triggering and Buffer Size calculation, the UE shall:
-	if PDCP duplication is activated:
-	indicate the data available for transmission to the MAC entity associated with the primary RLC entity and (if different) the MAC entity associated with the secondary RLC entity.
-	else:
-	if the two associated RLC entities belong to the different cell groups:
-	if ul-DataSplitThreshold is configured and the data available for transmission is larger than or equal to ul-DataSplitThreshold:
-	indicate the data available for transmission to both the MAC entity configured for SCG and the MAC entity configured for MCG.
-	else:
-	if ul-DataSplitDRB-ViaSCG is set to TRUE by upper layer, see TS 36.331 [3]:
-	indicate the data available for transmission to the MAC entity configured for SCG only;
-	if ul-DataSplitThreshold is configured, indicate the data available for transmission as 0 to the MAC entity configured for MCG.
-	else:
-	indicate the data available for transmission to the MAC entity configured for MCG only;
-	if ul-DataSplitThreshold is configured, indicate the data available for transmission as 0 to the MAC entity configured for SCG.
-	else:
-	indicate the data available for transmission to the MAC entity.
For DAPS bearers, when indicating the data available for transmission to the MAC entity for BSR triggering and Buffer Size calculation, the UE shall:
- 	if the uplink data switching has not been indicated:
	-	indicate the data available for transmission to the MAC entity associated with the source cell;
-	else:
-	indicate the data available for transmission excluding the PDCP Control PDU for interspersed ROHC feedback associcated with the source cell to the MAC entity associated with the target cell;
-	indicate the PDCP data volume of PDCP Control PDU for interspersed ROHC feedback associated with the source cell to the MAC entity assocaited with the source cell;


NEXT CHANGE
[bookmark: _Toc12524361]5.1	PDCP Data Transfer Procedures
[bookmark: _Toc12524362]5.1.1	UL Data Transfer Procedures
At reception of a PDCP SDU from upper layers, the UE shall:
-	start the discardTimer associated with this PDCP SDU (if configured);
For a PDCP SDU received from upper layers, the UE shall:
-	associate the PDCP SN corresponding to Next_PDCP_TX_SN to this PDCP SDU;
NOTE:	Associating more than half of the PDCP SN space of contiguous PDCP SDUs with PDCP SNs, when e.g., the PDCP SDUs are discarded or transmitted without acknowledgement, may cause HFN desynchronization problem. How to prevent HFN desynchronization problem is left up to UE implementation.
-	perform header compression of the PDCP SDU (if configured) as specified in the subclause 5.5.4;
-	perform compression of the uplink PDCP SDU (if configured) as specified in the subclause 5.11.4;
-	perform integrity protection (if applicable), and ciphering (if applicable) using COUNT based on TX_HFN and the PDCP SN associated with this PDCP SDU as specified in the subclause 5.7 and 5.6, respectively;
-	increment Next_PDCP_TX_SN by one;
-	if Next_PDCP_TX_SN > Maximum_PDCP_SN:
-	set Next_PDCP_TX_SN to 0;
-	increment TX_HFN by one;
-	if PDCP duplication is activated for the corresponding bearer:
-	submit a duplicate of the resulting PDCP Data PDU to lower layer.
-	submit the resulting PDCP Data PDU to lower layer.

NEXT CHANGE
[bookmark: _Toc12524396]5.5.2	Configuration of header compression
PDCP entities associated with DRBs can be configured by upper layers, see TS 36.331 [3] to use header compression either bidirectional (if headerCompression is configured) or uplink-only (if uplinkOnlyHeaderCompression is configured). If uplinkOnlyHeaderCompression is configured, the UE shall process the received PDCP Control PDU for interspersed ROHC feedback packet corresponding to the uplink header compression as specified in subclause 5.5.6.2, but shall not perform header decompression for the received PDCP Data PDU. PDCP entities associated with SLRBs can be configured to use header compression for IP SDUs. For DAPS bearers, the PDCP entity uses at most one ROHC compressor instance and at most two ROHC decompressor instances.

NEXT CHANGE
[bookmark: _Toc12524398]5.5.4	Header compression
The header compression protocol generates two types of output packets:
-	compressed packets, each associated with one PDCP SDU
-	standalone packets not associated with a PDCP SDU, i.e. interspersed ROHC feedback packets
A compressed packet is associated with the same PDCP SN and COUNT value as the related PDCP SDU.
For DAPS bearers, the PDCP entity shall perform the header compression for the PDCP SDU using the header compression protocol either configured for the source cell or configured for the target cell, based on to which cell the PDCP SDU is transmitted.
Interspersed ROHC feedback packets are not associated with a PDCP SDU. They are not associated with a PDCP SN and are not ciphered.
NOTE:	If the MAX_CID number of ROHC contexts are already established for the compressed flows and a new IP flow does not match any established ROHC context, the compressor should associate the new IP flow with one of the ROHC CIDs allocated for the existing compressed flows or send PDCP SDUs belonging to the IP flow as uncompressed packet.


NEXT CHANGE
[bookmark: _Toc12524399]5.5.5	Header decompression
If header compression is configured by upper layers for PDCP entities associated with u-plane data the PDCP PDUs are de-compressed by the header compression protocol after performing deciphering as explained in the subclause 5.6.
For DAPS bearers, the PDCP entity shall perform the header decompression for the PDCP SDU using the header compression protocol either configured for the source cell or configured for the target cell, based on from which cell the PDCP SDU is received.

NEXT CHANGE
[bookmark: _Toc12524400]5.5.6	PDCP Control PDU for interspersed ROHC feedback packet
[bookmark: _Toc12524401]5.5.6.1	Transmit Operation
When an interspersed ROHC feedback packet is generated by the header compression protocol, the UE shall:
-	submit to lower layers the corresponding PDCP Control PDU as specified in subclause 6.2.5 i.e. without associating a PDCP SN, nor performing ciphering.
[bookmark: _Toc12524402]5.5.6.2	Receive Operation
At reception of a PDCP Control PDU for interspersed ROHC feedback packet from lower layers, the UE shall:
-	deliver the corresponding interspersed ROHC feedback packet to the associated header compression protocol without performing deciphering.


NEXT CHANGE

[bookmark: _Toc12524404]5.6.0	General
The ciphering function includes both ciphering and deciphering and is performed in PDCP. For the control plane, the data unit that is ciphered is the data part of the PDCP PDU (see subclause 6.3.3) and the MAC-I (see subclause 6.3.4). For the user plane, the data unit that is ciphered is the data part of the PDCP PDU (see subclause 6.3.3); ciphering is not applicable to PDCP Control PDUs.
For RNs, for the user plane, in addition to the data part of the PDCP PDU, the MAC-I (see 6.3.4) is also ciphered if integrity protection is configured.
The ciphering algorithm and key to be used by the PDCP entity are configured by upper layers, see TS 36.331 [3] and the ciphering method shall be applied as specified in TS 33.401 [6].
The ciphering function is activated/suspended/resumed by upper layers (TS 36.331 [3]). When security is activated and not suspended, the ciphering function shall be applied to all PDCP PDUs indicated by upper layers, see TS 36.331 [3], for the downlink and the uplink, respectively.
NOTE:	Security is suspended upon connection suspension (and resumed upon connection resumption).
For DAPS bearers, the PDCP entity shall perform the ciphering or deciphering for the PDCP SDU using the ciphering algorithm and key either configured for the source cell or configured for the target cell, based on to/from which cell the PDCP SDU is transmitted/received.
For downlink and uplink ciphering and deciphering, the parameters that are required by PDCP for ciphering are defined in TS 33.401 [6] and are input to the ciphering algorithm. The required inputs to the ciphering function include the COUNT value, and DIRECTION (direction of the transmission: set as specified in TS 33.401 [6]).The parameters required by PDCP which are provided by upper layers, see TS 36.331 [3], are listed below:
-	BEARER (defined as the radio bearer identifier in TS 33.401 [6]. It will use the value RB identity –1 as in TS 36.331 [3]);
-	KEY (the ciphering keys for the control plane and for the user plane are KRRCenc and KUPenc, respectively).

NEXT CHANGE
[bookmark: _Toc12524410]5.7	Integrity Protection and Verification
The integrity protection function includes both integrity protection and integrity verification and is performed in PDCP for PDCP entities associated with SRBs and the SLRB that needs integrity protection. The data unit that is integrity protected is the PDU header and the data part of the PDU before ciphering.
For RNs, the integrity protection function is performed also for PDCP entities associated with DRBs if integrity protection is configured.
The integrity protection algorithm and key to be used by the PDCP entity are configured by upper layers, see TS 36.331 [3] and the integrity protection method shall be applied as specified in TS 33.401 [6].
The integrity protection function is activated/suspended/resumed by upper layers, see TS 36.331 [3]. When security is activated and not suspended, the integrity protection function shall be applied to all PDUs including and subsequent to the PDU indicated by upper layers, see TS 36.331 [3], for the downlink and the uplink, respectively.
NOTE:	As the RRC message which activates the integrity protection function is itself integrity protected with the configuration included in this RRC message, this message needs first be decoded by RRC before the integrity protection verification could be performed for the PDU in which the message was received.
For DAPS bearers, the PDCP entity shall perform the integrity protection or verfication for the PDCP SDU using the integrity protection algorithm and key either configured for the source cell or configured for the target cell, based on to/from which cell the PDCP SDU is transmitted/received.
For downlink and uplink integrity protection and verification, the parameters that are required by PDCP for integrity protection are defined in TS 33.401 [6] and are input to the integrity protection algorithm. The required inputs to the integrity protection function include the COUNT value, and DIRECTION (direction of the transmission: set as specified in TS 33.401 [6]). The parameters required by PDCP which are provided by upper layers, see TS 36.331 [3], are listed below:
-	BEARER (defined as the radio bearer identifier in TS 33.401 [6]. It will use the value RB identity –1 as in TS 36.331 [3]);
-	KEY (KRRCint).
-	for RNs, KEY (KUPint)
For the SLRB that needs integrity protection and verification, the parameters that are required by PDCP for integrity protection are defined in TS 33.401 [6] and are input to the integrity protection algorithm. The required inputs to the integrity protection function include the COUNT value and DIRECTION (which value shall be set is specified in TS 33.303 [13]). The parameters required by PDCP which are provided by upper layers, see TS 36.331 [3] are listed below:
-	BEARER (defined as the radio bearer identifier in TS 33.401 [6]);
-	KEY (PIK).
At transmission, the UE computes the value of the MAC-I field and at reception it verifies the integrity of the PDCP PDU by calculating the X-MAC based on the input parameters as specified above. If the calculated X-MAC corresponds to the received MAC-I, integrity protection is verified successfully.
NEXT CHANGE
5.x	Uplink data switching
For DAPS bearers, when the uplink data switching is indicated, the transmitting PDCP entity shall:
-	for AM DRBs, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by the RLC entity associated with the source cell, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to uplink data switching to the RLC entity associated with the target cell as specified below:
-	perform header compression of the PDCP SDU as specified in the clause 5.5.4;
-	perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.6 and 5.7;
-	submit the resulting PDCP Data PDU to lower layer, as specified in clause 4.2.2.

END OF CHANGES




Annex: RAN2 agreements
Note: This sub-clause lists all RAN2 agreements on feMob (including FFSs). This sub-clause is only for information and it will be removed if the CR is to be agreed.

RAN2#107bis
1. Agreements for PDCP/RLC:
Agreements for PDCP/RLC:
1	Confirm that the agreements made in RAN2#107 meeting for LTE RUDI handover with DAPS are applicable to NR RUDI handover. 

Security handling:
2	During RUDI HO with DAPS, the end-marker packet to differentiate the security keys is not needed.
3	For DRBs, UE derives the security keys for the target cell and configures the lower layer associated to the target cell to apply the security keys/algorithms upon reception of HO command, while maintaining the security keys/configuration of the source cell. FFS whether the same process can be applied to SRBs. 
4	For DRBs, UE releases the security keys/configuration of the source cell along with the release of source protocol.  
5	For DL and UL data transfer, UE uses the security keys and algorithms of the source cell and the target cell in parallel from HO successful completion to source cell release.

ROHC handling:
6	If drb-ContinueROHC is not configured, UE has two separate ROHC instances, one for the source cell and the other for the target cell.  
•	UE uses one ROHC compressor instance for UL data transfer;
•	UE uses two ROHC decompressor instances for DL data transfer.
7	UE is allowed to transmit the ROHC feedback through the source cell UL if there is DL data on-going from the source cell. 
8	The potential ROHC failure issues in DL and UL (if they are valid) are addressed by UE/network implementation without spec impact.
9	drb-ContinueROHC is not supported for DAPS in Rel-16.

Reordering: 
10	Stick to current process of reordering and RoHC in LTE and NR.
11	For both LTE and NR, the current PDCP reordering function can be reused to reorder the PDCP PDUs received from the source cell and the target cell when DAPS is configured during HO.

Reordering: 
12	One common PDCP reordering is used to realize in-order delivery for header decompression and in-order delivery of PDCP SDUs to upper layer.  FFS which part of operation is left to UE implementation.

UL new data transmission switching:
13	The indication to switch the UL new data transmission and will be specified in MAC. 
14	After UL new data transmission switching, data available for transmission/the PDCP data volume is indicated to the MAC entity associated to the target eNB/gNB. UE starts retransmission of packets from the earliest unacknowedged SDU of source cell. 
FFS how this is done in specification.
FFS if something different is needed for LTE than NR 
15	After UL new data transmission switching, the size of the PDCP control PDUs containing the ROHC feedback to the source cell is indicated to the MAC entity associated to the source eNB/gNB as data available for transmission/the PDCP data volume.

Single PDCP entity supporting DAPS:
16	The single PDCP entity for DAPS is modelled to have separate security/ROHC functions in the specification. 
17	At the UE side for DRB, the normal PDCP entity is changed to the single PDCP entity supporting DAPS upon reception of HO command; the single PDCP entity supporting DAPS is changed to normal PDCP entity upon release of the source cell.
18	The change between the normal PDCP entity and the single PDCP entity supporting DAPS need to be captured in both RRC and PDCP. FFS on how to capture. 

Working assumption
19	DAPS configuration per DRB is agreed as working assumption as long as the specification impact is small.

Impact on network and LS to RAN3:
20	Send LS to RAN3 to inform them of RAN2 agreements on PDCP agreements.

Support of UDC
Proposal 21	FFS whether and what will specify UDC for RUDI HO. Papers proposing to support UDC during RUDI HO should provide details for the support.

Agreements for feature name:
1 RAN2 adopts DAPS HO as the feature name used in all running CRs and LSs.

Agreements for LTE and NR Bearer handling
1	For each DRB configured with DAPS, upon reception of handover command with DAPS, UE establishes a RLC entity, MAC entity and an associated DTCH logical channel for the target cell. UE keeps the RLC bearer configuration for the source cell. 
2	For DRBs, upon reception of handover command with DAPS, UE reconfigures the PDCP entity for DAPS instead of performing PDCP re-establishment. 
3	Upon reception of handover command with DAPS, UE associates the RLC entities with the security configurations and the ROHC profiles of PDCP configured by the source cell and the target cell respectively. 
4	Upon release of the source cell, UE releases the physical channel configuration; reset MAC of the source cell and release the source MAC configuration ; release all RLC entities and logical channels associated to the source cell.

Working assumption 
1	RLC UM with PDCP SN number continuity is supported for DAPS. We do not attempt to make RLC UM lossless by introducing RLC AM mechanisms.

2. Agreements for MAC:
Agreements for LTE and NR
1 	UE switches the UL PDCP data transmission upon successful RACH procedure (Msg2 for CFRA or Msg4 for CBRA).  
2	The UE keeps the UL HARQ (re)transmission of the source link after UL data transmission switching to the target eNB.
3	When an uplink grant indicating the HARQ new transmission is received in the source link after UL data switching, the UE is expected to perform the corresponding UL transmission accordingly.
4	During Rel-16 RUDI handover, the UE only supports two links (i.e. the source MCG link and the target MCG link).

Agreements for LTE
1 RACHless applicability can be discused after procedure has progressed more.

Agreements for NR
2 FFS if Msg.B for 2-step RACH works the same.

Agreements for NR TDM:
1 We do not support TDM pattern. 
2 We leave it up to network implementation how to coordinate UL scheduling.
3 For single UL transmission, we will not specify rules how UE handles which link to transmit if UL should be sent to both source and target.


3. Agreements for RRC procedures:
Agreements
1	T304 is reused to determine the DAPS handover failure.
2	When the DAPS handover fails, the UE report the DAPS handover failure via the source link without triggering RRC connection re-establishment if the source link is still available (i.e. RLF is not declared).
3	When the DAPS handover fails, the UE resumes the DRB data transmission via the source link if the source link is still available.
4	Before the successful completion of the RACH to the target cell, the UE keeps the source link failure detection.
5	Before the successful completion of the RACH to the target cell, when the source link fails, the UE releases the source link (but not source RRC configuration which may be used for re-establishment) and stops any data transmission or reception via the source link.
6	After the successful completion of the RACH to the target cell and before the release of the source link, the UE does not keep the source link failure detection of the source link. 
8	As the legacy handover, the UE continues the RACH to the target cell before the DAPS handover failure is claimed, even though the target MAC entity indicates the random access problem.
9	After the successful completion of RACH to the target cell, the target link RLM is the same as the legacy UE
10	After the target cell RACH completion and before the release of the source cell, when the target link fails, the UE triggers RRC connection re-establishment.
11	If both the handover/target link failure and the source link failure occur, the UE triggers RRC connection re-establishment.
12	The UE has only one RRC state/entity.
4. Agreements for UE capabilities:
Agreements for both NR and LTE
1	If capability coordination is used, source and target cell configurations ensure UE capabilities are not exceeded (like now).
2	If UE capabilities are exceeded, UE behaviour is unspecified. 
3	FFS if we specify behaviour for specific capabilities (e.g. UL tx power) or fallback to legacy handover (given that UE doesn’t know whether network uses capability coordination). Will diucss these based on company contributions.
4	DAPS HO supports having RRC message(s) containing configuration from source cell and target cell. FFS whether this is done with 1 or 2 RRC messages.

RAN2#107
Agreements
Reconfirm the following understanding on DAPS
1	For DAPS DL transmission/reception operation:
•	The source eNB and the target eNB perform header compression, ciphering and add PDCP header separately;
•	UE performs deciphering and header decompression for the DL PDCP SDUs received from the source eNB and target eNB separately; stores those PDCP SDUs in the common PDCP reception buffer and performs PDCP reordering; and then delivers the PDCP SDUs to upper layers in ascending order.
2	single UL new PUSCH data transmission as baseline and UE switches UL data transmission (new and unacknowledged PDCP SDUs) to target gNB upon reception of the first UL grant for data transmission from the target gNB after RA procedure towards the target gNB is successfully completed.
1. As described in single UL new data transmission solution: For the DL data transmission, the UE continues to provide HARQ ACK/NACK, other CSI kind of feedback, ARQ ACK/NACK to the source eNB before release of the source cell connection.
FFS whether UL HARQ retransmissions continue
FFS whether RoHC feedback is needed
4     We do not restrict UP specifications without clear reason (e.g. BSR, PHR, etc.)
Following agreements were made for general UL handling:
Agreements
1. UE shall be able to send UL PUSCH user plane data to source eNB until the point when the message including RRC Connection Reconfiguration Complete has been successfully transmitted to target eNB.

1. Rel-15 PDCP duplication via DC (from HRLLC WID) is not supported in combination with DAPS during HO.

3	For UL transmission operation during DAPS based HO.  
•	UE maintains PDCP SN for UL PDCP PDUs in the common SN allocation function throughout the HO procedure; 
•	Performs header compression and ciphering for the UL PDCP SDUs based on the destination of the PDU (source or target eNB); 
•	Adds PDCP header and submits the PDCP date PDU to the lower layers associated to the destination of the PDU (source or target eNB); 
•	FFS on whether security and ROHC are modelled as separate functions or not.

Agreements

1	The PDCP entity is associated with two AM RLC entities at the UE side

RAN2#106
The CR (R2-1908271) is endorsed as running stage-2 CR. RAN2 agreed to have email discussion every meeting to progress on the running CR(s). An email discussion [106#84] was allocated to capture updates based on agreements into the stage-2 CR.
Two email discussions [106 #41] and [106 #42] were allocated on CHO execution details and CHO configuration for both LTE and NR. One email discussion [106#40] was allocated on beam specific aspects of CHO only for NR.

For Reduction in user data interruption during handover:

[bookmark: _Hlk8871542]Agreements

1 Simultaneous UL PUSCH transmission does not need to be supported for the HO interruption solution. 
	
2	UL PUSCH switches from source to target after reception of the first UL grant from the target eNB

Agreements

1	We will not specify single active protocol stack solution (option 0/1/2).

2	We will specify dual active with specified capability coordination that does not have to be utilized by the network. FFS how/whether we will specify the rules for UE when capability coordination is not utilized and UE capabilities are exceeded (we may leave this up to UE implementation).

For Handover robustness improvements:

Agreements		

1	Conditional handover (CHO) is introduced in LTE to solve robustness/reliability issue. 
2	The source cell decides on the condition for the execution of CHO. 
3	The source cell adds the condition for the execution of CHO to the RRC message sent to UE.
4	Multiple CHO candidate cells can be sent in either one or multiple RRC messages. FFS on signalling details. FFS how CHO execution is handled.
5	CHO execution does not trigger measurement report.
6	A3/A5-like CHO execution condition shall be specified.


Agreements for LTE conditional HO (From NR mob discussions)
1	Separate CHO execution condition(s) can be configured for each individual candidate cells.
2	Define a CHO execution condition by the measurement identity which identifies a measurement configuration. (FFS to be addressed in stage 3 which parts of the measurement configuration are used for the CHO triggering).
3	As a baseline CHO can be triggered based on a condition consisting of a single event, singe quantity.
3.1	The single trigger quantity can be configured to be RSRP, RSRQ or RS-SINR.
FFS Whether multiple triggering conditions are required.
4	Deconfiguration of CHO candidates is performed by RRC signalling (we will not introduce timer based mechanism for the UE to deconfiguration of the CHO candidates).
5	Baseline that configuration of all CHO candidates are released after successful (any) handover completion (sending complete message to the target cell).
FFS if it might be possible to keep CHO candidates after the HO.
6	UE shall not stop T310 and shall not start T304 when it receives configuration of a CHO candidate 
7	The timer T310 is stopped and timer T304-like is started when the UE begins execution of a conditional handover for a target cell. (Stage 3 detail whether we reuse T304 or define a new timer)
Working assumption:	
8	At RLF the UE performs cell selection and if the selected cell is a CHO candidate then the UE attempts CHO execution, otherwise re-establishment is performed.
9	At legacy handover failure (T304 expiry) or failure to access a CHO candidate cell (T304-like expiry), the UE performs cell selection and if the selected cell is a CHO candidate then the UE attempts CHO execution, otherwise re-establishment is performed.

RAN2#105bis
For Reduction in user data interruption during handover:
=>	Any solution that is specified will be modelled as a single PDCP entity on UE side.

For Handover robustness improvements:
Agreements

1: 	The CHO command contains at least the configuration information of target cell(s) and triggering conditions. 
=> FFS who decides the triggering conditions (source, target or source+target)
=> FFS on transparent containers.
=> FFS on the Stage-3 details


Agreements

1  Existing Ax measurement events can be used for executing CHO. FFS which Ax events can be used.
2  Conventional handover overrides any configured conditional handover command
3  The network can inform the UE to release CHO configurations (e.g. candidate cells) by RRC signaling.

=> FFS how “CHO cmd” is formulated in Stage-3 signalling 
=> FFS whether UE continues to receive source cell while executing CHO cmd. 
=> FFS what UE does if it receives HO cmd while executing CHO cmd. 
=> FFS what UE does if NW removes CHO cmd while executing the same CHO cmd. 
=> FFS whether UE stores CHO commands in failure cases
=> FFS whether CHO candidates can be released via other means.

RAN2#105
For Reduction in user data interruption during handover:

Agreements

1	Specify the ”non-split bearer” solution candidate for the Rel-16 E-UTRA enhancements minimizing the interruption time during mobility.

2	Decide during the work item phase whether a single active protocol stack or two active protocol stacks are used in enhanced Rel-16 E-UTRAN mobility solution.

3	Agree the following common aspects for “non-split bearer” solution candidate:
a.	PDCP SN assignment (for DL) is done at source eNB. PDCP SDUs and the SN assigned to each SDU are then forwarded to target eNB. Details of how SN information is transferred is FFS.
b.	RoHC and remaining PDCP functions (e.g. ciphering, PDCP PDU creation) are executed separately at each network node
c.	The UE procedure when UE detaches from the source cell is explicitly defined in the specifications (e.g. via procedural text and/or via dedicated message/indication.).
d.	In case of two active protocol stacks, a separate security key is used for each of the protocol stacks.

4	RAN2 is asked to work further on the details of the following open issues:
a.	When detaching from the source shall occur and whether it has to be separately considered from the UE’s and NW’s side
b.	Whether data forwarding is done “late” or “early”. Consider potential combination with CHO and how SN Status transfer is done and how HFN is handled. 
c.	LS to RAN3 on data forwarding enhancements to enable reduced interruption time during HO 

5	The detailed assumptions of simultaneous transmission/reception for the solutions depend on the feedback from RAN1 and RAN4 (i.e. response to R2-1815706). RAN2 shall continue working based on the received LS replies.

=>FFS how security asepcts are handled and whether changes to LTE baseline are needed.
=>FFS whether there is single active protocol stack or two simultaneously active protocol stacks 
=>FFS how to detach from the source cell (seen from the NW’s side and UE’s side)
=>FFS How to do data forwarding (early/late, including handling the SN, security, CHO impact)

For Handover robustness improvements:
=>	FFS how to include the CHO conditions in UE configuration

Agreements
1: The baseline operation for E-UTRAN Conditional HO procedure assumes HO command type of message contains HO triggering condition(s) and dedicated RRC configuration(s). UE accesses the prepared target when the relevant condition is met.
3: The baseline operation for E-UTRAN Conditional HO assumes the source eNB remains responsible for RRC until UE successfully sends RRC Connection Reconfiguration Complete message to target eNB. 
4: RAN2 assumes late packet forwarding (i.e. not done immediately when the CHO target cells become prepared) could be more suitable for E-UTRAN CHO when there are multiple candidate target cells. In case of single prepared candidate target cell, early packet forwarding could be considered as an option. Detailed decisions require RAN3 study.
5: RAN2 will inform the Conditional HO assumptions (including the baseline operation) to RAN3 via LS at RAN#105bis, requesting RAN3 to kindly work on the CHO scheme aspects matching their expertise (e.g. data forwarding).


RAN2#104
For Reduction in user data interruption during handover:

Agreements
1	We aim to consider some form of multiple connectivity during study phase depending on RAN4 reply on applicability to different scenarios.

For Handover robustness improvements:

Agreements
1	RAN2 will consider a conditional handover: This is defined as UE having network configuration for initiating access to a target cell based on configured condition(s). 
2	Usage of conditional handover is decided by network. UE evaluates when the condition is valid.
=>	FFS on the exact details of the procedures


Agreements
1	Support configuration of one or more candidate cells for conditional handover.
=>	FFS how many candidate cells (UE and network impacts should be clarified).

Others:

Agreements
1	We will prioritize solutions for LTE/EPC in this WID. Can discuss LTE/5GC support based on Stage-3 details. 
2	Do not consider solutions for handover between LTE/EPC and LTE/5GC. 


RAN2#103bis
Organizational:

Agreements

1	RAN2 minutes will capture the agreements (as normal) – we will not have a TR-like document.
	
	=> FFS on 5GC applicability in this WID. Contributions are invited to next meeting.


Agreements
1	Solution proposals should consider at least the following metrics:
-	Mobility robustness
- 	Interruption time

2	Other aspects should also be considered, e.g.
-	Applicable deployment scenarios
-	Signalling overhead
-	Specification effort
-	UE/network complexity


For Reduction in user data interruption during handover:
=>	Use the protocol stack comparison in this contribution as baseline for further discussions between the split bearer and non-split bearer solutions.
=>	We should discuss the security key aspects more when we discuss the details of the solutions.
=>	Consider how to do reordering in non-split case
=>	FFS whether single or dual RRC (and e.g. whether we have 1 or 2 S1-C connections) is considered (S1-C would affect also RAN3)
=>	FFS how duplication is considered (depending on solution details)

For Handover robustness improvements:

Agreements

1 	Evaluate new solutions compared to LTE Re-15 mechanisms.
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