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Introduction
Compared to R2-1912615, the agreements made at SA2#135 on the truncation of the 5G-S-TMSI have been taken into account.

RAN2#106 discussed RRC Connection Re-establishment for the CP solution for a NB-IoT UE connected to 5GC and made the following agreements:

	RRC Connection re-establishment for the control plane for NB-IoT connected to 5GC is supported, assuming feasibility is confirmed.
Send a LS to SA3, SA2 CC: RAN3, CT1, CT4
· Ask whether they can introduce RRC Connection re-establishment for the Control plane for NB-IoT connected to 5GC.
· Ask the feasibility that a truncated 5G S TMSI (e.g. 40 bits) needs to be defined.



RAN2 sent a LS in [1]. SA2 and SA3 replied as follows [2], [3] and [4]:
SA2:
SA2#134 [2]:

	SA2 thanks RAN2 for their LS on RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC.
SA2 discussed the introduction of RRC Connection Re-Establishment for control plane for NB-IoT connected to 5GC and believe it is feasible.
SA2 will further work on the identifier size issue and will notify of any conclusions.



SA2#135 [4]:

	SA WG2 would like to thank SA WG3 for their LS.

SA WG2 has further discussed and agreed to introduce RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC (see attached CR).

SA WG2 also agreed the following definition of Truncated 5G S-TMSI:

The Truncated 5G-S-TMSI is a 40 bit UE identifier constructed from the 5G-S-TMSI. It is used in RRC Connection Re-Establishment for the control plane for NB-IoT as described in TS 36.300.
· <Truncated 5G-S-TMSI> := <Truncated AMF set ID><Truncated AMF Pointer><Truncated 5G-TMSI>.
· <Truncated AMF set ID> = :n LSBs of AMF Set ID, where n is no greater than 10 bits.
· <Truncated AMF Pointer> := m LSBs of AMF Pointer, where m is no greater than 6 bits.
· <Truncated 5G-TMSI> := (40-n-m) LSBs of 5G-TMSI.

The values n and m are configurable based on network deployment. The value n+m shall be larger or equal to 8 bits.
NOTE: 	Depending on network deployment it is up to operator configuration to ensure that Truncated AMF Set ID and Truncated AMF Pointer identify the AMF uniquely, and that Truncated 5G-TMSI identifies the UE uniquely within the serving AMF. 
The NG-RAN is configured with the values n and m, and it is configured with how to recreate AMF Set ID from Truncated AMF Set ID, AMF Pointer from Truncated AMF Pointer, and 5G-TMSI from Truncated 5G-TMSI.  The configuration of these parameters are specific to each PLMN.
The NG-RAN configures the UE with n and m during RRC connection reconfiguration as described in TS 36.331. The configuration applies only to the registered PLMN.  



SA2 has agreed the corresponding CR on 23.501 in [5].

SA3 [3]:

	SA3 thanks RAN2 for their LS on RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC.
SA3 has discussed the LS and agreed to study the security of RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC. As part of the study, the security impacts of truncated 5G S-TMSI will be considered.



SA3 has introduced Key issue #13 Security Handling in RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC and solution 20: RRC Connection Re-Establishment for the Control Plane for NB-IoT connected to 5GC and has agreed to reuse RRC Connection Re-Establishment for the Control Plane for NB-IoT connected to EPC when KAMF is not changed in TR 33.861 [6].

	
[bookmark: _Toc12624330][bookmark: _Toc12624479][bookmark: _Toc12779182][bookmark: _Toc18083296]7.5 	Key Issue 13: Security Handling in RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC
Reused solution depicted in clause 6.20.2.1 is recommended for normative work for Security Handling in RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC when the KAMF is not changed.



Based on the above, our understanding is that SA2 and SA3 have concluded that the introduction of RRC Connection Re-Establishment for control plane for NB-IoT connected to 5GC is feasible but have not concluded on how to define a shortened version of the 5G-S-TMSI.
In this document, we discuss how to support of RRC Connection Reestablishment for the CP solution for NB-IoT connected to 5GC, pending final confirmation from SA2 and SA3.

Discussion
We propose first to confirm the agreement from RAN2#106 based on SA2 reply and SA3 agreement to reuse the same as EPS also for 5GC.
Proposal 1: RRC Connection re-establishment for the control plane for NB-IoT connected to 5GC is supported.

Then we look at the impact to support in RAN2 specification.

Same as in Rel-15 NB-IoT, RRC Connection re-establishment for the control plane is initiated by the UE and thus there is no need for AS capability reporting. 
Proposal 2: RRC Connection re-establishment for the control plane for NB-IoT UEs connected to 5GC is optional, without capability reporting.

SA2 has defined a mechanism to truncate the S-TMSI using two values ‘m’ and ‘n’ defined per PLMN [4], [5]. The values m’ and ‘n’ need to be provided to the UE in the cell where the UE initiates the RRC connection  procedure, thus it is proposed that they are signalled in SIB2-NB. This can also be an implicit indication that the CP re-establishment procedure is supported by the eNB and the AMF.
Proposal 3: The values ‘n’ and ‘m’ for the truncation of the 5G-S-TMSI are signalled per PLMN in SystemInformationBlockType2-NB. They are an implicit indication of eNB and AMF support.
	[[	cp-ReestablismmentPLMNList-5GC-r16		SEQUENCE (SIZE (1..maxPLMN-r11)) OF CP-ReestablishmmentPLMN-5GC-NB-r16			OPTIONAL	-- Need OR
	]]

CP-ReestablishmmentPLMN-5GC-NB-r16::=	SEQUENCE {
	n 							INTEGER (2..10),
	m 							INTEGER (0..6)
}

As there is a need for the eNB to know that the re-establishment request is for 5GC and that the UE identity will be different from legacy, we propose to introduce a new critical extension of RRCConnectionReestablishmentRequest-NB message for CP re-establishment when connected to 5GC; this will avoid using the last spare bit in rrcConnectionReestablishmentRequest-r14.
Proposal 4: For NB-IoT connected to 5GC, create a critical version of RRCConnectionReestablishmentRequest-NB message for CP CIoT 5GS optimisation, including the ue-Identity, re-establishmentCause, and cqi-NPDCCH (short).

RRCConnectionReestablishmentRequest-NB ::= SEQUENCE {
	criticalExtensions					CHOICE {
		rrcConnectionReestablishmentRequest-r13
											RRCConnectionReestablishmentRequest-NB-r13-IEs,
		later								CHOICE {
			rrcConnectionReestablishmentRequest-r14
											RRCConnectionReestablishmentRequest-NB-r14-IEs,
			later							CHOICE {
				rrcConnectionReestablishmentRequest-5GC-r16
												RRCConnectionReestablishmentRequest-5GC-NB-r16-IEs,
				criticalExtensionsFuture		SEQUENCE {}
			}
		}
	}
}


RRCConnectionReestablishmentRequest-5GC-NB-r16-IEs ::= SEQUENCE {
	ue-Identity-r16						ReestabUE-Identity-CP-5GC-NB-r16,
	reestablishmentCause-r16			ReestablishmentCause-NB-r13,
	cqi-NPDCCH-r16						CQI-NPDCCH-Short-NB-r14,
	spare								BIT STRING (SIZE (1))
}


In solution 20 in TR 33.861 [4], SA3 has agreed to reuse the same security solution as in EPS when there is no KAMF change.
Proposal 5: For NB-IoT connected to 5GC, define a new IE ReestabUE-Identity-CP-5GC-NB in RRCConnectionReestablishmentRequest-NB message, including truncated5G-S-TMSI (40 bits), ul-NAS-MAC (16 bits) and ul-NAS-Count (5 bits).
ReestabUE-Identity-CP-5GC-NB-r16 ::=		SEQUENCE {
	truncated5G-S-TMSI-r16						BIT STRING (SIZE (40)),
	ul-NAS-MAC-r14								BIT STRING (SIZE (16)),
	ul-NAS-Count-r14							BIT STRING (SIZE (5))
}

In Rel-15 eLTE, UE goes to RRC_IDLE and initiates NAS recovery procedure when the UE switches between CN types at RRC Connection re-establishment. This has been motivated by the need of cross-CN reestablishment, with many RAN3 and SA2 impacts.
By analogy with Rel-15 eLTE and for the same reasons, the same should apply to NB-IoT and eMTC.
Proposal 6: for NB-IoT, the UE goes to RRC_IDLE and initiates NAS recovery procedure when the UE switches between CN types at RRC Connection re-establishment for the control plane.
Conclusion
In this document, we have discussed the introduction of RRC Connection Re-establishment for the control plane solution for NB-IoT connected to 5GC and made the following proposals:
Proposal 1: RRC Connection re-establishment for the control plane for NB-IoT connected to 5GC is supported.
Proposal 2: RRC Connection re-establishment for the control plane for NB-IoT UEs connected to 5GC is optional, without capability reporting.
Proposal 3: The values ‘n’ and ‘m’ for the truncation of the 5G-S-TMSI are signalled per PLMN in SystemInformationBlockType2-NB. They are an implicit indication of eNB and AMF support.
Proposal 4: For NB-IoT connected to 5GC, create a critical version of RRCConnectionResumeRequest-NB message for CP CIoT 5GS optimisation, including the ue-Identity, re-establishmentCause, and cqi-NPDCCH (short).
Proposal 5: For NB-IoT connected to 5GC, define a new IE ReestabUE-Identity-CP-5GC-NB in RRCConnectionReestablishmentRequest-NB message, including truncated5G-S-TMSI (40 bits), ul-NAS-MAC (16 bits) and ul-NAS-Count (5 bits).
Proposal 6: For NB-IoT, the UE goes to RRC_IDLE and initiates NAS recovery procedure when the UE switches between CN types at RRC Connection re-establishment for the control plane.
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