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Introduction
At RAN#82, revision of the Rel-16 work items on additional enhancements for NB-IoT and MTC enhancements for LTE were agreed to include support of connection to 5GC [1], [2]. 
At RAN2#106, support of UAC was discussed and a LS was sent to SA1 to ask for clarifications on the requirements [3]. SA1 replied to RAN2 questions in [4].
RAN2#107bis further discussed UAC, and the following were made [5]:
	RAN2#106 agreements:
For eMTC, re-use SIB25 and the procedure in subclause 5.3.16 of 36.331 as a baseline.
Ask SA1:
· whether UAC needs to be supported for NB-IoT.
· whether a new UAC access category corresponding to mo-ExceptionData can be defined as one of the reserved standardised access categories in the range 9-31. 
· Whether up to 64 access categories need to be defined for support of UAC, given the currently supported establishment causes and necessity for operator defined categories and potential future extension 
· Whether access classes 0-9 (mapped to access identity 0) are applicable or not
· Whether barring for access identities 1, 2, 11 to 15, is common for all access categories or independently controlled for different access categories.

R2-1908263 LS on UAC for NB-IoT	LS out	Rel-16	NB_IOTenh3-Core, 5G_CIoT	To:SA1, CT1	Cc:SA2, RAN3
RAN2#107bis agreements:
For NB-IoT, up to 64 access categories are defined for support of UAC, same as for eLTE.
For NB-IoT, will support either barring factor as in eLTE or 10 bit bitmap bitmap as in NB-IoT to distribute UEs. FFS which method.
For NB-IoT, uac-BarringForAccessIdentity using a 7 bit map barring corresponding to access identities 1, 2, 11 to 15 is re-used.
For NB-IoT, the parameter uac-AC1-SelectAssistInfo is used to signal whether Access Category 1 applies to the UE.
FFS: For NB-IoT, do not use UAC-BarringInfoSetList.
FFS: For NB-IoT, uac-BarringBitmap and uac-BarringForAccessIdentity per access category as in eLTE.
Access barring per RSRP is supported for eMTC and NB-IoT.




An email discussion was agreed to progress on the open issues:
[107bis#89][NB-IoT R16] Open issues on UAC in NB-IoT (Huawei) 
Open issues on UAC in NB-IoT
	Intended outcome: Report
	Deadline: Next Meeting

Discussion
UAC mechanism for NB-IoT
Barring factor as in eLTE or 10 bit barring bitmap as in NB-IoT to distribute UEs
In RAN2#107bis, it was agreed that we will support a mechanism to distribute the UE within an access category for Access identity 0. In other words there needs to be a way to bar a proportion of UEs while allowing the remaining UEs to access.
Two mechanisms were proposed:
a) 10 bit barring bitmap same as NB-IoT (EPS)
	ab-BarringBitmap-r13			BIT STRING (SIZE(10)),

UE compares the last digit of IMSI (IMSI mod 10) to the corresponding bit in the bitmap to determine whether it is barred or not.
b) barring factor, same as LTE (EPS / 5GC)
uac-BarringFactor-r15		ENUMERATED {
									p00, p05, p10, p15, p20, p25, p30, p40,
									p50, p60, p70, p75, p80, p85, p90, p95},

UE draws a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1 and compares it to the BarringFactor to determine whether it is barred or not.

Discussion point 1: Companies to provide their views on which option a) or b) to go for.
Table 1: Barring bitmap or barring factor
	Company
	Option
	Comment

	QC
	Option B (i.e both Access Barring Factor and Barring Timer for Access Category)
	Any Access attempt mapped to Access ID 0 is access controlled based on corresponding Access Category parameters. As SA1 already clarified, there is no concept of Access Class 0-9 configured for 5GC UEs (Access Class is configured in USIM and for 5GC devices there is no such elementary file (EF) definition for access class 0-9). As option 1 implies RAN2 is introducing 10 bit map. We do not see any such new requirement from SA1 either. Hence, we prefer to stick to R15 UAC method of using Barring Factor and Barring timer associated with each Access Category. Also note, with option A network has to change the barring bitmap in system information so that all UEs are fairly barred but with Option B network does not need to change the system information to fairly bar all UEs – this is achieved by the random factor.

	Huawei
	Option A or B 
	First, there is no SA1 requirement about barring factor or barring bitmap. This is just a RAN2 mechanism to achieve barring granularity.
If we do not want to use AC, then we can alternatively have the UE drawing a number between 0 and 9 to determine its group in the bitmap, which is more or less the same a barring factor. Note that if we use a bitmap then the per-RSRP barring can be re-used between EPS and 5GC - which should have the same value for EPS and 5GS because this is related to congestion of radio resources, not CN congestion.
We acknowledge that a barring factor avoids frequent update of the SIB to rotate the bitmap, however we need fast update for per-RSRP barring.

	ZTE
	Option B (i.e both access barring factor and barring timer)
	We agree with QC to follow eLTE/NR UAC scheme of using barring factor and barring timer associated with each access category. And we have sympathy with the advantage of using random factor mentioned by QC, e.g., no need to change system information frequently.
We understand the scenarios handled by per-RSRP barring may be slightly different from that handled by UAC. E.g., in the case that there have not many UEs with bad coverage, AB per RSRP might not be used and therefore there has no need to fast update for per-RSRP barring. Then this advantage of UAC mentioned above still exist.

	III
	Option B
	We think a barring factor solution (Option B) is enough for R16. However, for later releases, a solution for use in access control should also take security concerns into consideration. A base station supporting NB-IoT services should be able to block specific malicious UE(s).

	LG
	Option B
	We prefer to have the same barring factor based solution as Rel-15 UAC. The network could be able to control the UEs’ accesses using operator-defined category or Access Identity based UAC barring.

	Ericsson
	Option B
	If a bitmap is introduced, it should be noted this is not the same thing as access classes in EPC but a way to distribute the UEs, agree with Huawei on this. However, the same can be achieved with the barring factor as brought up by other companies, with the benefit of less need for SIB updated. 



Barring timer
In LTE and eLTE, when the UE is barred according to the barring factor, it also calculates a barring time during which the UE should not reattempt access. In eLTE, this is handled via a timer T309 which is maintained per access category.
For EPS, in NB-IoT, as the traffic is mainly delay tolerant and the UE does not draw a random number for each access attempt, it was agreed to let the upper layers decide whether and when to retry and thus there is no such barring timers.
Discussion point 2: Companies to provide their views (yes/ no) on whether barring timers should be supported for NB-IoT connected to 5GC, in the case barring factor is used as the solution.
Table 2: Is barring timer used with barring factor.
	Company
	Option
	Comment

	QC
	Yes
	5GC UAC design is completely different from EPC based Access Control.
If UAC Access Barring Timer for each Access category is not provided at RAN level, this timer functionality has to be moved to 5G NAS. In 5G NAS there is no such timer. Introducing any new timer at 5G NAS will impact 5G NAS CT1 specification and which can not be decided by RAN2. In order to avoid impact to 5G NAS for UAC handling, we prefer to stick to R15 UAC Access Barring Timer for each Access Category. There is no reason to change that behavior just for NB-IoT/5GC UAC.

	Huawei, HiSilicon
	No
	First, there is no SA1 requirement about barring timer. Again, this is just a RAN2 mechanism to avoid the UE continuously trying to access. 
Then, NB-IoT is different from LTE and eMTC. In Rel-13, we have introduced many optimisations in order to keep the UE cost and complexity very low, we think these requirements are still valid for NB-IoT connected to 5GC.
In EPS, we rely on the NB-IoT traffic being delay tolerant and leave the decision to the application layer whether and when to reattempt the access. The use case for NB-IoT is not different when connected to EPS or 5GC, so we don’t see the justification for adding the complexity of running up to 64 parallel timers for UAC, either at AS level or at NAS level.

	ZTE
	Yes
	We prefer to stick to access barring timer as we prefer to re-use R15 UAC scheme for the UEs which access to 5GC.
We also agree with rapporteur‘s view in the below that the number of access categories actually used may be small for NB-IoT (at least in a short term), so the complexity of running too much timers would not exist. If in the future it’s needed for the NB-IoT Ues to support more access categories, such complexity might be acceptable.

	III
	Yes
	We agree with QC.

	LG
	Yes
	We see the benefits of barring timers, and agree with QC and ZTE.

	Ericsson
	Yes
	Prefer to re-use R15 UAC. It is not clear if there would be a lot of complexity added due to this. 



Bitmap for access identity barring
In eLTE, the access barring bitmap for access identities (uac-BarringForAccessIdentity-r15) is signalled per access category.
UAC-BarringPerCat-r15 ::= SEQUENCE {
	accessCategory-r15					INTEGER (1..maxAccessCat-1-r15),
	uac-barringInfoSetIndex-r15			UAC-BarringInfoSetIndex-r15
}

UAC-BarringInfoSet-r15 ::= SEQUENCE {
	uac-BarringFactor-r15		ENUMERATED {
									p00, p05, p10, p15, p20, p25, p30, p40,
									p50, p60, p70, p75, p80, p85, p90, p95},
	uac-BarringTime-r15			ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	uac-BarringForAccessIdentity-r15			BIT STRING (SIZE(7))
}

However, in their reply LS [4], SA1 has indicated that Access IDs and Access Categories are independent concepts.  
Discussion point 3: Companies to provide their views (yes/ no) on whether access barring bitmap for access identities should be signalled per access category, or if a single bitmap is sufficient regardless of category.
Table 3: Access barring bitmap for access identities
	Company
	Option
	Comment

	QC
	No
	A simple 7bits bitmap common for all Access Categories is enough. 7bits corresponds to 7 Access IDs. There is no additional functional benefit of repeating exactly same 7 bits for each Access Category. And SA1 also confirmed that barring for Access ID and Access Category are completely independent.

	Huawei, HiSilicon
	No
	Based on the reply from SA1 and the discussions that took place at RAN2#101 where it was assumed that the same bitmap should be signalled for all access categories, there is no need to signal the bitmap per access category. This will also save significant signaling overhead (7 bits per access category per PLMN).

	ZTE
	No 
	For simplicity, we agree with the above views that for NB-IoT this access barring bitmap for access identities can be common for all access categories.

	LG
	No
	

	Ericsson
	No
	In our understanding Access Indentity and Access Category are independent. 



Signalling aspects 
Signalling of UAC parameters for each access category
a) In eLTE, a list of barring info sets is signalled, then the index of the set can be signalled per access category. 

UAC-BarringInfoSetList-r15 ::=		SEQUENCE (SIZE (1..maxBarringInfoSet-r15)) OF UAC-BarringInfoSet-r15

UAC-BarringInfoSet-r15 ::= SEQUENCE {
	uac-BarringFactor-r15				ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
	uac-BarringTime-r15					ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	uac-BarringForAccessIdentity-r15	BIT STRING (SIZE(7))
}

UAC-BarringPerCatList-r15 ::= SEQUENCE (SIZE (1..maxAccessCat-1-r15)) OF UAC-BarringPerCat-r15

UAC-BarringPerCat-r15 ::= SEQUENCE {
	accessCategory-r15				INTEGER (1..maxAccessCat-1-r15),
	uac-barringInfoSetIndex-r15		UAC-BarringInfoSetIndex-r15
}

b) In [6], it was discussed that this was a useful signalling optimisation in case many access categories are used and have identical access barring parameters. However, in NB-IoT, it is likely that the number of access categories actually used is small (e.g. 5 for the existing establishment causes), and it would be better to simplify the signalling and just provide the access barring parameters per access category. Note that the parameters in the example below are dependent on Q1-3 and maybe not be present at all.

UAC-BarringPerCatList-NB-r16 ::= SEQUENCE (SIZE (1..maxAccessCat-1-r15)) OF UAC-BarringPerCat-NB-r16

UAC-BarringPerCat-NB-r16 ::= SEQUENCE {
	accessCategory-r16					INTEGER (1..maxAccessCat-1-r15),
	uac-BarringFactor-r15				ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95}, -- FFS Q1
	uac-BarringTime-r15					ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}, -- FFS Q2
	uac-BarringForAccessIdentity-r15	BIT STRING (SIZE(7)) – FFS on Q3.
	}

c) Since access barring for Access Identities and Access Categories are independent. In option c, 7bit access barring for 7 access IDs is kept outside of uac-BarringFactor-r15.	Comment by Prasad QC: Added option C.
UAC-BarringPerCatList-NB-r16 ::= SEQUENCE (SIZE (1..maxAccessCat-1-r15)) OF UAC-BarringPerCat-NB-r16

UAC-BarringForAccessIdentity-r15	BIT STRING (SIZE(7))


UAC-BarringPerCat-NB-r16 ::= SEQUENCE {
	accessCategory-r16					INTEGER (1..maxAccessCat-1-r15),
	uac-BarringFactor-r15				ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95}, -- FFS Q1
uac-BarringTime-r15					ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}, -- FFS Q2

	}


Discussion point 4: Companies to provide their views (option a or b), on how to signal the UAC parameters per access category in NB-IoT.
Table 4: Signalling UAC parameters for each access category
	Company
	Option
	Comment

	QC
	Option C
	Assuming only few Access Categories needed for NB-IoT/5GC. A simplified signaling structure is enough.

	Huawei, HiSilicon 
	Option B
	Options B and C are the same (see the note about IEs depending on Q1-3). 
We think that only a few access categories will be used for NB-IoT, so we support signalling simplifications. 
Note that depending on outcome of Q1, Q2 and Q3, very few parameters   may be signalled per access category. Then there is no motivation to introduce barring info set.

	ZTE
	Option C
	Option C is aligned with our views for Discussion point 1~3 and can be taken as baseline for further discussion.

	LG
	Option B or C
	Either Option B or Option C is fine with us. 

	Ericsson
	Option B/C
	We also understand B and C are the same as explained above. 



Signalling of UAC parameters for each PLMN
a) In eLTE, signalling of the UAC parameters is quite complicated as shown below. This is related to the use of UAC barring sets discussed in discussion point 4).

SystemInformationBlockType25-r15 ::=	SEQUENCE {
	uac-BarringForCommon-r15				UAC-BarringPerCatList-r15				OPTIONAL,	-- Need OP
	uac-BarringPerPLMN-List-r15			UAC-BarringPerPLMN-List-r15				OPTIONAL,	-- Need OP
	uac-BarringInfoSetList-r15			UAC-BarringInfoSetList-r15,
	uac-AC1-SelectAssistInfo-r15		CHOICE {
		plmnCommon-r15							UAC-AC1-SelectAssistInfo-r15,
		individualPLMNList-r15	SEQUENCE (SIZE (2..maxPLMN-r11)) OF UAC-AC1-SelectAssistInfo-r15
		}			OPTIONAL,	-- Need OR
	lateNonCriticalExtension				OCTET STRING								OPTIONAL,
	...
}

UAC-BarringPerPLMN-List-r15::=	SEQUENCE (SIZE (1.. maxPLMN-r11)) OF UAC-BarringPerPLMN-r15

UAC-BarringPerPLMN-r15 ::=	SEQUENCE {
	plmn-IdentityIndex-r15		INTEGER (1.. maxPLMN-r11),
	uac-AC-BarringListType-r15		CHOICE{
		uac-ImplicitAC-BarringList-r15		SEQUENCE (SIZE(maxAccessCat-1-r15)) OF UAC-BarringInfoSetIndex-r15,
		uac-ExplicitAC-BarringList-r15		UAC-BarringPerCatList-r15
		}					OPTIONAL	-- Need OR
}

b) The signalling could be made a lot simpler by signalling the UAC parameters per PLMN as done for NB-IoT in EPS 
UAC-Param-NB-r16	::=		CHOICE {
	uac-BarringCommon-r16			UAC-Barring-NB-r16,
	uac-BarringPerPLMN-List-r16		SEQUENCE (SIZE (1..maxPLMN-r11)) OF UAC-Barring-NB-r16
}

UAC-Param-NB-r16	::=		CHOICE {
	uac-BarringCommon-r16			UAC-Barring-NB-r16,
	uac-BarringPerPLMN-List-r16		SEQUENCE (SIZE (1..maxPLMN-r11)) OF UAC-Barring-NB-r16
}

UAC-Barring-NB-r16	::=		SEQUENCE {
	uac-BarringPerCatList-r16		UAC-BarringPerCatList-NB-r16,
	uac-AC1-SelectAssistInfo-r16	UAC-AC1-SelectAssistInfo-r15
}

Discussion point 5: Companies to provide their views (option a or b), on how to signal the UAC parameters per PLMN in NB-IoT.
Table 5: Signalling UAC parameters for each PLMN
	Company
	Option
	Comment

	QC
	Option B
	Simplified signaling structure is enough.

	Huawei, HiSilicon 
	Option B
	Simplified structure as for Q4.

	ZTE
	Option B
	

	LG
	Option B
	

	Ericsson 
	Option B
	



SIB update mechanism
SIB to signal the UAC parameters
In eLTE, SIB25 was introduced to signal the UAC parameters as it was difficult to reuse the existing signalling (based on SIB1 (for all UEs) and additional barring for delay tolerant UEs (SIB14)). 
However, in NB-IoT, there is already a dedicated SIB (SIB14) for access barring and this SIB also carries the parameters for barring per NRSRP.
Discussion point 6: Companies to provide their views (SIB14 or new SIB), on how to signal the UAC parameters in NB-IoT
Table 6: SIB to carry the UAC parameters in NB-IoT
	Company
	Option
	Comment

	QC
	New SIB
	Probably different SIBs is clean approach. EPC and 5GC access barring parameters can be different. When EPC or 5GC associated UEs Access Barring is changed, only that particular CN type UEs can be alerted to read that specific SIB. Furthermore, NB-IoT UE not support 5GC can ignore the new 5GC specific SIB, and vice versa.

	Huawei, Hiilicon
	SIB14-NB
	Reusing SIB-14 avoids duplicating the parameters for AB per RSRP, which should have the same value for EPS and 5GS because this is related to congestion of radio resources, not CN congestion.

	ZTE
	SIB14-NB
	We think it’s feasible to include UAC related parameters in SIB14. Meantime, an additional indication, e.g., uac-Enabled as mentioned by QC in Discussion point 7 would also be needed. With this indication, NB-IoT UEs which don’t support 5GC would not be impacted in the case that only access barring for 5GC UEs is needed.
On the other hand, no matter which SIB is used to signal UAC parameters, it’s possible for the network to set both legacy access barring parameters, e.g, ab-Param and UAC parameters at the same time. We assume for UE camping in 5GC, it would ignore legacy access barring parameters and only care about UAC and/or AB per RSRP parameters.
Moreover, we agree with HW that reusing SIB-14 make it feasible and easy to apply AB per RSRP for both EPS and 5GC.

	LG
	New SIB
	Agree with QC

	Ericsson
	
	No strong preference – if SIB14-NB can be reused, this would be fine to us. 



System information update mechanism
Another aspect that needs to be discussed is the SIB update mechanism. Note that it may depends on the outcome or earlier questions.
Discussion point 7: Companies to provide their views on the SIB update mechanism, indicating whether there is a different preference depending on the outcome of earlier questions.
Table 7: SIB update mechanism
	Company
	Comment

	QC 
	As we discussed in R2-1912853 [7], for optimizing UE power it is preferable for NB-IoT UE reading UAC SIB only when access barring is enabled instead of reading SIB change based on systemValueTag change in SIB1. The change of UAC SIB can be alerted to UEs either by paging or MIB. We prefer to introduce uac-Enabled IE in NB-IoT paging and MIB.

	Huawei, HiSilicon
	If SIB14-NB is used, then is beneficial to distinguish whether barring is ongoing for EPS or 5GS to avoid unnecessary reading of SIB14-NB, thus we support having a new indication ab-barring-5GC in the MIB-NB.
If a new SIB is used, and barring factor instead of bitmap is used, then we need to discuss how to support barring per RSRP in 5GC as the generic system information update used for SIB25 in 5GC is not fast enough.

	ZTE
	We also think an indication similar as ab-Enabled, e.g, uac-Enabled would be needed. And we think it’s enough to introduce this indication in MIB only. 

	LG
	We agree to introduce uac-Enabled IE in MIB.

	Ericsson
	Agree with above comments. 



Access Barring in RRC_CONNECTED mode 
According to TS 38.300 [7], UAC is applicable to all UE states (RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED state). The UE NAS determines one access category and access identity(ies) for the given access attempt and provides them to RRC for access control check before initiating the access.
In RRC_CONNECTED, NB-IoT UEs are not required to acquire system information except when T311 is running.  

In [6], it was proposed that the UE performs access barring check based on the latest UAC parameters acquired prior to entering RRC_CONNECTED.

Discussion point 8: Companies to provide their views on how to perform access barring check in RRC_CONNECTED in NB-IoT 
Table 8: Access barring check in RRC_CONNECTED
	Company
	Comment

	QC
	NB-IoT generally send data for one access category and RRC_CONNECTED state generally does not last very long hence the simplified scheme of using UAC parameters acquired prior to entering RRC_CONNECTED state is sufficient.

	Huawei, HiSilicon
	NB-IoT RRC connection are very short lived and we don’t expect the UE to access with different access categories in the same connection very often. Thus we think that reusing the latest UAC parameters acquired prior to entering RRC_CONNECTED is sufficient.

	ZTE
	Agree with above views.

	LG
	Agree with QC and Huawei

	Ericsson
	There doesn't seem to be any other viable mean for UAC in RRC_CONNECTED for NB-IoT.
We should then agree that UAC parameter changes do not apply for NB-IoT UEs when they are in RRC_CONNECTED. 



Other
Please indicate below any other aspects that have not been covered above.
Table 9: Other aspects
	Company
	Comment

	
	



Summary 
Six companies contributed to the email discussion: Qualcomm, Huawei/HiSilicon, ZTE, III, LG, Ericsson
Discussion point 1: Barring factor as in eLTE or 10 bit barring bitmap as in NB-IoT to distribute UEs
All companies agree with option B barring timer.

Proposal 1: Introduce barring factor for Access identity 0 for UAC in NB-IoT. 

Discussion point 2: Barring timer used with Barring factor
Five companies support using barring timer to align with Rel-15 UAC in LTE. One company indicates that we should align with Rel-15 NB-IoT instead to keep the complexity low. 

Proposal 2: Introduce barring timer with barring factor for Access identity 0 for UAC in NB-IoT.

Discussion point 3: Bitmap for access identity barring
All companies agree a single bitmap is sufficient regardless of access category

Proposal 3: Access barring bitmap for access identities is signalled common to access categories for UAC in NB-IoT.

Discussion point 4: Signalling of UAC parameters for each access category
All companies agree to simplify the signalling.  Access barring parameters are provided directly per access category and barring info sets are not introduced.

Proposal 4: Access barring parameters are provided directly per access category. Barring info sets are not introduced for UAC in NB-IoT.

Discussion point 5: Signalling of UAC parameters for each PLMN
All companies agree to simplify the signalling. Access barring parameters are provided directly per PLMN as in Rel-15 NB-IoT.  

Proposal 5: Access barring parameters are provided directly per PLMN for UAC in NB-IoT.

Discussion point 6: SIB to carry the UAC parameters in NB-IoT
Two companies support a new SIB, two companies prefer reusing SIB14-NB, one company has no strong preference but would be fine to reuse SIB14-NB if feasible.

Proposal 6: RAN2 to discuss whether to reuse SIB15-NB or introduce a new SIB for UAC in NB-IoT.

Discussion point 7: SIB update mechanism
Three companies support having an indicator in MIB-NB for UAC. One company indicates this may depend on whether we use a new SIB or reuse SIB14-NB. One company also proposes an indication in paging.
Proposal 7a: Introduce a one bit indication in the MIB-NB when access barring is enabled in 5GC.

Proposal 7b: RAN2 to discuss the details of SIB update mechanism and then decide if additional mechanisms are needed, e.g.:
· If a new SIB, does it follows the generic system information update mechanism as SIB25 in eLTE or can it be updated at any time and does not affect the VT as in Rel-15 NB-IoT.
· If a new SIB following the generic system information update mechanism, how to support NRSRP barring

Discussion point 8: Access barring in RRC_CONNECTED mode
All companies that UE performs access barring check based on the latest UAC parameters acquired prior to entering RRC_CONNECTED, i.e. UAC parameter changes do not apply for NB-IoT UEs when they are in RRC_CONNECTED.
Proposal 8: NB-IoT UEs in RRC_CONNECTED mode performs access barring check based on the latest UAC parameters acquired prior to entering RRC_CONNECTED.

Conclusion 
Based on the summary above, the following proposals are made as the outcome of the e-mail discussion.
Proposal 1: Introduce barring factor for Access identity 0 for UAC in NB-IoT. 

Proposal 2: Introduce barring timer with barring factor for Access identity 0 for UAC in NB-IoT.

Proposal 3: Access barring bitmap for access identities is signalled common to access categories for UAC in NB-IoT.

Proposal 4: Access barring parameters are provided directly per access category. Barring info sets are not introduced for UAC in NB-IoT.

Proposal 5: Access barring parameters are provided directly per PLMN for UAC in NB-IoT.

Proposal 6: RAN2 to discuss whether to reuse SIB14-NB or introduce a new SIB for UAC in NB-IoT.

Proposal 7a: Introduce a one bit indication in the MIB-NB when access barring is enabled in 5GC.

Proposal 7b: RAN2 to discuss the details of SIB update mechanism and then decide if additional mechanisms are needed, e.g.:
· If a new SIB, does it follows the generic system information update mechanism as SIB25 in eLTE or can it be updated at any time and does not affect the VT as in Rel-15 NB-IoT.
· If a new SIB following the generic system information update mechanism, how to support NRSRP barring

Proposal 8: NB-IoT UEs in RRC_CONNECTED mode performs access barring check based on the latest UAC parameters acquired prior to entering RRC_CONNECTED.
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