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Introduction
 In the last RAN2#106 meeting, the following agreements were made in the context of link management
	RAN2#106 Agreements:
· For Sidelink broadcast, different destinations (i.e. each Destination Layer 2 ID targeting specific broadcast service) are not multiplexed into the same MAC PDU. For Sidelink groupcast, different destinations (i.e. each Destination Layer 2 ID targeting specific group or groupcast service) are not multiplexed into the same MAC PDU. FFS for unicast case.
· With a given full source/destination ID, if a portion of it is used as L1 source/destination ID in SCI, the rest portion is conveyed in MAC header as L2 source/destination ID.



In this contribution we address left issues regarding SL unicast link related procedures, e.g., MAC PDU multiplexing, UE capability exchange, CSI report acquisition, RLM/RLF. 
[bookmark: _Ref490149211]Discussion
Handling of multiple SL unicast links
According to the latest version of TS 23.287, there can be multiple unicast links between the same UE pair, and each link uses different application layer ID and L2 ID.
	[bookmark: _Toc13683884][bookmark: _Toc9925130][bookmark: _Hlk3357592]From TS 23.287
5.6.1.4	Identifiers for unicast mode V2X communication over PC5 reference point
For unicast mode of V2X communication over PC5 reference point, the destination Layer-2 ID used depends on the communication peer, which is discovered during the establishment of the PC5 unicast link. The initial signalling for the establishment of the PC5 unicast link may use a default destination Layer-2 ID associated with the service type (e.g. PSID/ITS-AID) configured for PC5 unicast link establishment, as specified in clause 5.1.2.1. During the PC5 unicast link establishment procedure, Layer-2 IDs are exchanged, and should be used for future communication between the two UEs, as specified in clause 6.3.3.1.
The Application Layer ID is associated with one or more V2X applications within the UE. If UE has more than one Application Layer IDs, each Application Layer ID of the same UE may be seen as different UE's Application Layer ID from the peer UE's perspective.
The UE maintains a mapping between the Application Layer IDs and the source Layer-2 IDs used for the PC5 unicast links, as the V2X application layer does not use the Layer-2 IDs. This allows the change of source Layer-2 ID without interrupting the V2X applications.
When Application Layer IDs change, the source Layer-2 ID(s) of the PC5 unicast link(s) shall be changed if the link(s) was used for V2X communication with the changed Application Layer IDs.
A UE may establish multiple PC5 unicast links with a peer UE and use the same or different source Layer-2 IDs for these PC5 unicast links.



From UE’s perspective, it may not know that multiple links associated with different application layer/L2 IDs belong to the same peer UE. From RAN2 point of view, it is suggested to confirm such understanding. 
[bookmark: _Toc20237973]RAN2 confirms the understanding that multiple SL unicast links can be supported between the same UE pair, and one UE may not know if those links are associated with the same peer UE.

One following issue/consequence is that duplicated SL unicast link operation (e.g. UE capability exchange, RLM/RLF, and CSI report acquisition) will be done for each link between the same UE pair at least when ng-eNB/gNB is not present. To avoid the duplicated operation, one possibility is to introduce a new UE ID and inform the peer UE during link establishment. However, in our view, such UE ID should be visible and designed in the upper layer for link management that can be exchanged via PC5-S signalling. From RAN2 perspective, RAN2 is not suggested to seek for a UE specific ID at access stratum. 
[bookmark: _Toc20237974]RAN2 does not seek for extra UE specific ID at access stratum.

From another aspect, when UE pair are under NW control and report both source and destination L2 IDs in SidelinkUEInformation, gNB can assist UE to simplify unicast link related operation, e.g., UE capability request, CSI report acquisition, and RLM/RLF procedure.
[bookmark: _GoBack]More specifically, after receiving the SidelinkUEInformation that includes both source L2 ID and destination L2 ID from UEs, gNB can deduce if multiple links are between the same UE pair. In particular, if the source L2 ID from one UE (e.g., UE A) is same as the destination L2 ID from another UE (e.g., UE B), one SL unicast link between UE A and UE B is identified by gNB. In the same way, gNB can understand all links (i.e., identified by the pair of source and destination L2 IDs) that belong to the same UE pair. gNB can directly provide such information to the UE, e.g., source L2 IDs used by the same peer UE, or gNB can configure the link operation taking into account other existing links belonging to the same UE pair. For example, when establishes a new SL unicast link, a UE (e.g., UE A) may request UE capability from the peer UE (e.g., UE B) in one-way or two-ways manner as discussed in our campaign paper [X]. However, if the same peer UE B capability has been obtained via another link, the UE A can apply the stored peer UE B capability for the new link without inquiry. Similarly, CSI report/RLM measurement that UE A got from UE B in one link can be used for link adaptation in other links between them.
[bookmark: _Toc20237975]If UE reports source L2 ID to gNB, gNB can assist SL unicast link operations that UE capability/CSI report/RLM measurement for one link can be applied to other links belonging to the same UE pair.

Sidelink radio link monitoring 
The purpose of SL RLF detection is to determine if the link quality is good or not. One way is to mimic how it is done in NR Uu, that physical layer provides periodic indication of IS/OOS based on hypothetical BLER to upper layers, and RLF is detected in case of OOS for a certain period of time. Other alternatives that have been proposed are:
· Option 1): RLF is detected if consecutive NACK feedback reaches a maximum number 
· Option 2): RLF is detected if CBR is above a threshold value

For option 1), even though a consecutive NACK feedback indicate a problematic SL link, it is tricky to set a proper maximum threshold value. One might set a maximum number for retransmission trials per MAC PDU (just like the maximum RLC retransmission threshold used for RLF declaration in NR Uu), however failed reception of one MAC PDU should not lead to link failure/release. Alternatively, one might set a maximum number for NACK feedbacks of all transmitted MAC PDUs. However, it could happen that the channel condition is bad in a short period of time, e.g. ~10ms, while 10 MAC PDUs are transmitted and 10 NACKs are received. If RLF is said to be detected due to short time window channel condition, it is also sub-optimal. 
[bookmark: _Toc15904574]It is unclear how to set maximum consecutive NACK feedback so as to reflect link problem properly.  
Besides, one motivation of introducing additional SL RLF detection mechanism is to let TX UE actively release the SL unicast link without relying on any measurement only at the RX UE. With respect to consecutive NACK counting, TX UE and RX UE share the same understanding of the on-going HARQ procedure, thus RX UE can also trigger RLF based on consecutive NACK and inform the TX UE to release the link via PC5-S signaling as defined by SA2 in Figure 1. In this sense, NACK feedback counting is not something only known by TX UE and therefore does not add additional value to the SL RLM/RLF procedure. 


Figure 1: TS23.287 SL unicast link release procedure

Comparatively, option 2) considers the channel condition at TX UE side which is not known by RX UE. Since congestion control will be supported and LTE congestion control is taken as a starting point, it is possible that all SL transmissions are stopped due to very high CBR level. In that case, it is reasonable to declare RLF and release the whole link. 

	RAN1#97 Agreements:
· LTE V2X sidelink congestion control is the starting point for defining NR sidelink congestion control.



[bookmark: _Toc15904575]If all SL transmissions are stopped due to congestion control for a certain time, keeping the link is not useful. 

Such mechanism can be built on top of congestion control. For instance, the threshold CBR value leading to RLF detection could be the highest CBR value among all priority to CBR mapping configured by the NW or preconfigured in the UE.
[bookmark: _Toc15904498][bookmark: _Toc20237976]RAN2 does not consider consecutive NACK feedback as one RLM/RLF mechanism.
[bookmark: _Toc15904499][bookmark: _Toc20237977]RLF is detected if CBR at the TX UE side is above a threshold value for a certain period of time. 
 
In addition, an inactive timer is also needed to detect potential RLF. In an extreme case, that the unicast channel suddenly becomes very bad, and two UEs cannot decode any message from each other. As such one UE cannot receive/measure any reference signal, HARQ feedbacks, or RLC polling message from the peer UE. To handle this case, an inactive timer can be utilized, that if one UE has not received anything from the peer UE for a certain period, the link can be declared to be inactive/failed and will be released. 
[bookmark: _Toc15904500][bookmark: _Toc20237978]The link is declared to be inactive/failed and will be released if one UE has not received anything from the peer UE for a certain period of time. 
[bookmark: _Ref528871418]Conclusions
In section 2 we made the following observations
1. It is unclear how to set maximum consecutive NACK feedback so as to reflect link problem properly.  
1. If all SL transmissions are stopped due to congestion control for a certain time, keeping the link is not useful. 

Based on the discussion in section 2 we propose the following:
Proposal 1	RAN2 confirms the understanding that multiple SL unicast links can be supported between the same UE pair, and one UE may not know if those links are associated with the same peer UE.

Proposal 2	RAN2 does not seek for extra UE specific ID at access stratum.

Proposal 3	If UE reports source L2 ID to gNB, gNB can assist SL unicast link operations that UE capability/CSI report/RLM measurement for one link can be applied to other links belonging to the same UE pair.

Proposal 4	RAN2 does not consider consecutive NACK feedback as one RLM/RLF mechanism.

Proposal 5	RLF is detected if CBR at the TX UE side is above a threshold value for a certain period of time.

Proposal 6	The link is declared to be inactive/failed and will be released if one UE has not received anything from the peer UE for a certain period of time.
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