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1. Introduction

This contribution will discuss how to handle access control under IAB setup procedure.
2.
Discussion
For the IAB setup, a new IAB node has to firstly discover a neighbouring IAB node (or donor). If the new IAB node has found a suitable neighbouring IAB node, it can initiate a IAB setup procedure to the neighbouring node. It is then assumed that the IAB setup follows the legacy initial access procedure performed for normal UEs. The new IAB node would try to access to the selected neighbouring IAB node. Since the IAB setup is related to building a wireless backhaul, it may be prioritized or deprioritized over the accesses with other purposes. For example, the observed use cases can be introduced as follows:
· Operators may want to quickly setup the IAB network because it’s a backhaul.
· When a congestion happens at a parent IAB node, it may be efficient for the parent IAB node to first bar the access from the child IAB node because the child IAB node has usually generated the heavy traffic due to forwarding data from/to a large number of UEs.

Proposal 1: Depending on use case, the access for IAB setup can be prioritized or deprioritized over the accesses with other purposes.

For the IAB setup (de)prioritization, the following options are considerable. The options can be simultaneously applied.
Option 1: A new standardized access category is introduced for the access control.

Depending on the use cases, the IAB setup access can be (de)prioritized in the access control. One easy way for (de)prioritization is to define a new access category for IAB setup only. FFS which kind of access category the new access category belongs, i.e. either standardized or operator-defined.
Option 2: New establishment cause and resume cause are introduced.

The establishment cause and resume cause are typically used for the network to decide whether to reject the access. For instance, the network prioritizing the IAB setup would exclude the reject for IAB setup access by identifying the cause value.
Option 3: Separate RACH resources for IAB setup are configured.

The new IAB node initiates the random access by using the separate RACH resources for IAB setup purpose only. It is helpful to quickly complete the IAB setup because the contention probabilities would decrease with the separate RACH resources. 
Option 4: Separate BI scaled for IAB setup is configured

Upon RACH failure, UE can re-initiate the random access after a backoff time derived from BI (included in RAR) has passed. In the current specification, the BI value can be scaled for the prioritized accesses. Similarly, when the access for IAB setup failed, the backoff time from the scaled BI can be applied so as to prioritize it over other kinds of accesses.
Proposal 2: RAN2 to discuss the following options in order to prioritize the accesses for IAB setup:

Option 1: A new access category is introduced for the access control.

Option 2: New establishment cause and resume cause are introduced.

Option 3: Separate RACH resources for IAB setup are configured.

Option 4: Separate BI scaling for IAB setup is configured.
3. Conclusion
It is suggested that 
Proposal 1: Depending on use case, the access for IAB setup can be prioritized or deprioritized over the accesses with other purposes.
Proposal 2: RAN2 to discuss the following options in order to prioritize the accesses for IAB setup:

Option 1: A new access category is introduced for the access control.

Option 2: New establishment cause and resume cause are introduced.

Option 3: Separate RACH resources for IAB setup are configured.

Option 4: Separate BI scaling for IAB setup is configured
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