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1	Introduction
RAN2 has agreed that MCG failure recovery can be configured by the network (#107bis), and that UE applies a guard timer with a finite expiry time that is configured by the network (#107). This contribution intends to close open issues with configuration of MCG failure recovery.
2	Discussion
2.1	Configuration by Master Node
A tightly optimized expiry time of the UE guard timer would require knowledge of SCG-RLC configuration. However, we think involvement of the Secondary Node should not be required in configuring the expiry time for the following reasons.
-	The expiry time need not be tightly optimized because its expiry should be rare. The purpose of the timer resembles more a “garbage collector” ensuring that no UE is left in an intermediate state with no operational MCG;
-	RAN2#107bis agreed that by default SRB1 is used for MCG recovery. As such, the feature can be introduced without any impact on the Secondary Node.
Thus, we think the guard timer can always be configured to the UE by the MN. As such, configuration of the timer can also implicitly function as enabling of MCG failure recovery in the UE.
	Proposal 1:	The UE guard timer is always configured by the MN.
	Proposal 2:	If the guard timer is not configured to the UE, the UE shall not initiate MCG Failure Information.
The location, in terms of RRC message and IE, for configuring the timer needs to be decided. To us the IE 
RLF-TimersAndConstants seems like a logical choice. In LTE RRC, this is within RadioResourceConfigDedicated, and in NR RRC, within CellGroupConfig -> SpCellConfig, which both seem appropriate for the purpose. To avoid that UE receives multiple configurations, presence of the timer configuration in a configuration of SCG needs to be ruled out.
Proposal 3:	In both LTE RRC and NR RRC, the guard timer is configured under a newly introduced RLF-TimersAndConstants-r16 (not present in a configuration of SCG).
Regarding the value range of the timer, its use resembles that of T312 in LTE RRC which has value range 
{ms0, ms50, ms100, ms200, ms300, ms400, ms500, ms1000}:
	T312
NOTE2
	Upon triggering a measurement report for a measurement identity for which T312 has been configured, while T310 is running
	Upon receiving N311 consecutive in-sync indications from lower layers, upon triggering the handover procedure, upon initiating the connection re-establishment procedure, and upon the expiry of T310
	If security is not activated: go to RRC_IDLE else: initiate the connection re-establishment procedure



Taking that value range as basis while noting that there seems to no use for a zero value, we propose the following.
	Proposal 4:	The guard timer has value range {ms50, ms100, ms200, ms300, ms400, ms500, ms600, ms1000}.
2.2	Configuration by Secondary Node
MCG failure recovery was agreed to be configurable so as to prevent UE wasting time with a network not supporting the feature. Accordingly, also use of SRB3 for the procedure should be configurable by the SN.
Proposal 5:	SRB3 is explicitly configured by the SN as eligible for transmission of MCGFailureInformation: UE may use SRB3 for the message only if configured as eligible.
The best IE to do this seems to be the one configuring SRB3 itself, i.e. RadioBearerConfig -> SRB-ToAddMod.
Proposal 6:	SRB3 is configured as eligible for transmission of MCGFailureInformation under RadioBearerConfig -> SRB-ToAddMod.
2.3	Alignment between MN and SN configurations
The preceding proposals do not rule out the following inconsistencies:
A. The UE is configured with the guard timer but with neither split SRB1, or SRB3 as eligible for use;
B. SRB3 has been configured to the UE as eligible for use, but the guard timer is not configured.
While it seems fairly clear that in both cases the UE shall not initiate MCG Failure Information, it seems desirable to avoid such inconsistencies. However, that seems a matter for RAN3 to consider.
Proposal 7:	Whether the network can always ensure consistency of the guard-timer configuration and SRB3-eligibility configuration is up to RAN3.
3	Conclusion
In this paper we analysed configuration of MCG failure recovery details and reached following proposals:
	Proposal 1:	The UE guard timer is always configured by the MN.
	Proposal 2:	If the guard timer is not configured to the UE, the UE shall not initiate MCG Failure Information.
Proposal 3:	In both LTE RRC and NR RRC, the guard timer is configured under a newly introduced RLF-TimersAndConstants-r16 (not present in a configuration of SCG).
Proposal 4:	The guard timer has value range {ms50, ms100, ms200, ms300, ms400, ms500, ms600, ms1000}.
Proposal 5:	SRB3 is explicitly configured by the SN as eligible for transmission of MCGFailureInformation: UE may use SRB3 for the message only if configured as eligible.
Proposal 6:	SRB3 is configured as eligible for transmission of MCGFailureInformation under RadioBearerConfig -> SRB-ToAddMod.
Proposal 7:	Whether the network can always ensure consistency of the guard-timer configuration and SRB3-eligibility configuration is up to RAN3.







