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Discussion and decision
1 Introduction

In RAN2#107bis, following agreements were made regarding the control plane aspects for DAPS handover.
· T304 is reused to determine the DAPS handover failure.

· When the DAPS handover fails, the UE report the DAPS handover failure via the source link without triggering RRC connection re-establishment if the source link is still available (i.e. RLF is not declared).

· When the DAPS handover fails, the UE resumes the DRB data transmission via the source link if the source link is still available.

· Before the successful completion of the RACH to the target cell, the UE keeps the source link failure detection.

· Before the successful completion of the RACH to the target cell, when the source link fails, the UE releases the source link (but not source RRC configuration which may be used for re-establishment) and stops any data transmission or reception via the source link.

· After the successful completion of the RACH to the target cell and before the release of the source link, the UE does not keep the source link failure detection of the source link. 

· As the legacy handover, the UE continues the RACH to the target cell before the DAPS handover failure is claimed, even though the target MAC entity indicates the random access problem.

· After the successful completion of RACH to the target cell, the target link RLM is the same as the legacy UE

· After the target cell RACH completion and before the release of the source cell, when the target link fails, the UE triggers RRC connection re-establishment.

· If both the handover/target link failure and the source link failure occur, the UE triggers RRC connection re-establishment.

· The UE has only one RRC state/entity.

Since there is a single RRC entity during DAPS handover, UE has to switch its’ SRBs from source node to target node. However, upon handover failure, it has to switch the SRBs to source node given that the source link has not detected any RLF. In this contribution, we clarify how the RRC entity handles the SRBs and the target node configuration upon DAPS handover failure.

It is also a working assumption that DAPS handover is configured per DRB. If this WA is confirmed, we also need to clarify how to handle the DRB that is not configured with DAPS handover when UE switches to the source node upon handover failure. 

In addition, it is unclear whether all failure type could happen in source during DAPS handover.

2 Discussion
2.1 Allowed failure type and corresponding handling

So far, following failure types are possible for MCG, and the UE will trigger reestablishment upon the detection of these failures:
1>
upon detecting radio link failure of the MCG, in accordance with 5.3.10 (including RLF, RACH failure and RLC failure. ); or

1>
upon re-configuration with sync failure of the MCG, in accordance with sub-clause 5.3.5.8.3; or

1>
upon mobility from NR failure, in accordance with sub-clause 5.4.3.5; or

1>
upon integrity check failure indication from lower layers concerning SRB1 or SRB2, except if the integrity check failure is detected on the RRCReestablishment message; or

1>
upon an RRC connection reconfiguration failure, in accordance with sub-clause 5.3.5.8.2.

To our understanding, during DAPS, the possible source link failure type could be:

· RLF (T310 expires)

· RLF (RACH failure)

· RLF (RLC failure);

In the last meeting, there was discussion on whether the UE can still perform RACH in source, and if no, then we do not have RACH failure in source. RACH could be used when there is UL data to be transfer but no UL scheduling/SR configuration. We do not see the need to preclude the RACH in source.
Proposal 1. T310 expiry, RACH failure, and RLC failure are all possible cases of RLF in source during DAPS HO.

2.2 Recovery of source SRB
When RRC reconfiguration message is received with DAPS handover configuration, UE has to stop any transmission and reception of RRC signalling messages to and from the source node and start synchronizing with target node. At this point, UE has to establish SRBs associated with target node so that it is ready to send the RRC reconfiguration complete message to the target node. However, it has to continue the user data transmission from and to the source node. Therefore, UE can deactivate or suspend the RRC entity associated with source node. The time wastage due to reconfiguring the RRC entity should be minimize, if handover fails. An example of handling the SRBs between source and target is shown below.
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Figure 1 Handling SRBs associated to source and target
It is agreed that when the DAPS handover fails, the UE resumes the DRB data transmission via the source link if the source link is still available. Simply, the SRBs can also be suspended at source node (no any RRC message exchange between UE and source) after processing the DAPS handover command and the SRBs for the target node can be established. The SRBs can be resumed at source node when DAPS handover is failure (to initiate RRC DAPS HO failure message to source node), i.e., reverts to SRB1 and it’s PDCP and RLC entities associated with the source. 

Proposal 2. SRBs are suspended at source node and established in the target node after DAPS handover command is received. To initiate RRC DAPS HO failure message to source node, UE resumes the suspended SRBs (i.e., SRB1 with source configured AS security) in the source node.
After the DAPS handover failure, the UE is disconnected from the target node. We see no justification to keep the SRBs for the target cell in suspended state as it is not possible for UE to resume the SRBs again. The UE will initiate the DAPS HO failure report to source node. If UE still suffers RLF in the source cell, then it initiates the RRC re-establishment procedure. However, if UE is able to successfully send the report to the source node, the source node has to make a new decision for handover preparation (e.g., sending new DAPS HO command to UE). Therefore, UE can safely release the SRB configurations.

Proposal 3. After DAPS HO failure (i.e., expiry of T304), UE releases the target node configuration and PDCP (security/ROHC), RLC, MAC and L1 entities associated with target node.

2.3 RLF in source link

It is agreed in RAN2#107bis that once RLF is declared in the source link, the UE releases the source link. However, in addition to stopping any transmission and reception to and from source node, it is not clear whether UE needs to release source cell completely (i.e., revert back its DAPS entities to original normal single protocol stack target configuration immediately). It is because if UE successfully attaches to the target node or UE fails to attach to target node, there will be a point of time where release of source cell occurs anyway. Therefore, it is sufficient to stop any transmission and reception (including RLM and RRM) with source and continue RACH with target until handover failure or handover success is declared.
Proposal 4. When source link fails, it is sufficient to stop any transmission and reception with source and continue RACH in target link.
2.4 Recovery of Non-DAPS DRB 
Following is working assumption from RAN2#107bis.
Working assumption

· DAPS configuration per DRB is agreed as working assumption as long as the specification impact is small. 

If the WA is confirmed, then DAPS handover is executed per DRB basis. For example, it is possible that DAPS handover is configured for a DRB with a QoS flow to DRB mapping rule whereas legacy handover is executed for a DRB with different QoS flow to DRB mapping rule which the target may not be able to comply.

In this case, the DRB that is not configured with DAPS has no PDCP and RLC entity associated with the source node. However, from MAC perspective, it is to note that the MAC entity associated with source exists as it is not specific to single DRB. As already agreed, DRBs are resumed in the source cell upon HAPD HO failure.
· When the DAPS handover fails, the UE resumes the DRB data transmission via the source link if the source link is still available.

It is clear that the PDCP and RLC entities associated with the source for the DRB that is configured with DAPS is maintained with the source whereas the DRB that is not configured with DAPS is suspended in the source as it follows the legacy handover.  Therefore, UE needs to revert back to the original source configuration for the DRBs that are not configured with DAPS handover while releasing the DRB in the target node. Note that re-establishment of the PDCP and RLC states of the DRBs that are not configured with DAPS is not performed in the source because so far it can only be done when security key is changed.
Proposal 5. If WA is confirmed, upon DAPS handover failure, UE reverts back to the original source configuration (including RLC and PDCP state, i.e. do not re-establish PDCP and RLC) for the DRB that is not configured with DAPS.

3 Conclusion

The followings are proposed:
Proposal 1.
T310 expiry, RACH failure, and RLC failure are all possible cases of RLF in source during DAPS HO.
Proposal 2.
SRBs are suspended at source node and established in the target node after DAPS handover command is received. To initiate RRC DAPS HO failure message to source node, UE resumes the suspended SRBs (i.e., SRB1 with source configured AS security) in the source node.
Proposal 3.
After DAPS HO failure (i.e., expiry of T304), UE releases the target node configuration and PDCP (security/ROHC), RLC, MAC and L1 entities associated with target node.
Proposal 4.
When source link fails, it is sufficient to stop any transmission and reception with source and continue RACH in target link.
Proposal 5.
If WA is confirmed, upon DAPS handover failure, UE reverts back to the original source configuration (including RLC and PDCP state, i.e. do not re-establish PDCP and RLC) for the DRB that is not configured with DAPS.
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