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	Reason for change:
	In RAN2#107bis meeting, RAN2 made the following agreements for the single PDCP entity supporting DAPS:
	16	The single PDCP entity for DAPS is modelled to have separate security/ROHC functions in the specification. 
17	At the UE side for DRB, the normal PDCP entity is changed to the single PDCP entity supporting DAPS upon reception of HO command; the single PDCP entity supporting DAPS is changed to normal PDCP entity upon release of the source cell.
18	The change between the normal PDCP entity and the single PDCP entity supporting DAPS need to be captured in both RRC and PDCP. FFS on how to capture.



The PDCP handling to support the change between the normal PDCP and DAPS PDCP entity should be captured.

	
	

	Summary of change:
	Introduce PDCP reonfiguration to support the change between the normal PDCP and DAPS PDCP entity. 
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	The change between the normal PDCP and DAPS PDCP entity is not supported.
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[bookmark: _Toc12524348][bookmark: _Toc12524354]
START OF CHANGES
[bookmark: _Toc12616316][bookmark: _Toc12616328]5	Procedures
[bookmark: Signet1][bookmark: Signet2][bookmark: _Toc12616330]5.X	PDCP Reconfiguration
When upper layers request a PDCP entity reconfiguration and DAPS (FFS on the IE to configure DAPS) is configured for a radio bearer, UE shall:
-	establish a ciphering function for the radio bearer and apply the ciphering algorithm and key provided by upper layers for the ciphering function;
-	establish an integrity protection function for the radio bearer and apply the integrity protection algorithm and key provided by upper layers for the integrity protection function;
-	establish a header compression protocol for the radio bearer and apply the header compression configuration provided by upper layers for the header compression protocol. 
When upper layers request a PDCP entity reconfiguration and one of the associated RLC entity is released for a radio bearer, UE shall:
-	release the ciphering function associated to the released RLC entity for the radio bearer;
-	release the integrity protection function associated to the released RLC entity for the radio bearer;
-	release the header compression protocol associated to the released RLC entity for the radio bearer. 
Next CHANGES
[bookmark: _Toc12524389]5.3	PDCP Status Report
[bookmark: _Toc12524390]5.3.1	Transmit operation
When upper layers request a PDCP re-establishment or PDCP Data Recovery; or when PDCP status report is triggered by polling or periodic reporting; or when PDCP status report is triggered by WLAN Connection Status Reporting of temporary unavailability (suspended, see TS 36.331 [3]); or upper layer requests a PDCP reconfiguration with RLC entity release, for radio bearers that are mapped on RLC AM, the UE shall:
-	if the radio bearer is configured by upper layers to send a PDCP status report in the uplink (statusReportRequired, see TS 36.331 [3]) or the status report is triggered by PDCP status report polling or PDCP periodic status reporting or the status report is triggered by WLAN Connection Status Reporting of temporary unavailability (suspended, see TS 36.331 [3]) when wlan-SuspendTriggersStatusReport is configured, see TS 36.331 [3], compile a status report as indicated below after processing the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers as specified in the subclause 5.2.2.1 or due to release of one set of RLC entity, and submit it to lower layers as the first PDCP PDU for the transmission, by:
-	setting the FMS field to the PDCP SN of the first missing PDCP SDU;
-	if there is at least one out-of-sequence PDCP SDU stored, allocating a Bitmap field of length in bits equal to the number of PDCP SNs from and not including the first missing PDCP SDU up to and including the last out-of-sequence PDCP SDUs, rounded up to the next multiple of 8, or up to and including a PDCP SDU for which the resulting PDCP Control PDU size is equal to 8188 bytes, whichever comes first;
-	setting as '0' in the corresponding position in the bitmap field for all PDCP SDUs that have not been received as indicated by lower layers, and optionally PDCP SDUs for which decompression have failed;
-	indicating in the bitmap field as '1' for all other PDCP SDUs.
END OF CHANGES
