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Introduction
[bookmark: _Ref178064866]In RAN2#107 meeting, RAN2 discussed BAP layer configuration for data forwarding and made following agreements. However, there are still remaining FFSes. This document discusses these FFSes to determine data forwarding behaviour and the required BAP layer configuration. 
	The BAP addres of the IAB node is used to differentiate traffic to be delivered to upper layers from traffic to be delivered to egress RLC layer (FFS for the Donor node). 
For routing and bearer mapping of a packet retrieved from RLC layer, the IAB-node needs to be configurable with the following mappings:
		BAP routing ID in BAP header  Egress link (routing table)
		Ingress RLC channel Egress RLC channel (bearer mapping)
For the selection/addition of a BAP routing ID as well as routing and bearer mapping for a packet retrieved from upper layers, the IAB-node and IAB donor needs to be configurable with the following mappings:
(FFS) Upper layer information  BAP Routing ID to be added in BAP header
BAP routing ID in BAP header  Egress link
		Upper layer information (FFS)   Egress RLC channel
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At least for downstream, it is clear that the BAP address of the IAB node is used to differentiate traffic to be delivered to upper layers from traffic to be delivered to egress RLC layer. On the other hand, for upstream, some companies think that the IAB donor node is always destination of packets and there is no traffic to be delivered to egress RLC layer. With this understanding, they insisted that there may be no need to read the BAP address of packets to differentiate traffic to be delivered to upper layers from traffic to be delivered to egress RLC layer. The BAP address of the IAB donor node may not be configured. However, the discussion was not converged and finally it was left as FFS, i.e., FFS for the Donor node.
Observation 1. For upstream, the IAB donor node is always destination of packet and there is no traffic to be delivered to egress RLC layer.

Even though the observation 1 is definitely correct for the case of upstream, the IAB donor node should be configured with the BAP address and read the BAP address of each packet for other purpose, e.g., error handling. For instance, if the BAP address of the received packet is different from the BAP address of the IAB donor node, this may be because the received packet is delivered to wrong destination or the received packet is spoiled by residual error. Both cases are error and the received packet should be considered as an erroneous packet and discarded. Thus, we think that this proper error handling should be considered and is consistent with the current 3GPP specifications having a subsection for error handling. 
Proposal 1. The IAB donor node should be configured with the BAP address and use this BAP address to determine whether the packet is delivered to upper layer or discarded.
Another FFS is about upper layer information. As explained in [1], there should be a mapping table to determine BAP routing ID and egress link for each packet arriving from upper layers in the access IAB node. Actually four traffic types are considered in [1] because OAM traffic is considered as a non-F1 packet. 
MTs SRBs (carrying RRC and NAS) and MTs DRBs if any (e.g. carrying OAM traffic) are transported to/from the MT on Uu access channel(s), i.e. reusing legacy Uu. 

As per the above agreement, however, OAM traffic should be considered as F1-U packets from local access link. Thus, only three types of traffic from upper layers should be considered in the access IAB node:
· F1-U packets from local access links.
· F1-C packets with the DU’s non-UE-associated signalling.
· F1-C packets with UE-associated signalling for local access links.
For F1-U packets, it was already agreed in RAN2 that GTP-U TEID is used for UL bearer mapping in an access IAB node. This GTP-U TEID can be also used to determine BAP routing ID. For F1-C packets, RAN3 already has clear identifier for each F1-C type, i.e., gNB-DU ID for non UE-associated F1-C and gNB-DU UE F1AP ID for UE-associated F1-C. This ID can be easily used to determine BAP routing ID and egress link in the access IAB node. Thus, the BAP layer configuration for packet forwarding from upper layers should include traffic ID, BAP routing ID, and next hop BH link ID and egress LCID as shown below table which is modified from the table in [1]. 

	
	BAP routing ID
	Egress

	Traffic ID
	BAP address
	BAP path ID
	Next hop Link ID
	LCID

	GTP-U TEID
	…
	…
	…
	…

	gNB-DU ID
	…
	…
	…
	…

	gNB-DU UE F1AP ID
	…
	…
	…
	…



Proposal 2. For upstream, the BAP layer configuration for packet forwarding from upper layers should include traffic ID, BAP routing ID, Next hop link ID, and egress LCID in an IAB node.
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In this contribution, we discussed remaining FFSes for BAP layer configuration for data forwarding and present our view on this issue:
Observation 1. For upstream, the IAB donor node is always destination of packet and there is no traffic to be delivered to egress RLC layer.
Proposal 1. The IAB donor node should be configured with the BAP address and use this BAP address to determine whether the packet is delivered to upper layer or discarded.
Proposal 2. For upstream, the BAP layer configuration for packet forwarding from upper layers should include traffic ID, BAP routing ID, Next hop link ID, and egress LCID in an IAB node.
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