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1 Introduction
RAN2 is working on introducing Ethernet Header Compression (EHC), and significant progress has been made on high level principles. This paper discusses guidelines for header format for EHC.
2 Header format for the compression sublayer
We propose below a header format design for the EHC sublayer within PDCP. 
2.1 Presence/Absence of Header

In header compression with RoHC, the presence of RoHC is negotiated via RRC at the time of PDCP entity setup. If negotiated to be present, the RoHC header is always present on PDCP data PDUs for the PDCP entity. It is assumed that the outcome of this negotiation is known before any PDUs are transferred over the PDCP entity. 
We propose to preserve this principle for EHC also.
Proposal 1: The presence or absence of EHC shall be negotiated during PDCP entity creation. When EHC has been negotiated to be present for a PDCP entity, EHC header shall always be present for PDCP data PDUs. 
Next we discuss the functions that the EHC header should perform.

2.2 Frequently used header functions

We consider two EHC header functions that will be used frequently. 

It should be possible to send uncompressed packets for which the receiver EHC instance simply delivers the packet to higher layers. This is desirable for packets that arrive before any context is created, or for infrequent packet types that don’t deserve a context or for packets types that typically have large payloads where header compression is unnecessary.

Proposal 2: The EHC header should be able to indicate that the EHC payload is an uncompressed Ethernet packet, which does not correspond to any available context, and does not result in creation of a context.

Once the context has been setup using context setup procedures, the Ethernet header for packets matching that context is compressed by EHC. For these packets, the EHC compressor needs to indicate to the EHC receiver the Context ID.
Proposal 3: The EHC header should be able to indicate that the EHC payload is a Ethernet packet with compressed Ethernet header. The EHC header should also indicate the ContextID for the compression.
It should be expected that the majority of packets will fall into the above two categories.
Proposal 4: The EHC header design should consider that the most frequent packets are (a) uncompressed Ethernet packet not corresponding to any available or new context, and (b) compressed packet corresponding to an available context. These frequent packets should use a compact and efficient header.
2.3 Infrequently used header functions

In addition to the above procedures that do not modify the context state, there are several procedures related to context management. The list of procedures under discussion are listed below.
· Context Creation

· Context Create Ack

· Context Delete (need FFS, as per ongoing RAN2 email discussion)
· Context Delete Ack (need FFS, as per ongoing RAN2 email discussion)
In the ongoing RAN2 email discussion, the merits of PDCP Control and PDCP Data PDU based control procedures are being discussed for these infrequently used functions, and we have presented arguments in favour of PDCP Data PDU, and summarized the arguments in section 2.4.
Proposal 5: The EHC header with PDCP Data PDU should be able perform (a) Context creation, (b) Context create ack, (c) Context delete, (d) Context delete ack. Given these procedures less frequent, it is acceptable to use somewhat longer EHC headers for these procedures if design of compact headers is not feasible.
2.4 PDCP Data PDU vs of PDCP control PDU
For the infrequently used functions, PDCP control and data PDU can both be considered. However data PDUs have the following advantages:

1. Data PDU benefits from increased reliability if PDCP duplication is configured. It is also beneficial (though not critical) to have in-order delivery for scenarios where multiple operations for the same CID are done in quick sequence, such as CID creation followed by deletion. 
2. There is also a link with an open issue in CT1. The compression of Ethernet Headers is agreed for CIoT with SMF and UE being compression endpoints. Please refer to 23.501/5.31.4.1 and 24.501/6.4.1.2. The current state in CT1 is that the specific design of compression solution is undecided. It will be desirable if the mechanism designed by RAN2 can be reused by CT1. The transport of data between SMF and UE uses the User Data Container, and it does not have the ability to separate Data and Control (unlike PDCP transport).
If RAN2 defines an EHC solution that does not rely on PDCP Control PDUs, it will be much easier for CT1 to reuse.

3. Given at infrequently used header functions do not need optimized header design, the EHC header for PDCP data PDUs can be designed in a way that infrequently used procedures can also be accommodated. As an example, one bit can be used to signal the presence of an extension header for the infrequently used functions.
3 Conclusion

In this paper, we provided some basic principles to help define an EHC header format.
Proposal 1: The presence or absence of EHC shall be negotiated during PDCP entity creation. When EHC has been negotiated to be present for a PDCP entity, EHC header shall always be present for PDCP data PDUs. 

Proposal 2: The EHC header should be able to indicate that the ECH payload is an uncompressed Ethernet packet, which does not correspond to any available context, and does not result in creation of a context.

Proposal 3: The EHC header should be able to indicate that the EHC payload is a Ethernet packet with compressed Ethernet header. The EHC header should also indicate the ContextID for the compression. Proposal 4: The EHC header design should consider that the most frequent packets are (a) uncompressed Ethernet packet not corresponding to any available or new context, and (b) compressed packet corresponding to an available context. These frequent packets should use a compact and efficient header.

Proposal 4: The EHC header design should consider that the most frequent packets are (a) uncompressed Ethernet packet not corresponding to any available or new context, and (b) compressed packet corresponding to an available context. These frequent packets should use a compact and efficient header.
Proposal 5: The EHC header with PDCP Data PDU should be able perform (a) Context creation, (b) Context create ack, (c) Context delete, (d) Context delete ack. Given these procedures less frequent, it is acceptable to use somewhat longer EHC headers for these procedures if design of compact headers is not feasible.
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