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1 Introduction

The IIoT work item [1] defines the following related objective:

· Specify Ethernet header compression based on structure-aware algorithm [RAN2].
At R2-105bis, the solutions for header compression had been discussed and it had been agreed that: 
· We develop Ethernet header compression 100% in 3GPP TS (not by extending ROHC)

In this contribution we describe the format of the EHC based on the agreements reached at the RAN2#106 meeting [2]:
· Ethernet Header Compression (EHC) is configured per DRB, separately for UL and DL.

· Use context ID concept such that compressor and decompressor associates a context ID with Ethernet header contents. 

· Compression is done with following principle:

- For Ethernet flow resulting in creation of new context, compressor transmits at least one packet with full header and context id (to establish context in decompressor). 


- After above, compressor starts transmits compressed packets. FFS if multiple transmissions and/or feedback is needed.  

· EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header and compressed header), FFS other field, e.g. profile ID

2 Discussion

On the basis of the agreement below in this section we examine the fields that will be required in the EHC header by referencing the RoHC framework for guidance and clarification.
· Ethernet Header Compression (EHC) is configured per DRB, separately for UL and DL.

2.1 Mandatory EHC header fields 
This section considers the following agreements: 
· Use context ID concept such that compressor and decompressor associates a context ID with Ethernet header contents. 
· EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header and compressed header), FFS other field, e.g. profile ID

Under a RoHC based scheme [2] packets are classified into streams before being compressed. The classification process takes advantage of the inter-packet redundancy by using the recently stored information from previous packet transfers of a particular steam from the compressor and decompressor processes. The stored information is referred to as the context, and needs to be consistent to ensure successful sequence of compression and decompression as shown in Figure 1. 
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Figure 1: Compressor and decompressor for EHC

In RoHC the size of the context ID is either 4, 7, or 14 bits, and in Rel-15 NR the maximum size of the QoS flow identifier (QFI) is 6 bits [4].
Observation 1:  
A context ID field of 7 or 15 bits is sufficient for the EHC header to associate the compressor with the decompressor.

The RoHC header can differentiate between uncompressed (Initialization and Refresh – IR) and compressed (IR Dynamic – IR-DYN) according to a single byte known as the “Type” field (IR = 1111110x, IR-DYN = 11111000).  However, as there are only two states to identify, i.e. if the header is compressed or uncompressed, a single bit is sufficient to differentiate between the two states. 
Observation 2:
EHC header only requires a single bit field to differentiate between compressed and uncompressed headers. 
2.2 Other EHC header fields
This section considers if there are any other fields that may be useful to incorporate within the EHC header:
· FFS other field, e.g. profile ID

RoHC uses the profile ID to identify the communication protocol of the header field that follows, e.g. RTP/TCP/UDP/etc. As EHC is only meant to address Ethernet packets, there is no need for a profile ID. 
Observation 3: 
EHC header does not require a Profile ID field.
The RoHC compressor is able to perform segmentation to accommodate packets that are larger than the configuration size of a channel.  However segmentation is unnecessary for EHC as Ethernet packets are limited to 1518 bytes [5], while PDCP in NR can support significantly larger packet sizes.
Observation 4:
EHC does not need to support segmentation of Ethernet packets.
2.3 Context Establishment

[image: image1]This section considers the following agreement:
There are two viable ways for the establishment of the context between the compressor and decompressor to take place:

1. Compressor transmits one or more uncompressed headers until it has confidence that the decompressor has the necessary context information.

2. Compressor transmits uncompressed headers until it receives a positive feedback indication from the decompressor that indicates that it has the necessary context information.  
Option 1 is a less reliable option as the compressor has no guarantee that the decompressor has the context. For example, in case the compressor only sends a single uncompressed packet before transmitting compressed packets, the decompressor may be unable to perform decompression if it receives packets out of order. Out of order reception at the decompressor can take place as a result of HARQ retransmissions as illustrated in Figure 2.
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Figure 2: Out of Order Reception

To mitigate the problem in option 1, the compressor could:

· Use the PDCP sequence number to re-order the packets before they are sent to the decompressor which can introduce delays, or

· Send sufficient uncompressed packets to match the number of configured HARQ processors to prevent this scenario from occurring. 

Option (1) also does not provide the means to recover should the decompressor fail to understand the context.
For option (2), out of order reception will not cause a problem as a feedback mechanism is used.  The feedback indication also allows the decompressor to notify the compressor whenever a problem is encountered. Such feedback will trigger the reestablishment of the context through the transmission of uncompressed headers.
Proposal 1:
The context establishment mechanism supports the transmission of multiple uncompressed packets and the use of a feedback indication.

2.4 EHC Header Description
Based on the observations in the previous section the EHC headers are dependent on the direction of the packet flow, as shown in Figure 3. In this section we describe the EHC header fields for each direction.
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Figure 3: EHC Header exchanges
2.4.1 Compressor to Decompressor Direction

The EHC header in the direction towards the decompressor, contain two fields (U/C & Context ID), as described in Figure 4:
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Figure 4: EHC Header from the compressor to the decompressor

2.4.1.1 U/C Field

Length: 1 bit

The U/C bit indicates whether the EHC header is for an uncompressed or compressed Ethernet header.

	Bit
	Description

	0 (U)
	Uncompressed Ethernet header follows

	1 (C)
	Compressed Ethernet header follows


An example of an uncompressed Ethernet header packet, is shown in Figure 5.
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Figure 5: EHC header of an uncompressed Ethernet header
An example of a compressed Ethernet header packet, is shown in Figure 6.
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Figure 6: EHC header of a compressed Ethernet header

2.4.1.2 Context ID Field

Length: 7 or 15 bits

This field is used to associate the compressor entity with its associated decompressor entity. The size of this field is provided by the RRC Configuration.

2.4.2 Decompressor to Compressor Direction

This EHC header as described in Figure 7, is sent to provide feedback to the compressor during the establishment of the context or when the decompressor no longer has valid context information.
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Figure 7: EHC Header from the decompressor to the compressor
Note, there is no payload attached to the feedback packet.
2.4.2.1 F Field
Length: 1 bits
The F bit indicates the feedback from the decompressor to the compressor.

	Bit (F)
	Description

	0
	ACK – Context has been successfully established

	1
	NACK – Unrecognized context  


2.4.3 Overall EHC Header Fields

The EHC header needs three fields, namely “U/C”, “Context ID”, and “F”, to function and on this basis we propose: 
Proposal 2:
EHC header has a “Context ID” field of size 7 or 15 bits.

Proposal 3:
EHC header sent by the compressor has a single bit “U/C” field denoting whether compressed or uncompressed Ethernet headers are to follow.
Proposal 4:
EHC header sent by the decompressor has a single bit “F” field containing feedback information.
3 Conclusion

In this document we observed the following: 
Observation 1:  
A context ID field of 7 or 15 bits is sufficient for the EHC header to associate the compressor with the decompressor.

Observation 2:
EHC header only requires a single bit field to differentiate between compressed and uncompressed headers. 
Observation 3: 
EHC header does not require a Profile ID field.
Observation 4:
EHC does not need to support segmentation of Ethernet packets.
On the basis of the above observations we propose:

Proposal 1:
The context establishment mechanism supports the transmission of multiple uncompressed packets and the use of a feedback indication.

Proposal 2:
EHC header has a “Context ID” field of size 7 or 15 bits.

Proposal 3:
EHC header sent by the compressor has a single bit “U/C” field denoting whether compressed or uncompressed Ethernet headers are to follow.
Proposal 4:
EHC header sent by the decompressor has a single bit “F” field containing feedback information.
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Compression is done with following principle:
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