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1	Introduction
In the previous RAN2#107 meeting, the following details wrt. RUDI HO were agreed:
Agreements

1 UE shall be able to send UL PUSCH user plane data to source eNB until the point when the message including RRC Connection Reconfiguration Complete has been successfully transmitted to target eNB.

2 Rel-15 PDCP duplication via DC (from HRLLC WID) is not supported in combination with DAPS during handover.

3	For UL transmission operation during DAPS based HO.  
•	UE maintains PDCP SN for UL PDCP PDUs in the common SN allocation function throughout the handover procedure; 
•	Performs header compression and ciphering for the UL PDCP SDUs based on the destination of the PDU (source or target eNB); 
•	Adds PDCP header and submits the PDCP date PDU to the lower layers associated to the destination of the PDU (source or target eNB); 
•	FFS on whether security and ROHC are modelled as separate functions or not.

=> FFS whether and what we will specify RLC UM for RUDI HO. Papers proposing this should provide details for the support

In this contribution, we discuss the above FFS points.
2	PDCP modelling for security and ROHC
In the email discussion “[107#44][LTE and NR /feMOB] Discussion on PDCP details for RUDI HO (Mediatek, Huawei)” the PDCP modelling in case of security and ROHC functions was discussed for the RUDI HO case. As one may observe from the TS 36.323 and TS 38.323 for both security and ROHC functions, they are not quite exactly specified how such should be implemented in the UE as long as they are performed according to the defined rules. Hence, for the special scenario of RUDI HO, the discussion about modelling for security and ROHC functions before agreeing on what needs to be actually implemented into the specification seems to be premature and not useful. The required changes into the TSes should be as a result of agreed behaviour how the protocol shall operate – not based on a model (which is anyway up to implementation).
Proposal 1: The required changes into the TSes wrt. security and ROHC functions due to the RUDI HO are based on the agreed behaviour of the protocol operation – the modelling is left for implementation.
3	Support of RLC UM mode for RUDI HO
In the previous RAN2#107 meeting, the support for RLC UM mode DRBs was left FFS for RUDI HO. And if the UM mode bearers are to be supported, to what extend any enhancements for them would be required. In the following, we consider the behaviour of PDCP entity as specified currently for UM mode during HO and how it would fit for the scenario of RUDI HO from UE point of view.
3.1	PDCP TX side operation for RUDI HO
The following is currently specified for PDCP entity re-establishment associated with UM mode RLC entity for LTE (TS 36.323) and NR (TS 38.323), respectively:
	[bookmark: _Toc12524380]5.2.1.2	Procedures for DRBs mapped on RLC UM
When upper layers request a PDCP re-establishment, the UE shall:
-	reset the header compression protocol for uplink and start with an IR state in U-mode [9] [11] if the DRB is configured with the header compression protocol and drb-ContinueROHC is not configured, see TS 36.331 [3];
-	set Next_PDCP_TX_SN, and TX_HFN to 0;
-	apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure;
-	if connected as an RN, apply the integrity protection algorithm and key provided by upper layers (if configured) during the re-establishment procedure;
-	for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers:
-	consider the PDCP SDUs as received from upper layer;
-	perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment, as specified in the subclause 5.1.1 without restarting the discardTimer.



	[bookmark: _Toc12616331]5.1.2	PDCP entity re-establishment
When upper layers request a PDCP entity re-establishment, the UE shall additionally perform once the procedures described in this clause. After performing the procedures in this clause, the UE shall follow the procedures in clause 5.2.
When upper layers request a PDCP entity re-establishment, the transmitting PDCP entity shall:
-	for UM DRBs and AM DRBs, reset the header compression protocol for uplink and start with an IR state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and SRBs, set TX_NEXT to the initial value;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	for UM DRBs, for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers, and;
-	for suspended AM DRBs, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, for each PDCP SDU already associated with a PDCP SN:
-	consider the PDCP SDUs as received from upper layer;
-	perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment without restarting the discardTimer, as specified in clause 5.2.1;



As can be seen above, both for LTE and NR, the COUNT value in the transmitter is reset to 0.
For RUDI HO, when the UE is transmitting PDCP PDUs to source node (eNB/gNB) and upon UL grant arrival via the target node, switches its transmission path to target, such resetting of COUNT value should happen when following the legacy behaviour (along with the ROHC protocol reset and applying the new keys). The successfully received packets by the source node are forwarded to the target node and the target node can buffer the packets received by the UE until the forwarding by the source node is complete. It should be noted that no reordering nor duplicate detection between the PDCP packets received by the source node and the target node is needed. The possible loss of packets sent to the source node seem to follow the same principle with current HO where upon the MAC entity reset the ongoing HARQ transmissions are lost. Hence, the PDCP TX operation could follow the legacy principle both for the LTE and NR.
Observation 1: For RUDI HO, PDCP TX side operation for the UM mode bearer could follow the legacy behaviour both for LTE and NR.
3.1	PDCP RX side operation for RUDI HO
Similarly to the PDCP TX side operation above, the PDCP RX side operation upon re-establishment is provided below for convenience both for LTE and NR, respectively.
	[bookmark: _Toc12524385]5.2.2.2	Procedures for DRBs mapped on RLC UM when the reordering function is not used
When upper layers request a PDCP re-establishment, the UE shall:
-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the subclause 5.1.2.1.3;
-	reset the header compression protocol for downlink and start with NC state in U-mode [9] [11] if the DRB is configured with the header compression protocol and drb-ContinueROHC is not configured, see TS 36.331 [3];
-	set Next_PDCP_RX_SN, and RX_HFN to 0;
-	apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure.
-	if connected as an RN, apply the integrity protection algorithm and key provided by upper layers (if configured) during the re-establishment procedure.
[bookmark: _Toc12524386]5.2.2.2a	Procedures for DRBs mapped on RLC UM when the reordering function is used
When upper layers request a PDCP re-establishment when the reordering function is used, the UE shall:
-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the subclause 5.1.2.1.4;
-	stop and reset t-Reordering, if running;
-	deliver all stored PDCP SDUs, if any, to upper layers in ascending order of associated COUNT values;
-	set Next_PDCP_RX_SN, and RX_HFN to 0 and Last_submitted_PDCP_RX_SN to Maximum_PDCP_SN;
-	apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure.



	5.1.2	PDCP entity re-establishment
When upper layers request a PDCP entity re-establishment, the receiving PDCP entity shall:
[bookmark: Signet15]-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the clause 5.2.2.1;
-	for SRBs and UM DRBs, if t-Reordering is running:
-	stop and reset t-Reordering;
-	for UM DRBs, deliver all stored PDCP SDUs to the upper layers in ascending order of associated COUNT values after performing header decompression;
-	for UM DRBs and AM DRBs, reset the header compression protocol for downlink and start with NC state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and SRBs, set RX_NEXT and RX_DELIV to the initial value;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure.



As can be seen above, both for LTE and NR, the COUNT value in the transmitter is reset to 0.
From the RUDI HO point of view, the legacy behaviour may expose some limitations:
	-	No duplicate detection between the packets received from the source node and target node is possible;
	-	No reordering of the packets received from the source node and target node is possible.
Given that the source node – after beginning the forwarding to the target – could keep up sending PDCP PDUs to the UE at least up to the point the target node starts sending packets to the UE, it will be difficult to ensure the proper operation from the higher layers point of view. The current behaviour can work in case the NW ensures that any packet sent by the target node has not been sent by the source node previously which would mean there could be some interruption and/or loss in the switch of the DL paths.
[bookmark: _Hlk20946835]Observation 2: For RUDI HO, following the legacy behaviour (in both LTE and NR) for PDCP RX side operation will require NW coordination about the sent packets by source and target nodes and may lead to some level of interruption and/or loss in any case.
3.3	Enhancement in support for RLC UM mode
Based on the above analysis, the DL operation of the PDCP associated with UM mode RLC entities during RUDI HO should be enhanced to be able to benefit the concurrent transmissions by the source and target nodes. It should be possible for the NW (source and target) to transmit same PDCP SDUs to the UE to enable the minimum interruption in the data communication. This will not be possible with the current PDCP behaviour without affecting the higher layers (e.g., TCP).
Observation 3: To gain benefits of the RUDI HO also for the DRBs associated with RLC UM mode, the DL PDCP operation should be enhanced for both LTE and NR.
This could be achieved, e.g., by enabling the COUNT value continuation upon handover also for PDCP entities associated with UM mode RLC entities. However, given that in case of LTE, the ROHC is not supported for DRBs requiring reordering and specifying ROHC support for such bearers could introduce big changes on the legacy behaviour, mechanisms avoiding this should be considered. Otherwise, the RUDI HO could not be triggered for UM DRBs configured with ROHC.
In any case, it seems evident the RLC UM mode should be supported for RUDI HO to cover most of the use cases also for URLLC.
Proposal 1: Agree to support RLC UM mode for RUDI HO, both for NR and LTE.
Proposal 2: Enable concurrent transmissions of the same PDCP SDUs by the source and target nodes in DL during RUDI HO. The needed changes to PDCP behaviour in the UE are FFS.
4	Conclusion
In this contribution the PDCP handling for RUDI HO with DRBs associated with UM mode RLC entities was discussed, the following was observed and proposed:
Proposal 1: The required changes into the TSes wrt. security and ROHC functions due to the RUDI HO are based on the agreed behaviour of the protocol operation – the modelling is left for implementation.
Observation 1: For RUDI HO, PDCP TX side operation for the UM mode bearer could follow the legacy behaviour both for LTE and NR.
Observation 2: For RUDI HO, following the legacy behaviour (in both LTE and NR) for PDCP RX side operation will require NW coordination about the sent packets by source and target nodes and may lead to some level of interruption and/or loss in any case.
Observation 3: To gain benefits of the RUDI HO also for the DRBs associated with RLC UM mode, the DL PDCP operation should be enhanced for both LTE and NR.
Proposal 1: Agree to support RLC UM mode for RUDI HO, both for NR and LTE.
Proposal 2: Enable concurrent transmissions of the same PDCP SDUs by the source and target nodes in DL during RUDI HO. The needed changes to PDCP behaviour in the UE are FFS.



