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1. Introduction
At RAN2 #106, there are the following solution selection decision were agreed for handover interruption reduction in LTE [1]:
Agreements
1	We will not specify single active protocol stack solution (option 0/1/2)
2	We will specify dual active with specified capability coordination that does not have to be utilized by the network. FFS how/whether we will specify the rules for UE when capability coordination is not utilized and UE capabilities are exceeded (we may leave this up to UE implementation).

At RAN2 #107, the same decision were made for handover interruption reduction in NR [2]
Agreements
1	Introduce a solution for HO interruption time reduction based on dual active protocol stack.

In last meeting, there is one FFS on whether to specify RLC UM for DAPS.
=> FFS whether and what we will specify RLC UM for RUDI HO. Papers proposing this should provide details for the support
[bookmark: OLE_LINK2][bookmark: OLE_LINK3]In this contribution, we provide our views on the support of RLC UM for DAPS, and also discuss on PDCP SN handling for RLC UM bearer.
2. Discussion
During the last RAN2 meetings, it was agreed to support dual active protocol stack (DAPS) solution for mobility interruption reduction in NR and LTE. Up to now, it is not clear whether UM can be applied for DAPS.
RLC UM mode does not guarantee the delivery, but can be beneficial for latency reduction and is therefore more suitable for delay-sensitive services. Since the interruption time during handover are the latency target, for traffic using RLC UM mode, e.g. industrial automation, AR and VR, it is definitely beneficial to support RLC UM mode bearer for DAPS solution. Besides, it is unreasonable to configure traffic, which is supposed to be configured as RLC UM mode bearer, to RLC AM mode to achieve 0ms handover interruption. Therefore, from the requirement point of view, it is necessary to support RLC UM mode bearer for DAPS based handover.
Proposal 1. RLC UM mode bearer for DAPS based handover.

[bookmark: _GoBack]ISSUE 1: PDCP SN handling when DAPS is established
In legacy handover, after receiving handover command, the PDCP SN and HFN should be reset for RLC UM. However, for DAPS, since source eNB/gNB would be in charge of PDCP SN assignment for both source eNB/gNB and target eNB/gNB, and the SN and HFN of each PDCP SDU would be transmitted to target eNB/gNB, we don’t see the need to reset SN and HFN, instead it is more straightforward for the source eNB/gNB to allocate PDCP SN to source eNB/gNB and target eNB/gNB using continuous PDCP SN and HFN value.  
Proposal 2. For RLC UM, when DAPS is established, the source eNB/gNB should allocate the DL PDCP SN and HFN for source eNB/gNB and target eNB/gNB continuously without SN and HFN resetting.

ISSUE 2: PDCP SN handling when source eNB/gNB is released
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]As analysed in [3], the PDCP SN allocation anchor is switched to the target eNB/gNB when the source eNB/gNB is released. 
For legacy handover, the following two types of data are forwarded to the target eNB/gNB for RLC UM:
1) all downlink PDCP SDUs that have not been transmitted by the source eNB/gNB
2) without a PDCP SN fresh data arriving over S1/NG
For 1) and 2), The PDCP SN and HFN are reset in the target gNB/gNB.
Similarly, for DAPS, the following data should be forwarded to the target eNB/gNB when the source eNB/gNB is released.  
1) All DL PDCP SDUs have not been transmitted by the source eNB/gNB or to the target eNB/gNB
2) [bookmark: OLE_LINK13][bookmark: OLE_LINK14]without a PDCP SN fresh data arriving over S1/NG interface 
For 1), to ensure PDCP reordering can be performed at the receiving side for in order delivery, the PDCP SN assign by the source eNB/gNB shall also be informed to the target eNB/gNB, i.e. carried in GTP-U extension header as RLC AM.
Proposal 3. For RLC UM, when source eNB/gNB is released, for PDCP SDUs with SN assigned by the source eNB/gNB but not transmitted by the source eNB/gNB or to the target eNB/gNB, their SNs are transmitted to the target eNB/gNB. 
For 2), the issue would be: what is the initial PDCP SN and HFN value that the target eNB/gNB should use?
[bookmark: OLE_LINK7][bookmark: OLE_LINK8]One intuitive option is that similarly to legacy handover, the target eNB/gNB resets SN and HFN i.e. using initial value for the SN and HFN, as the preservation of SN status doesn’t apply in legacy handover. However from the security point of view, it is not a good choice, as it is possible that the same COUNT values are reused for different SDUs but the same security key, which should be avoided. Besides, there may also cause some reordering issue.
The issue is further illustrated by the example in figure 1.
Source eNB/gNB transmit packets with COUNT value 3, 4, 7 directly to UE, and forwards target eNB/gNB packets with COUNT value 5, 6 to transmit. Then source eNB/gNB is released, and the packets without SN would be forwarded from source eNB/gNB to target eNB/gNB. Besides, new data can be received by target eNB/gNB from CN after path switch. If target eNB/gNB starts by using initial value 0 for SN and HFN allocation of packets without PDCP SN, then the new packets transmitted by the target eNB/gNB would use COUNT value 0, 1, 2,…, 5, 6,…, thus COUNT 5, 6 would be used twice for different packets by with the same security key, i.e. security key of the target eNB/gNB. 


Figure 1
Observation 1: For RLC UM, when source eNB is released, If SN and HFN is reset, it is possible that the same COUNT values are reused for different SDUs but the same security key. 
[bookmark: OLE_LINK16][bookmark: OLE_LINK17]To avoid the security issue by resetting SN and HFN for RLC UM, It is better that preservation of SN status for RLC UM can be supported when source eNB/gNB is released. One straightforward way to achieve this is to adopt mechanism similar to RLC AM mode, i.e. SN STATUS TRANSFER is transferred to the target eNB/gNB to indicate the initial COUNT value for the next packet without a SN yet. 
Besides, during last RAN3 meeting, RAN3 had made the following agreement for RLC UM
	The PDCP SN and HFN are reset in the target eNB, unless DL and UL status are received from source eNB in the SN STATUS TRANSFER message.



Observation 2. From RAN3 point of view, it is possible to support preservation of SN status in case of PDCP SN allocation anchor change.
Proposal 4: For RLC UM, when source eNB/gNB is released, the source eNB/gNB send SN STATUS TRANSFER to the target eNB/gNB to indicate the initial SN and HFN value for the next fresh packet without SN yet.
3. Conclusion
In this contribution, we discussed on the PDCP SN handling for RLC AM and UM bearer for DAPS, and have the following observation and proposals:
Observation 1: For RLC UM, when source eNB is released, If SN and HFN is reset, it is possible that the same COUNT values are reused for different SDUs but the same security key. 
Observation 2. From RAN3 point of view, it is possible to support preservation of SN status in case of PDCP SN allocation anchor change.
Proposal 1. It is necessary to support RLC UM mode bearer for DAPS based handover.
Proposal 2. For RLC UM, when DAPS is established, the source eNB/gNB should allocate the DL PDCP SN and HFN for source eNB/gNB and target eNB/gNB continuously without SN and HFN resetting.
Proposal 3. For RLC UM, when source eNB/gNB is released, for PDCP SDUs with SN assigned by the source eNB/gNB but not transmitted by the source eNB/gNB or to the target eNB/gNB, their SNs are transmitted to the target eNB/gNB. 
Proposal 4: For RLC UM, when source eNB/gNB is released, the source eNB/gNB send SN STATUS TRANSFER to the target eNB/gNB to indicate the initial SN and HFN value for the next fresh packet without SN yet.
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