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1	Introduction
The following email discussion was agreed in RAN2#107 with the intention to progress PDCP details for RUDI HO for both LTE and NR. 
[107#44][LTE and NR /feMOB] Discussion on PDCP details for RUDI HO (MediaTek/Huawei)
Discuss PDCP details on both UE and network side for RUDI HO:
1.	Security handling
2.	ROHC handling
3.	Reordering operation
4.	Impact of UL protocol switch, e.g. PDCP SDUs retransmission
5.	Single PDCP modelling
a.	One or two ROHC/ciphering functions
b.	PDCP procedures upon reception of RUDI HO CMD and release of source cell
6.	Impact on network side and identify potential aspects need to be informed to RAN3
7.	Support of UDC and impact
8.	Draft of TP for 36.323
	Intended outcome: Report to next meeting (including TPs to 36/38.323)
	Deadline:  Thursday 2019-10-03
In order to have enough time for preparing the report and draft TPs, rapporteur would like to have following schedule with two phases of discussion: 
· Phase 1 (2019-09-23, led by Mediatek Inc.): Companies are invited to provide inputs and comments for questions and rapporteur will provide the summary. 
· Phase 2 (2019-10-03, led by Huawei): Rapporteur will provide TPs for 36.323 and 38.323.
[bookmark: _Ref178064866]2	Background
NR mobility enhancement:
In RAN2#106 meeting, following agreements were made for HO interruption solutions:
Agreements
1	PDCP packet duplication does not need to be supported in combination with the HO interruption solution (but doesn't preclude that it might be possible to support it and it may be beneficial in some cases)

2	Simultaneous UL PUSCH transmission does not need to be supported for the HO interruption solution. 
	
3	There is a point in time where the UL PUSCH switches from source to target.
In RAN2#107 meeting, the decision was made to select DAPS as the single solution for mobility interruption reduction in NR. 
Agreements
1	Introduce a solution for HO interruption time reduction based on dual active protocol stack.

Agreements
1	We will not work on RACHless HO any further in Rel16 (Can be revisited if CFRA is not agreed to be part of 2 Step RACH in Rel-16)
LTE further mobility enhancement:
In RAN2#105 meeting, the definitions for single and dual active protocol stacks as captured in R2-1902520[1] were agreed. 
In RAN2#105bis meeting, it was agreed ‘Any solution that is specified will be modelled as a single PDCP entity on UE side'.
In RAN2#106 meeting, UL handling to minimize the HO interruption was discussed and following agreements were made:
Agreements

1 Simultaneous UL PUSCH transmission does not need to be supported for the HO interruption solution. 
	
2	UL PUSCH switches from source to target after reception of the first UL grant from the target eNB
Then the solution of Dual active with specified capability coordination (as per R2-1905892 [2]) was agreed to minimize the HO interruption.  
Agreements

1	We will not specify single active protocol stack solution (option 0/1/2)

2	We will specify dual active with specified capability coordination that does not have to be utilized by the network. FFS how/whether we will specify the rules for UE when capability coordination is not utilized and UE capabilities are exceeded (we may leave this up to UE implementation).
In RAN2#107 meeting, following was agreed regarding DAPS:
Agreements
Reconfirm the following understanding on DAPS
1	For DAPS DL transmission/reception operation:
•	The source eNB and the target eNB perform header compression, ciphering and add PDCP header separately;
•	UE performs deciphering and header decompression for the DL PDCP SDUs received from the source eNB and target eNB separately; stores those PDCP SDUs in the common PDCP reception buffer and performs PDCP reordering; and then delivers the PDCP SDUs to upper layers in ascending order.
2	single UL new PUSCH data transmission as baseline and UE switches UL data transmission (new and unacknowledged PDCP SDUs) to target gNB upon reception of the first UL grant for data transmission from the target gNB after RA procedure towards the target gNB is successfully completed.
3 As described in single UL new data transmission solution: For the DL data transmission, the UE continues to provide HARQ ACK/NACK, other CSI kind of feedback, ARQ ACK/NACK to the source eNB before release of the source cell connection.
FFS whether UL HARQ retransmissions continue
FFS whether RoHC feedback is needed
4     We do not restrict UP specifications without clear reason (e.g. BSR, PHR, etc.)
Following agreements were made for general UL handling:
Agreements
1 UE shall be able to send UL PUSCH user plane data to source eNB until the point when the message including RRC Connection Reconfiguration Complete has been successfully transmitted to target eNB.

2 Rel-15 PDCP duplication via DC (from HRLLC WID) is not supported in combination with DAPS during HO.

3	For UL transmission operation during DAPS based HO.  
•	UE maintains PDCP SN for UL PDCP PDUs in the common SN allocation function throughout the HO procedure; 
•	Performs header compression and ciphering for the UL PDCP SDUs based on the destination of the PDU (source or target eNB); 
•	Adds PDCP header and submits the PDCP date PDU to the lower layers associated to the destination of the PDU (source or target eNB); 
•	FFS on whether security and ROHC are modelled as separate functions or not.

=> FFS whether and what we will specify RLC UM for RUDI HO. Papers proposing this should provide details for the support.
For PDCP modelling, only following agreement was made due to lack of time for on-line discussion:
Agreements

1	The PDCP entity is associated with two AM RLC entities at the UE side
3	Discussion
In NR, we agreed to introduce a solution for HO interruption time reduction based on dual active protocol stack. Different from LTE, integrity protection is also performed for DRBs. Except integrity protection and verification, the agreements made in RAN2#107 meeting highlighted in yellow for LTE RUDI handover with DAPS can be applicable to NR. 
For integrity protection and verification in NR, the same principle as ciphering can be applied, i.e. the source gNB and target gNB perform integrity protection/ciphering separately and UE performs integrity verification/deciphering for the DL PDCP SDUs received from the source gNB and target gNB separately. UE performs integrity protection and ciphering for the UL PDCP SDUs based on the destination of the PDU (source or target gNB).
Discussion #1: For NR, the agreements made in RAN2#107 meeting for LTE RUDI handover with DAPS are applicable to NR RUDI handover. Furthermore, the source gNB and target gNB perform integrity protection separately and UE performs integrity verification for the DL PDCP SDUs received from the source gNB and target gNB separately. UE performs integrity protection for the UL PDCP SDUs based on the destination of the PDU (source or target gNB).
	Company
	Agree/Disagree
	Comments

	Ericsson
	Agree
	

	Mediatek
	Agree
	

	QC
	Agree
	

	Huawei
	Agree
	

	CATT
	Agree
	

	Intel
	Agree
	We assume the order of reordering and decompression for NR should be discussed in 3.3.2.

	OPPO
	Agree 
	

	Apple
	Agree
	

	Nokia, Nokia Shanghai Bell

	Agree
	Aligning LTE and NR seems reasonable.

	Charter Communications
	Agree
	

	NEC
	Agree
	

	vivo
	Agree
	

	ETRI
	Agree
	


Conclusion: All companies responded “Agree”. 
Proposal 1 Confirm that the agreements made in RAN2#107 meeting for LTE RUDI handover with DAPS are applicable to NR RUDI handover. 

Agreements

Reconfirm the following understanding on DAPS for NR:
1	For DAPS DL transmission/reception operation:
•	The source gNB and the target gNB perform header compression, integrity protection, ciphering and add PDCP header separately;
•	UE performs integrity verification, deciphering and header decompression for the DL PDCP SDUs received from the source gNB and target gNB separately; stores those PDCP SDUs in the common PDCP reception buffer and performs PDCP reordering; and then delivers the PDCP SDUs to upper layers in ascending order.
2	single UL new PUSCH data transmission as baseline and UE switches UL data transmission (new and unacknowledged PDCP SDUs) to target gNB upon reception of the first UL grant for data transmission from the target gNB after RA procedure towards the target gNB is successfully completed.
3 As described in single UL new data transmission solution: For the DL data transmission, the UE continues to provide HARQ ACK/NACK, other CSI kind of feedback, ARQ ACK/NACK to the source gNB before release of the source cell connection.
FFS whether UL HARQ retransmissions continue
FFS whether RoHC feedback is needed
4     We do not restrict UP specifications without clear reason (e.g. BSR, PHR, etc.)

Agreements:

1. UE shall be able to send UL PUSCH user plane data to source gNB until the point when the message including RRC Connection Reconfiguration Complete has been successfully transmitted to target gNB.
2. Rel-15 PDCP duplication via DC (from HRLLC WID) is not supported in combination with DAPS during handover.
3. For UL transmission operation during DAPS based HO.
· UE maintains PDCP SN for UL PDCP PDUs in the common SN allocation function throughout the handover procedure;
· Performs header compression and ciphering for the UL PDCP SDUs based on the destination of the PDU (source or target gNB);
· Adds PDCP header and submits the PDCP date PDU to the lower layers associated to the destination of the PDU (source or target gNB);
· FFS on whether security and ROHC are modelled as separate functions or not.
3.1 Security handling
3.1.1 Need of end-marker packet for avoiding security key confusion
For LTE mobility enhancement, during RUDI HO with DAPS, the source eNB and target eNB perform ciphering separately and UE performs deciphering for the DL PDCP SDUs received from the source eNB and target eNB separately. UE performs ciphering for the UL PDCP SDUs based on the destination of the PDU (source or target eNB). 
UE can differentiate which security key/algorithm to apply for each packets based on from/to which eNB (i.e. source cell or target cell) the packet is received/transmitted. There is no security confusion and the end-marker is not needed. 
Discussion #2: During RUDI HO with DAPS, there is no security confusion and the end-marker packet is not needed. 
	Company
	Agree/Disagree
	Comments

	Ericsson
	Agree
	An end-marker packet is not needed to determine the security key but may be needed for releasing the UE from the source cell. This depends on what solution we choose for releasing the source cell.

	Mediatek
	Agree
	End-marker packet for avoiding security key confusion is not needed.  For source cell release, we prefer to use RRC message. 

	QC
	Agree
	Agree with MediaTek comments. Source and target nodes security keys can be identified based on from RLC/MAC/PHY stack data is received.

	Huawei
	Agree
	End-marker packet for avoiding security key confusion is not needed. 

	CATT
	Agree
	Agree that there is no security key confusion as the UE can identify the security key based on the path where the data is received. 
The release of the source cell should be discussed separately also considering CP aspects.

	Intel
	Agree
	Agree with MediaTek.

	OPPO
	Agree 
	PDCP entity in UE side can differentiate the key used for the packet based on the RLC entity which the packets from.

	vivo
	Agree
	Agree with OPPO.

	Apple
	Agree
	There is no security key confusion issue since the key is different for the data delivered via different RLC entities. 

	Nokia, Nokia Shanghai Bell
	Agree
	End marker is not needed for key confusion as the receiver always knows the correct key.

	Charter Communications
	Agree
	End-marker packet for avoiding security key confusion is not needed.

	NEC
	Agree
	UE selects security key based on the direction of the packets. There is no security key confusion issue for DAPS.

	ETRI
	Agree
	

	LG
	Agree
	After receiving the HO command from the source network, the UE manages two security keys. After that, that the security key is applied and each security key should be applied for a PDCP PDU based on from which leg it is received. Thus, since there is no the security key confusion during RUID HO with DAPS, the end-marker is not needed. 


Conclusion: All companies responded “Agree”. One company commented that the end-marker packet may be needed for releasing the UE from the source cell. 
Observation 1: During RUDI HO with DAPS, there is no security confusion.
Proposal 2 During RUDI HO with DAPS, the end-marker packet to differentiate the security keys is not needed.
3.1.2 Configuration of the security keys/configuration of target cell
Same as normal HO, the security configuration for the target cell is provided by the HO command. Since DAPS doesn't need to be supported for SRB, the security handling for SRB is the same as normal HO. The security keys/algorithms provided by the target cell for integrity and encryption shall be applied to the RRC reconfiguration complete message. However, to enable fast fall-back to source cell in case the HO fails to target cell, UE needs to keep the source security keys/configurations for SRB until it performs successful HO execution to target cell. 
For DRBs, upon reception of the HO command with DAPS, UE needs to maintain the security keys/configurations for the source cell while deriving the security keys for the target cell. Since the two security keys/security algorithms are associated to the protocol stacks for the source cell and the target cell respectively, UE can configure the lower layer associated to the target cell to apply the security algorithm and security keys received from the HO immediately.
The security derivation and application procedure is same for SRB and DRB. 
Discussion #3: For both SRB and DRB, UE derives the security keys for the target cell and configures the lower layer associated to the target cell to apply the security keys/algorithms upon reception of HO command, while maintaining the security keys/configuration of the source cell. 
	Company
	Agree/Disagree
	Comments

	Ericsson
	Disagree
	For DRBs yes, but not for SRBs. For SRBs the need to maintain the source cell security key/configuration depends on whether we support the fallback mechanism, and this we haven’t discussed yet.   

	Mediatek
	Agree
	For DRBs, yes.  For SRB, it is beneficial to maintain the security key/configuration of the source cell and support the fallback mechanism to avoid triggering re-establishment procedure in case of HO failure.  But it’s OK to keep SRB part open until we have conclusion on whether to support the fallback mechanism.  

	QC
	Agree
	When UE gets HO command, UE can generate target cell security keys while keeping source security keys. Both SRBs and DRBs use same security keys and common procedure can be used. 
 For DAPS HO, after receiving HO command, even though UE is not expected to have active SRBs with source cell, target SRBs use target security keys. When UE falls back to source cell SRB configuration (in case of target HO failure, target RLF etc), source cell SRBs are expected to continue with source security keys.

	Huawei
	Agree
	For DRB, yes. For SRB we also tend to keep source SRB for potential fallback benefit.

	CATT
	Agree for DRB only
Disagree for SRB
	Co-existence of source and target SRBs is under discussion of CP email discussion. We don’t see the need to have both source and target SRBs active at the same time. target SRBs are active after the successful RA to the target cell.

	Intel
	Agree
	We agree for DRB. For SRB, UE can stop processing any RRC signaling messages to & from source eNB after receiving HO command message but maintain the RRC connection context with source cell for possibility of avoiding re-establishment upon HO failure.

	OPPO
	Agree 
	Agree with Mediatek. The security keys/configuration of source cell SRBs can be maintained for a potential fall back upon target link failure during RACH.

	vivo
	Agree
	We think that we can have a common solution for both SRB and DRB. We also think that it is beneficial to keep the SRB for the source link at least for handling the target link failure without triggering RRC connection reestablishment. 

	Apple
	Agree
	We prefer unified solution for both SRB and DRB. For SRB, we can prohibit SRB transmission to/from via source link after receiving the HO command. 

	Nokia, Nokia Shanghai Bell
	Agree
	This is not really new: The only new requirement is that UE must retain the source cell keys, and this was already partly considered during LWA.

	Charter Communications
	Agree
	Agree with MediaTek.

	NEC
	Disagree for SRB
	The handling of security keys for SRB and DRB is different. For DRBs, security keys for the target and the source are used at the same time to encrypt data transmitted to different direction. For SRBs, they should be reestablished from the source to the target, thus only security keys for the target are used during DAPS..

	ETRI
	Agree for DRB only
Disagree for SRB
	We share the same view as CATT. And we share the same view as other companies that it is beneficial to avoid re-establishment upon HO failure.

	LG
	Agree for DRB

	For SRBs, there is no reason to maintain two security keys for source and target network. This is because considering that the simultaneous reception of the PDCP PDU from source and target network may not supported for SRBs, if a UE is not successfully connected to the target network, the UE uses the source security key. Otherwise, if the UE is successfully connected to the target network, the UE uses the target security key.  


Conclusion: All companies responded “Agree/yes” for DRB. Out of 14 companies, 9 companies said ‘Agree’ for SRB and 5 companies said ‘Disagree’ for SRB. The companies saying ‘disagree’ thought we have no discussion and conclusion on whether to maintain the source cell security key/configuration and to support the fallback mechanism. 
Proposal 3 For DRBs, UE derives the security keys for the target cell and configures the lower layer associated to the target cell to apply the security keys/algorithms upon reception of HO command, while maintaining the security keys/configuration of the source cell. FFS whether the same process can be applied to SRBs. 
3.1.3 Release of the security key/configuration of source cell
For SRB, UE need to keep the source security keys/configurations for SRB until it releases it. For DRB, the security keys/configuration can be released along with the release of source protocol by means of implicit or explicit release. In order to have unified procedure for both SRB and DRB, the security keys/configuration can be released upon release of the source cell, which occurs after successful HO execution. 
Discussion #4: For both SRB and DRB, UE releases the security keys/configuration of the source cell along with the release of source protocol. 
	Company
	Agree/Disagree
	Comments

	Ericsson
	Disagree
	For DRBs we agree but for SRBs we should discuss the need for the fallback mechanism first (see also comment to Discussion #3). 

	Mediatek
	Agree
	For DRBs, yes.  For SRB, it is beneficial to maintain the security key/configuration of the source cell and support the fallback mechanism to avoid triggering re-establishment procedure in case of HO failure.  But it’s OK to keep SRB part open until we have conclusion on whether to support the fallback mechanism

	QC
	Agree
	Security keys are same for both SRBs and DRBs. There is no separate mechanism required. Once source cell stack is released, source security configuration/keys will be released by UE. We prefer to have RRC based source cell release indication sent by target node.

	Huawei
	Agree
	Same comments as discussion #3

	CATT
	Agree for DRB only
	We disagree this statement for SRB, release of SRB is discussed in CP email discussion.  Source SRBs are released upon the successful RA to the target where the target SRBs are configured.

	Intel
	Agree
	We think UE should explicitly receive release indication from target upon which UE is ready to release the source. At this point, there is no need to keep source SRBs or DRB configuration any longer as UE is successfully attached to the target.

	OPPO
	Agree 
	We agree to have a unified procedure for both SRB and DRB.

	vivo
	Agree
	A common solution for both SRB and DRB would simplify the UE implementation.

	Apple
	Agree
	We prefer unified solution for both SRB and DRB. 

	Nokia, Nokia Shanghai Bell
	Agree
	UE can only release the keys when both UL and DL transmission/reception for source cell have ended.

	Charter Communications
	Agree
	Agree with MediaTek.

	NEC
	Agree
	There is no reason to keep security keys of source eNB any more if source eNB is released.

	ETRI
	Agree for DRB only
	Agree with CATT.

	LG
	Agree for DRB.
	For SRBs, there is no reason to maintain two security keys for source and target network. This is because considering that the simultaneous reception of the PDCP PDU from source and target network may not supported for SRBs, if a UE is not successfully connected to the target network, the UE uses the source security key. Otherwise, if the UE is successfully connected to the target network, the UE uses the target security key.


Conclusion: All companies responded “Agree/yes” for DRB. Out of 14 companies, 10 companies said ‘Agree’ for SRB and 4 companies said ‘Disagree’ for SRB. The companies saying ‘disagree’ though we have no discussion and conclusion on whether to support the fallback mechanism and the source SRBs are released upon the successful RA to the target cell. 
Proposal 4 For DRBs, UE releases the security keys/configuration of the source cell along with the release of source protocol.  
For DL data transfer, UE needs to perform deciphering (and integrity verification in NR if enabled) for the packets received from the source cell and the target cell in parallel from HO completion to source cell release. For UL data transfer, UE switches UL data transmission upon reception of the first UL grant for data transmission from the target cell. UE uses the security key and algorithm of the source cell before UL protocol switching; and then uses the security key and algorithm of the target cell afterwards. But it should be noted that the security configuration and application is common for DL and UL. There is no need to differentiate DL and UL handling for security configuration and application. 
Discussion #5: For DL and UL data transfer, UE uses the security keys and algorithms of the source cell and the target cell in parallel from HO successful completion to source cell release.
	Company
	Agree/Disagree
	Comments

	Ericsson
	Agree
	Also for the UL both keys may be used in parallel as the UE may be transmitting UL data in the source cell while it sends the handover complete in the target cell.

	Mediatek
	Agree
	

	QC
	Agree
	

	Huawei
	Agree
	

	CATT
	Agree
	We are OK to keep the same handling of security keys and algorithms for UL and DL data transmission.

	Intel
	Agree
	

	OPPO
	Agree 
	For DRB: For DL, UE uses security keys and algorithms of the source cell and the target cell in parallel. For UL, UE only uses security keys and algorithms of the target cell after HO complete. While security key is not direction specific and share for both UL and DL. There is no need to differentiate DL and UL handling.
For SRB: As replied for #3 and #4.

	vivo
	Agree
	

	Apple
	Agree
	

	Nokia, Nokia Shanghai Bell
	Agree
	This should be already clear in current agreements.

	Charter Communications
	Agree
	

	NEC
	Agree
	

	ETRI
	Agree
	

	LG
	Agree
	


Conclusion: All companies responded “Agree”. One company commented that this is already clear in current agreements. 
Proposal 5 For DL and UL data transfer, UE uses the security keys and algorithms of the source cell and the target cell in parallel from HO successful completion to source cell release. 
3.2 ROHC handling
3.2.1 Number of ROHC instances in use
For LTE mobility enhancement, during RUDI HO with DAPS, the source eNB and target eNB perform header compression separately and UE performs header decompression for the DL PDCP SDUs received from the source eNB and target eNB separately. UE performs header compression for the UL PDCP SDUs based on the destination of the PDU (source or target eNB).The same principle can be applied to NR mobility enhancement.
If drb-ContinueROHC is not configured, the UE should have two separate ROHC instances, one for the target link and one for the source link. Since simultaneous UL data transmission is not supported, the UE uses one ROHC compressor instance and two ROHC decompressor instances for UL and DL data transfer respectively.
Discussion #6: If drb-ContinueROHC is not configured, UE has two separate ROHC instances, one for the source cell and the other for the target cell.  UE uses one ROHC compressor instance and two ROHC decompressor instances for UL and DL data transfer respectively.
	Company
	Agree/Disagree
	Comments

	Ericsson
	Agree
	We agree with the statement provided no assumptions are made on the UE behavior when the condition is false, i.e. when drb-ContinueROHC is configured.  The behavior when drb-ContinueROHC flag is configured needs to be further discussed. 


	Mediatek
	Agree
	If drb-ContinueROHC is not configured, UE only use one ROHC compressor instance for UL. 

	QC
	Agree
	Same view as Ericsson comment.

	Huawei
	Agree
	Although two ROHC instances exist, UE only use one for uplink transmission at a time because there is a uplink switch.

	CATT
	Agree
	Agree with comments from Ericsson and Huawei.

	Intel
	Agree
	We also think whether to use drb-ContinueROHC needs to be discussed.

	OPPO
	Agree
	Agree with Ericsson.

	vivo
	Agree
	We think that RAN2 can support ROHC continue function without much specification impact. Regarding whether to have two ROHC entities for the UL, we think that both single ROHC and dual ROHC could work for the UL. We would slightly prefer the solution with less specification impacts. 

	Apple
	Agree
	Agree with Ericsson. 

	Nokia, Nokia Shanghai Bell
	Agree
	This is implied by the decisions on security keys already.

	Charter Communications
	Agree
	Agree with Ericsson.

	NEC
	Agree
	

	ETRI
	Agree
	

	LG
	Disagree
	If the source and target network always transmit the PDCP PDU containing IR information during the RUDI HO with DAPS, there is no reason to use two separate ROHC instances. This is because the PDCP PDU containing IR information is always successfully decompressed. Considering this, one ROHC instance is enough.


Conclusion: All companies except one company responded “Agree”.  The company responding ‘Disagree’ thought the source and target network always transmit the IR packets during RUDI HO with DAPS and one ROHC instance is enough.
Proposal 6 If drb-ContinueROHC is not configured, UE has two separate ROHC instances, one for the source cell and the other for the target cell.  
· UE uses one ROHC compressor instance for UL data transfer;
· UE uses two ROHC decompressor instances for DL data transfer.
3.2.2 ROHC feedback for DL data transfer
Based on the agreement that UE performs header decompression for the DL PDCP SDUs received from the source eNB and target eNB separately. One question is whether ROHC feedback is needed to avoid context mismatch.  In one option, UE decompresses the PDCP PDU based on from which leg it is received and is allowed to transmit ROHC feedback to source cell as long as the source cell transmits DL data. In this option, UE maintains two sets of ROHC contexts. In another option, only PDCP PDUs containing the IR information are transmitted by the source and target cell until releasing the connection to the source cell. 
Discussion #7: Is UE allowed to transmit ROHC feedback to the source cell if there is DL data on-going from the source cell?
	Company
	Yes/No
	Comments

	Ericsson
	Yes
	Given that we anyway need to support simultaneous UL transmission we don’t see a strong need to prevent the transmission of ROHC feedback. The only reason would be if it requires substantial specification changes, but this does not seem to be the case.

ROHC feedback is needed to resolve context mismatch when ROHC is operating in any of the bidirectional modes (O- or R- mode). When ROHC is operating in unidirectional mode (U-mode) there is less need for ROHC feedback as the ROHC compressor periodically resets the ROHC context.


	Mediatek
	Yes
	UE should be allowed to transmit ROHC feedback to the source cell. But if the network doesn't want UE to provide the ROHC feedback, it can always provide IR packets during the period when DAPS is configured. The network has the flexibility to ask the UE to provide ROHC feedback or not. 

	QC
	Yes
	In DL, UE is expected to receive data simultaneously from both source and target cells and UE will use 2 separate DL ROHC contexts for both cells. In UL, single active ROHC context will be used because UE will transmit new data either to source or target cell at any given instance of time. Based on ROHC mode of operation, UE will provide ROHC feedback to source cell while sending any ROHC feedback to target cell.

	Huawei
	Yes
	As simultaneous uplink transmission is anyway needed, we don’t need to make a more strict restriction.

	CATT
	Yes
	It should be allowed to transmit ROHC feedback to the source cell. But the network may decide to send IR packets to UE during DAPS HO.

	Intel
	Yes
	It should continue similar to RLC status report based on available opportunity for the UE to transmit to source.

	OPPO
	Yes 
	It is agreed that dual DL transmission is supported in both source cell and target cell. And separate RHOC profiles will be used for source and target. We should allow the ROHC feedback transmission to source cell to enable the ROHC function.

	vivo
	Yes
	Agree with Ericsson.

	Apple
	Yes
	ROHC feedback for UE transmission is the feedback for the downlink transmission to avoid the ROHC context mismatch. Since downlink data transmission is allowed via source link, then ROHC feedback can also be transmitted. 

	Nokia, Nokia Shanghai Bell
	Yes
	No need to change anything in Rel-15 for this.

	Charter Communications
	Yes
	

	NEC
	Yes
	[bookmark: OLE_LINK36][bookmark: OLE_LINK37]We do not see any reason to restrict ROHC feedback to the source eNB as we already agreed to support simultaneous uplink transmission.

	ETRI
	Yes
	

	LG
	No
	If one ROHC instance is used for RUDI, the transmission of the ROHC feedback is not needed. This is because if the source and target network always transmit the PDCP PDU containing IR information, the context mismatch does not happen, and the ROHC state in UE and both networks are same, i.e., initial state.


Conclusion: All companies except one company responded “Agree”. The company responding ‘No’ thought one ROHC instance is used and there is no need to transmit ROHC feedback if the source and target network can always transmit the IR packets during RUDI HO with DAPS.  
Proposal 7 UE is allowed to transmit the ROHC feedback through the source cell UL if there is DL data on-going from the source cell. 
3.2.3 ROHC failure
The potential ROHC issues i.e. DL decompression failure and UL decompression failure due to loss of IR packets were raised. For DL data transfer, the UE can send a PDCP status report to the target node to indicate which DL packets that have already been received from the source node to avoid unnecessary retransmissions. When receiving the PDCP status report the target node discards the DL packets already received by the UE in the source cell and only transmits new DL packets. However, if the DL packets that are discarded have already been processed by PDCP, this may result in that the ROHC IR packets are lost, which in turn may cause subsequent compressed DL packets to be discarded in the UE due to decompression failure. 
For UL data transfer, when the UL is switched from the source to the target node, the UE will re-transmit all unacknowledged UL data packets to the target node. If the first re-transmitted UL packets were in fact received by the source node and if the re-transmitted UL packets are received out-of-order by the target node, the target node may discard the IR packets which will cause decompression failure and loss of packets.
 Discussion #8: Are the potential ROHC failure issues in DL and UL valid and need to be addressed?
	Company
	Yes/No
	Comments

	Ericsson
	Yes
	For both the DL and UL the issue can be resolved by ensuring that the first DL/UL packet that reaches the ROHC decompressor in the UE/target node is an IR packet. We don’t think this necessarily need to be specified but can left to the UE/network implementation. Today already large parts of ROHC is left to the implementer’s discretion, e.g. the number of IR packets to send before switching to a higher compression state. It should also be noted that the issue is not specific to MBB but also applies to regular handover (which also make use of PDCP status report/selective data transfer). More details can be found in R2-1908973.

	Mediatek
	No
	ROHC failure may occur. But this issue exists in both RUDI HO and normal HO. Even if 
ROHC context mismatch occurs, ROHC will be able to recover from the error. Even if all the IR packets are lost and ROHC context mismatch occurs, ROHC will be able to recover from the error. Although it takes some time before the context mismatch is resolved, it is one further optimization and not necessary to have to totally avoiding ROHC failure during HO. 

	QC
	Yes
	We have same view as Ericsson. No.of IR packets to be transmitted before changing compression mode is implementation based.
Alternatively, during DAPS HO execution, until source cell is released, we can specify target cell to use only IR packets to simplify ROHC synchronization issues.

	Huawei
	Yes
	If ROHC failure occurs it may lead to packets discard, which will happen with a higher probability during DAPS handover due to IR packets lost (more details can be found in [20]). So it is necessary to address this issue to avoid potential retransmission according to PDCP status report.

	CATT
	Yes
	Agree with Ericsson that the issue can be solved by UE/Network implementation with use of IR packets.

	Intel
	No
	We have similar view as MediaTek. It is obvious if first N packets (IR packets) are discarded (not delivered to UE), the ROHC compressor can move back to IR state.

	OPPO
	No 
	We share similar view as Mediatek. This issue also exists in legacy HO procedure. 

	vivo
	No?
	Not sure how this decompression failure would happen.
For the DL, we don’t think there is any issue as the PDCP has two separate ROHC entities. The UE should discard the duplicated packet only after processing the PDCP PDU via the ROHC.
For the UL, although the PDCP could have only one ROHC entity, the switching of the PUSCH would mean the change or release+addition of the UL ROHC entity, the network should also discard the packet only after the processing the PDCP PDU via the ROHC as the UL link.

	Apple
	No
	We have same view as MediaTek. And this issue is not DAPS/MBB specific issue but applicable on regular handover. 

	Nokia, Nokia Shanghai Bell
	No
	Rare cases that don’t need to be optimized in Rel-16 (and from which UE recovers as per legacy).

	Charter Communications
	Yes
	Agree with Ericsson.

	NEC
	Yes
	We agree with Ericsson. The DL and UL ROHC failure issue can be handled by UE implementation. For DL, if precious ROHC IR packets are discarded, UE shall perform ROHC for the subsequent packets again to ensure the existence of ROHC IR packet. For UL, similarly, the first new data transmitted to the target shall be ROHC IR packet.

	ETRI
	Yes
	From our understanding, the potential ROHC failure issues in UL do not need to be addressed. Even if 
ROHC context mismatch occurs, ROHC will be able to recover from some errors. 
However, the potential ROHC failure issues in DL when early data forwarding is applied can be severe due to the problem of many duplicate transmissions or discards in the target and need to be addressed.

	LG
	No
	For DL, there is no potential issue if the source and target network always transmit the PDCP PDU containing IR information. 
For UL, if the same principle in DL is applied to the UL, there is not issue on UL as well.


Conclusion: Out of 14 companies, 7 companies said ‘Yes’ and 7 companies said ‘No’. There is no consensus on whether the potential ROHC failure issues in DL and UL are valid. However, majority of the companies (5 out of 7 companies) saying ‘Yes’ think the issue can be addressed by UE/network implementation and nothing need to be specified. 
Proposal 8 The potential ROHC failure issues in DL and UL (if they are valid) are addressed by UE/network implementation without spec impact.
3.2.4 drb-ContinueROHC Configuration
In the previous subsection, it is assumed drb-ContinueROHC is not configured. Therefore, the ROHC protocol is reset for the target cell and there is no transfer of ROHC context between nodes. The next question is whether drb-ContinueROHC need to be supported for DAPS.  If drb-ContinueROHC is configured, ROHC protocol is not reset. 
Discussion #9: Is drb-ContinueROHC need to be supported for DAPS?
	Company
	Yes/No
	Comments

	Ericsson
	No
	Today, in regular handover, drb-ContinueROHC can be used in case of intra-node handover or if ROHC context transfer is supported over X2/Xn. The latter is not supported in standard but can be supported through proprietary X2/Xn extensions. However, while duplicating the ROHC context is fairly simple in regular handover, it seems considerably more difficult in (e)MBB as the UE is not aware of the exact timepoint when the ROHC context is copied and transferred to the target node. 

Some companies have suggested that the UE only maintains a single ROHC instance when drb-ContinueROHC is configured. However, this implies that there can only be a single ROHC instance on the network side as well which means that the feature would be limited to intra-node handovers.

Since the inter-node case is difficult to solve and since the intra-node case is quite limited, we don’t think drb-ContinueROHC necessarily need to be supported. We are open to hear other companies view’s though.

	Mediatek
	Yes
	In our understanding, duplicating the ROHC context is the same for both normal HO and RUDI HO.  The UE doesn't need to know the exact timepoint when the ROHC context is copied and transferred to the target node, because UE knows from which node the packets is received. When the first packet is received from the target node, UE knows that the same ROHC context should be applied to it and the subsequent packets received from the target node. 

	QC
	NO
	We don’t think there is need to support ROHC context continuity between 2 nodes. It adds lot of additional complexity for context transfer and switching point needs additional discussion. 
In LTE session, RAN2 already agreed to support source and target eNBs (during DAPS HO) will have their own separate DL ROHC contexts and UE will have 2 separate DL ROHC contexts.

	Huawei
	No
	Application of drb-ContinueROHC will introduce extra complexity to align the ROHC contexts between source link and target link, it is not easy to determine a time point for context continuation when UE still performs data exchange with source cell. 

	CATT
	No
	When considering the complexity, we think this feature does not need to be supported in DAPS HO.

	Intel
	No
	It is simple to reset the ROHC at target.

	OPPO
	No 
	For DAPS, we do not see the need to support ROHC context transfer since as Ericsson mentioned, it is hard to sync the ROHC context transfer between UE-side and NW-side. For intra-node HO, DAPS itself is not fully motivated since PDCP anchor point may not be changed. 

	vivo
	Yes
	We don’t think this introduce much specification effort.

	Apple
	No
	Support of drb-ContinueROHC requires more time and additional discussion. 

	Nokia, Nokia Shanghai Bell
	No
	Optimizations can be considered in Rel-17.

	Charter Communications
	Yes?
	We do not prefer present-day proprietary solution for inter-node drb-ContnueROHC. However, understanding the complexity involved in supporting it for inter-node case, we are willing to consider it as a Rel-17 optimization.

	NEC
	NO
	We don’t support drb-ContinueROHC for DAPS considering the complexity to specify ROHC context continuity between two ROHC instances.

	ETRI
	No
	Agree with Qualcomm and Huawei.

	LG
	No
	We are not sure how to support drb-ContinueROHC function since different ROHC instance is managed in the source and target cell respectively.


Conclusion: Out of 14 companies, 2 companies said ‘Yes’, 1 company said ‘Yes’ but not prefer to consider it in Rel-17, 11 companies said ‘No’. 
Proposal 9 drb-ContinueROHC is not supported for DAPS in Rel-16. 
3.3 Reordering operation
Since UL switching is used for UL new data transmission, PDCP reordering at the network side doesn't need to be considered. PDCP reordering at the UE side for DL reception is discussed. 
PDCP reordering is performed mainly for two purposes:
1. In-order delivery of PDCP PDUs for header decompression, since ROHC requires that the PDCP PDUs are received in-order, i.e. the decompressor should always receive packets in the same order as the compressor sent them;
2. In-sequence delivery of the PDCP SDUs to upper layer.
3.3.1 Reordering in LTE
In LTE, PDCP reordering is only performed for split and LWA bearers. There is two levels of reordering and RLC can guarantee the in-sequence delivery of packets to PDCP layer. Therefore PDCP reordering can be performed after header decompression. 
Assuming the DRBs are normal bearers, neither split bearer non LWA bearer, PDCP reordering is not performed before HO. When DAPS is configured during HO, PDCP reordering is initiated to be used. Current PDCP reordering can be applied to reorder the PDCP data PDUs received from the source eNB and target eNB. 
Discussion #10: current PDCP reordering function in LTE can be reused when DAPS is configured during HO. The PDCP entity performs header decompression before PDCP reordering.
	Company
	Agree/Disagree
	Comments

	Ericsson
	Disagree
	For LTE the order of header decompression and PDCP re-ordering is not important since the RLC layer ensures in order delivery.  Given that the order is not important we think we could stick to current model in 36.323 where header decompression is performed after PDCP reordering.

	Mediatek
	Agree
	The main reason to perform header decompression before reordering is to avoid unnecessary routing (probably in UE implantation) for DAPS. 
If PDCP reordering is performed before header decompression, UE needs one more action to deliver the PDCP SDUs in the common buffer to the corresponding header decompression protocol.
In DAPS, header decompression should be performed with the configuration of the eNB from which the PDCP PDU is received and the RLC layer can guarantee in-sequence delivery. There is no need to perform PDCP reordering before header decompression. 

	QC
	Agree
	In LTE, RLC delivers packets in sequence to PDCP. So, received packets from both nodes can be ROHC decompressed first by their respective DL ROHC protocols. Then perform common re-ordering, duplicate detection and send to upper layers. We can re-use existing LTE re-ordering function.

	Huawei
	Agree
	LTE RLC can guarantee in order delivery, so if no SCG is applied the reordering function in current PDCP model is not needed. After header decompression PDCP reordering is needed for reordering SDUs from both source link and target link.

	CATT
	Disagree 
	In LTE, reordering is not required as the RLC layer in order delivery. However the modeling in 36.323 should be kept for DAPS HO.

	Intel
	Somewhat agree
	We can stick to last agreement.
    UE performs deciphering and header decompression for the DL PDCP SDUs received from the source eNB and target eNB separately; stores those PDCP SDUs in the common PDCP reception buffer and performs PDCP reordering; and then delivers the PDCP SDUs to upper layers in ascending order.

However, the first part of question is not clear. The common reordering function after decompression may not be same as in LTE.

	OPPO
	Agree 
	In LTE, RLC layer guarantee in-order delivery to upper layer, so there is no need to introduce redundant reordering before decompression.

After separate decompression, a common reordering is required for duplication detection and in-sequence delivery.

	vivo
	Agree
	Agree with QC and OPPO.

	Apple
	Agree
	Since RLC layer can guarantee the in-order delivery, there is no problem for PDCP to perform decompression first and then PDCP reordering. 

	Nokia, Nokia Shanghai Bell
	Agree
	No changes needed. 

	Charter Communications
	Agree
	

	NEC
	Disagree
	The reordering function for LTE DC can be reused. However In LTE, RoHC is not supported for split bearer, which means RoHC and reordering can’t work simultaneously. One whether reordering is performed before or after ROHC, we think both options are feasible, if NR agreed that one reordering function before  RoHC, it is better that the modeling can be aligned for LTE.

	ETRI
	Somewhat agree
	We have the same view as Intel. And FFS on when the UE performs PDCP/RLC re-establishment.

	LG
	Agree	Comment by Mediatek (Yuanyuan): I think LG is indicating ‘disagree’
	In NR, the header decompression is performed after PDCP re-ordering even though NR RLC does not ensure the in-order delivery. 
According to LTE spec, the PDCP entity performs the ROHC decompression after PDCP reordering as in NR. Thus, regardless of whether the RLC ensures the in-order delivery or not (Note that the out-of-order delivery for LTE RLC is introduced in Rel-15), we don’t see any reason to perform the ROHC decompression before PDCP reordering.


Conclusion: Out of 14 companies, 8 companies said ‘Agree’, 2 companies said ‘somewhat agree’ and 4 companies said ‘Disagree’.  Companies saying ‘disagree’ think we could stick to current model in 36.323. Companies saying ‘agree’ think RLC layer guarantee in-order delivery to upper layer for header decompression and then a common reordering is required for duplication detection and in-sequence delivery. Majority of the companies think current PDCP reordering function in LTE can be reused when DAPS is configured during HO. 
3.3.2 Reordering in NR
In NR, only one layer of reordering, i.e. PDCP reordering is used. RLC layer doesn't ensure in-order delivery. Therefore, how to guarantee both in-order delivery of the PDCP PDUs to header decompression and in-order delivery of the PDCP SDUs to upper layer needs to be considered. There are two options mentioned:
· Option 1: two separate PDCP reordering functions.  One reordering function performs before header decompression, and the other performs after head decompression to provide in-order delivery of PDCP SDUs to upper layer. 
· Option 2: one common PDCP reordering. It’s left to UE implementation for the interaction between the PDCP reordering function and ROHC decompression to realize in-order delivery for header decompression and in-order delivery of PDCP SDUs to upper layer.
· Option 3: one common PDCP reordering before decompression as in Rel-15 NR. After decompression, it can be left to UE implementation to realize in-order delivery of PDCP SDUs to upper layer.
· 
For option 2, current PDCP reordering in NR can be reused when DAPS is configured during HO. For option 1, it is not clear how the two separate reordering functions work and whether current PDCP reordering procedure can be reused. 
Discussion #11: Is option 1 or option 2 preferred? If option 1 is preferred, how the two separate PDCP reordering function work?
	Company
	Option 1/Option 2
	Comments

	Ericsson
	Option 2 

(but re-ordering should not be left to UE implementation)
	Don’t see why the interaction between the PDCP re-ordering function and the ROHC decompressor needs to be left to UE implementation. From the network point of view it seems quite important to know how the ROHC decompression works so that it can adapt its behavior accordingly. 

	Mediatek
	Option 2
	At the UE side, one PDCP reordering function is needed, which is used to guarantee that PDCP SDUs are delivered and processed in-order by the header decompression function and guarantee the in-order delivery of the PDCP SDUs to upper layer. The interaction between the PDCP reordering function and header decompression is left to UE implementation. 

	QC
	Option 2
	common PDCP reordering entity delivers the packets in-order to the respective DL ROHC entities and ensures delivery of packets in-order to the upper layers after decompression. Details on how this is achieved can be left to UE implementation. ROHC feedback is sent for each DL ROHC context independently and can be used by the network to adapt ROHC.


	Huawei
	Option 1
	NR DAPS PDCP model can be the same as LTE DAPS PDCP model, in this way one reordering function is located before each ROHC and a common reordering can be located after two ROHC entities.

	CATT
	Option 2
	We agree with a common PDCP reordering. However, if the duplicate detection is also performed before decompression, it can lead to out of synchronization for ROHC resulting in discard of certain IR packets. Therefore, the issue needs to be further studied. 

	Intel
	Option 3
	Same as Rel-15 NR, the reordering function should be before the decompression. In addition, the in-order delivery of PDUs to upper layers is needed after decompressions.

	OPPO
	Each option is OK, depending on the usage of DL duplication or not.
	All options have pros and cons.
For option 1, the reordering before decompression introduces extra delay if DL duplication is not used, i.e., extra delay will be caused due to non-consecutive SN.
For option 2 and option 3, the joint re-ordering before decompression would cause packet discarding if DL duplication being configured, but since the ROHC entity are separated for the source and target leg, the duplicated packet is still helpful for ROHC context synchronization. In other words, in this scenario, duplicated packet discard (due to the common reordering) before decompression may cause ROHC context de-sync, and thus decompression failure afterwards. 
Essentially, the selection of option-1/2/3 depends on the usage of DL duplication, e.g., as discussed in #20.

	vivo
	Option 2?
	Not sure what should be changed for the reordering function in the current specification, if we have common reordering before ROHC decompression. According to the current NR PDCP specification, the decompression is performed at the same time when the PDCP delivers the PDCP SDU to the upper layer. The current NR PDCP specification already ensures that in-order delivery for header decompression and in-order delivery of PDCP SDUs to upper layer even though we have two DL ROHC entities.

	Apple
	Option 2
	It’s better to up to UE implementation to achieve the two in-order purposes: in-order delivery for header decompression, and in-order delivery of PDCP SDU to upper layer. 

	Nokia, Nokia Shanghai Bell
	Neither
	There’s likely no real difference in the options for PDCP specification and Rel-15 should already handle this (similarly as is done for DC operation).

	Charter Communications
	Option 2
	Agree with Ericsson. We can’t have network decide in isolation on whether its first few packets can be IR packets whilst UE does its own implementation behavior. At least one end of the behavior needs to be standardized. We therefore also prefer for the UE behavior to be standardized in Option 2.

	NEC
	Option 2
	Only one common PDCP reordering function before RoHC is needed. How to select RoHC decompression instance and how to guarantee in order delivery after ROHC decompression shall be up to UE implementation. In case of two separate PDCP reordering functions, for the first reordering, the reordering window can only be pushed by timer expires when there is SN gap between PDCP packets, which will introduced additional latency. 

	ETRI
	Option 3
	We have the same view as Intel.

	LG
	Option 3
	We have the same view as Intel.


Conclusion: Out of 14 companies, 8 companies prefer ‘option 2’, 3 companies prefer ‘option 3’, 1 company prefers ‘option 1’, 1 company thinks each option is ok and 1 company thinks ‘neither’. Majority of the companies (12) think we should have one common PDCP reordering. 
Based on the inputs for discussion#10 and discussion #11, majority of the companies thought we can stick to current modelling that PDCP reordering is performed before header decompression. The modelling for LTE and NR should be aligned. Furthermore, the modelling is not critical which should not restrict UE implementation. 
Proposal 10 Stick to current modelling in LTE and NR that reordering is performed before header decompression. 
Proposal 11 For both LTE and NR, the current PDCP reordering function can be reused to reorder the PDCP PDUs received from the source cell and the target cell when DAPS is configured during HO. 
Proposal 12 In NR, one common PDCP reordering is used to realize in-order delivery for header decompression and in-order delivery of PDCP SDUs to upper layer.  FFS which part of operation is left to UE implementation. 
3.4 Impact of UL protocol switch
According to the agreements, UE switches new UL data transmission to target eNB/gNB upon reception of the first UL grant for data transmission from the target eNB/gNB after RA procedure towards the target eNB/gNB is successfully completed.  The impact to PDCP should be considered. 
3.4.1 UL switch indication
Since PDCP layer doesn’t know when the first UL grant for data transmission is received from the target eNB/gNB, some indication from the lower layer is needed to trigger the UL protocol switch. It is also questionable whether such indication needs to be captured in the specification. 
Discussion #12: An indication, indicating reception of the first UL grant for data transmission from the target cell from lower layer, is needed to trigger the UL data transmission switching. 
	Company
	Agree/Disagree
	Comments

	Ericsson
	-
	Not sure a separate indication is needed. It depends on how we write the specification.

We also note that in the last meeting we agreed that the UL switching point occurs at successful transmission of the handover complete message which is different from description above.

“UE shall be able to send UL PUSCH user plane data to source eNB until the point when the message including RRC Connection Reconfiguration Complete has been successfully transmitted to target eNB.”

 We would be fine to change back to “first uplink grant” but then we need to specify which uplink grant we refer to.

	Mediatek
	Agree
	It’s related to how to write the specification. According to the agreement ‘single UL new PUSCH data transmission as baseline and UE switches UL data transmission (new and unacknowledged PDCP SDUs) to target gNB upon reception of the first UL grant for data transmission from the target gNB after RA procedure towards the target gNB is successfully completed’, the indication should be from lower layer i.e. MAC layer and the switch point the reception of the first UL grant after RA procedure. From PDCP layer aspect, the behavior for UL data transmission switching needs to be specified. Upon reception of the indication, UL PDCP data PDUs transmission is switched. 

	QC
	No need to specify
	Upon receiving first UL grant after successful CBRA/CFRA, lower layers can provide an indication to PDCP. This can be handled in UE implementation.
We think UL switching points are different based on whether it is CBRA or CFRA. In CFRA: after receiving RAR with UL grant. In CBRA: after successful contention resolution after Msg 3 transmission.

	Huawei
	disagree
	Inter-layer indication inside UE can be left for UE implementation. 

	CATT
	Disagree
	Inter-layer interaction doesn’t need to be standardized; UE implementation should ensure that the notification from lower layer can reach the higher layer.

	Intel
	Disagree
	UE implementation can handle the cross layer indication when UE considers the RACH is successful.

	OPPO
	 Disagree since existing indication of “Random Access procedure successfully completed” can be reused
	The cross layer indication can be provided, by just reusing the random access successfully completed, so there is no need to specify any additional indication.

-	if the Random Access procedure was initiated by the MAC sublayer itself or by the RRC sublayer and the PDCCH transmission is addressed to the C-RNTI and contains an UL grant for a new transmission; or
<Text Removed>
-	consider this Random Access procedure successfully completed.


	vivo
	Disagree
	The PDCP is unaware about the uplink grant.

	Apple
	Disagree
	We donot need to specify the cross-layer interaction. 

	Nokia, Nokia Shanghai Bell
	Agree
	UE will have PDCP entities for both source and target. Once the PDCP entity for source is released, only the target cell PDCP entity remains, which also continues operating just as during the RUDI HO. But this indeed depends much on how we write the specifications.

	Charter Communications
	-
	We agree with Qualcomm in that the switching point is different for different RACH cases. Once we specify the different switch points for different cases, intra-UE inter-layer communication of such indication can be left to UE implementation.

	NEC
	No need to specify an indication
	The procedure part can add description that MAC can indicate the Random Access procedure success to PDCP for preparation of UL data switching. The detail action upon receiving the first UL grant can be up to UE implementation. New Specific indication is not needed.

	ETRI
	No need to specify
	Agree with Qualcomm.

	LG
	Agree
	When the UE receives a first UL grant from target cell, the UE may perform not only the switch of transmission path but also retransmission of the PDCP SDUs. In addition, handling of the UDC and ROHC may be specified.
Without an indication from MAC to PDCP, we are not sure how to specify PDCP behavior. Thus, we would like to capture an indication from MAC to PDCP. Note that there is an indication from MAC to PDCP when the PDCP duplication is activated/deactivated. 



Conclusion: Out of 14 companies, 9 companies responded ‘disagree/ no need to specify’, 3 companies responded ‘Agree’. The companies responding ‘disagree’ think that the cross-layer indication can be left to UE implementation. 
Proposal 13 The indication to switch the UL new data transmission can be left to UE implementation and will not be specified. 
3.4.2 Data available for transmission/Data volume calculation
According to the agreement that the PDCP entity is associated with two AM RLC entities at the UE side, the PDCP entity needs to indicate the data available for transmission/the PDCP data volume to a MAC entity for BSR triggering and buffer size calculation. 
Before UL new data transmission switching, the PDCP data volume is indicated to the MAC entity associated to the source eNB/gNB. 
After UL new data transmission switching, the PDCP data volume is indicated to the MAC entity associated to the target eNB/gNB. Since any PDCP SDUs whose successful delivery was not confirmed will be retransmitted in the target cell, the PDCP data volume should take those PDCP SDUs to be retransmitted into account.  
Discussion #13: After UL new data transmission switching, data available for transmission/the PDCP data volume should takes the PDCP SDUs whose successful delivery was not confirmed prior to UL data transmission switching into account. 
	Company
	Agree/Disagree
	Comments

	Ericsson
	Agree
	

	Mediatek
	Agree
	

	QC
	Agree
	

	Huawei
	Agree
	

	CATT
	Agree
	

	Intel
	Agree
	

	OPPO
	Agree 
	

	vivo
	?
	We should firstly discuss whether selective PDCP SDU retransmission is needed or not and how to support it. In the current PDCP specification in both NR and LTE, we do not support selective retransmission for the PDCP SDU. This means that even though some PDCP PDU is successfully received by the RLC AM entity, the PDCP needs to re-transmit those PDCP PDU from the first missing SN. This is also to avoid UL duplicated packets at the network side.

	Apple
	Agree
	

	Nokia, Nokia Shanghai Bell
	Agree
	We agree but think no changes are needed to specification.

	Charter Communications
	Agree
	

	NEC
	Agree
	

	ETRI
	Agree
	

	LG
	Disagree
	According to the specification, the PDCP entity performs the retransmission from the first PDCP SDU for which the successful delivery of the corresponding PDCP PDU has not been confirmed by lower layers. In other words, the PDCP SDU, which the successful delivery has been confirmed, can be considered as the retransmission. 
Thus, the PDCP entity considers the data volume from the first PDCP SDU for which the successful delivery of the corresponding PDCP PDU has not been confirmed by lower layers.


Conclusion: 12 companies responded ‘Agree’, 1 company responded ‘Disagree’ and 1 company commented that we should discuss whether selective PDCP SDU retransmission is needed or not. One company thinks no changes are needed to specification. 
After UL new data transmission switching, if ROHC feedback to the source cell is needed as long as the source cell transmits DL data, the PDCP entity needs to indicate the data available for transmission/the PDCP data volume to the MAC entity associated to the source eNB/gNB, which only calculate the size of PDCP control PDU, i.e. ROHC feedback. In this case, the PDCP entity needs to differentiate which part of data volume is indicated to the MAC entity associated to the source eNB/gNB and which part of data volume is indicated to the MAC entity associated to the target eNB/gNB. 
Discussion #14: After UL new data transmission switching, data available for transmission/the PDCP data volume is indicated to the MAC entity associated to the target eNB/gNB. If ROHC feedback to the source cell is needed, the size of the PDCP control PDUs containing the ROHC feedback to the source cell is indicated to the MAC entity associated to the source eNB/gNB. 
	Company
	Agree/Disagree
	Comments

	Ericsson
	Agree
	

	Mediatek
	Agree
	

	QC
	Agree
	

	Huawei
	Agree
	

	CATT
	Agree
	

	Intel
	Agree
	

	OPPO
	Agree 
	

	vivo
	Agree
	

	Apple
	Agree
	

	Nokia, Nokia Shanghai Bell
	Agree
	While we think no change to legacy is needed, this ties to the discussion in 107#78 on whether UE can send PUSCH to source cell after receiving first UL grant in target cell.

	Charter Communications
	Agree
	

	NEC
	Agree
	

	ETRI
	Agree
	

	LG
	Agree if the ROHC feedback is needed.
	


Conclusion: All companies responded ‘Agree’ and 1 company thinks no changes are needed to specification. 
Proposal 14 After UL new data transmission switching, data available for transmission/the PDCP data volume is indicated to the MAC entity associated to the target eNB/gNB. It should takes the PDCP SDUs whose successful delivery was not confirmed prior to UL data transmission switching into account.
Proposal 15 After UL new data transmission switching, the size of the PDCP control PDUs containing the ROHC feedback to the source cell is indicated to the MAC entity associated to the source eNB/gNB as data available for transmission/the PDCP data volume. 
3.5 Single PDCP modeling
3.5.1 One or two ROHC and security functions
During RUDI HO with DAPS, UE needs to apply different ROHC profiles and security keys/algorithms for ciphering for different packets, depending on from/to which eNB (i.e. source eNB/gNB or target eNB/gNB) the packet is received/transmitted. Logically, the single PDCP entity contains two DL ROHC protocol functions and two ciphering functions. In the specification, it is questionable whether it is modelled as one security/ROHC function (option 1) or separate security/ROHC functions (option 2). It should be noted that the modelling only represents one possible structure for the single PDCP entity and should not restrict implementation. 	Comment by Ericsson: Also for gNBs
Discussion #15: For modeling in specification, is it preferred to have one security/ROHC function (option 1) or separate security/ROHC functions (option 2) for the single PDCP entity for DAPS?
	Company
	Option 1/Option 2
	Comments

	Ericsson
	?
	No strong view; we should pick the option with the least specification impact. 

	Mediatek
	Option2
	From UE implementation point of view, UE will have separate security and ROHC functions associated to the source eNB/gNB and target eNB/gNB respectively. It’s logical to have the same modeling in the specification. Anyway, we need to differentiate the different security and ROHC for the different nodes. 

	QC
	Option 2 
	Agree with MediaTek comments. 
It is clean to keep source and target security/ROHC handled by 2 different functions each.


	Huawei
	Option 2
	It is more clear to have separate security/ROHC functions for the single PDCP entity for DAPS

	CATT
	Option 2
	Option 2 is clearer than option 1 in terms of protocol stack description.

	Intel
	Option 2
	We also think Option 2 is clean.

	OPPO
	Option 2
	We agree to have separate security/ROHC functions which is easy for differentiation.

	vivo
	Option 2
	Option 2 is clean.

	Apple
	Option 2
	

	Nokia, Nokia Shanghai Bell
	Neither
	This is UE implementation matter that doesn’t need to be captured in specification. What’s necessary is the UE behaviour, not the number of functions.

	Charter Communications
	Option 2
	Agree with MediaTek.

	NEC
	Option 2
	Agree with MediaTek.

	ETRI
	Option 2
	

	LG
	Option 1
	For security, if the security key is considered as the dynamic parameter for security, only one security function is enough. According to current specification, the COUNT value is one of the security parameters, and the COUNT value is always changed based on the reception of the PDCP PDU. In other words, if the PDCP entity receives the PDCP PDU, the PDCP entity determines the COUNT value and performs the security function based on the COUNT value. Consequently, considering that the PDCP entity can determine which security key should be applied to the PDCP PDU based on from which leg it is received, the security key can be easily changed even though only one security function is used.

For ROHC, if both networks always transmits the PDCP PDU containing IR packets during RUDI HO with DASP, two ROHC functions are not needed. 


Conclusion: Out of 14 companies, 11 companies preferred ‘option 2’; 1 company preferred ‘option1’; 1 company thought we should pick up solution with least spec impact; 1 company thinks it is UE implementation and doesn’t need to be captured in spec. 
Proposal 16 The single PDCP entity for DAPS is modelled to have separate security/ROHC functions in the specification. 
3.5.2 PDCP procedures upon reception of RUDI HO CMD and release of source cell
During HO in both LTE and NR, PDCP re-establishment is performed. The triggering of PDCP re-establishment is captured in RRC when receives the RRCConnectionReconfiguration/RRCReconfiguration message; the PDCP re-establishment procedure is captured in PDCP specification. 
During RUDI HO with DAPS, the normal PDCP entity is changed to the single PDCP entity at the UE side upon reception of the HO command. The receiving PDCP entity performs (integrity verification in NR)/deciphering and header decompression for the PDCP PDUs received from the source eNB/gNB and target eNB/gNB separately; the transmitting PDCP entity performs (integrity protection in NR)/ciphering and header compression based on the destination of the PDU (source eNB/gNB or target eNB/gNB).  The single PDCP entity is changed to normal PDCP entity upon release of the source cell. 
Discussion #16: At the UE side for DRB, the normal PDCP entity is changed to the single PDCP entity supporting DAPS upon reception of HO command; the single PDCP entity supporting DAPS is changed to normal PDCP entity upon release of the source cell. 
	Company
	Agree/Disagree
	Comments

	Ericsson
	Agree
	

	Mediatek
	Agree
	

	QC
	Agree
	

	Huawei
	Agree
	

	CATT
	Agree
	

	Intel
	Agree
	

	OPPO
	Agree 
	

	vivo
	Agree
	

	Apple
	Agree
	

	Nokia, Nokia Shanghai Bell
	
	What does this mean in the end for specification or UE behaviour? UE will need a PDCP entity for both source and target, and how UE handles this can be left up to UE implementation.

	Charter Communications
	Agree
	

	NEC
	Agree
	

	ETRI
	Agree
	

	LG
	Agree
	


Conclusion: Out of 14 companies, 11 companies responded ‘Agree’; 1 company commented the handling can be left to UE implementation. 
Proposal 17 At the UE side for DRB, the normal PDCP entity is changed to the single PDCP entity supporting DAPS upon reception of HO command; the single PDCP entity supporting DAPS is changed to normal PDCP entity upon release of the source cell.
Then the next question is whether the change between normal PDCP entity and the single PDCP entity needs to be captured in the specifications of RRC and PDCP. 
Discussion #17: Does the change between the normal PDCP entity and the single PDCP entity need to be captured in specification? Where to capture, RRC and/or PDCP?
	Company
	Yes/No
	Comments

	Ericsson
	Yes
	Where and how to capture this requires further discussion.

	Mediatek
	Yes
	The change between normal PDCP entity and the single PDCP entity can be considered as PDCP reconfiguration. It is performed upon reception of the HO command with DAPS and upon release of the source cell. At least, triggering of PDCP reconfiguration needs to be captured in RRC.  Similar as PDCP re-establishment, the UE behavior for PDCP reconfiguration can be considered to be captured in PDCP. 

	QC
	Yes
	

	Huawei
	Yes
	RRC and PDCP specifications both need to capture this procedure.

	CATT
	Yes
	Some description needs to be added in RRC and PDCP. How to capture is stage 3 details depending on what triggers the change from single PDCP to normal PDCP.

	Intel
	Yes
	New PDCP functional view for DAPS can be added.

	OPPO
	Yes 
	Agree with Mediatek, both RRC and PDCP impact shall be captured.

	vivo
	Yes
	Regarding where to capture it, we think that the changes in both RRC and PDCP are needed.

	Apple
	Yes
	

	Nokia, Nokia Shanghai Bell
	No
	See above – this is unnecessary specification effort to model. We need to focus on UE behaviour, not exact implementation guidance.

	Charter Communications
	Yes
	

	NEC
	Yes
	

	ETRI
	Yes
	

	LG
	Yes
	


Conclusion: Out of 14 companies, 13 companies responded ‘Yes’ and 1 company responded ‘No’. 
Proposal 18 The change between the normal PDCP entity and the single PDCP entity supporting DAPS need to be captured in both RRC and PDCP. FFS on how to capture. 
3.5.3 DAPS is per DRB or per UE
For RUDI HO with DAPS, one question is whether DAPS configuration is per UE or per DRB.  If DAPS is configured per UE, the PDCP procedures for DAPS should be performed for all established DRBs. Otherwise, the PDCP procedures should be performed for the DRBs configured with DAPS. RAN3 also discussed the possibility to perform enhanced Make-Before-Break per DRB.
Discussion #18: The DAPS configuration is per DRB or per UE?
	Company
	Per DRB/per UE
	Comments

	Ericsson
	Per DRB
	Per DRB configuration of MBB can be considered provided the specification impact is small.

	Mediatek
	Per DRB
	DAPS configuration per DRB can reduce the implementation complexity, cost and memory requirement at the UE side. 

	QC
	Per DRB
	Agree with MediaTek comments. If there is limited spec complexity, we are OK with per DRB. 

	Huawei
	Per DRB
	But actually even if only one DRB applies DAPS handover, from low layer point of view it is still a UE behavior to support simultaneous transmission/reception.

	CATT
	
	From PHY and MAC point of view, UE behavior is similar for both options . If the UM mode can also be supported for DAPS solution, the configuration per UE is sufficient. 

	Intel
	Per UE
	Different HO procedure for different DRB with RLC AM mode may require further discussion for complexity. Also for per DRB approach, new indication in the DRB configuration is needed and RAN3 impact is foreseen.

	OPPO
	Per DRB with comment
	While it is generally per DRB, it is better to further clarify:
1: for MAC related configuration, it is per UE;
2: for RLC/PDCP/SDAP related configuration, it is per DRB.

	vivo
	Per UE
	Some functions related to the PHY and MAC would anyway be per UE. It is not necessary to introduce per-DRB/PDCP control.

	Apple
	Per DRB
	We have same view as Mediatek. 

	Nokia, Nokia Shanghai Bell
	Per DRB
	Per DRB is more flexible and should be already taken into account as PDCP is per DRB.

	Charter Communications
	-
	While from a PDCP perspective it may be configured on a per DRB basis, it is a per UE procedure from lower layers e.g. MAC, PHY. If certain DRBs (e.g. RLC UM) will not support RUDI HO, then we should also specify how the system (UE , eNB/gNB, and inter-eNB/gNB for X2/Xn) deal with those DRBs.

	NEC
	Per DRB
	Agree with MediaTek

	ETRI
	Per UE
	We have the same view as Intel.

	LG
	Per DRB
	Only DRBs associated with the traffic requiring low latency should be supported for RUDI HO with DAPS.


Conclusion: Out of 14 companies, 11 companies responded ‘Per DRB’ and 3 companies responded ‘Per UE’. 
Some companies commented that MAC/PHY configuration should be per UE. Some companies commented that per DRB configuration of MBB can be considered provided the specification impact is small. The main changes are in RRC specification. 
Proposal 19 DAPS configuration per DRB is agreed as working assumption as long as the specification impact is small. 
3.6 Impact on network side
For DL data transfer during RUDI HO with DAPS, the PDCP layer at source node should be operational along with PDCP layer functions of target node, further co-ordination between these layers is required between the PDCP functions of source eNB/gNB and target eNB/gNB, including DL data forwarding, UL data forwarding, SN+HFN delivery, PDCP anchor relocation, etc. 
3.6.1 DL data forwarding
According to the LS from RAN3 R3-194768, RAN3 discussed the data forwarding options for enhanced Make-Before-Break handover and concluded that RAN3 shall support early data forwarding. Early data forwarding can be defined as a data forwarding that is initiated before the UE executes the handover.
3.6.2 UL data forwarding
During RUDI HO with DAPS, the UE continues to send UL PDCP PDUs to the source eNB/gNB after receiving HO command and until it receives the first UL grant for data transmission from the target eNB. For the source eNB/gNB, it doesn't know when UE receives the first UL grant and when to stop the UL data scheduling for the UE and sends ‘SN status transfer’ for UL data to the target eNB/gNB. In the source eNB/gNB, following options can be considered to handle the UL PDCP PDUs:
· Option 1: The source eNB/gNB continues to send UL PDCP SDUs to the SGW (Serving Gateway)/UPF (User Plane Function) on the old S1-U/NG-U path until the “end marker” packet is received from the SGW/UPF;
· Option 2: the source eNB/gNB starts forwarding UL PDCP SDUs to the target eNB/gNB for further transmission to the SGW/UPF on the new S1-U/NG-U path;
· Option 3: the source eNB/gNB stops UL data scheduling for the UE and starts ‘SN status transfer’ when receives in indication from the target eNB/gNB. It sends the PDCP SDUs received in-sequence to the SGW/UPF through the old S1-U/NG-U path and forwards out-of-order PDCP SDUs to the target eNB/gNB.  Based on the ‘SN status transfer’ and PDCP SDUs forwarded from the source eNB/gNB, the target eNB/gNB sends PDCP status report and triggers UL PDCP retransmission. 
· Other options?
Discussion #19: which option is preferred and why? Any other solutions?
	Company
	Preferred option
	Comments

	Ericsson
	Option 2 or 3
	Here’s our brief analysis of the different options:

· Option 1 avoids the X2/Xn forwarding delay but there is risk that the same UL packet is sent twice to the SGW/UPF (first from the source node and then from the target node).

· With Option 2 the UL packets forwarded from the source node to the target will be delayed by half a X2/Xn round trip delay but the UL packets sent from UE to the target can be forwarded to the SGW/UPF directly.

· With option 3 the first UL packets sent by the UE to the target node will be delayed by at least one Xn/X2 round trip delay as the target node needs to wait for the SN status transfer.

Based on the above, option 2 or 3 is the preferred choice.

The description of option 3 is a bit unclear but we assume that the UL packets sent from the UE to the source node are forwarded to the SGW/UPF on the old S1-U/NG-U path in the same way as in Option 1. This continues until the source node receives the “handover complete” indication from the target node, which triggers the source node to send the SN status transfer message and forward all UL packets received out-of-order to the target node. 


	Mediatek
	Option 3
	Thanks for Ericsson’s clarification on option 3. Yes, the UL packets sent in-order from the UE to the source node are forwarded to the SGW/UPF on the old S1-U/NG-U path.  This continues until the source node receives an indication from the target node. The indication can be ‘HO complete’ indication. 

	QC
	Option 2 or 3
	For Option 2, Based on source eNB implementation, source node can start forwarding UL packets to target node and target can directly send UL packets to GW (as UL tunnels ae established during HO prep phase itself and path switch procedure is mainly for DL path switching). when to send SN status transfer from source to target node is upto NW implementation.

	Huawei
	Option 3
	Same view as MTK

	CATT
	Modified Option 3
	There are multiple triggers which can be used by the source eNB/gNB to determine when to stop UL data scheduling for the UE and start SN status transfer and forwards out-of-order PDCP SDUs to the target eNB/gNB. The trigger could be the reception of "end marker" from CN or the indication from target, or the channel quality of source link.  How the target eNB/gNB generate PDCP status report needs to be further discussed 
in RAN3.

	Intel
	Option 3
	Similar view as MediaTek.

	OPPO 
	Option 2
	We agree with the analysis by Ericsson in generally, and option-2 is preferred since 1) RAN3 has agreed on the usage of early-forwarding; and 2) the harmful delay in option-3 may be even higher than option-2.

	vivo
	Option 2
	Regarding Option 3, not sure how the source eNB/gNB stops UL data scheduling for the configured grant which could be from the RAR of the RACH procedure or the CG configuration.

	Apple
	Option 2
	We prefer the solution which has lower X2/Xn delay. 

	Nokia, Nokia Shanghai Bell
	Up to network
	This is up to RAN3 – RAN2 doesn’t need to discuss anything except Uu aspects.

	Charter Communications
	Option 2 or 3
	

	NEC
	Option 3
	There should be a time point to switch the UL path from source to target. For latency handover, the time point is after sending out HO command, i.e. source eNB stops scheduling UL data. For DAPS Option 1 is too late, so that packets received at the target eNB has to wait for the source eNB to stop sending UL data to the CN, even there is already no UL data can be transmitted on the source eNB.For Option 2, it is too early that some packets can be received continuously at the source eNB has to be transmitted to the target eNB to be delivered to CN. For Option 3, the time point is align with the principle of legacy handover. 

	ETRI
	Modified Option 3 (FFS on when to stop UL data scheduling for the UE and start SN status transfer.)
	We have the same view as CATT that there are multiple triggers. And agree with Ericsson that if UL data forwarding is triggered by an indication from the target node, the first UL packet sent by the UE to the target node is delayed by at least one Xn/X2 round trip delay. Therefore, in [21], we proposed that “Bye” message can be sent just before PUSCH switching. If UL data forwarding is triggerd by an indication from the UE, the first UL packet can be sent with no  delay.

	LG
	Option 3
	Same view as Mediatek


Conclusion: Out of 14 companies, 3 companies preferred ‘option 2 or option 3’, 3 companies preferred ‘option 2’, 7 companies preferred ‘option3 or modified option3’ and 1 company thought it’s up to network implementation. 
3.6.3 SN+HFN information delivery
For DL data transfer during RUDI HO with DAPS, the SN is assigned by the source eNB/gNB. PDCP SDUs and the SN assigned to each SDU are then forwarded to the target eNB/gNB. Furthermore, the HFN is also required for the security processing at target eNB/gNB. Two solutions were mentioned to deliver the SN information for each assigned SDU. 
· Option 1: only SN status transfer, which means no GTP-U extension header for SN is sent. So all PDCP SDU must be in sequence without SN gap.
· Option 2: GTP-U extension header for SN and SN status transfer for HFN. So it allows SDU SNs are not continuous.
· Other options?
· Option 3: GTP-U extension header for SN and SN status transfer for COUNT. So it allows SDU SNs are not continuous.
· 
Discussion #20: which option is preferred?
	Company
	Preferred solution
	Comments

	Ericsson
	Option 1
	If the source node would first try to transmit a packet on the source leg and only forward it to the target node if the transmission fails, the packet will be delayed. It therefore seems the best strategy is to forward all DL packets pro-actively to the target node. Forwarding all packets is also aligned with legacy handover.

	Mediatek
	Option 2
	In our understanding, option 1 requires unnecessarily data forwarding from the source node to the target node even if many packets will be transmitted by the source node. For option 1, there are two possible methods. In one method, an immediate status report from the UE side is needed, which enables DL data transmission at the target node. Otherwise, the target node doesn't know from which SN+HFN to start to use. Some interruption at the target node to initiate DL transmission is expected. In another method, DL PDCP packets are always transmitted in duplication from both the source node and the target node. 
In option 2, the unnecessary data forwarding, the delay to trigger and transmit PDCP status report by the UE and DL duplication can be avoided. 
Which solution to choose should be decided by RAN3 and a LS should be sent. 

	QC
	Option 2
	Agree that it is beneficial to simultaneously sending DL packets on source link and forward to target eNB . Option 2 still works with flexibility. But, we think it is upto RAN3 to decide on this topic 

	Huawei
	Option 2
	Option 2 provides more flexibility to network, both duplication and non-duplication data forwarding can be supported. And before RACH completes source eNB/gNB still takes charge of SN allocation, it can be left for network implementation to decide how many SDU need to be forwarded instead of the whole chunk.

	CATT
	Option 2
	Unlike legacy HO, the PDCP PDUs with same SN can be transmitted from both sides, and the network side should ensure that the same PDCP SDU does not correspond to a different SN, so SN is required for GTP-U extension header. This can be further discussed at RAN3

	Intel
	Option 3
	Option 3: GTP-U extension header for SN and SN status transfer for COUNT. So it allows SDU SNs are not continuous.
But it should be left to RAN3 decision.

	OPPO
	Option 1
	Option 2 requires source cell to forward GTP-U extension header for SN to target cell for every packets.

	vivo
	
	No strong view. Maybe this can be decided by RAN3.

	Apple
	Option 2
	It should be discussed in RAN3. And option 2 an provides more flexibility to network for potential duplicated data transmission. 

	Nokia, Nokia Shanghai Bell
	Option 1 (up to RAN3 to decide)
	We think source cell forwards all PDCP SDU to the target without SN selection – the rest is up to RAN3.

	Charter Communications
	RAN3 decision
	RAN2 should indicate what is the easiest behavior to satisfy 0ms interruption requirement. Keeping that in mind, the intent of Option 2 offers the required flexibility; the exact means (whether via GTP-u extension header or some other means) can be left to RAN3.

	NEC
	Option 2
	The difference between Option 1 and Option 2 is that for Option 1, only the SN and HFN for the first packet is provided, this will require the following packets should be continues and probably all the packets should be forwarded even some of them are not necessary. While for Option 2, similar to packets split, only packets to be transmitted by the target eNB is forwarded. Therefore Option 2 is more flexible
For legacy handover, the approach to indicate SN to the target eNB would be to use GTP-U header extension for the packets with SN assigned by the source eNB, and to use SN STATUS TRANSFER for packet without SN yet. Therefore, for Option 2, the SN assigned by the source eNB can be carried by GTP-U extension header, is the aligned with the existing approach.

	ETRI
	Option 3
	We have the same view as Intel.

	LG
	Option 1
	Agree with Ericsson view. But, we think it is up to RAN3 to decide on this topic.


Conclusion: Out of 14 companies, 6 companies preferred ‘option 2’, 4 companies preferred ‘option 1’, 2 companies preferred ‘option3’. Majority of the companies (10) indicated that it should be decided by RAN3.   
3.6.4 PDCP anchor relocation and Count Value initialization
PDCP anchor relocation means the PDCP entity at the target eNB/gNB is performed as the PDCP anchor and takes the responsibility of SN assignment at some point of time after RA procedure is successfully completed.  
In normal HO, the target eNB/gNB begins to assign SN after reception of ‘SN status transfer’ message containing the DL/UL COUNT and knows from which SN the DL PDCP PDU is expected to transmit/receive. Using this message, UE and target eNB/gNB get in sync with respect to the initial values of UL/DL COUNT that are applied in (de)-ciphering of the PDCP SDUs. 
In RUDI HO with DAPS, since UE continues data transmission/reception with the source eNB/gNB after reception of HO command, how to initialize the SN and HFN value between UE and target eNB/gNB should be considered. According to the LS from RAN3 R3-194768, RAN3 has discussed that in order to enable initialisation of the ciphering at the target node, the source node needs to provide the DL and UL COUNT values, known by the UE, to the target node. RAN3 kindly asks RAN2 to study the possible solutions.
Following options can be considered:
· Option 1: left to network implementation;
· Option 2: the source eNB/gNB forwards all DL/UL packets to the target eNB/gNB after sending HO command (no selective data forwarding, which implies that DL SDU duplication is supported). UE sends PDCP status report to the target eNB/gNB immediately after handover completion, based on which the target eNB/gNB discard the duplicated packets forwarded from the source eNB/gNB and knows from which SN to start to assign for DL data transmission;
· Option 3: the PDCP anchor relocation can start at the same time when target eNB/gNB receives the end marker packet from source eNB/gNB.
· Other options?
Discussion #21: how to initialize the COUNT value between UE and target eNB/gNB for RUDI HO with DAPS? Which option is preferred and why? Any other solutions?
	Company
	Preferred option
	Comments

	Ericsson
	Option 2
	Option 2 applies at least for DL. Whether it also applies to UL depends on the outcome of Discussion #19.

	Mediatek
	Other option
	Option 4: A final SN status transfer message is used to initialize the COUNT value between UE and target eNB/gNB when the network decided to release the source cell. 

Since data forwarding from the source node to the target node has already started. Later when the source cell is about to release, a final SN status transfer message is sent from the source node to the target node. 

It’s similar as option 2, but the difference is that SN+HFN and data forwarding doesn’t start at the very beginning i.e. after sending HO command, but starts later when the source cell is about to be released. So the unnecessary data forwarding over X2/Xn can be reduced.  

	QC
	Option 2
	

	Huawei
	Option 3 and 4
	Even if option 3 is applied, a final SN status transfer message is still needed to indicate the necessary SN information to target eNB/gNB. And this final SN status transfer message can be sent after source eNB/gNB receives the HO complete message from target eNB/gNB.

	CATT
	
	We think this should be discussed in RAN3 taken into account the discussions in #19 and #20.

	Intel
	Other option
	The first SN Status Transfer provides initial COUNT values to be used by the target. After receiving the HO SUCCESS from target, source again provides the second SN Status Transfer. PDCP Status Report can be sent by both target and UE once UE connects to the target.

	OPPO
	Option 2
	

	vivo
	
	No strong view. Maybe this can be decided by RAN3.

	Apple
	Option 2
	

	Nokia, Nokia Shanghai Bell
	Option 2 (at least for DL)
	Network implementation can handle this: We have agreed that source continues to do the PDCP SN allocation until receiving confirmation from target about HO completion, which is also when source becomes aware of the PDCP relocation. 

	NEC
	Other option
	Similar to Option 4 provided by MediaTek.
[bookmark: OLE_LINK35]For legacy handover, the approach to indicate SN to the target eNB would be to use GTP-U header extension for the packets with SN assigned by the source eNB, and to use SN STATUS TRANSFER for packet without SN yet.
We think for DAPS, the solution should be aligned with legacy handover procedure. Upon PDCP anchor relocated to the target eNB, which can be triggered by release of source eNB, source eNB should indicate to the target eNB of next PDCP PDU not having a SN yet by SN STATUS TRANSFE. And target eNB would use that as the initial COUNT value for the packets without PDCP SNs assigned by the source eNB.

	ETRI
	Other option
	We have the same view as Intel that the first SN Status Transfer provides initial COUNT values to be used by the target. It is FFS on whether the second SN Status Transfer is needed or not.

	LG
	Option 2
	It seems like option 2 can applies without many impacts based on the legacy principle. 
But in our view, the source network may perform selective data forwarding in case that some packets are obviously handled by the source network, e.g., packets in early steps before HO complete.

In addition, we think that Option 1 can be considered as well.


Conclusion: the opinion on how to initialize the COUNT value between UE and target eNB/gNB for RUDI HO with DAPS is very diverse. The decision should be made by RAN3. 

Proposal 20 Send LS to RAN3 with the above issues and options and ask them to provide feedback for RUDI HO with DAPS:
· How the source eNB/gNB performs UL data forwarding;
· How the source eNB/gNB delivers the SN and HFN information;
· How to initialize the COUNT value between UE and target eNB/gNB;
3.6.5 Other Impacts?
Discussion #22: Any other impacts on the network side need to be addressed?
	Company
	Comments

	
	

	
	

	
	


3.7 Support of UDC and impact
3.7.1 Support of UDC
Up to now, UDC is not yet supported in NR. So the support of UDC during RUDI HO with DAPS is only for LTE.  In the previous discussion for DAPS, whether to support UDC is not discussed. 
Discussion #23: Is UDC is supported during RUDI HO with DAPS?
	Company
	Yes/No
	Comments

	Ericsson
	No strong view
	In our understanding UDC can be handled similar to ROHC. One difference though is that UDC is only applied in the uplink direction.

	Mediatek
	No strong view
	We can support UDC as long as the impact is small. 

	QC
	Yes
	LTE UL UDC handling is same as UL ROHC.

	Huawei
	No strong view
	Same view as MTK. 

	CATT
	Same as legacy HO
	In Legacy HO, UDC is reset before HO, It is up to the target cell whether to restart UDC or not after HO. Therefore, there seems to be no impact to existing UDC procedure.

	Intel
	Yes
	Since it applies only to the data part of the PDCP PDU, we see no issue in supporting it in target. UDC can be reconfigured for the existing DRB by the target during HO.

	OPPO
	No strong view
	

	Apple
	No strong view.
	

	Nokia, Nokia Shanghai Bell
	No
	Optimizations can be left to later releases. 

	Charter Communications
	No strong view
	

	NEC
	No strong view
	Same as MediaTek.

	ETRI
	No strong view
	

	LG
	No
	Optimizations can be left to later releases.


Conclusion: Out of 13 companies, 8 companies had no strong opinion, 2 companies said ‘No’, 2 companies said ‘Yes’, and 1 company thought there is no impact to existing UDC procedure. 
Proposal 21 FFS whether and what will specify UDC for RUDI HO. Papers proposing to support UDC during RUDI HO should provide details for the support. 
3.7.2 Impact to support UDC

If UDC is supported for DAPS, companies are invited to identify the issue needs to be addressed. 
Discussion #24: Any issues related to UDC needs to be addressed if UDC is supported for DAPS?
	Company
	Comments

	Ericsson
	We assume that UDC can be handled similar to UL ROHC, i.e. there is on UDC entity on the UE side and this entity is reset at handover. 

	QC
	Agree with Ericsson comment. Anyway, ROHC and UDC are not supported simultaneously for the same radio bearer.


	Huawei
	Similar as ROHC, we can revisit UDC after ROHC design for DAPS is clear.

	Intel
	See our response in Discussion # 23.
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Confirm of current LTE agreements in NR:
Proposal 1 Confirm that the agreements made in RAN2#107 meeting for LTE RUDI handover with DAPS are applicable to NR RUDI handover. 
Security handling:
Proposal 2 During RUDI HO with DAPS, the end-marker packet to differentiate the security keys is not needed.
Proposal 3 For DRBs, UE derives the security keys for the target cell and configures the lower layer associated to the target cell to apply the security keys/algorithms upon reception of HO command, while maintaining the security keys/configuration of the source cell. FFS whether the same process can be applied to SRBs. 
Proposal 4 For DRBs, UE releases the security keys/configuration of the source cell along with the release of source protocol.  
Proposal 5 For DL and UL data transfer, UE uses the security keys and algorithms of the source cell and the target cell in parallel from HO successful completion to source cell release. 
ROHC handling:
Proposal 6 If drb-ContinueROHC is not configured, UE has two separate ROHC instances, one for the source cell and the other for the target cell.  
· UE uses one ROHC compressor instance for UL data transfer;
· UE uses two ROHC decompressor instances for DL data transfer.
Proposal 7 UE is allowed to transmit the ROHC feedback through the source cell UL if there is DL data on-going from the source cell. 
Proposal 8 The potential ROHC failure issues in DL and UL (if they are valid) are addressed by UE/network implementation without spec impact.
Proposal 9 drb-ContinueROHC is not supported for DAPS in Rel-16.
Reordering: 
Proposal 10 Stick to current modelling in LTE and NR that reordering is performed before header decompression. 
Proposal 11 For both LTE and NR, the current PDCP reordering function can be reused to reorder the PDCP PDUs received from the source cell and the target cell when DAPS is configured during HO. 
Proposal 12 In NR, one common PDCP reordering is used to realize in-order delivery for header decompression and in-order delivery of PDCP SDUs to upper layer.  FFS which part of operation is left to UE implementation. 
UL new data transmission switching:
Proposal 13 The indication to switch the UL new data transmission can be left to UE implementation and will not be specified. 
Proposal 14 After UL new data transmission switching, data available for transmission/the PDCP data volume is indicated to the MAC entity associated to the target eNB/gNB. It should takes the PDCP SDUs whose successful delivery was not confirmed prior to UL data transmission switching into account.
Proposal 15 After UL new data transmission switching, the size of the PDCP control PDUs containing the ROHC feedback to the source cell is indicated to the MAC entity associated to the source eNB/gNB as data available for transmission/the PDCP data volume. 
Single PDCP entity supporting DAPS:
Proposal 16 The single PDCP entity for DAPS is modelled to have separate security/ROHC functions in the specification. 
Proposal 17 At the UE side for DRB, the normal PDCP entity is changed to the single PDCP entity supporting DAPS upon reception of HO command; the single PDCP entity supporting DAPS is changed to normal PDCP entity upon release of the source cell.
Proposal 18 The change between the normal PDCP entity and the single PDCP entity supporting DAPS need to be captured in both RRC and PDCP. FFS on how to capture. 
Proposal 19 DAPS configuration per DRB is agreed as working assumption as long as the specification impact is small. 
Impact on network and LS to RAN3:
Proposal 20 Send LS to RAN3 with the above issues and options and ask them to provide feedback for RUDI HO with DAPS:
· How the source eNB/gNB performs UL data forwarding;
· How the source eNB/gNB delivers the SN and HFN information;
· How to initialize the COUNT value between UE and target eNB/gNB;
Support of UDC
Proposal 21 FFS whether and what will specify UDC for RUDI HO. Papers proposing to support UDC during RUDI HO should provide details for the support. 
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