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1. Introduction
In Ran2 #107 meeting, many agreements were achieved on the system information and emergency related issues, meanwhile an email discussion was triggered to further discuss the SIB1 design[1]. However, the views from different companies are so divergent that we still can’t get the clear picture of the SIB1 design. In this paper, we give our considerations on the system Information of the private network, containing emergency supporting related issues, SIB1 structure and the HRNN broadcasting.
2. Discussion 
In this chapter, we first analyze emergency supporting related issues, and then discuss the Asn.1 coding of the SIB1 based on the current email discussion, at last we give a short description on the HRNN.
2.1 Emergency Supporting related issues
In this chapter we discuss the emergency supporting related issues. In the last meeting, on the emergency supporting it has been agreed that 
	1	There is no issue identified to support E1 for Rel-16 UEs. 
2	(Regarding question E2) Rel-16 UEs not supporting the CAG feature can camp on a CAG cell as an acceptable cell to obtain limited service 


Besides in the email discussion on the SIB1 design [1], the emergency supporting for different scenarios are also touched. For the convenience of discussion, the current status can be summarized as follow:
Table 1: Emergency service supporting for different UEs and different Cell types
	Emergency services
	PLMN only cell
	SNPN only cell
	CAG only cell

	R15 UE
	Yes
	Email discussion (1b/1d) 
	Email discussion (1c/1e) 

	R16 Normal UE
	Yes
	Email discussion (2b)
	Yes

	R16 SNPN UE
	? (SA: NO)
	?(SA:No)
	?(SA: NO)

	R16 CAG UE
	Yes(Note 1)
	Email discussion(2b)
	Yes


Note 1: we think this is a common understanding. In [2], we also give a short description on this in proposal 4.
In which, the R16 SNPN UE means the R16 UE that operating in the SNPN mode, and the R16 CAG UE indicates the UE that supporting CAG feature. The plmn only cell means that the cell only support public service. For that the network sharing can be seen as the combination of these three cell types, we will not discuss the networking sharing scenarios separately.
From the table 1, as highlighted in the different colors, the remaining issues can be further divided into 3 types:
(1) Whether the UE operating in the SNPN mode can access the PLMN-only cell or the CAG-only cell for the emergency services?(highlighted in violet )
(2) Whether the UE not operating in the SNPN mode can access the SNPN-only cell for the emergency services?(highlighted in green ) 
(3) Can the R15 UE access the CAG-only cell for emergency services?(highlighted in yellow)
For the question 1, though a new SI has been triggered at SA group to study on enhanced support of Non-Public Networks in [3], for the current release version, it has been described in [4] that
	An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.
Emergency services are not supported in SNPN access mode.
NOTE 1:	Voice support with emergency services in SNPN access mode is not specified in this release.


From this description, we can get our first proposal:
Proposal 1: The emergency service are not supported by Rel-16 UE that operating in the SNPN access mode.
If proposal 1 was agree, we can further propose that:
Proposal 1.1: Add “not operating in the SNPN mode ” limitation to the previous agreement as follow:
	2	(Regarding question E2) Rel-16 UEs not supporting the CAG feature and not operating in the SNPN mode can camp on a CAG cell as an acceptable cell to obtain limited service 


For the question 2, it’s on the SNPN only cell. As a common understanding in the current release version, the emergency services are not supported by the SNPN network. Even in the R17, the SNPN network may support the emergency services, to reduce the impact from the non-SNPN UE, we think it’s better to prevent UEs that not operating in the SNPN mode from accessing the SNPN network even for the emergency service.
Proposal 2: The SNPN-only cell can only be accessed by the UE that operating in the SNPN mode, even the emergency service may be supported in the future release version.
Based on the proposal 2, for the SNPN-only cell, we can use the “cellReservedForOtherUse” to bar all of the UEs that not operating in the SNPN mode, correspondingly the UE that operating in the SNPN mode can ignore this indicator.
Proposal 2.1: For the SNPN-only cell, the “cellReservedForOtherUse” shall be set to reserved to bar all of the UEs that not operating in the SNPN mode. The UE operating in the SNPN mode shall ignore the “cellReservedForOtherUse” indicator.
For the question 3, it’s on whether R15 UE can access the CAG-only cell for the emergency services. In the email discussion, most companies believe that “It would be desirable to support emergency access also for Rel-15 UEs” but the main concern is about the complexity of SIB1 design. However, we find that it would be helpful for SIB1 design if we keep the same behaviour for the Rel15 and Rel-16 non-NPN UE. In our SIB1 design, there would be legacy PLMN list, SNPN list and CAG list as follow:
	CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList              	 PLMN-IdentityInfoList,--- Legacy plmn list (for the Public network)
	cellReservedForOtherUse        	 ENUMERATED {true}  OPTIONAL,     -- Need R		 
	privateNetwork-InfoList       	 PrivateNetwork-InfoList     optional (for the private network)
	...}


For the Rel-15/Rel-16 normal UE, it can only focus on the legacy PLMN list. For the CAG-only cell, the PLMN in the legacy PLMN list can be set to the reserved value, then the Rel15/Rel16 normal UE cam only camp on this cell for the limited service, and check the ims-EmergencySupport to decide whether emergency service is available.
	PLMN-IdentityInfo ::=              SEQUENCE {
    plmn-IdentityList                  SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity, -- set to reserved value for the NPN only cell
    trackingAreaCode                    TrackingAreaCode         OPTIONAL,       -- Need R
    ranac                                 RAN-AreaCode             OPTIONAL,       -- Need R
    cellIdentity                         CellIdentity,
cellReservedForOperatorUse       ENUMERATED {reserved, notReserved},
...}


Proposal 3: For the CAG-only cell, the PLMN in the legacy PLMN list can be set to the reserved value, both the Rel-15 UE and the Rel-16 normal UE can camp on the CAG-only cell for the limited service, and check the ims-EmergencySupport to decide whether emergency service is available. It doesn’t need any special processing for the Rel-16 UE.
Based on the above proposals, we can update the table 1 as follow:
Table 2:Updated Emergency service supporting for different UE and Cell types
	Emergency service
	PLMN only cell
	SNPN only cell
	CAG only cell

	R15 UE
	Yes
	No
	Yes

	R16 Normal UE
	Yes
	No
	Yes

	R16 SNPN UE
	No
	No 
	No

	R16 CAG UE
	Yes
	No
	Yes


2.2 Asn.1 coding of SIB1
In this chapter, we analyze the Asn.1 coding for the SIB1 design based on the schemes proposed in the email discussion. In the email discussion, there are two options for the SIB1 design as follow:
Option 1: NPN information is outside PLMN-IdentityInfoList as a new Rel-16 IE. 
Option 2: NPN information is inside a Rel-16 extension to PLMN-IdentityInfo. 
[bookmark: _GoBack]As analyzed in [1], to reduce the overhead, we need to take some additional processing, e.g. overriding Rel-15 IE cellReservedForOperatorUse with a clear use which would affect the UEs with Access Identities 11 or 15. For better understanding, in the Annex we give an example to explain why the cellReservedForOperatorUse has to be overrode in the option 2. Besides, with the option 2, it would be impossible for the Rel-15 UE to access the CAG-only cell for the emergency service. 
For the option 1, as described in [1], the main concern is that “it has extra overhead in NPN-only cells.In particular, it requires broadcasting PLMN-IdentityInfoList (including at least one PLMN-Identity, cellIdentity                            and cellReservedForOperatorUse) in NPN-only cells which UE is supposed to ignore.” However we think this drawback can be weakened by the following optimization:
Table 3: Asn1 coding for the CellAccessRelatedInfo
	
CellAccessRelatedInfo   ::=         SEQUENCE {
-- Legacy plmnlist, which indicate the PLMN for the public service, for the NPN-only cell ,set the PLMN Idnetity to the reserved value, and set the TAC/RANAC/ cellIdentity/cellReservedForOperatorUse to the values that used by the private network.
plmn-IdentityInfoList                   PLMN-IdentityInfoList,
-- Set to True for the SNPN-only case and the UE operating in the SNPN mode shall ignore this IE
cellReservedForOtherUse            ENUMERATED {true}  OPTIONAL,            -- Need R		 
privateNetwork-InfoList-R16            PrivateNetwork-InfoList-R16     optional
...
}
PrivateNetwork-InfoList-R16   ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PrivateNetwork-Info-R16
PrivateNetwork-Info-R16 ::=              SEQUENCE {	
--To reduce the overhead, if the cell Information (TAC/RANAC/ cellIdentity/cellReservedForOperatorUse)is the Same as that in the legacy plmn-IdentityList, an Index is used as follow. 
    cellInfo CHOICE{
		cellInformaiton                  CellInformation,
----Set to the PLMN index in the  plmn-IdentityList with the same cell Information (TAC/RANAC/ cellIdentity/cellReservedForOperatorUse....).
		Plmn-Index                   INTEGER (1..maxPLMN) }, 
snpn-IdentityInfoList             SEQUENCE (SIZE (1..maxSNPN)) OF SNPN-IdentityInfo, -- Cond SNPN
cag-IdentityInfoList              SEQUENCE (SIZE (1..maxCAG)) OF CAG-IdentityInfo -- Cond CAG
...}
 CellInformation::=         SEQUENCE {
trackingAreaCode                    TrackingAreaCode         OPTIONAL,       -- Need R
    ranac                                 RAN-AreaCode             OPTIONAL,       -- Need R
    cellIdentity                        CellIdentity,             
cellReservedForOperatorUse      ENUMERATED {reserved, notReserved}
...}
SNPN-IdentityInfo ::=                   SEQUENCE {   
plmn-Identity                            PLMN-Identity, --Can also be further optimized with Index scheme
	snpn-IDInfoList                          SEQUENCE (SIZE (1..maxNPN))OF SNPNInfo}
SNPNInfo ::=                   SEQUENCE {   
	snpn-ID                             SNPN-ID}
CAG-IdentityInfo ::=                 SEQUENCE {   
plmn-Identity                           PLMN-Identity,--Can also be further optimized with Index scheme
	cag-IDInfoList                          SEQUENCE (SIZE (1..maxNPN))OF CAGInfo}
CAGInfo ::=                   SEQUENCE {   
	cag-ID                             CAG-ID}


As described in the above Asn.1 coding, the legacy plmn-IdentityList is used to indicate the PLMN for the public service, for the NPN-only cell, we can set the PLMN Idnetity in the legacy plmn-IdentityList to the reserved value, and meanwhile set the TAC/RANAC/ cellIdentity/cellReservedForOperatorUse to the values that used by the private network, then in the PrivateNetwork-InfoList we can reuse these information (TAC/RANAC/ cellIdentity/cellReservedForOperatorUse) by the Index scheme. 
Observation 1: The extra overhead of option 1 can be reduced by some optimization, e.g. set the PLMN Idnetity in the Legacy plmn-IdentityList to the reserved value, and meanwhile set the related TAC/RANAC/ cellIdentity/cellReservedForOperatorUse to the values that used by the private network, then in the PrivateNetwork-InfoList reuse these information (TAC/RANAC/ cellIdentity/cellReservedForOperatorUse) by the Index scheme. 
Furthermore, with the option 1, the Rel-15 UE can also access the CAG-only cell for the emergency service as described in the proposal 3. For the SNPN-only cell, as described in the proposal 2.1, the “cellReservedForOtherUse” can be set to reserved to bar all of the UEs that not operating in the SNPN mode. The UE operating in the SNPN mode shall ignore the “cellReservedForOtherUse” indicator.
 Based on the above analysis, we compare the option 1 and option 2 from the different aspects as follow:
Table 4: Option 1 vs Option 2
	
	Option 1
	Option 2

	Simplicity
	Simple
	Complex

	R15 UE emergency service under CAG only cell
	Yes( as described in the proposal 3)
	No, Rel-15 UE would be barred

	Need special processing or not
	No special processing
	Need to  overriding Rel-15 IE cellReservedForOperatorUse 

	Overhead
	For the NPN-only, use a reserved value for the PLMN in the legacy plmn list 
	No additional overhead


From the table 4, we can see that though the Option1 may take about 24 more bits for the reserved PLMN value in the NPN-only case, it does have many other benefits. Thus we propose that:
Proposal 4: Take option 1 as baseline of SIB1 design, the optimization in the observation 1 can be adopted to reduce the overhead for the NPN-only scenario if necessary.
2.3 HRNN
In this chapter, we discuss the HRNN related issues. In the last meeting, it has been agreed that 	
	If HRNN are broadcast then the HRNN should a be broadcasted in a separate SIB (i.e. different from SIB1).


As described in [4], the HRNN is optionally broadcasted for the NPN network. Then the problems is how does the UE knows which HRRNS are present. In the LTE, a cell only belongs to one CSG, thus the cell only need to broadcast one HeNB name in SIB9. If there is no HeNB name, the network will not broadcast the SIB9. For the SNPN/CAG, considering the network sharing scenario, a cell may be shared by the different SNPN/CAG IDs and the HRNN per NID is optionally present, thus it’s better to add an indication to indicate whether the HRNN present for each SNPN/CAG ID in the SIB1, then the UE can decide whether to receive the corresponding SIB based on this indication.
Proposal 5: In SIB1, besides the SNPN/CAG ID list, an indication shall be added for each SNPN/CAG ID to indicate whether the HRNN present.
Based on proposal 5, the SNPN/CAG parameters can be expressed as follow:
	snpn-IdentityInfoList                 SEQUENCE (SIZE (1..maxNPN)) OF SNPN-IdentityInfo, -- Cond SNPN
cag-IdentityInfoList                 SEQUENCE (SIZE (1..maxNPN)) OF CAG-IdentityInfo, -- Cond CAG

SNPN-IdentityInfo ::=                   SEQUENCE {   
plmn-Identity                            PLMN-Identity,
	snpn-IDInfoList                          SEQUENCE (SIZE (1..maxNPN))OF SNPNInfo,
}
SNPNInfo ::=                   SEQUENCE {   
	snpn-ID                             SNPN-ID,
RedableNamePresent                ENUMERATED {TRUE}  OPTIONAL       -- Need R
}
CAG-IdentityInfo ::=                 SEQUENCE {   
plmn-Identity                           PLMN-Identity,
	cag-IDInfoList                          SEQUENCE (SIZE (1..maxNPN))OF CAGInfo,
}
CAGInfo ::=                   SEQUENCE {   
	cag-ID                             CAG-ID,
redableNamePresent               ENUMERATED {TRUE}  OPTIONAL       -- Need R
}



Furthermore, to indicate associated network ID of the HRNN, an Index shall be added to the newly added SIB as follow:
	SIB10 information element
-- ASN1START
-- TAG-SIB10-START
SIB10 ::=                        SEQUENCE {
	readableNameList               SEQUENCE (SIZE (1..maxSNPN))OF ReadableName, OPTIONAL,   -- Need R
    lateNonCriticalExtension       OCTET STRING                            OPTIONAL,
    ...
}
ReadableName::=                        SEQUENCE {
readableName-index                  INTEGER (1..maxNPN),
readableName                         OCTET STRING
}
-- TAG-SIB10-STOP
-- ASN1STOP



Proposal 6: An Index shall be added to the newly added SIB to indicate associated network ID of this HRNN.
3. Conclusion and proposals
With the above analysis, we have the following proposals:
Proposal 1: The emergency service are not supported by Rel-16 UE that operating in the SNPN access mode.
Proposal 1.1: Add “not operating in the SNPN mode ” limitation to the previous agreement as follow:
	2	(Regarding question E2) Rel-16 UEs not supporting the CAG feature and not operating in the SNPN mode can camp on a CAG cell as an acceptable cell to obtain limited service 


Proposal 2: The SNPN-only cell can only be accessed by the UE that operating in the SNPN mode, even the emergency service may be supported in the future release version.
Proposal 2.1: For the SNPN-only cell, the “cellReservedForOtherUse” shall be set to reserved to bar all of the UEs that not operating in the SNPN mode. The UE operating in the SNPN mode shall ignore the “cellReservedForOtherUse” indicator.
Proposal 3: For the CAG-only cell, the PLMN in the legacy PLMN list can be set to the reserved value, both the Rel-15 UE and the Rel-16 normal UE can camp on the CAG-only cell for the limited service, and check the ims-EmergencySupport to decide whether emergency service is available. It doesn’t need any special processing for the Rel-16 UE.
Observation 1: The extra overhead of option 1 can be reduced by some optimization, e.g. set the PLMN Idnetity in the Legacy plmn-IdentityList to the reserved value, and meanwhile set the related TAC/RANAC/ cellIdentity/cellReservedForOperatorUse to the values that used by the private network, then in the PrivateNetwork-InfoList reuse these information (TAC/RANAC/ cellIdentity/cellReservedForOperatorUse) by the Index scheme. 
Proposal 4: Take option 1 as baseline of SIB1 design, the optimization in the observation 1 can be adopted to reduce the overhead for the NPN-only scenario if necessary.
Proposal 5: In SIB1, besides the SNPN/CAG ID list, an indication shall be added for each SNPN/CAG ID to indicate whether the HRNN present.
Proposal 6: An Index shall be added to the newly added SIB to indicate associated network ID of this HRNN.
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5. Annex
In this Annex, we give an example to explain why the cellReservedForOperatorUse has to be overrode in the option 2. We consider the following case:
A cell support PLMN 1 for the public service, and PLMN2+NID1 for the SNPN service, and the cell information (TAC/RANAC/cellIdentity/cellReservedForOperatorUse) of the PLMN1 and the PLMN2+NID1 are different. Then the Asn1.1 coding can be expressed as follow:
	cellReservedForOtherUse 
	Not present

	plmn-IdentityInfoList
	plmn-IdentityList[0] 
	Cell Information
	NPN INFO

	PLMN-IdentityInfo[0]:
	PLMN1
	Cell Info group 1
	NO

	PLMN-IdentityInfo[1]:
	PLMN2
	Cell Info group 2
The cellReservedForOperatorUse shall be set to the reserved such that the Rel-15 UE will be barred
	NID1


From the above table, we can see that the cellReservedForOtherUse can’t be set to TRUE, for that there is a legacy PLMN1 for the public service. For the PLMN2, it’s only used by the private network , with the option 2, to reduce the overhead, the PLMN2 would be carried in the legacy PLMN list, to prevent the Rel-15 UE from accessing, the cellReservedForOperatorUse shall be set to reserved. Thus, in the option 2, the cellReservedForOperatorUse will be used to indicate whether the PLMN is reserved for the NPN.



