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Introduction
During RAN2#105 meeting, BH RLC channel configuration was discussed and it was agreed that Donor CU is controlling the setup and modification of all backhaul channels in the IAB network below the Donor. Separate BH RLC channel should be setup for each UE DRB with one-to-one bearer mapping. With regard to many-to-one bearer mapping, a BH RLC channel associated with IAB node existing BH RLC channel might be reused as BH RLC channel to forward traffic of UE DRB (e.g. if the BH RLC Channel supports the required UE DRB QoS). On the other hand, during RAN2#105 bis meeting, it was agreed that the backhaul RLC channel is configured by the IAB-donor CU using F1-AP and/or RRC. 

In this contribution, we will discuss more details on how to support the BH RLC channel configuration for different backhaul traffics via RRC.
Discussion
Backhaul Traffic type
Generally speaking, backhaul traffic need to be supported in IAB network can be divided into following three types:
Data traffic from DRBs associated with PDU session

UE DRBs: UE or network may initiate the PDU session establishment procedure to support QoS flows of UE. The Donor CU may configure the UE to establish one or several UE DRBs to support these QoS flows associated with PDU session. 
MT DRBs: As agreed in RAN3#105, IAB node DU may be connected to its OAM server and send alarms and traffic counter information to its OAM system, from which it receives commands, configuration data and software downloads (e.g. for equipment software upgrades) [2]. Suppose PDU session based OAM traffic transmission is used, it is necessary for IAB node MT to use different DRBs between the IAB-MT and the serving DU to support different OAM traffic flows.
F1AP signalling
UE/MT associated F1AP signalling: It is used for UE context management and UE/MT RRC message transfer. For the RRC message transfer, it is encapsulated in the UE/MT associated F1AP signalling as a RRC container. The contained RRC signalling type in UE/MT associated F1 signalling  can be one of the following type: SRB0, SRB1, SRB2 and SRB3. In addition, some UE/MT associated F1AP messages does not piggyback any UE/MT’s RRC signalling and only used for UE context management.

Non UE/MT associated F1AP signalling: It is used for the F1 interface management, system information transfer, paging and warning message transmission between IAB node DU/donor DU and donor CU. 
Other traffic

SCTP 4-way handshake signalling: Before IAB node DU setup the F1-C connection with donor CU, it needs to setup the SCTP association. It should be noted that the SCTP 4-way handshake signalling from IAB node DU is delivered to the BAP layer of its co-located IAB node MT. The BAP layer of IAB node MT maps it to the egress BH RLC channel for multi-hop transmission towards donor CU.
OAM traffic via backhaul IP layer: As agreed in RAN3, the OAM traffic transmission may use the IP layer on top of BAP layer. In this case, there is no PDU session required for the IAB-MT. The QoS for OAM is ensured by implementation. 
Proposal 1: The BH RLC channels need to be configured for the following backhaul traffic types: 1) data traffic from DRBs associated with PDU session; 2) F1AP signalling; 3) Other traffic, such as SCTP 4-way handshake signalling and OAM traffic via backhaul IP layer.
BH RLC channel configuration
The BH RLC channels configuration should support these aforementioned backhaul traffic transmission. We will discuss the triggering condition for BH RLC channel configuration and detailed RRC signalling design.  
Triggering condition for BH RLC channel configuration
Generally speaking, the following scenario may trigger the BH RLC channel configuration: 
When IAB node MT complete the RRC connection setup
Suppose an IAB node connect to the network, it first performs initial access like normal UE. After that, the IAB-node authenticates with the operator’s network and establishes IP connectivity for OAM configuration. For the backhaul IP layer based OAM traffic transmission, IAB node MT needs to be configured with the BH RLC channel for OAM traffic transmission. It means that once the donor CU receive the RRCSetupComplete message which contains the IAB indication, the donor CU need to sent the BH RLC channel configuration to IAB node MT for potential OAM traffic transmission. In addition, IAB node MT need to be configured with the BH RLC channels for control plane signalling delivery. These BH RLC channels could be used for the SCTP 4-way handshake and F1AP signalling backhaul transmission during IAB node integration procedure. 
When PDU session resource setup/modify/release is triggered for a given UE/MT
Upon receiving the PDU session resource setup/modify/release request message for UE/MT, the donor CU determines to establish/modify/release one or more DRBs and associated BH RLC channels. The donor CU may send the RRC Reconfiguration message to concerned parent IAB node MT and intermediate IAB node MTs to configure the BH RLC channels for user plane traffic.

When IAB node MT handover to other parent IAB node DU
When IAB node MT migrates from source parent DU to target parent DU, the BH RLC channels along both the old and new path towards donor CU needs to be reconfigured to support the backhaul traffic path switch. 
Proposal 2: The BH RLC channel re-configuration might be triggered in the following three scenarios: 1) When IAB node MT complete the RRC connection setup; 2) When PDU session resource setup/modify/release is triggered for a given UE/MT; 3) When IAB node MT handover to other parent IAB node DU. 

Detailed RRC signalling design
Generally speaking, donor CU may send the BH RLC channel configuration for IAB node MT via RRCReconfiguration message. According to TS 38.331, the RLC-bearerConfig IE defined for UE RLC bearer contains the logicalChannelIdentity, servedRadioBearer, reestablishRLC, rlc-Config and mac-LogicalChannelConfig info as shown below. 

	RLC-BearerConfig information element

-- ASN1START

-- TAG-RLC-BEARERCONFIG-START

RLC-BearerConfig ::=                        SEQUENCE {

    logicalChannelIdentity                      LogicalChannelIdentity,

    servedRadioBearer                           CHOICE {

        srb-Identity                                SRB-Identity,

        drb-Identity                                DRB-Identity

    }                                                                                               OPTIONAL,   -- Cond LCH-SetupOnly

    reestablishRLC                              ENUMERATED {true}                                   OPTIONAL,   -- Need N

    rlc-Config                                  RLC-Config                                          OPTIONAL,   -- Cond LCH-Setup

    mac-LogicalChannelConfig                    LogicalChannelConfig                                OPTIONAL,   -- Cond LCH-Setup

    ...

}

-- TAG-RLC-BEARERCONFIG-STOP

-- ASN1STOP




In our opinion, most of the IE’s contained in RLC-BearerConfig could be reused for BH RLC channel, such as logicalChannelIdentity, rlc-config and mac-LogicalChannelConfig. It should be noted that the logicalChannelIdentity size should be extended to support both 1:1 and N:1 bearer mapping.
With regard to the reestablishRLC, the RLC re-establishment of radio bearer can be triggered by network when the security key used for the radio bearer associated with this RLC entity changes. For SRB2 and DRBs, it is also set to true during the resumption of the RRC connection or the first reconfiguration after reestablishment. For the BH RLC channel, it is not associated with security key change. However, IAB node MT may detect RLF and initiate the RRC reestablishment. Suppose the RRC reestablishment of IAB node MT is completed, the network may want to trigger the BH RLC channel reestablishment. Taking this scenario into account, it is suggested to keep the reestablishRLC IE for BH RLC channel.  

With regard to the servedRadioBearer IE, we think it is not necessary to keep it since the BH RLC channel is not associated with DRB/SRB between IAB node MT and parent IAB node DU. On the other hand, according to TS 38.331, the IE LogicalChannelIdentity is used to identify one logical channel (LogicalChannelConfig) and the corresponding RLC bearer (RLC-BearerConfig). It is not clear if the logicalChannelIdentity could be used to identify the BH RLC channel as well. Suppose the logicalChannelIdentity is used as the BH RLC channel ID, it means that the BH RLC channel ID is only valid within an egress link or ingress link. As shown in Figure 1, the IAB node 5’s MT is multi-connected with two parent IAB node (IAB node 2 and IAB node 2) and it also served more than one child IAB node (IAB node 6 and IAB node 7). When donor CU configure the bearer mapping information for IAB node 5, it has to indicate the ingress/egress BH RLC channel with the combination of BH RLC channel ID and ingress/egress link ID. Otherwise, IAB node MT may fail to identify the appropriate BH RLC channel if there are two BH RLC channels with same ID but from different ingress/egress link. On the other hand, if the donor CU could assign different BH RLC channel IDs for a given IAB mode MT across different egress links, the BH RLC channel ID shall be separate from logicalChannelIdentity. In this case, the BH RLC channel itself could be used to identify both egress link and BH RLC channel. 
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Figure 1 Example IAB network topology
Observation 1: In NR Uu, the logicalChannelIdentity is used to identify the logical channel and the corresponding RLC bearer. It is no clear if logicalChannelIdentity could be used to identify BH RLC channel as well. If yes, it seems not necessary to include separate BH RLC channel ID in RRC signalling based BH RLC channel configuration. 
Proposal 3: RRCReconfiguration message may include the BH RLC channel configuration info. For each BH RLC channel to be setup/modify, it may contain logicalChannelIdentity, reestablishRLC, rlc-config and mac-LogicalChannelConfig IE. FFS for BH RLC channel ID. 
Conclusion
In this contribution, we discussed more details on how to support the BH RLC channel configuration. And we have the following observations and proposals:

Proposal 1: The BH RLC channels need to be configured for the following backhaul traffic types: 1) data traffic from DRBs associated with PDU session; 2) F1AP signalling; 3) Other traffic, such as SCTP 4-way handshake signalling and OAM traffic via backhaul IP layer.
Proposal 1: The BH RLC channels need to be configured for the following backhaul traffic types: 1) data traffic from DRBs associated with PDU session; 2) F1AP signalling; 3) Other traffic, such as SCTP 4-way handshake signalling and OAM traffic via backhaul IP layer.
Observation 1: In NR Uu, the logicalChannelIdentity is used to identify the logical channel and the corresponding RLC bearer. It is no clear if logicalChannelIdentity could be used to identify BH RLC channel as well. If yes, it seems not necessary to include separate BH RLC channel ID in RRC signalling based BH RLC channel configuration. 
Proposal 3: RRCReconfiguration message may include the BH RLC channel configuration info. For each BH RLC channel to be setup/modify, it may contain logicalChannelIdentity, reestablishRLC, rlc-config and mac-LogicalChannelConfig IE. FFS for BH RLC channel ID. 
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