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1 Introduction
In RAN2#107 meeting, the followings agreements were reached for UE Capability ID:
Agreements
1:
RAN2 understanding of the current NAS signalling is that the UE sends a single capability ID to the network (i.e. only one of manufacturer ID and a PLMN assigned ID)

2: 
RAN2 understand that network has one capability ID (and corresponding capability set) that is valid for the UE at any given time (no spec impact).

3:
RAN2 do not capture the flow for ID provision by NAS signalling at the stage 2 level.

Agreements
1: 
RAN2 confirm that the UE does not associate UE Capability ID with the filter used during capability enquiry (aligned with current understanding of status in SA2)

Agreements
1
Capability ID will not be added to the UE capability Enquiry procedure in RRC signalling (i.e. legacy UE capability enquiry will be used)

Agreements
1
RAN2 understand that a UE is allowed to have more than one manufacturer based ID that reflects the complete UE capabilities, based on the Internal UE capability configuration.

Agreements
1
The Working Assumption from RAN2#106 is confirmed (i.e. that there will be no interleaving of different RRC messages between segments of the capability information)

In this contribution we will discuss the remaining issues for UE Capability ID. 
2 Discussion
In RAN2-105, it was agreed that the UE associates the capability ID to the capabilities it has transferred earlier, as captured below:

Agreements for PLMN assigned capability ID

1
It is possible for the network to use different filters in different parts of the PLMN 

FFS: Whether any extensions to the current filter mechanism are needed.

2
UE provides capability to the network based on the filter and if an ID is assigned then the ID is associated to whatever capabilities it has transferred earlier.  
3
The Capability ID is unique within a PLMN - i.e. the UE can provide to capability ID anywhere within this PLMN (this does not imply that Capability ID to capability set mapping needs to be known throughout the PLMN)

However, it is not clear what is exactly the “whatever capabilities it has transferred earlier”, especially considering that the capability enquiry procedure may be performed several times e.g. each time the UE capabilities related to one RAT is requested. In the current capability enquiry mechanism, the gNB is allowed to enquiry capability for different RATs by separate messages and combine them together. if the combined UE capabilities are transferred to Core Network (CN) for capability ID assignment, it would not be so clear for the UE what capabilities the received Capability ID is associated with, since the capability combination of the results from different Capability Enquiry procedure is totally gNB implementation operation and the UE has no clue about which capability reports are combined for the capability ID. 

In last meeting, it was agreed that the UE does not associate the UE Capability ID with the filter used during capability enquiry. This implies that for one PLMN, even if the UE have stored multiple UE Capability IDs, the UE could only use the last assigned UE Capability ID considering the fact that the UE will not be able to select another stored UE Capability ID to use without associated filter info. This also means that the UE is not necessary to associate the assigned UE Capability ID to the reported capability, instead, the UE could just associate the UE Capability ID to the current UE capability configuration for this PLMN. Furthermore, in SA2 spec TS 23.501, it also says that the UE does not need to store the reported UE radio capabilities as below:
NOTE 1:
It is assumed that UE does not need to store the access stratum information (i.e. UE-EUTRA-Capability and UE-NR-Capability specified in TS 36.331 [51] and TS 38.331 [28], respectively) that was indicated by the UE to the network when the PLMN-assigned UE Radio Capability ID was assigned by the network. However, it is assumed that the UE does store the related UE configuration (e.g. whether or not GERAN or UTRAN or MBMS is enabled/disabled).

Proposal 1: The UE could associate the assigned PLMN specific UE Capability ID to the current UE capability configuration for this PLMN instead of the capabilities it has transferred earlier.
In the RAN2-106 meeting, it was agreed that the maximum number of segments is 16. The reason is that it would not be realistic to assume that the network can decode a RRC message (e.g. UE radio capability information message) without a size limitation. Based on the restriction of 16 segments, it could be inferred that the network is not required to be able to process a RRC message with the size exceeding the 16*PDCP size.
Regarding the UE manufacturer based capability ID, it was agreed that the filter is not applicable in the context of manufacturer based capability ID. Thus, the capabilities associated with the manufacturer based capability ID would be the full capabilities of the UE without any filtering. Theoretically, the full capabilities without any filtering may well exceed the limitation of 16*PDCP size. The AMF receives the manufacturer based capability ID from the UE and transmits the associated full capabilities to the gNB. It is possible that the gNB is not able to decode such a large capability message.

Observation 1: The size of the capabilities associated with the manufacturer based capability ID may exceed the limitation of 16*PDCP size; in this case, the gNB might not be able to decode such a large capability message.
To address the issue analysed above, the AMF can reduce the size of the capabilities associated with the manufacturer based capability ID and ensure a safe size of the capability message. For example, the gNB can provide its filter information to the AMF. The AMF generates a new capability message satisfying the size limitation based on the filter information, and transmits this new capability message to the gNB. In some cases, different gNBs have different capabilities; especially considering mixed deployment of CU/DU and gNB, it is possible that some gNBs in one region could support RRC message size larger 16*PDCP. To ensure that filtered capabilities satisfy the size limitation of a certain gNB, the gNB could provide the capability of the maximum size it supports to the AMF as well.
In this case, the CN can transfer the filtered capabilities which are associated with manufacturer based capability ID to the gNB, and the gNB stores the mapping between manufacturer based capability IDs and filtered capabilities. However, in the UE side and the CN side, the mapping between manufacturer based capability ID and associated capabilities without filtering is stored. 
Proposal 2: Send an LS to RAN3 to trigger the discussion on the maximum allowed size for radio capabilities corresponding to manufacturer based capability IDs in network interfaces.
3 Conclusions
The paper discusses remaining issues for capability ID and made the following observation and proposals: 
Proposal 1: The UE could associate the assigned PLMN specific UE Capability ID to the current UE capability configuration for this PLMN instead of the capabilities it has transferred earlier.

Observation 1: The size of the capabilities associated with the manufacturer based capability ID may exceed the limitation of 16*PDCP size; in this case, the gNB might not be able to decode such a large capability message.

Proposal 2: Send an LS to RAN3 to trigger the discussion on the maximum allowed size for radio capabilities corresponding to manufacturer based capability IDs in network interfaces.
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