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In NR, cell selection and reselection, access control and RRC connection establishment are the important processes for UE access. In this contribution, we will discuss the above processes for IAB-node access separately. 
Discussion
Cell Selection and Reselection
Similar to a UE, the IAB-MT also needs to perform the cell (re)selection procedure at least during IAB initial access, radio link recovery, and RRC connection reestablishment. It is obvious that the legacy cell (re)selection criteria can be reused for the IAB-MT.
At last RAN3 meeting, the issue on IAB parent node selection was discussed, and it has agreed that the system information from IAB-DU or IAB-donor could indicate an IAB cell. That is to say, based on the indication in system information, the IAB-MT can know whether a cell can support IAB access or not, and then select a suitable cell which is capable of supporting IAB access. 
Proposal 1: During cell (re)selection procedure, the IAB-MT should select a suitable cell which is capable for IAB access.
Based on the above RAN3 agreement, RAN2 should discuss the details on IAB capable indication in system information. There are three options for supporting IAB capable indication in SIB.
· Option 1: To define a new IE in SIB1
· Option 2: To introduce a new SIB
· Option 3: Implicit indication via IAB specific RACH configuration 
For option 2, currently RAN2 has not consensus on the need of new SIB yet. For option 3, because IAB specific RACH configuration is not always be provided in SIB, if it is not provided, the cell is unable to indicate IAB support. Therefore, option 1 is the best solution for supporting IAB capable indication in SIB. 
Proposal 2: To define a new IE in SIB1 as the IAB capable indication. 
In case of multiple PLMNs included in SIB1, the new IE for supporting IAB capable indication is common for all PLMNs or is specified per PLMN needs further discussion. Considering that network sharing is a common scenario in NR, it is preferred that supporting IAB capable indication is specified per PLMN. 
Proposal 3: The IAB capable indication in SIB1 is specified per PLMN. 
Access Control
As mentioned in [1], there are two mechanisms which allow an operator to impose cell reservations or access restrictions in NR. The first mechanism uses indication of cell status and special reservations for control of cell selection and reselection procedures. The second mechanism uses unified access control framework to allow preventing selected access categories or access identities from sending initial access messages for load control reasons.
Indication of cell status and reservations:
After the introduction of IAB, there are four typical use cases, including:
Case 1: both UE and IAB-MT are not barred in SA scenario.
Case 2: both UE and IAB-MT are barred in SA scenario.
Case 3: Only IAB-MT is barred, e.g. in case of network overload in SA scenario.
Case 4: Only UE is barred, e.g. in case of option b for IAB usage in NSA scenario. 
If all the above use cases should be supported in Rel-16, that means UE and IAB-MT are allowed to be barred separately. 
Proposal 4: The case that UE and IAB-MT are barred separately should be supported in IAB network.
In NR, UE can be barred via three ways which are defined in [1]:
· cellBarred (IE type: “barred” or “not barred”) in MIB
If this IE is set to “barred”, the UE is not permitted to select/reselect this cell. 
· cellReservedForOperatorUse(IE type: “reserved” or “not reserved”) in SIB1
If this IE is set to “reserved”, only UEs assigned to Access Identity 11 or 15 shall treat this cell as candidate.
· cellReservedForOtherUse(IE type: “true”) in SIB1
If this IE is set to “true”, the UE shall treat this cell as if cell status is “barred”.
It is obvious that the above existing IEs can’t to bar UE and IAB-MT separately, therefore, it needs to introduce an IAB specific bar IE in SIB. 
Proposal 5: Introduce a new IE in SIB to indicate whether IAB-MT is barred or not. 
As mentioned above, RAN3 has agreed that the system information from IAB-DU or IAB-donor could indicate an IAB cell. Based on this agreement, the IAB specific bar IE can reuse the supporting IAB capable indication in SIB1, or can be a new defined IE. If the indications of IAB support and IAB-MT barring share the same IE, one feasible way is that the present of this new IE indicates the support of IAB, while the values of this new IE indicate the IAB-MT bar or not. 
Proposal 6: If RAN2 agrees on P2 and P5, the two indications only require one IE, where the present of this new IE indicates the support of IAB, and the values of this new IE indicates the IAB-MT is barred or not.
From the perspective of the implementation, there are following solutions.
Option 1: The cellBarred IE in MIB can be applied to both UE and IAB-MT. Therefore, for use case 1 and use case 2, both UE and IAB-MT are barred or not barred in SA scenario can be achieved by the settings of cellBarred IE in MIB. For use case 3, only IAB specific bar IE is set to bar IAB-MT. For use case 4, only cellReservedForOtherUse IE in SIB1 is set to “true” to bar UE. 
Option 2: IAB-MT can ignore the cellBarred IE in MIB. In this case, only IAB specific bar IE is used to bar IAB-MT, and both the cellBarred IE in MIB or the cellReservedForOtherUse IE in SIB1 can be used to bar UE.
However, in current NSA, SgNB does not need to broadcast any system information except for MIB, because these system information can be sent to UE in RRC message through MeNB. A normal UE is not allowed to access the SgNB via the existing cellBarred IE in MIB. In order to be compatible with the operation in current NSA, option 2 is preferred. 
Proposal 7: IAB-MT should ignore all the cell barring methods for UEs (e.g. the cellBarred IE in MIB or the cellReservedForOtherUse IE in SIB1).

Unified Access Control:
In NR, a unified access control framework is specified which is applicable to all UE states (RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED state). As specified in TS 24.501, for unified access control, each access attempt is categorized into one Access Category and one or more Access Identities, which are provided to the UE’s AS layer by UE’s NAS layer for NAS triggered requests. For AS triggered request (i.e. RNA update), the RRC determines the resume cause value and corresponding access category. NG-RAN broadcasts barring control information associated with Access Categories and Access Identities and the UE determines whether an identified access attempt is barred or not, based on the broadcast barring information and the selected Access Category and Access Identities.
For IAB initial access, since this event could occur very infrequently, e.g. only when the IAB node just starts up, it could be possible that the IAB-MT simply skips the unified access control altogether when initializing the RRC connection establishment procedure. Another possibility is that the IAB-MT performs RRC connection establishment as a normal UE, in which case it would be subject to unified access control.
Proposal 8: RAN2 to discuss whether the unified access control as defined in Rel-15 is applied to IAB-node or not.
Assuming for simplicity that the IAB-MT is similar to a normal UE, then the IAB-MT should implement a NAS layer (same as a normal UE). When performing the initial access procedure, the IAB-MT NAS triggers an Attach Request procedure. If unified access control is applied to the IAB-node, as a normal UE, then when the IAB-MT NAS triggers the Attach Request procedure, the IAB-MT NAS can provide Access Category 3 (MO signalling on NAS level resulting from other than paging) to the AS layer. Then IAB-MT RRC uses the Access Category 3 for unified access control. However, whether the IAB-MT has the same NAS functionality as a normal UE, and which Access Category should be provided by NAS to AS layer should really be discussed by CT1.
Another issue is which Access Identity should be assumed for an IAB node. Access identities are configured to the UE. Following this principle, the Access Identities should also be configured at the IAB-MT.
Proposal 9: If unified access control is applied to IAB-node, it is proposed to ask CT1 to discuss access category and access identify used for IAB-node.
RRC Connect Establishment 
In NR, the UE’s NAS provides the establishment cause to RRC for inclusion in connection request, in order to enable the gNB to decide whether to accept or reject the request. Currently, the supported RRC cause values include: emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo-VoiceCall, mo-VideoCall, mo-SMS, mps-PriorityAccess, mcs-PriorityAccess. 
Different with normal UE, IAB-node does not have its own traffic, and the purpose of it access is to provide access service to the UE and other IAB-nodes. Therefore, which existing or a new defined cause value should be used for IAB-node RRC connection establishment should also be discussed.
Proposal 10: RAN2 discusses whether new RRC cause value should be introduced for IAB-node RRC connection establishment.
At last meeting, RAN3 has the following agreement on IAB indication to CN in [2]. 
· We assume to send IAB indication toward CN in INITIAL UE MESSAGE message to an MME/AMF; SA2 to confirm that this indication is needed from the NG-RAN node to know that the MT is part of an IAB node. 
Also at this meeting, two CRs that an explicit IAB indication is introduced in INITIAL UE MESSAGE message in TS36.413 and TS38.413 were agreed. Based on these agreements, it means that the gNB should be aware that the connecting node is IAB-node not a normal UE before it sends an explicit IAB indication to CN. However, how the gNB is made aware of this is still FFS. 
In [3], RAN1 has agreed that “The ability to configure the IAB specific backhaul RACH configuration additionally to the Rel-15 RACH configuration for access UEs is supported”. That is to say, if the IAB specific RACH configuration is provided, the gNB can identify the IAB-node access based on an access request from the IAB specific RACH resources. 
Observation 1: If the IAB specific RACH configuration is provided, the gNB can identify the IAB-node access based on an access request from the IAB specific RACH resources. 
However, if the IAB specific RACH configuration is not provided, the gNB can only identify the IAB-node access based on the received IAB indication. During connection establishment procedure, considering the size of msg3 is limited, so it is preferred to use msg5 to send IAB indication. 
The IAB indication carried in msg5 could be an explicit or implicit indication. Currently, the optional S-NSSAI IE in msg5 is used to identify a network slice. Implicit IAB indication can reuse this IE and consider IAB network as a kind of network slice, so it needs to define a new value for this IE, which has impact on SA specification. Furthermore, from the perspective of overhead, the length of S-NSSAI IE at least is 8bit as mentioned in [4], but the explicit IAB indication only 1bit is enough, so an explicit IAB indication in msg5 is better. 
Observation 2: Using slicing ID to indicate the IAB-node access may have impact to SA specification and cause large bit size. 
Proposal 11: A new explicit IAB indication IE in RRCSetupComplete message is used to identify IAB-node access, if the IAB specific RACH configuration is not provided. 
The detailed format for msg5 in TS38.331 is shown below, and the red part is new defined for explicit IAB indication. 
-- ASN1START
-- TAG-RRCSETUPCOMPLETE-START

RRCSetupComplete ::=                SEQUENCE {
    rrc-TransactionIdentifier           RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        rrcSetupComplete                    RRCSetupComplete-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCSetupComplete-IEs ::=            SEQUENCE {
    selectedPLMN-Identity               INTEGER (1..maxPLMN),
    registeredAMF                       RegisteredAMF                                   OPTIONAL,
    guami-Type                          ENUMERATED {native, mapped}                     OPTIONAL,
    s-NSSAI-List                        SEQUENCE (SIZE (1..maxNrofS-NSSAI)) OF S-NSSAI  OPTIONAL,
    dedicatedNAS-Message                DedicatedNAS-Message,
    ng-5G-S-TMSI-Value                  CHOICE {
        ng-5G-S-TMSI                        NG-5G-S-TMSI,
        ng-5G-S-TMSI-Part2                  BIT STRING (SIZE (9))
    }                                                                                   OPTIONAL,
    lateNonCriticalExtension            OCTET STRING                                    OPTIONAL,
    nonCriticalExtension                RRCSetupComplete-vxx0-IEs             OPTIONAL
}

RegisteredAMF ::=                   SEQUENCE {
    plmn-Identity                       PLMN-Identity                                   OPTIONAL,
    amf-Identifier                      AMF-Identifier
}


RRCSetupComplete-vxx0-IEs ::=  SEQUENCE {
	iab-Node-Indication           ENUMERATED {true}									OPTIONAL,
    nonCriticalExtension          SEQUENCE {}											OPTIONAL
}

-- TAG-RRCSETUPCOMPLETE-STOP
-- ASN1STOP

For IAB, RRC_INACTIVE might not be a useful state. One of reason is that RRC_INACTVIE may be seldom, if ever, used by an IAB node. In addition, an IAB node comprises two parts: IAB-DU and IAB-MT. If the IAB-MT part of an IAB-node goes to the RRC_INACTIVE state, it seems the IAB-DU part should also go into a power saving state similar to RRC_INACTIVE, which could result in all down-steam IAB nodes and UEs following suit. The standard effort to specify the behaviour of down-steam IAB nodes and UEs when sending an IAB node to RRC_INACTIVE could be very significant, but without clear motivation to support it.
Proposal 12: RAN2 to discuss whether RRC_INACTIVE state is supported for an IAB-node.
Conclusion
This paper discusses cell (re)selection and access control and connection establishment for IAB-node, and we have the following observation and proposals:
Observation 1: If the IAB specific RACH configuration is provided, the gNB can identify the IAB-node access based on an access request from the IAB specific RACH resources. 
Observation 2: Using slicing ID to indicate the IAB-node access may have impact to SA specification and cause large bit size. 
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Proposal 1: During cell (re)selection procedure, the IAB-MT should select a suitable cell which is capable for IAB access.
Proposal 2: To define a new IE in SIB1 as the IAB capable indication. 
Proposal 3: The IAB capable indication in SIB1 is specified per PLMN. 
Proposal 4: The case that UE and IAB-MT are barred separately should be supported in IAB network.
Proposal 5: Introduce a new IE in SIB to indicate whether IAB-MT is barred or not. 
Proposal 6: If RAN2 agrees on P2 and P5, the two indications only require one IE, where the present of this new IE indicates the support of IAB, and the values of this new IE indicates the IAB-MT is barred or not.
Proposal 7: IAB-MT should ignore all the cell barring methods for UEs (e.g. the cellBarred IE in MIB or the cellReservedForOtherUse IE in SIB1).
Proposal 8: RAN2 to discuss whether the unified access control as defined in Rel-15 is applied to IAB-node or not.
Proposal 9: If unified access control is applied to IAB-node, it is proposed to ask CT1 to discuss access category and access identify used for IAB-node.
Proposal 10: RAN2 discusses whether new RRC cause value should be introduced for IAB-node RRC connection establishment.
Proposal 11: A new explicit IAB indication IE in RRCSetupComplete message is used to identify IAB-node access, if the IAB specific RACH configuration is not provided. 
Proposal 12: RAN2 to discuss whether RRC_INACTIVE state is supported for an IAB-node.
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