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After RAN2#106 meeting, an email discussion on backhaul RLF was triggered and some initial observations and proposals were achieved in [1].
In this paper, we will further discuss the remaining issues of backhaul RLF, including:
· Impacts on RLF report in DC case.
· BAP layer handling at BH RLF.
Discussion
Impacts on RLF report in DC case
In legacy NR DC and EN-DC, UE shall initiate RRC re-establishment if a RLF is detected for MCG-link, while the UE reports SCG failure information via the MCG instead of RRC re-establishment in the case of SCG failure. However, a fast MCG link recovery mechanism had been discussed in the eDCCA topic to reduce interruption time for MCG RLF, i.e. UE follows SCG failure-like procedure when MCG failure occurs. 
Currently, only the detection of access link failure will trigger RLF report. However, in an IAB network, there will be potentially multiple links in the MCG or SCG path of the IAB-MT or UE, which may include the access link and several backhaul links. If any link among the access link and the backhaul links experiences a RLF, the whole path in that the corresponding CG is not available. Therefore, when an IAB-node is configured with DC, and its parent node detects an upstream backhaul link RLF, the parent node will send a BH RLF notification towards the IAB-node. Based on the received BH RLF notification from its parent node, the IAB-node needs to trigger a RLF report like the operation in current DC. 
Proposal 1: IAB-node will trigger a SCG (or MCG) failure report via MCG (or SCG), after receiving a BH RLF notification from its parent node in the SCG (or MCG) path, if the IAB-node is configured with DC.
BAP layer handling at BH RLF
Case 1: RLF-triggered RRC re-establishment in both DC and non-DC scenarios:
At RAN2#105 meeting, it was already agreed that current UE RLF detection and recovery is reused for IAB node as baseline. That is to say, similar to UE, IAB-MT will initiate the RRC re-establishment procedure for RLF recovery. 
As mentioned in [2], upon initiation of the RRC re-establishment procedure, UE shall suspend all RBs except SRB0. After successful completion of the RRC re-establishment procedure, the UE will resume SRB2 and DRBs that are suspended when it receives an RRCReconfiguration message. However, different with UE, a new defined BAP layer is introduced for IAB-node on BH link. Therefore, the impact of BH RLF on the BAP layer needs to be clarified.
To align with the current mechanism in NR, the BAP layer of IAB-node also needs to be suspended upon initiation of the RRC re-establishment procedure. However, different with UEs, the IAB-node that has detected BH link failure with its parent may also have child IAB-nodes, so it is reasonable for the IAB-node to continue sending the received DL packets to child IAB-nodes, since the BH link with child node is fine. In this case, the BAP layer of the IAB-node may not be suspended on DL, i.e. only the operations at MT side are suspended but the operations at DU side is not suspended.  
[bookmark: _GoBack]Proposal 2: Upon the initiation of the RRC re-establishment procedure, the BAP operations need to be suspended. FFS on whether only to suspend the operations at BAP MT part or to suspend both operations at MT and DU parts. 
After successful completion of the RRC re-establishment procedure on BH link, the BAP layer of IAB-node also needs to be resumed. Similar to the operation of UE PDCP/RLC layer, the BAP layer of IAB-node needs retransmit the data for which the successful delivery has not been confirmed by RLC layer, using the new routing and bearer mapping configuration.  
Proposal 3: After the success of RRC re-establishment procedure, the BAP layer operations need to be resumed, including to retransmit the data for which the successful delivery has not been confirmed by RLC layer, applying the new routing and bearer mapping configurations. 
Case 2: RLF-triggered failure report in DC scenario:
In case of SCG failure and fast MCG recovery, IAB-node does not trigger RRC re-establishment procedure but trigger RLF report procedure on the “backup link”. In this case, the BAP layer of IAB-node needs to stop routing the data to the “failed link”, suspend the routing entries with the next hop ID which is corresponding to the “failed link”. Those suspended routing entries may include some BAP addresses, which have no backup path at this IAB-node, i.e. the data with these BAP address cannot be forwarded to the “backup link”. At this IAB-node, the data with some BAP addresses are able to transmitted on the “backup link”, while the data with other BAP addresses (i.e. broken BAP addresses) are not able to be transmitted on the “backup link”.
Furthermore, the IAB-node also needs to notify the “broken” BAP address to the child node, so that the child node can suspend/stop the transmission of BAP PDU with these BAP address, to avoid unnecessary waste of resources or buffer overload. 
Proposal 4: For an IAB-node with DC, the “broken” BAP addresses should be notified from the IAB-node to its child nodes to indicate the path failure of these BAP addresses, in case of MCG/SCG failure.
If the failure link is recovered, the BAP layer of the IAB-node can resume BH link as available next hop ID. Otherwise, the BAP layer of the IAB-node will release the suspended the routing entry, and retransmit the data for which the successful delivery has not been confirmed by RLC layer, using the new routing and bearer mapping configuration.  
Conclusion
In this paper, we further discuss the remaining issues for BH RLF, and have the following proposals:
Proposal 1: IAB-node will trigger a SCG (or MCG) failure report via MCG (or SCG), after receiving a BH RLF notification from its parent node in the SCG (or MCG) path, if the IAB-node is configured with DC.
Proposal 2: Upon the initiation of the RRC re-establishment procedure, the BAP operations need to be suspended. FFS on whether only to suspend the operations at BAP MT part or to suspend both operations at MT and DU parts. 
Proposal 3: After the success of RRC re-establishment procedure, the BAP layer operations need to be resumed, including to retransmit the data for which the successful delivery has not been confirmed by RLC layer, applying the new routing and bearer mapping configurations. 
Proposal 4: For an IAB-node with DC, the “broken” BAP addresses should be notified from the IAB-node to its child nodes to indicate the path failure of these BAP addresses, in case of MCG/SCG failure.
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