


3GPP TSG-RAN WG2 Meeting #107bis	R2-1912308
[bookmark: _GoBack]Chongqing, China, 14 – 18 October 2019                                                                 (R2-1909111/
	R2-1909110) 


Agenda item:	6.10.5
Source:	Nokia, Nokia Shanghai Bell
Title:	Fast Recovery with CA
WID/SID:	LTE_NR_DC_CA_enh-Core - Release 16
Document for:	Discussion and Decision
1	Introduction
The new WI on DC and CA enhancements aims – among other things – at reducing latency and improving failure recovery [RP-182076]:
-	Efficient and low latency serving cell configuration/activation/setup: Minimizing signalling overhead and latency needed for initial cell setup, additional cell setup and additional cell activation for data transmission. 
-	Fast recovery: Support fast recovery of MCG link e.g. by utilizing the SCG link and split SRBs for recovery during MCG failure while operating under MR-DC
An email discussion took place but focused on DC operation [105#55]. For RAN2#107bis, a new email discussion took place [107#31NR-DCCA MCG fast recovery] this time focused on MCG fast recovery, but for PCell recovery via SCell. Companies did not seem to agree on the way forward, therefore this contribution analyses the failure cases that can occur when both DC and CA are configured and the potential enhancements for RLF recovery in the context of CA.
2	Failure cases when CA/DC is configured
Detection of radio link failure is specified in 38.331:
	
[bookmark: _Toc535261235]5.3.10.3	Detection of radio link failure
The UE shall:
1>	upon T310 expiry in PCell; or
1>	upon random access problem indication from MCG MAC while neither T300, T301, T304, T311 nor T319 are running; or
1>	upon indication from MCG RLC that the maximum number of retransmissions has been reached:
2>	if CA duplication is configured and activated; and for the corresponding logical channel allowedServingCells only includes SCell(s):
3>	initiate the failure information procedure as specified in 5.7.5 to report RLC failure.
2>	else:
3>	consider radio link failure to be detected for the MCG i.e. RLF;
3>	if AS security has not been activated:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other';
3>	else if AS security has been activated but SRB2 and at least one DRB have not been setup:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
3>	else:
4>	initiate the connection re-establishment procedure as specified in 5.3.7.
The UE shall:
1>	upon T310 expiry in PSCell; or
1>	upon random access problem indication from SCG MAC; or
1>	upon indication from SCG RLC that the maximum number of retransmissions has been reached:
2>	if CA duplication is configured and activated; and for the corresponding logical channel allowedServingCells only includes SCell(s):
3>	initiate the failure information procedure as specified in 5.7.5 to report RLC failure.
2>	else:
3>	consider radio link failure to be detected for the SCG i.e. SCG-RLF;
3>	initiate the SCG failure information procedure as specified in 5.7.3 to report SCG radio link failure.




While random access problem detection is specified in 38.321:
	
2>	if PREAMBLE_TRANSMISSION_COUNTER = preambleTransMax + 1:
3>	if the Random Access Preamble is transmitted on the SpCell:
4>	indicate a Random Access problem to upper layers;
4>	if this Random Access procedure was triggered for SI request:
5>	consider the Random Access procedure unsuccessfully completed.
3>	else if the Random Access Preamble is transmitted on a SCell:
4>	consider the Random Access procedure unsuccessfully completed.




In terms of configurations, the range of cases to consider goes from having only one cell configured to having DC with CA on both CGs. In terms of failures, we need to distinguish radio problems, RACH and RLC failures. Table 1 below summarises the possible MCG failure cases where it can be observed that in some scenarios, there is a choice for MCG recovery via SCells of MCG and via SCG.
Observation 1: when both CA and DC are configured, MCG failure recovery could either be done via SCells of MCG or via SCG.
Table 2 below summarises SCG failure cases, where it can be observed that SCG recovery could be done via SCells of SCG. However, considering that SCG Failure information is already in place, we do not think that additional enhancements would be required.









Table 1: MCG Failure Cases
	Case
	MCG
	SCG
	Failure
	Specified Behaviour
	Fast MCG Recovery via

	
	PCell
	SCell(s)
	PCell
	SCell(s)
	
	
	

	1
	1
	-
	-
	-
	Radio Problems on PCell of MCG
	Connection Re-establishment
	-

	2
	1
	m
	-
	-
	Radio Problems on PCell of MCG
	Connection Re-establishment
	SCells of MCG

	3
	1
	-
	1
	n
	Radio Problems on PCell of MCG
	Connection Re-establishment
	SCG

	4
	1
	m
	1
	n
	Radio Problems on PCell of MCG
	Connection Re-establishment
	SCells of MCG or SCG

	5
	1
	-
	-
	-
	RACH Failure on MCG
	Connection Re-establishment
	-

	6
	1
	m
	-
	-
	RACH Failure on MCG
	Connection Re-establishment
	SCells of MCG

	7
	1
	-
	1
	n
	RACH Failure on MCG
	Connection Re-establishment
	SCG

	8
	1
	m
	1
	n
	RACH Failure on MCG
	Connection Re-establishment
	SCells of MCG or SCG

	9
	1
	-
	-
	-
	Primary RLC failure in MCG
	Connection Re-establishment
	-

	10
	1
	m
	-
	-
	Primary RLC failure in MCG
	Connection Re-establishment
	SCells of MCG not mapped to failed RLC entity

	11
	1
	-
	1
	n
	Primary RLC failure in MCG
	Connection Re-establishment
	SCG

	12
	1
	m
	1
	n
	Primary RLC failure in MCG
	Connection Re-establishment
	SCells of MCG not mapped to failed RLC entity, or SCG



Table 2: SCG Failure Cases
	Case
	MCG
	SCG
	Failure
	Specified Behaviour
	Fast SCG Recovery via

	
	PCell
	SCell(s)
	PCell
	SCell(s)
	
	
	

	13
	1
	-
	1
	-
	Radio Problems on PCell of SCG
	SCG Failure Information
	-

	14
	1
	m
	1
	n
	Radio Problems on PCell of SCG
	SCG Failure Information
	SCells of SCG

	15
	1
	-
	1
	n
	RACH Failure on SCG
	SCG Failure Information
	-

	16
	1
	m
	1
	n
	RACH Failure on SCG
	SCG Failure Information
	SCells of SCG

	17
	1
	-
	1
	n
	Primary RLC failure in SCG
	SCG Failure Information
	

	18
	1
	m
	1
	n
	Primary RLC failure in SCG
	SCG Failure Information
	SCells of SCG not mapped to failed RLC entity




2	Radio Link Failure
According to 38.331, upon detecting radio link failure of the MCG, the UE performs cell selection in accordance with the cell selection process as specified in 38.304. It also suspends all RBs (except SRB0) expecting a security key change.
Cell selection involves a number of tasks: detection and synchronisation, measurements, reception of broadcast information, interaction with NAS… And suspending all RBs disrupts data communication. It seems safe to assume that upon detecting RLF, if the UE were to select a cell that was configured as an SCell before RLF, not all these steps would be required, and the re-establishment procedure could be simplified to reduce the overall latency to recover from RLF. In the following, measurements, system information and re-establishment are discussed.
Firstly, with respect to performing measurements to select a new cell, the measurement configuration from CONNECTED state could be re-used and configured SCells prioritised in the selection process.
Proposal 1: measurement configuration from CONNECTED should be reused and SCells prioritised after RLF.
NOTE:	the measurement part already seems possible as the specification leaves the door open to stored information usage (“In order to expedite the cell selection process, stored information for several RATs, if available, may be used by the UE.”)
Secondly, with respect to reading System Information for cell selection, NAS interaction for PLMN checking should not be needed, and if the RACH configuration was already provided in a dedicated manner for the SCell, the UE should not be required to wait for receiving the same configuration via System Information in the selected cell. In other words, reading system information should not be a pre-requisite to recover from RLF in an SCell.
Proposal 2: reading system information when recovering from RLF in an SCell is only performed when not previously provided in a dedicated manner in CONNECTED. 
Lastly, with respect to the re-establishment procedure, suspending all radio bearers (except SRB0), and having a ue-Identity in RRCReestablishmentRequest allowing context fetch and UE identification should not be required. The UE should perform a random access procedure as if still in CONNECTED and only if it fails, should a true re-establishment take place.
Proposal 3: the re-establishment procedure in an SCell need not change the security keys and from an RB viewpoint, the RLF can be seen as lacking scheduling opportunities.
In order to structure the discussion around possible improvements for recovery, it is important to distinguish the different failure cases that can arise when CA, DC or both are used. The purpose of this contribution is to investigate those cases.
3	Conclusion
This contribution analysed the failure cases that can occur when both DC and CA are configured. Additionally, the paper discussed a number of proposals to optimise RLF recovery in a previously configured SCell in case of CA. The following observations and proposals were made:
Observation 1: when both CA and DC are configured, MCG failure recovery could either be done via SCells of MCG or via SCG. It is therefore suggested to discuss how to prioritise the two.
Proposal 1: measurement configuration from CONNECTED should be reused and SCells prioritised after RLF.
Proposal 2: reading system information when recovering from RLF in an SCell is only performed when not previously provided in a dedicated manner in CONNECTED. 
Proposal 3: the re-establishment procedure in an SCell need not change the security keys and from a RB viewpoint, the RLF can be seen as lacking scheduling opportunities.






