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[bookmark: OLE_LINK2][bookmark: OLE_LINK1]In RAN2#107, the following agreement was achieved regarding LCP mapping restrictions enhancements:
	LCP restriction enhancements for DG to take into account reliability is needed, details FFS. 


In this contribution, we address the above leftover issue, comparing the different options and providing our preference.
Discussion
The SA1 specification TS 22.104 [3] providing the new requirements for Rel-16 addressing cyber-physical control applications in vertical domains lists Communication Service Availability requirements ranging from 99,99 % to 99,9999999 % (Tables 5.2/3/4/5-1). The requirements depend on the service, the application and the traffic class (deterministic periodic, deterministic aperiodic, non-deterministic communication). It also provides a Table (5.1-1) converting such availability requirements into reliability requirements. Above Tables show that, even within a vertical domain, a UE may expect to serve a wide range of such traffic types, hence a wide range of reliability requirements.
Observation 1: TS 22.104 provides a large range of reliability requirements addressing different services possibly served concurrently.
Given high reliability means low coding rate and QAM order, hence low spectral efficiency, it is important to address each traffic reliability specifically rather than scheduling all traffic types with the MCS targeting the most critical one. It results that Rel-16 NR should be able to address the range of traffic reliabilities with a fine granularity.

Observation 2: Rel-16 NR should be able to address the range of traffic reliabilities from TS 22.104 with a fine granularity.
Three methods were discussed in the email discussion on overlapping PUSCH grants prioritization to RAN2#107 [2]:
· DCI-based method [3] 
In this approach, a grant priority indication for dynamic grants is directly included in the DCI. However, this method has the following issues:
· It requires RAN1 involvement and adds overhead to the size-critical PDCCH
· To minimize the DCI overhead and consistently with RAN1 binary split of served services into eMBB and URLLC, such indication would disallow, alone, differentiating the reliability requirements of two concurrent URLLC services.
· Such binary (eMBB/URLLC) indication already exists in the DCI for UL grant via the selected MCS Table, qam256 or qam64LowSE, see below. Hence adding yet another bit in the DCI would be redundant with this indication.
[bookmark: _GoBack]Based on the above, we see no reason to introduce a new method with new signaling involving RAN1 (DCI) compared with legacy approach and would prefer to simply complement the current LCP restriction parameter list with one parameter addressing the reliability, as described below.
· MCS-C-RNTI [4]
The gNB scheduler can make use of the MCS selection for specifically addressing URLLC traffic. To this end, RAN1 introduced by the end of Rel-15 one new low-MCS Table for PUSCH, qam64LowSE, that a UE can be RRC configured or dynamically signaled (in PDCCP via a new MCS-C-RNTI) to use, instead of the legacy 256-QAM MCS Table [2]. At that time RAN2 also had some preliminary discussions on whether to account for such new RAN1 design in MAC, but couldn’t reach any conclusion due to the late coming of the feature. However, as for the DCI-based method, this is only binary information which disallows differentiating multiple URLLC channels with different reliability requirements, although a key Rel-16 requirement, per observation 2. So we think a more flexible way to filter the reliability constraints of different URLLC LCHs should be supported.
· maxMCS parameter [5]
In this approach, the current LCP channel mapping restriction are simply augmented with a new parameter maxMCS configuring the maximum MCS an LCH is allowed to be transmitted with. Unlike the above two methods, this approach allows the network to configure the reliability for each URLLC channel independently. And on the argument that MCS also depends on the channel quality at a given time, we think it does not prevent from restricting URLLC transmissions to operate on a lower range of the total MCS domain. That range is UE-specific and can be RRC adapted slowly with respect to long-term channel quality assessment. And, if needed, restricting sending URLLC with low MCS (even if higher MCS could have been possible) should not be a concern.
Based on the above analysis, we propose:
Proposal: LCP restrictions enhancement in support of reliability is addressed by a new restriction parameter, maxMCS configuring the maximum MCS an LCH is allowed to be transmitted with.
Conclusion
This contribution discussed LCP restrictions enhancements in support of reliability, resulting in the following observations and proposals:
Observation 1: TS 22.104 provides a large range of reliability requirements addressing different services possibly served concurrently.
Observation 2: Rel-16 NR should be able to address the range of traffic reliabilities from TS 22.104 with a fine granularity.
Proposal: LCP restrictions enhancement in support of reliability is addressed by a new restriction parameter, maxMCS configuring the maximum MCS an LCH is allowed to be transmitted with.
Reference
[1]. [bookmark: _Ref14884830][bookmark: _Ref20985094][bookmark: _Ref4675293][bookmark: _Ref14772880][bookmark: _Ref20923881][bookmark: _Ref3985305][bookmark: _Ref533171903]TS 22.104 v16.1.0, Service requirements for cyber-physical control applications in vertical domains, Stage 1 (Release 16), 3GPP
[2]. [bookmark: _Ref20985112][bookmark: _Ref20990733][bookmark: _Ref20814097]R2-1911472, Report for email discussion [106#53][IIOT] Handling of overlapping PUSCH grant prioritization, NTT DOCOMO, INC
[3]. [bookmark: _Ref20943651]R2-1909374, Reliability aspects in LCP restriction enhancement, Ericsson
[4]. [bookmark: _Ref20994209]R2-1910827, LCP restriction enhancement for TSC traffic, Huawei, HiSilicon
[5]. [bookmark: _Ref20994918]R2-1903147, Addressing the reliability in LCP channel mapping restriction, CATT


1
R2-1912217
