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Introduction
From RAN2#107, a new WI is started to support non-public network (NPN). The excerpt of the WID is captured below:
	[bookmark: _Toc462951621][bookmark: _Toc462951630][bookmark: _Toc465023135][bookmark: _Toc465023136][bookmark: _Toc465346829]The objective of this work item is to support non-public network (NPN) for NG-RAN with the following functionality, in line with NPN functionality as defined by SA2:
· Support NPN functionality in NG-RAN:
· CAG/SNPN relevant parameter broadcast from SIB [RAN2]
· CAG/SNPN cell selection/reselection [RAN2]
· CAG/SNPN cell access control [RAN2/3]
· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 
· The connected mode mobility support within SNPN[RAN2/3]
· For CAG/SNPN, necessary modifications to NG-C and Xn interfaces to communicate the CAG-ID/NID related parameters to NG-RAN nodes, respectively [RAN3]
· Support CAG/SNPN functionality with CU-DU split [RAN3]
· Support CAG/SNPN functionality with CP-UP split, if any [RAN3]

Note: a common solution for CAG and SNPN is not precluded.



 
This paper briefly reviews the requirements for NPN and potential work areas for NPN from RAN2 point of view. 
Discussion
There are two new identifies that are specified in TS 23.501 to support NPN in various scenarios. 
· Closed Access Group ID (CAG ID)
· Non-public network ID (NID)
In the following, we review TS 23.501 to identify the relevant requirements for each ID from RAN2 point of view. 
Closed Access Group ID 
NPN may be deployed by being integrated with public network. In this case, access to a cell should be controlled such that UEs with access permission to NPN should be only allowed to the cell. For this access restriction purpose, Closed Access Groups is introduced as shown below. 
	[bookmark: _Toc5026444]5.30.3.1	General of TS 23.501
A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.



It seems that the definition of CAG is very similar to CSG introduced in 3GPP Rel-9. 
	3.1 of TS 36.304
Closed Subscriber Group (CSG): A Closed Subscriber Group identifies subscribers of an operator who are permitted to access one or more cells of the PLMN but which have restricted access (CSG cells).




Observation 1: The definition of CAG ID is almost identical to CSG ID introduced in LTE Rel-9.  

	[bookmark: _Toc5026445]5.30.3.2	of TS 23.501
The following is required for identification:
-	A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID;
-	A CAG cell broadcasts one or multiple CAG Identifiers per PLMN;
NOTE 1:	It is assumed that an NG-RAN node supports broadcasting a total of twelve CAG Identifiers. Further details are defined in TS 38.331 [28].
-	A CAG cell may in addition broadcast a human-readable network name per CAG Identifier:
NOTE 2:	The human-readable network name per CAG Identifier is only used for presentation to user when user requests a manual CAG selection



In LTE, a CSG cell broadcast a CSG ID in SIB1, where the CSG ID is applied to all listed PLMNs in SIB1. That is, CSG ID is unique within the scope of a PLMN. This is the same as the text in the section 5.30.3.2 TS 23.501. 
Observation 2: CAG ID is unique within a PLMN ID, as similar to CSG ID that is also unique within a PLMN ID (or a group of PLMNs) 

	TS 36.331
–	SystemInformationBlockType9
The IE SystemInformationBlockType9 contains a home eNB name (HNB Name).
SystemInformationBlockType9 information element
-- ASN1START

SystemInformationBlockType9 ::=		SEQUENCE {
	hnb-Name							OCTET STRING (SIZE(1..48))		OPTIONAL,	-- Need OR
	...,
	lateNonCriticalExtension				OCTET STRING				OPTIONAL
}

-- ASN1STOP




Observation 3: “Human-readable network network name” per CAG ID is equivalent to hnb-Name included in SIB9 of TS 36.331.   

	5.30.3.3	of TS 23.501
To support CAG, the UE is configured, using the UE Configuration Update procedure for access and mobility management related parameters described in TS 23.502 [3] in clause 4.2.4.2, with the following CAG information, included in the subscription as part of the Mobility Restrictions:
-	an Allowed CAG list i.e. a list of CAG Identifiers the UE is allowed to access; and
-	optionally, an indication whether the UE is only allowed to access 5GS via CAG cells (see TS 38.304 [50] for how the UE identifies whether a cell is a CAG cell);



	3.1 of TS 36.304 
CSG Whitelist: A list provided by NAS containing all the CSG identities and their associated PLMN IDs of the CSGs to which the subscriber belongs.



Comparing the two above, one can easily make the following observation: 
Observation 4: Allowed CAG list is equivalent to CSG Whitelist specified in TS 36.304. 


	[bookmark: _Toc5026447]5.30.3.4	Network and cell (re-)selection, and access control of TS 23.501
The following is assumed for network and cell selection, and access control:
-	The CAG cell shall broadcast information such that only UEs supporting CAG are accessing the cell;
NOTE:	The above also implies that cells are either CAG cells or normal PLMN cells.
-	For aspects of automatic and manual network selection in relation to CAG, see TS 23.122 [17];
-	For aspects related to cell (re-)selection, see TS 38.304 [50];
-	The Mobility Restrictions shall be able to restrict the UE's mobility according to the Allowed CAG list (if configured in the subscription) and include an indication whether the UE is only allowed to access CAG cells (if configured in the subscription);
-	During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the NG-RAN shall provide the CAG Identifier to the AMF:
-	The AMF shall verify whether UE access is allowed by Mobility Restrictions:
-	If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;
-	If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE removes that CAG Identifier, if it exists, from its Allowed CAG list, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure; and
-	If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE updates its local configuration, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure.
-	During connected mode mobility procedures:
-	Based on the Mobility Restrictions received from the AMF:
-	Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list;
-	Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells;
-	Update of Mobility Restrictions:
-	When the AMF receives the Nudm_SDM_Notification from the UDM and the AMF determines that the Allowed CAG list or the indication whether the UE is only allowed to access CAG cells have changed;
-	The AMF shall update the Mobility Restrictions in the UE and NG-RAN accordingly; and
-	If the UE is currently accessing a CAG cell and the related CAG Identifier has been removed from the Allowed CAG list or if the UE is currently accessing a non-CAG cell and the indication that the UE is only allowed to access CAG cells has been set in the subscription, then the AMF shall release the NAS signalling connection for the UE by triggering the AN release procedure.



For idle mode mobility to/from CAG cell, no specific requirement is found in 5.30.3.4 of 23.501. This seems to imply that CSG idle mode requirements would be mostly applied to CAG idle mode mobility. 

Observation 5: No new/extra requirements for CAG on top of idle mode mobility to/from CSG cell is identified from RAN2 point of view. 

For connected mode mobility, there is a requirement that handover should happen only towards a target cell for which the UE is allowed to access as CAG member. This is essentially the same as CSG mobility in connected mode. 
Observation 6: No new/extra requirements for CAG on top of connected mode mobility to/from CSG cell is identified from RAN2 point of view. 

From these observations, it can be tentatively concluded that the purpose of CAG ID is essentially equivalent to that of CSG ID. In addition, it can be also tentatively concluded that there are not extra/new mobility requirements from RAN2 point of view. Given these two tentative conclusions, we are reaching the following proposals. 

Proposal 1: For idle mode mobility to/from CAG cell, existing mechanisms for cell selection/reselection to/from CSG cell as specified in TS 36.304 are taken as baseline. 
· FFS which parts of existing mechanisms should be modified to meet the requirements specific to CAG/NPN (currently not identified). 
The proposal implies that we may need to specify  
· CAG ID field in SIBx
· Human readable name of CAG ID in SIBx
· Frequency priority handling for cell reselection to/from a CAG cell
Proposal 2: For connected mode mobility to/from CAG cell, existing mechanism for inbound mobility to CSG cell as specified in TS 36.331 are taken as baseline. 
· FFS which parts of existing mechanisms should be modified to meet the requirements specific to CAG/NPN ((currently not identified).
The proposal implies that we may need to specify  
· Proximity indication
· CAG membership and CAG ID indication for membership verification for triggering to a CAG cell

To see if there is any necessity for enhancing existing CSG-related functionalities to better support NPN, we list up the main features introduced for mobility to/from CSG (not listing all) and briefly discuss them:
For idle mode
· Autonomous and manual CSG cell search;  this is mostly up to implementation
· Implicit highest priority to CSG cell for cell reselection; to select a CSG cell irrespectively of frequency priority, the UE considers the member CSG cell to has the highest priority  
For connected mode
· Proximity indication; to indicate to network that UE is in proximity of allowed CSG cell(s). In response to this indication, network may configure the UE with a proper measurement configuration, if needed.   
· CSG membership and CSG ID indication in measurement report; to indicate to network whether the target cell is a CSG member cell or not. For CSG membership verification, UE is required to read the SIB1 of the target cell, which consumes a delay to trigger a handover to a CSG cell. 
Observation 7: Existing inbound mobility to a CSG cell takes much more time than normal mobility, and longer mobility time increases the rate of mobility failure.  
Proposal 3: Discuss if the performance of existing inbound mobility procedure is sufficient for mobility to NPN with access restriction. 

Non-Public Network ID (NID)
NPN may be deployed as stand-alone SNON or public network integrated NPN

	[bookmark: _Toc5026436]5.30.2.2	Broadcast system information
NG-RAN nodes which provide access to SNPNs broadcast the following information:
-	One or multiple PLMN IDs
NOTE 1:	The PLMN ID used for SNPNs is not required to be globally unique. Non-unique PLMN IDs reserved for private networks can be used, e.g. based on mobile country code 999 as assigned by ITU [78]).
-	List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to
NOTE 2:	It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. Further details are defined in TS 38.331 [28].
NOTE°3:	The presence of a list of NIDs for a PLMN ID indicates that the related PLMN ID and NIDs identify SNPNs.
-	Optionally a human-readable network name per NID.
NOTE 4:	The human-readable network name per NID is only used for manual SNPN selection. The mechanism how human-readable network name is provided (i.e. whether it is broadcasted or unicasted) to the UE is specified in TS 38.331 [28].
-	Optionally information, as described in TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks.




As seen in the yellow highlight, list of NIDs needs to be broadcast per PLMN to identify the network to which the cell belongs to. Since this is used for network identification and network selection, it seems necessary to include NIDs in SIB1.   
Proposal 4: Introduce an IE indicating a list of NIDs per PLMNS in SIB1. 

	5.30.2.1 of TS 23.501
The combination of a PLMN ID and Network identifier (NID) identifies an SNPN.
NOTE 1:	The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]).
The NID shall support two assignment models:
-	Locally managed NIDs are assumed to be chosen individually by SNPNs at deployment time (and may therefore not be unique)
-	Universally managed NIDs are assumed to be globally unique.
NOTE 2:	Which legal entities manage the number space is beyond the scope of this specification.
An optional human-readable network name helps to identify an SNPN during manual SNPN selection.




Proposal 5: Introduce a field indicating a human readable network name of SNPN in SIB. FFS which SIB to include the filed (desirably other SIB than SIB1) 


	30.2.4	Network selection in SNPN access mode of TS 23.501
When the UE is set to operate in SNPN access mode the UE does not perform normal PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17].
UEs operating in SNPN access mode read the available PLMN IDs and list of available NIDs from the broadcast system information and take them into account during network selection.
For automatic network selection, the UE selects and attempts to register with the available SNPN identified by a PLMN ID and NID for which the UE has SUPI and credentials. If multiple SNPNs are available that the UE has SUPI and credentials for, then the priority order for selecting and attempting to register with SNPNs is based on UE implementation.
For manual network selection UEs operating in SNPN access mode provide to the user the list of NIDs and related human-readable names (if available) of the available SNPNs the UE has SUPI and credentials for.
NOTE:	The details of SNPN selection will be defined in TS 23.122 [17].
When a UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID.




To enable network selection based on PLMN IDs as well as a list of NIDs, UE AS needs to provide NID information read from SIB to NAS. This will need to be specified in TS 38.304 as well as TS 38.331. 
Proposal 6: For network selection in SNPN mode, UE AS provides NIDs of each PLMNs to NAS. 


	[bookmark: _Toc5026440]5.30.2.6	Cell (re-)selection in SNPN access mode of TS 23.501`
UEs operating in SNPN access mode only select cells and networks broadcasting both PLMN ID and NID of the selected SNPN.
NOTE:	Further details on the NR idle mode procedures for SNPN cell selection will be defined in TS 38.331 [28] and in TS 38.304 [50].




In public network, UE is required to select a cell belonging to a selected network, i.e. selected PLMN. For SNPN, selected network should be determined by jointly considering PLMN ID and NIDs. The easiest way to enable this seems to modify the definition of ‘suitability’ specified in TS 38.304, where currently suitable only considers PLMN (and other joint criteria);
Proposal 7: ‘Suitable’ cell is modified to include NID criteria to be applicable for SNPN
[bookmark: _Toc450908196][bookmark: _In-sequence_SDU_delivery]Proposal
This paper briefly reviews the requirements for NPN and potential work areas for NPN from RAN2 point of view. 
CAG
Observation 1: The definition of CAG ID is almost identical to CSG ID introduced in LTE Rel-9.  
Observation 2: CAG ID is unique within a PLMN ID, as similar to CSG ID that is also unique within a PLMN ID (or a group of PLMNs) 

Observation 3: “Human-readable network network name” per CAG ID is equivalent to hnb-Name included in SIB9 of TS 36.331.   
Observation 4: Allowed CAG list is equivalent to CSG Whitelist specified in TS 36.304. 
Observation 5: No new/extra requirements for CAG on top of idle mode mobility to/from CSG cell is identified from RAN2 point of view. 
Observation 6: No new/extra requirements for CAG on top of connected mode mobility to/from CSG cell is identified from RAN2 point of view. 
Proposal 1: For idle mode mobility to/from CAG cell, existing mechanisms for cell selection/reselection to/from CSG cell as specified in TS 36.304 are taken as baseline. 
· FFS which parts of existing mechanisms should be modified to meet the requirements specific to CAG/NPN (currently not identified). 
The proposal implies that we may need to specify:  
· CAG ID field in SIBx
· Human readable name of CAG ID in SIBx
· Frequency priority handling for cell reselection to/from a CAG cell
Proposal 2: For connected mode mobility to/from CAG cell, existing mechanism for inbound mobility to CSG cell as specified in TS 36.331 are taken as baseline. 
· FFS which parts of existing mechanisms should be modified to meet the requirements specific to CAG/NPN ((currently not identified).
The proposal implies that we may need to specify: 
· Proximity indication
· CAG membership and CAG ID indication for membership verification for triggering to a CAG cell
Observation 7: Existing inbound mobility to a CSG cell takes much more time than normal mobility, and longer mobility time increases the rate of mobility failure.  
Proposal 3: Discuss if the performance of existing inbound mobility procedure is sufficient for mobility to NPN with access restriction.

NID 
Proposal 4: Introduce an IE indicating a list of NIDs per PLMNS in SIB1. 
Proposal 5: Introduce a field indicating a human readable network name of SNPN in SIB. FFS which SIB to include the filed (desirably other SIB than SIB1) 
Proposal 6: For network selection in SNPN mode, UE AS provides NIDs of each PLMNs to NAS. 
Proposal 7: ‘Suitable’ cell is modified to include NID criteria to be applicable for SNPN


