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Introduction
[bookmark: _Toc462951621][bookmark: _Toc462951630][bookmark: _Toc465023135][bookmark: _Toc465023136][bookmark: _Toc465346829]RAN2 will introduce BH RLF notification. While the details of BH RLF notification are under discussion, it is also FFS how to transport BH RLF between IAB nodes. This contribution focuses on the details of transport of BH RLF; 1) BAP transport versus MAC transport, and) BH RLF termination layer (BAP versus RRC).  
Discussion
BAP transport versus MAC transport 
Regarding transport of BH RLF notification, there are two sides; MAC or BAP. We prefer BAP for the following reasons. 
· BH RLF notification does not need to propagate to normal UE, since IAB node experiencing BH RLF has many other mechanisms to re-direct its UE to other IAB nodes such as RRC release possibly with redirection. IAB deployment should be designed to be transparent to even Rel-15 UEs.  
· MAC signalling is not as robust as BAP signalling. The outcome of less reliable transmission is significant since this is about a backhaul failure event. 

Proposal 1: BH RLF notification is carried by BAP PDU. 
BH RLF message defined in BAP message or RRC message?
Even if we agree to use carry BH RLF notification via BAP PDU, the remaining issue is whether the message is generated at BAP layer or another layer, e.g. RRC. If BH RLF is defined as RRC message, the BH RLF message terminates at RRC, and if defined as BAP message, it terminates at BAP between two IAB nodes. 
We prefer to define BH RLF notification message as a RRC message for the following reasons: . 
· If we specify the message format of BH RLF in BAP layer, we should also introduce some primitives to enable interaction between BAP layer and RRC. To clarify such primitives, consider the following exemplary signalling flow. RRC needs to be configured to monitor BH RLF event, and if RRC detects BH RLF and experiences BH RLF recovery failure, it needs to notify this event to its BAP via internal primitive to be defined. BAP then generates BH RLF message and submits it to the lower layer. The similar procedure needs to happen in a receiver side in a reverse order. So far, 3GPP have been avoiding to introduce any kind of primitives whenever possible. 
· Most of BH RLF related functionalities are performed in RRC. For example, it is a common understanding that the same criteria as Uu RLF as specified in 38.331 will be used to detect BH RLF, and hence the BH RLF will be declared by RRC. Also note that, upon reception of the BH RLF notification, the receiving node needs to initiate some recovery action for backhaul recovery, and the recovery action will be to trigger RRC re-establishment. 
· Defining it in BAP lacks some degree of flexibility in future use, compared to defining it in RRC. 
One issue in defining BH RLF as RRC message is that there is no notation of peer RRC between IAB nodes. In addition, there is no peer PDCP entities established between the IAB nodes. For these reasons, one may wonder if a child node can correctly decode the RRC message containing BH RLF sent by its parent node. Given the present protocol architecture of IAB being assumed, if the RRC message containing BH RLF is directly submitted/received to/from BAP layer at transmitter/receiver side respectively, no technical issue will occur in decoding the RRC message. More specifically, from transmitter side, BH RLF RRC message is directly submitted to BAP layer as a plain RRC message, bypassing transmit PDCP. Then BAP message encapsulating the BH RLF RRC message is constructed in BAP and transported via RLC channel. The message will reach BAP layer of receiver side and then directly re-routed to its RRC internally, bypassing receive PDCP. With this signalling flow, receiver RRC can decode the BH RLF RRC message with no extra effort. 
The Fig.1 illustrates simplified protocol stacks and the message flow for transmitting BH RLF notification as RRC message between two IAB node. In the figure, we assume that BH RRC message is carried by Adapt Control PDU. From the receiving node side, Adapt needs to identify the type of the received Control PDU to determine the internal routing. If the control PDU contains BH RLF, BAP needs to deliver the BH RLF to RRC.  



Figure 1. Transport of BH RLF notification as a RRC message encapsulated by Adapt PDU

Proposal 2: BH RLF notification is defined as a RRC message (so BH RLF is terminated at RRC) carried by BAP control PDU. 
Currently it is unclear at all what the security requirements are applicable for inter-node RRC control signalling and how security can be supported for the inter-node RRC signalling. Once RAN2 see a need to consult if there is any security requirements on control signalling between IAB nodes, we propose to send an LS to SA3 and RAN3 to inform the RAN2 agreements on the inter-node control signalling and also to ask for their view on security requirements and proper security mechanisms 
Proposal 4: Send an LS to SA3 to ask for their view on any security requirements for inter-node control signalling. 
[bookmark: _Toc450908196][bookmark: _In-sequence_SDU_delivery]Proposal
This contribution discuss how to transport BH RLF between two IAB nodes and gives the following proposals. 
Proposal 1: BH RLF notification is carried by BAP PDU. 
Proposal 2: BH RLF notification is defined as a RRC message (so BH RLF is terminated at RRC) carried by BAP control PDU. 
Proposal 3: Send an LS to SA3 to ask for their view on any security requirements for inter-node control signalling.
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