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1. Introduction
In the last RAN2 #106 meeting, basic principles about Ethernet Header Compression have been discussed, and the following agreements were made [1]:

	· Ethernet Header Compression (EHC) is configured per DRB, separately for UL and DL.

· Use context ID concept such that compressor and de-compressor associates a context ID with Ethernet header contents. 
· Compression is done with following principle:
- For Ethernet flow resulting in creation of new context, compressor transmits at least one packet with full header and context id (to establish context in de-compressor). 

- After above, compressor starts transmits compressed packets. FFS if multiple transmissions and/or feedback is needed.  
· EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header and compressed header), FFS other field, e.g. profile ID


Based on the above principles, it is still not fully clear how context information would be exchanged between the compressor and the de-compressor, e.g. through a newly designed PDCP control PDU, or through PDCP data PDU. Besides, it is still FFS if multiple transmissions and/or feedback is needed in order to guarantee reliable context establishment and packet transmission. In our companion paper [2], we have discussed EHC header format. In this contribution, we will further discuss how EHC context information could be established and maintained between the compressor and the de-compressor.
2. Discussion
In the last RAN2 meeting, whether EHC context establishment should be implemented through CP solution or UP solution has been discussed. It seems more companies prefer the UP solution, yet it has not been agreed whether PDCP control PDU or PDCP data PDU to be used to convey context information from the compressor to the de-compressor.
From the perspective of compressor, when a newly arrived Ethernet packet does not match any established Ethernet context, the compressor can allocate a new context ID and send the new context ID together with the Ethernet header fields which will be represented by this ID in afterwards transmission. That is, if PDCP data PDU is used to convey such context information, the Ethernet packet should be sent to the de-compressor with full Ethernet header fields, context ID and profile ID, etc. An exemplary EHC header format is illustrated in [2]. When the de-compressor receives such PDCP data PDU, it can record the relation among the context ID, the profile ID and the values of to-be-compressed fields as context information.

If PDCP control PDU is applied, a newly designed control PDU should be sent by the compressor to the de-compressor for context establishment. In the PDCP control PDU, at least the corresponding profile ID, the newly allocated context ID, and the fields to be compressed should be contained. When the de-compressor receives such PDCP control PDU, it can establish the context information associated with this context ID. If the compressor waits to compress and send the Ethernet packet until the associated context information is actually established in the de-compressor, an unpredictable delay might occur. For most NR IIoT services, an additional delay could be intolerable. The Ethernet packet with full Ethernet header might need to be sent before the de-compressor establish the context information. In this case, the fields to be compressed will have to be sent at least twice, one in the PDCP control PDU, and another in the PDCP data PDU. This will cause some resource waste.
Based on the above analysis, we prefer PDCP data PDU to be used to exchange context information in order to avoid designing a new PDCP control PDU and unnecessary resource waste.
Proposal 1: PDCP data PDU is used to exchange context information between compressor and de-compressor.
In RoHC, multiple transmissions of packets is only used in U-mode, where bidirectional channel is unavailable. For O-mode and R-mode where bidirectional channel is available, feedback based mechanism is applied. In RoHC, feedback based mechanism is more efficient and reliable. Considering RoHC may be applied in some wireless technologies where bidirectional channel is not feasible, U-mode and multiple transmission are necessary. 
When it comes to NR technology and EHC for IIoT services, bidirectional and reliable transmission can always be undertook by lower layers of the network. Even through a DRB is used to handle unidirectional service, the network can configure a bidirectional protocol entity for such DRB. In such case, only one mode, i.e., similar to RoHC R-mode, should be considered for IIoT EHC. For simplicity, we think feedback based mechanism similar as that in RoHC might be adopted for EHC if the loss-less transmission of context information needs to be guaranteed. From another perspective, feedback based mechanism is more resource efficient than multiple transmissions. We propose to use feedback based mechanism in EHC to enhance the establishment of context information by the de-compressor.
Proposal 2: Feedback is used for the compressor to confirm an entry of context information has been established with the de-compressor.
When the de-compressor receives the context information associated with a new context ID, it will store such context information, e.g., the relation among the context ID, the profile ID and the specific values of compressed fields. The de-compressor triggers to send a feedback message to the compressor. We think a PDCP control PDU can be used for such purpose. In the feedback message, context ID should be included. When the compressor receives a feedback message, it can confirm that the context information associated with the context ID included in the feedback as being established.
Proposal 3: A PDCP control PDU is used for context establishment feedback.
Proposal 4: Context ID is included in the feedback.
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Fig.1 Procedures for EHC
An illustration of procedures for EHC is shown in the Fig.1. The UE/gNB can perform as the compressor and the gNB/UE performs as the de-compressor. The involved steps are explained as follows:

· Step 1: UE can report its capability about EHC to the network. The network can configure EHC configuration for such UE based on the report EHC capability.

· Step 2: When a new Ethernet packet arriving does not match any established Ethernet context, the compressor should allocate a new context ID, e.g. X, for the fields to be compressed of such Ethernet header.
· Step 3: The compressor sends PDCP data PDUs with full Ethernet header fields. The profile ID and the context ID X should also be contained in the EHC header. The PDCP data PDU format can refer to our companion paper [2].
· Step 4-5: The de-compressor receives such PDCP data PDU, and stores the relation among the context ID, the profile ID and the specific values of compressed fields as context information. The de-compressor triggers to send a feedback to the compressor.
· Step 6: The compressor can confirm that the context information associated with context ID X has been established in the de-compressor based on the feedback. Such context information can be used for Ethernet header compression.
· Step 7: When an arrived Ethernet packet matches with the context information associated with context ID X, the EHC compression can be performed in the compressor. The compressor will construct the compressed EHC header to replace the original Ethernet header. In the compressed EHC header, an indication which indicates this is a compressed header, the context ID X, and all uncompressed header fields are contained. The compressed header fields will not be carried any more.
· Step 8: PDCP data PDUs with compressed EHC headers can be sent to the de-compressor.
· Step 9: When the de-compressor recognizes that the received PDCP data PDU contains a compressed header, i.e. based on the indication field in the EHC header, it will perform Ethernet header de-compression. Based on the previously established context information, the de-compressor can retrieve the actual values of the compressed fields based on the context ID contained in the EHC header, and recover the original Ethernet packet.
Based on the above procedures, context information can be used by compressor only after the same context information has been established in the de-compressor. Thus, compressed Ethernet headers can always be recovered in the de-compressor side. The EHC can be operated properly both in the compressor side and de-compressor side.
3. Conclusion
In this contribution, we have discussed how EHC context information can be established and maintained between compressor and de-compressor, and made the following proposals:
Proposal 1: PDCP data PDU is used to exchange context information between compressor and de-compressor.

Proposal 2: Feedback is used for the compressor to confirm an entry of context information has been established in the de-compressor.

Proposal 3: A PDCP control PDU is used as such feedback.

Proposal 4: Context ID is included in the feedback.
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