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1 Introduction
SA2 LS S2-1906814 is about the following scenarios related to emergency services in CAG cells and RAN sharing involving private networks:
	SA2 discussed support of the following features for Rel-16 UEs:

1.
Support for Emergency services in CAG cells.
2.
RAN sharing between PLMNs and Non-Public Networks, including both Standalone NPNs (SNPNs) and Public Network Integrated Non-Public Networks (PNI-NPNs).


	Regarding Emergency service in CAG cells:

E1:
SA2 concluded that the UE should be allowed to camp for Emergency services for the case where UE supports the CAG feature, but is not authorized for any of the advertised CAG IDs.

E2:
SA2 could not conclude whether Rel-16 UEs not supporting the CAG feature should be allowed to camp in a CAG cell in limited service state. There is no SA2 consensus to support this scenario.


	Regarding RAN sharing:

RS1:
SA2 concluded that the system architecture should support RAN sharing between a PLMN and an SNPN. This feature should be applicable to Rel-16 UEs that do not support the SNPN feature.

RS2:
SA2 discussed support for RAN sharing between a PNI-NPN (with CAG) and an SNPN. This feature would be applicable to Rel-16 UEs that support either PNI-NPN with CAG or SNPN or both. However, concerns were raised about the additional complexity in the access stratum to support this scenario. 

RS3:
SA2 could not conclude whether the system architecture should support RAN sharing between a PLMN and a PNI-NPN with CAG i.e. RAN sharing in a cell that acts as a CAG cell for PLMN1 and as a non-CAG cell for PLMN2. There is no SA2 consensus to support this scenario.


The specific questions from SA2 are the following

	ACTION:
SA2 respectfully seeks feedback from RAN2 and RAN3 whether they see any issue to support scenarios E1 and RS1 for Rel-16 UEs.

ACTION:
SA2 respectfully seeks feedback from RAN2 and RAN3 whether they have any preference with respect to supporting scenarios E2, RS2 and RS3 from the point of view of any additional protocol functionality in the access stratum to support these scenarios.


Note that the LS focuses mostly on Rel-16 UEs. 
2 Discussion

2.1 Support for RAN sharing

As explained in Section 4 of R2-1910767, SIB1 can be enhanced for NPNs to allow a wide range of RAN-sharing use cases. Specifically, RS1, RS2 and RS3 can be supported for Rel-16 UEs. RS1 and RS3 can also support PLMN access by Rel-15 UEs. In the following, we highlight the key aspects of Section 4 (relevant to SA2 LS S2-1906814) and explain how RS1, RS2 and RS3 can be supported.
2.1.1 Proposed SIB1 structure

Below is the SIB structure proposed in Section 4.3 of R2-1910767. It allows to include NPN information inside or outside Rel-15 IE plmn-IdentityList of SIB1 using NPNInformatoin_part1 or NPNInformatoin_part2 respectively. It requires introduction of Rel-16 IEs which are shown in red. 
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Both NPNInformatoin_part1 and NPNInformatoin_part2 include information about SNPNs and/or CAGs associated with the cell (e.g., SNPN-ID, CAG-ID). When including NPN information in NPNInformatoin_part1, existing fields of PLMN-IdentityList like plmn-IdentityList can be reused for NPNs. 
2.1.2 Applicability to RS1, RS2 and RS3

In this section, we discuss how the proposed SIB structure applies to RS1, RS2 and RS3.
2.1.2.1 RAN shared by SNPNs and PLMNs (RS1)

For RAN shared by SNPNs and PLMNs, the proposed SIB structure can be used as shown in figure below. The field  cellReservedForOtherUse is set to false in this case to allow access to PLMNs for Rel-15 UEs (see proposal 3). As discussed in Section 4.1, SNPN information is outside Rel-15 IE plmn-IdentityList of SIB1 to prevent access attempts by Rel-15 UEs to SNPNs.
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2.1.2.2 RAN shared by SNPNs and CAGs (RS2)

For RAN shared by SNPNs and CAGs, the proposed SIB structure can be used as shown in the figure below. The field  cellReservedForOtherUse is set to true to prevent access attempts by Rel-15 UEs (aligned with the general intent of proposals 1 and 2).. 
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For a cell providing access only to NPNs (i.e., CAGs and SNPNs), Rel-15 UEs cannot receive emergency services if cellReservedForOtherUse is set to true. Such cells could potentially allow emergency services for Rel-15 UEs by setting cellReservedForOtherUse to false, though this setting allows Rel-15 UEs (e.g., with a subscription for PLMN broadcast in PLMN-IdentityList) to attempt access for normal services. Hence, there is a tradeoff involved between allowing emergency services and preventing access for normal services for Rel-15 UEs.

Observation 1: For a cell providing access only to CAGs and SNPNs, Rel-15 UEs cannot receive emergency services via CAGs if cellReservedForOtherUse is set to true and Rel-15 UEs may attempt access for normal services if cellReservedForOtherUse is not set to true. 

2.1.2.3 RAN shared by PLMNs and CAGs (RS3)

For RAN shared by PLMNs and CAGs, the proposed SIB structure can be used as shown in figure below. The field cellReservedForOtherUse is set to false in this case to allow access to PLMNs for Rel-15 UEs  and CAG information is outside Rel-15 IE plmn-IdentityList of SIB1 to prevent access attempts by Rel-15 UEs to CAGs (similar to RAN shared by PLMNs and SNPNs).
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2.1.3 Conclusions on RAN sharing
In the previous section, we established that there is at least one way to enhance SIB1 design in Rel-16 that can support RS1, RS2 and RS3. Further, the SIB1 design allows PLMN access by Rel-15 UEs in RS1 and RS3.
Observation 1: RAN2 can support RS1, RS2 and RS3 for Rel-16 UEs. RAN2 can also support PLMN access by Rel-15 UEs for RS1 and RS3.

As a general design principle, it is good to support all RAN-sharing scenarios at SIB level, and leave any architectural restrictions to SA2.
Based on the discussion above, we propose the following.

Proposal 1: RAN2 should reply to SA2 indicating that there are no issues in supporting RS1, and that RS2 and RS3 can be supported without additional complexity. In the reply, RAN2 should also note that in RS2 and more generally in RAN-sharing scenarios involving NPNs only and at least one CAG, emergency services can be provided to Rel-15 UEs via CAGs only if associated cells are not barred (in which case Rel-15 UEs may accidentally attempt to access such cells).
2.2 Support for emergency services
A solution for determining acceptable/barred cells accounting for NPNs is discussed in Section 5 of R2-1910767, and the relevant parts of that discussion applicable to E1 and E2 are discussed in the next section.

	Regarding Emergency service in CAG cells:

E1:
SA2 concluded that the UE should be allowed to camp for Emergency services for the case where UE supports the CAG feature, but is not authorized for any of the advertised CAG IDs.

E2:
SA2 could not conclude whether Rel-16 UEs not supporting the CAG feature should be allowed to camp in a CAG cell in limited service state. There is no SA2 consensus to support this scenario.


2.2.1 Acceptable cells for UEs not in SNPN access mode
E1 and E2 concern cells providing access to CAGs. Such cells may provide access to CAGs only or to CAGs and PLMNs/SNPNs.
For a cell providing access only to CAGs, SIB1 structure discussed in Section 2.1.1 is applicable as shown below.
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Note that the cell providing access only to CAGs is broadcasting cellReservedForOtherUse = true. Such a cell is barred to Rel-15 UEs. Rel-15 behaviour of treating such cells as barred has to be modified to at least allow Rel-16 UEs with CAG subscription to access such cells even for normal service. Specifically, we propose the following modification to Rel-15 behaviour for Rel-16 UEs.
Proposal 2: Rel-16 UEs ignore cellreservedforotheruse when determining if a cell is barred if the cell provides access to an NPN.
Note that the above proposal is useful and applicable to cells providing access only to SNPNs also (see Sectoin 5.1 of R2-xxxx for more discussion).
For a Rel-16 UE not in SNPN access mode and that supports CAG feature, it should be possible for a cell providing access to CAGs to be an acceptable cell since this allows emergency services for such UEs. This is aligned with description of E1 and TS 23.501 excerpt below:
	5.30.3.5
Support of emergency services in CAG cells

Emergency Services are supported in CAG cells, for UEs supporting CAG, whether normally registered or emergency registered as described in clause 5.16.4 and TS 23.502 [3] clause 4.13.4.

A UE supporting CAG may camp on an acceptable CAG cell in limited service state as specified in TS 23.122 [17] and TS 38.304 [50].

NOTE:
Support for Emergency services requires the cell to only be connected to AMFs that supports emergency services.

During handover to a CAG cell, if the UE is not authorized to access the target CAG cell and has emergency services, the target NG-RAN node only accepts the emergency PDU sessions and the target AMF releases the non-emergency PDU connections that were not accepted by the NG-RAN node. Upon completion of handover the UE behave as emergency registered.


In light of E2, it is also worth exploring desired behaviour for a UE that does not support CAG feature. For AS procedures, RAN2 should aim to have same behaviour of a Rel-16 UE that supports CAG but has empty allowed CAG list, and a Rel-16 UE that does not support CAG feature. This is what LTE did for CSG, and this results in fewer combinations of UE behaviours in the deployments which is good. There may be differences at NAS layer. Nevertheless, from AS perspective, procedures should only care about whether allowed CAG list is empty or not. 
Proposal 3: For AS procedures, RAN2 should aim to have same behaviour of a Rel-16 UE that supports CAG but has empty allowed CAG list, and a Rel-16 UE that does not support CAG feature.
Following is a related observation.
Observation 10: All Rel-16 UEs can read NPN information broadcast a cell.
Given there is an expectation that Rel-16 UE not in SNPN access mode and that supports CAG feature should be able to consider a cell providing access to CAGs as an acceptable cell, we conclude Rel-16 UE not in SNPN access mode and that does not support CAG feature should also do the same based on the principle outlined in proposal 11.
Proposal 4: For a Rel-16 UE not in SNPN access mode, cell providing access to CAGs can be an acceptable cell.
The following table summarizes behavior of a Rel-16 UE that is not in SNPN AM for three RAN sharing scenarios involving CAGs (relevant to the SA2 LS) based on proposals 2-4.

	
	CAGs only
	SNPN+CAGs
	CAG + PLMN

	Network configuration
	One CAG’s information included in Rel-15 plmn-IdentityList IE, rest in Rel-16 IEs

Cellresforotheruse = true


	One CAG’s information included in Rel-15 plmn-IdentityList IE, rest of NPN information in Rel-16 IEs

Cellresforotheruse = true


	Public PLMN-ID included in Rel-15 plmn-IdentityList IE and all SNPNs indicated in Rel-16 IE.

Cellresforotheruse = false (ie not broadcast)

	Rel-16 UE, not in SNPN AM
	Cell can be suitable if it broadcasts a CAG in UE’s Allowed CAG list.

Cell can be acceptable (see proposal 2 and proposal 4) 

If cell acceptable, UE may camp in limited service state and obtain emergency services.
	Cell can be suitable if it broadcasts a CAG in UE’s Allowed CAG list.

Cell can be acceptable (see proposal 2 and 4) 

If cell acceptable, UE may camp in limited service state and obtain emergency services.
	Cell can be suitable depending on the PLMN-ID it broadcasts.

Cell can be suitable or acceptable (see proposals 2 and 4)

If cell acceptable, UE may camp in limited service state and obtain emergency services.


2.2.2 Conclusions on emergency services
Based on the discussion in the above section, we propose the following.

Proposal 5: RAN2 should reply to SA2 indicating that there are no issues in supporting E1 and E2.  
Analysis of support for emergency services for more RAN-sharing scenarios is presented in Section 5 of R2-1910767.
3 Conclusion and summary
The key proposals in this paper are listed below: 
Proposal 1: RAN2 should reply to SA2 indicating that there are no issues in supporting RS1, and that RS2 and RS3 can be supported without additional complexity. In the reply, RAN2 should also note that in RS2 and more generally in RAN-sharing scenarios involving NPNs only and at least one CAG, emergency services can be provided to Rel-15 UEs via CAGs only if associated cells are not barred (in which case Rel-15 UEs may accidentally attempt to access such cells).

Proposal 5: RAN2 should reply to SA2 indicating that there are no issues in supporting E1 and E2.  
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