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1. Introduction
The WID on Non Public Network (NPN) was approved during RAN#83 meeting [1]. Some network access control rules are discussed in SA2 [2]. 
In this paper, we will give our considerations on the network access control for SNPN and CAG network sharing architecture based on RAN2 analysis.
2. Discussion
2.1 Network sharing architecture
A network sharing architecture shall allow multiple participating operators to share resources of a single shared network according to agreed allocation schemes. The shared network includes a radio access network. The shared resources include radio resources. NG-RAN is shared by multiple PLMN IDs. As described in [2]:
NG-RAN nodes which provide access to SNPNs broadcast the following information:

-
One or multiple PLMN IDs

-
List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to

NOTE 1:
It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs.

Observation 1: Support RAN-sharing case with one or multiple SNPNs.
The following is required for identification:

-
A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID;

-
A CAG cell broadcasts one or multiple CAG Identifiers per PLMN;

NOTE 1:
It is assumed that an NG-RAN node supports broadcasting a total of twelve CAG Identifiers. 
Observation 2: Support RAN-sharing case with one or multiple CAGs.
2.2 Three options for UAC of NPN
As showed in the SA2 agreements, in order to prevent access to NPNs for authorized UE(s) in case of network congestion/overload, Unified Access Control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network). For CAG cells, the access control can reuse mechanism in the normal PLMN cells is defined in SA2, but the CAG ID is a parameter which we should consider.
Here are three options for UAC of NPN:

- NPN ID based UAC separate from PLMN ID based UAC
In this way , the UAC of NPN will perform twice, i.e., one is based on the NPN ID and the other is based on the PLMN ID. One of the UAC results is barred means the UE is barred. The advantage of this solution is just to add a similar UAC mechanism specifically for NPN cells and the current UAC mechanism for normal PLMN cells defined in TS 38.331 is unchanged. As shown in yellow part, e.g. uac-BarringPerNPN-List should be added parallelly after uac-BarringPerPLMN-List.
    uac-BarringInfo                     SEQUENCE {

        uac-BarringForCommon                UAC-BarringPerCatList    OPTIONAL,   -- Need S

        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List  OPTIONAL,   -- Need S


uac-BarringPerNPN-List              UAC-BarringPerNPN-List   OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,

        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {

            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,

            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo

        }          












 OPTIONAL    -- Need S

    }                                                                OPTIONAL,   -- Need R

- Integrated UAC with PLMN ID and NPN ID 
In this way, the structure of the UAC related element uac-BarringPerPLMN-List as defined in TS 38.331 will be changed. The green part will be added on after the plmn-IdentityIndex as one part of the network ID, the npn-IdentityIndex is optional as one or multiple CAG IDs or NIDs. The advantage is that only once UAC judgement is needed.

UAC-BarringPerPLMN-List information element

-- ASN1START

-- TAG-UAC-BARRINGPERPLMN-LIST-START

UAC-BarringPerPLMN-List ::=         SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=              SEQUENCE {

plmn-IdentityIndex                  INTEGER (1..maxPLMN),
npn-IdentityIndex          


INTEGER (1..maxNPN),
    uac-ACBarringListType               CHOICE{

        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,

        uac-ExplicitACBarringList           UAC-BarringPerCatList

    }                                                                                                     OPTIONAL     -- Need S

}

-- TAG-UAC-BARRINGPERPLMN-LIST-STOP

-- ASN1STOP

- Predefined NPN specific new AC values (32-63) and UE accesses to NPN with new AC values

This option is similar to the option 2, the current  Mapping table for access categories will be changed, some new ACs specifically for NPN will be add to the table in TS 24.501

Table 4.5.2A.2: Mapping table for access categories

	Rule #
	Type of access attempt
	Requirements to be met
	Access Category

	1
	Response to paging;

5GMM connection management procedure initiated for the purpose of transporting an LPP message
	Access attempt is for MT access


	0 (= MT_acc)


	2
	Emergency
	UE is attempting access for an emergency session (NOTE 1, NOTE 2)
	2 (= emergency)

	3
	Access attempt for operator-defined access category
	UE stores operator-defined access category definitions valid in the SNPN as specified in subclause 4.5.3, and access attempt is matching criteria of an operator-defined access category definition
	32-63 
(= based on operator classification)

	4
	Access attempt for delay tolerant service
	(a)
UE is configured for NAS signalling low priority or UE supporting S1 mode is configured for EAB (see the "ExtendedAccessBarring" leaf of NAS configuration MO in 3GPP TS 24.368 [17] or 3GPP TS 31.102 [22]) where "EAB override" does not apply, and

(b)
the UE received one of the categories a, b or c as part of the parameters for unified access control in the broadcast system information, and the UE is a member of the broadcasted category in the selected SNPN or RSNPN 

(NOTE 3, NOTE 5, NOTE 6, NOTE 7, NOTE 8)
	1 (= delay tolerant)

	5
	MO MMTel voice call
	Access attempt is for MO MMTel voice call 

or for NAS signalling connection recovery during ongoing MO MMTel voice call (NOTE 2)
	4 (= MO MMTel voice)


	6
	MO MMTel video call
	Access attempt is for MO MMTel video call 

or for NAS signalling connection recovery during ongoing MO MMTel video call (NOTE 2)
	5 (= MO MMTel video)


	7
	MO SMS over NAS or MO SMSoIP
	Access attempt is for MO SMS over NAS (NOTE 4) or MO SMS over SMSoIP transfer

or for NAS signalling connection recovery during ongoing MO SMS or SMSoIP transfer (NOTE 2)
	6 (= MO SMS and SMSoIP)


	8
	UE NAS initiated 5GMM specific procedures
	Access attempt is for MO signalling
	3 (= MO_sig)

	9
	UE NAS initiated 5GMM connection management procedure or 5GMM NAS transport procedure
	Access attempt is for MO data
	7 (= MO_data)

	10
	An uplink user data packet is to be sent for a PDU session with suspended user-plane resources
	No further requirement is to be met
	7 (= MO_data)


Proposal 1: RAN2 to consider the following three options for UAC of NPN:
· NPN ID based UAC separate from PLMN ID based UAC;

· Integrated UAC with PLMN ID and NPN ID
· Predefined NPN specific new AC values (32-63) and UE accesses to NPN with new AC values
3. Conclusion
In this contribution, we discussed the potential solutions on network access control for SNPN and CAG. We have the following observations and proposals.
Observation 1: Support RAN-sharing case with one or multiple SNPNs.
Observation 2: Support RAN-sharing case with one or multiple CAGs.
Proposal 1: RAN2 to consider the following three options for UAC of NPN:

· NPN ID based UAC separate from PLMN ID based UAC;

· Integrated UAC with PLMN ID and NPN ID
· Predefined NPN specific new AC values (32-63) and UE accesses to NPN with new AC values
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