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Introduction
[bookmark: _Ref421460494]The Rel-16 WI objective of MT-EDT has been discussed since RAN2#103bis. The following agreements have been made in recent RAN2 meetings: 
	Agreements
· RAN2#103bis agreements:
· RAN2 intends to support MT-initiated EDT for both CP and UP solutions.
· The intention to use MT-EDT is for user data, i.e. not for NAS signalling.
· RAN2#104 agreements:
· MT EDT are evaluated at least based on battery life, network resource efficiency, security, reliability and potential impact on core network.
· MT-EDT is intended for DL data which can be transmitted in one transport block.
· Use cases that require DL data transmission with or without UL data tx as a response should be supported for MT-EDT.
· [104#49][eMTC & NB-IoT R16] MT MDT (Huawei)
· To evaluate the solution options based on the agreed criteria
· Outcome (incl. recent discussions): Msg2-based and Msg4-based options remain
· RAN2#105 agreements:
· DL data in paging message is excluded (Opt A).
· RNTI in paging message to schedule the DL data is excluded (Opt B).
· Working assumption: DL data scheduled, i.e. DL grant, in paging msg is excluded (Opt C).
· Working assumption: DL data scheduled in paging occasion is excluded (Opt D).
· RAN2#105bis agreements: 
· For both UP and CP solutions, an MT-EDT indication is needed in the S1 paging message to eNB. It is up to RAN3 to decide how such indication is provided to the eNB.
· RAN2 assumes that MME initiates MT-EDT.
· It is up to eNB to use MT-EDT based on e.g., UE capability.
· RAN2 assumes that DL data information is needed from S-GW/SCEF to the MME to assist MME to initiate MT-EDT.
· For the UP solution, the DL data are ciphered and sent over DTCH.
· For both UP and CP solutions eNB sends MT EDT indication to the UE via paging. 
· For Msg-2 based solution (if agreed):
· A CF RACH resource is provided in the paging message to page the UE for MT-EDT. FFS whether/how security related concerns are addressed and how number of repetitions required and RNTI are provided.
· For Msg-4 based solution (if agreed):
· For UP solution, RRCConnectionResume is used in Msg4 in case UL transmission is expected in response.
In addition, RAN2 sent an LS to RAN3/SA2/CT1/CT4 asking for their possible input [2].
· RAN2#106 agreements 
· For Msg2-based solution (if agreed):
· No need to cipher the dedicated RACH resource provided in the paging message.
· [bookmark: _Hlk13063379]RAN2 intends to introduce a mechanism to acknowledge that Msg2 was received by the intended UE.
· At least one dedicated RACH resource is provided in the paging message for MT-EDT. FFS what other parameters, e.g., CE level, subcarrier index, are needed to be provided.
· FFS: whether RNTI is provided in the paging message.
· For Msg4-based solution (if agreed)
· Working assumption: UE should be able to indicate in Msg3 if it intends to send data in the UL.



After initial discussions, RAN2 is focusing on two remaining options for MT-EDT: DL data transmission after the preamble transmission, i.e., Msg2-based option and DL data transmission in Msg4, i.e., Msg4-based option [5]-[17]. To further progress the work, it was agreed to progress the discussion until the next meeting in the following two email discussions: 

	· [106#64][R16 NB-IoT/eMTC]  UP MT-EDT (Ericsson)
- identify the issues in Msg2 and Msg4 based solutions
- primary scope is to identify issues, but solutions can also be discussed.
- primary scope is to differentiate Msg2 vs. Msg4 based solution based on identified issues.
- discussion on which solution(s) to specify in Rel-16
	Intended outcome: Report to the next meeting
	Deadline:  Thursday 2019-08-08

· [106#65][R16 NB-IoT/eMTC]  CP MT-EDT (Intel)
- identify the issues in Msg2 and Msg4 based solutions
- primary scope is to identify issues, but solutions can also be discussed.
- primary scope is to differentiate Msg2 vs. Msg4 based solution based on identified issues.
- discussion on which solution(s) to specify in Rel-16
	Intended outcome: Report to the next meeting
	Deadline:  Thursday 2019-08-08



In parallel with the work in RAN2, SA2 and RAN3 have recently discussed MT-EDT, e.g., in [18]-[24] and provided their view on some aspects of MT-EDT as well as asked RAN2 further questions in their reply LSs in [3] and [4], respectively.
The objective of this email discussion is to identify open issues in UP MT-EDT with respect to Msg2- and Msg4-based solutions and to discuss the potential solutions to eventually decide on which option(s) to specify. The discussion is structured in multiple sections where a particular aspect is addressed. Companies are invited to provide their views on open issues related to each aspect as well as potential solutions for both Msg2- and Msg4-based options. 
Please follow the following instructions in order to make it easier to summarize and get the most benefit out from this email discussion: 
To avoid mentioning the same potential open issue multiple times in the document, companies are encouraged to provide only potential open issues which have not been identified already in a previous reply from another company unless necessary, i.e. it is recommended to provide the “delta”. It is better to use numbering rather than bullets etc., to make it easier to refer to the issues in the section that follows where companies are expected to provide their views on potential solutions. Numbering can continue across feedback provided by different companies (company A provides potential open issues 1-3, company B provides potential open issues 4-5 etc.) Potential solutions should be provided as summaries, in the separate table that follows, referring to the potential open issues mentioned earlier, e.g., issue number 2 etc. Further details for the solutions can be addressed in company contributions submitted to the meeting. Companies are welcome to comment in the table for potential solutions in case they do not agree with a particular open issue. 
Note that common aspects which are applicable to both CP and UP solutions may also be mentioned in the related email discussion [1]. For the sake of completeness, we encourage companies to discuss both common and UP-specific aspects in this email discussion.
Background
Msg2-based MT UP-EDT has been discussed in RAN2 during Rel-16 work, see e.g., [5], [8], [11], [16]. An example signaling flow is provided in Figure 1 (see also [5]), and the solution can be described in general steps as below:
1. The UE is paged with a paging message that contains a dedicated contention free preamble (CFRA).
2. The UE responds to the paging message with PRACH transmission using the CFRA preamble to the eNB from which the paging message is received. 
3. The eNB, upon reception of the PRACH transmission with CFRA preamble from a UE, communicates with the core network to have the DL data forwarded to MME/eNB to be sent to the UE. This may require the eNB to obtain UE context from another network node where the context is stored for protection of the DL data transmission.
4. The eNB transmits the ciphered DL data in response to the PRACH transmission to the UE.
5. For reliable delivery of MT DL data, the UE may acknowledge that Msg2 was successfully received, e.g., in form of a security protected UL response.

[image: ]
[bookmark: _Ref7647100]Figure 1: Example of signaling flow for Msg2-based MT UP-EDT (s_eNB: source eNB, t_eNB: target eNB)
It is commonly understood that Msg4-based MT UP-EDT solution can be developed based on the Rel15 MO UP-EDT solution with some enhancements, e.g., [6], [9], [12], [13], [17]. An example signaling flow for Msg4-based MT UP-EDT solution is provided in Figure 2.
[image: ]
[bookmark: _Ref504488826][bookmark: _Ref13573430]Figure 2: Example of signaling flow for Msg4-based MT UP-EDT

Discussion
Indication and paging
It has been agreed that an MT-EDT indication is sent in the paging message to the UE for both Msg2-based and Msg4-based options. It is then up to the eNB to decide to trigger MT-EDT, i.e., sending the indication to the UE, if it receives an indication from the MME in the S1 paging message. Relevant agreements are below:
· For both UP and CP solutions, an MT-EDT indication is needed in the S1 paging message to eNB. It is up to RAN3 to decide how such indication is provided to the eNB.
· RAN2 assumes that MME initiates MT-EDT.
· It is up to eNB to use MT-EDT based on e.g., UE capability.
· For both UP and CP solutions eNB sends MT EDT indication to the UE via paging. 
In the LS to RAN3 and other WGs [2] RAN2 asked for details regarding how such indication in S1 paging message can be provided. RAN3 replied in RAN3#104 [2] with the following:
· RAN3 has considered to introduce an explicit MT-EDT indicator in S1 Paging message from MME to inform eNB about possibility to initiate MT-EDT session.
· However, some companies stressed the fact that this indicator may not be sufficient to set up MT-EDT and that having information about DL data size in S1 paging would help the eNB to decide more precisely if MT EDT should be triggered. 
· RAN3 assumes that in any case the eNB needs to be able to fallback to non-EDT operation (e.g. at least depending on propagation conditions), and also that frequent occurrence of such fallback would not be desirable. Therefore, RAN3 would appreciate feedback from RAN2 on whether RAN2 would see benefit in MME providing the data size in the S1 paging message.
In their reply LS from recent SA2#134, SA2 also asked a similar question:
“SA2 asks RAN2 and RAN3 to decide whether sending the DL data size from CN to RAN explicitly is beneficial. From SA2 point of view, sending the DL data size in paging message is feasible from CN point of view.”
In addition, in RAN2#106, an FFS on how to provide RNTI to the UE in Msg2-based option was captured: 
· FFS: whether RNTI is provided in the paging message.

Question 1a: Companies are invited to provide list of potential open issues regarding indication and paging.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. Whether downlink data size should be included in the S1 paging message.
2. Whether the RNTI used for subsequent message should be included in the paging message.
3. How is the allocated preamble be provided in the paging message?
4. How should eNB know the CE level of the UE triggering access using the allocated preamble (provided in paging message)?


	1. Whether downlink data size should be included in the S1 paging message.


	Huawei, HiSilicon
	1. has already been discussed in RAN2 and the following agreements were made:
· RAN2 assumes that MME initiates MT-EDT.
· RAN2 assumes that DL data information is needed from S-GW/SCEF to the MME to assist MME to initiate MT-EDT.
For both Msg2 and Msg4 based solutions, we think DL data size in S1 paging message is useful for the eNB to avoid unnecessary Uu paging with EDT indication.

We agree with issues 2 - 4.
	For issue 1, same comment as for Msg2 based solution.

	Intel
	5. MT EDT indication is needed or not in S1 AP paging
6. MT EDT indication is needed or not in RAN paging
7. Overhead in RAN paging due to RNTI, CFRA resource and repetition number, see email discussion 106#65.

	2.	MT EDT indication is needed or not in S1 AP paging
3.	MT EDT indication is needed or not in RAN paging

	Qualcomm
	Agree with Ericsson’s list of issues. We note that #1 is related to S1 (S-GS/SCEF to MME has been discussed)
	Agree with Ericsson on #1
We do not think #2 and #3 are outstanding issues as RAN2 has already agreed “For both UP and CP solutions, an MT-EDT indication is needed in the S1 paging message to eNB.” And “For both UP and CP solutions eNB sends MT EDT indication to the UE via paging.”
4. How to indicate initiation of MT-EDT in RAN paging.
5. Whether to use MO-EDT preambles, or define MT-EDT specific preambles, or use non-EDT (i.e. legacy) preambles in msg1 in response to network-initiated MT-EDT.

	vivo
	8. If the CF PRACH resource (including the CE level) and the RNTI are provided in the paging message, the number of UEs which could be paged within a paging cycle will be reduced due to the limited size of the paging message.
9. As the CF preamble is intended to identify a UE for context fetch, it needs to be reserved for all cells of the RAN area. As a result, lots of CF preambles would be wasted. Given that the CF PRACH resource is quite precious for the RAN.
	Agree with issue 4 proposed by Qualcomm.

	Nokia
	1.Whether downlink data size to be included in the S1 paging message.
2.Whether CN also indicates whether it expects additional uplink transmission (in addition to secured ack) in response ?
3 How the RACH retransmission and coverage level escalation will work for the dedicated preamble transmission for MT-EDT ? 
4.RNTI allocation for MT-EDT ?
	1.Whether downlink data size should be included in S1 paging message ?
2.How the ENB knows the need for MO-EDT in response to MT-EDT ?

	LG
	Agree with the issues above.
According to SA2 Reply LS (R2-1908664), MME may consider the traffic pattern. The traffic pattern information may need to be delivered to the UE. This issue seems to be related to Nokia’s issue #2. 
	Agree with the issues above.
6. According to SA2 Reply LS (R2-1908664), MME may consider the traffic pattern. The traffic pattern information may need to be delivered to the UE.

	ZTE
	Agree with Ericsson’s list of issues.
Agree with Qualcomm’s comments that issue 5 and issue 6 are not outstanding issues.
We think issue #7 can cover issue #3 and issue #8 and #9. We can follow Intel issue #7.  
	Agree with issue 1, 4, 5

	Lenovo
	1. Whether downlink data size should be included in the S1 paging message.
4. How should eNB know the CE level of the UE triggering access using the allocated preamble (provided in paging message)?
2 in Nokia. Whether CN also indicates whether it expects additional uplink transmission (in addition to secured ack) in response ?
	Agree with Ericsson.



Question 1b: Companies are invited to provide summaries of potential solutions for the issues identified in Question 1a.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. We think it would be beneficial to explicitly indicate the data size in the paging message.
2. We prefer providing UE-specific RNTI in the paging message. 
3. We assume preamble is provided in the same way as in PDCCH order
	1. Same as for Msg-2-based solution.

	Huawei, HiSilicon
	1. Providing DL data size information in S1 paging has been agreed in RAN2.
2. Reserve a pool of RNTI for MT EDT and only signal the index in the pool.
3 and 4. Same approach as PDCCH order with simple optimisation. E.g. only one CFRA preamble for one CEL is signalled, the UE can ’adjust’ the resource according to its measured CEL and predefined rules.
	1. Same comment as for Msg2 based solution.

	Intel
	4.	MT EDT indication is not needed if DL data size is included in the S1 AP paging. 
6. MT EDT indication is NOT needed for Msg2-based solution.
7.	To reduce paging overhead, see detail solutions in email discussion 106#65.
	2.	MT EDT indication is not needed if DL data size is included in the S1 AP paging. 
3. MT EDT indication is needed for Msg4-based solution.

	Qualcomm
	On #1: no strong view
On #2: Agree with Ericsson
On #3: Dedicated preamble can be indicated in the paging message as already agreed by RAN2.
#5: RAN3 to decide whether to have explicit MT-EDT indication in S1 or implicit upon info about data size.
#6: MT-EDT indication in RAN is implicit upon inclusion of dedicated RACH resource.

	On #1: No strong view.
We do not think #2 and #3 are outstanding issues as RAN2 has already agreed “For both UP and CP solutions, an MT-EDT indication is needed in the S1 paging message to eNB.” And “For both UP and CP solutions eNB sends MT EDT indication to the UE via paging.”
On #4: The indication is included in paging message as a Boolean Flag.
On #5: No need to define MT-EDT specific preambles. Upon receiving MT-EDT included in paging, if there is no UL data - UE uses legacy preamble; and if there is UL data that can be sent as MO-EDT in msg3, UE uses MO-EDT preamble. If there is UL data which cannot fit in MO-EDT msg3, UE sends legacy msg3 without MT-EDT cause value (assuming a new cause value is introduced for MT-EDT as described in Q 4b).

	vivo
	8. Not sure if there is any good solution for the eMTC UE. For example, if we reduce the paging cycle to sever more UEs, the increased power consumption may not be acceptable for eMTC UE.
9. Not sure if there is any good solution for eMTC scenario.
	4. An explicit indication of 1 bit is needed in the direct indication information or paging message.

	LG
	1&5. Explicitly indicate the data size as MT EDT indication in the paging message. Therefore, explicit MT EDT indication is not needed.
3. Same approach as PDCCH order
4. Same approach as PDCCH order
5. Explicitly indicate the data size as MT EDT indication.
6. Explicit MT EDT indication is not needed because additional parameters such as dedicated PRACH resource to identify MT EDT event are included in the paging message. 
	1&2. Same as Msg2 based solution.
3&4. The 1 bit MT EDT indication is needed. 
5. No need to define MT EDT specific preambles. Depending on Msg3 contents, non-EDT preambles or MO EDT preambles can be used. 

	ZTE
	We have no strong view on indicating the data size in the paging message.
About issue 7 (also issue 3): To reduce paging overhead, see our comments for Q#3 and Q#4 in email discussion 106#65. But we should be very careful for the scheme of dedicated resources “adjusted” or calculated by UE itself and see how it can avoid collision. 
	About issue 5: To determine Msg1 for Msg4-based UP solution, see our comments for Q#14 in email discussion 106#65.

	Lenovo
	1. Downlink data size could be sent over paging.
2. Multiple preamble for CE level or transmission repetition number is used to indicate CE level.
3. CN could indicate the information whether it expects additional uplink transmission to eNB
	1. Downlink data size could be sent over paging


Connection resumption
For both Msg2-based and Msg4-based UP solutions, it is necessary to have DL data available at eNB before scheduling the data. For the S-GW to be able to forward DL data to eNB before DL transmission, the eNB needs to resume or establish some form of UE-associated logical S1-connection prior to Msg2 in the Msg2-based solution and after Msg3 and prior to sending Msg4 in the Msg4-based solution.
For example, in MT-EDT Msg2-based option, by the time of receiving Msg1, the eNB does not know the resumeID of the UE and there is no authentication means like shortResumeMAC-I in Msg3. A question is how S1-connection can be resumed/established for obtaining DL data from S-GW early enough to be sent to the UE?
Note that, to some extent, this aspect is also applicable for the CP solution, i.e., eNB and MME also needs to establish a S1-connection for obtaining DL data to send to the UE in DL messages.
Question 2a: Companies are invited to provide their view on potential open issues regarding connection resumption upon reception of CFRA preamble at eNB. 
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. RAN2 needs a confirmation from RAN3/SA2/SA3 about the feasibility of resuming a suspended connection as early as Msg1 is received.
2. How UE context is handled, based on resumeID or some other context identity?
3. How source eNB authenticates request for context retrieval, that is, how to be sure the request is from an eNB which received a response from the UE being paged or it is acceptable that any eNB which received the S1 paging message can obtain UE context (see steps 5, 8 in Figure 1)?
	No open issues identified for Msg4-based solution since the same mechanism as in MO-EDT, i.e., connection resumption takes place upon reception of Msg3, can be used.

	Huawei, HiSilicon
	Agree with issues 1 - 3.
	1. How to identify MT-EDT?

	Intel
	We also agree with Ericsson with the raised issues. Additional issues
4.	Source/target eNB cannot verify if the CFRA preamble was sent by the intended UE. If CFRA preamble is from a wrong UE, the whole additional procedure from step 8 to step 14 are wasted, quite a bit costly in terms network effort and resource. Are we going to live with it?
5.	How target eNB handles the scenario if multiple UEs (fake and/or real) send the same CFRA preamble in same or multiple cells?
6.	How MME handles the scenario if same DL data is requested by multiple eNBs if they receive CF preamble from multiple UEs (fake and/or real)? 
7.	How long source/target eNBs keep the reserved resource (RNTI, CFRA) for multiple cells?
	We agree with Ericsson, legacy procedure can be used so no issue is identified. 
2. However, at least there needs to mechanism for target eNB to know whether or not UE has received NCC in the previous suspend procedure.

	Qualcomm
	Agree with Ericsson
	3. Whether CFRA resource is indicated to UE in paging also for msg4-based solution.

	vivo
	Agree with issue 3. We are not sure whether the network is able to check the UE’s authentication without shortResumeMAC-I. 
	Agree with Ericsson that no specific issues are observed.

	Nokia 
	Agree with Ericsson that confirmation from other groups needed related to obtaining the UE context before sending the actual downlink data with AS security based on NAS identifier.
	

	LG
	Agree with issues above.
	Agree with issues 1&2.

	ZTE
	Agree with Ericsson about issues 1 - 3.
For Intel issue 4-6, we agree these issues are worth of careful consideration. But RAN2 had much discussion on them and had the following related agreements (may be not so complete), we should avoid repeated discussion:
· No need to cipher the dedicated RACH resource provided in the paging message.
· RAN2 intends to introduce a mechanism to acknowledge that Msg2 was received by the intended UE.
For Intel issue 7, it may be aligned with paging retransmission rules, e.g., uppn the eNB determines paging success or failure, the reserved resources can be released. So we don’t think it’s big issue.
	Agree with Huawei issue 1.

	Lenovo
	Agree with Ericsson
	If CFRA is used for Msg.4 based MT-EDT, is this CFRA resource from legacy MO-EDT resource pool or a RA resource pool for MT-EDT?



Question 2b: Companies are invited to provide summaries of potential solutions for the issues identified in Question 2a.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. This should be asked from the other WGs in an LS
2. resumeID can be used to identify the context, context should be uploaded to MME during suspend and provided to target eNB in S1 paging message (see also e.g. [7], [8], [11]).
3. We think this is an issue which needs to be discussed in SA3.
	

	Huawei, HiSilicon
	1. Check the feasibility with RAN3 and SA3.
2 and 3. In legacy, the target eNB retrieves the UE context based on Resume ID and shortResumeMAC-I. In MT-EDT, the target eNB only has the S-TMSI, which cannot be used for context retrieval. A simple solution is that Resume ID is included in S1 paging message.

	1. There are 2 options:
· Option 1: MO-EDT preamble + mt-data establishment cause value in Msg3.
· Option 2: Legacy preamble + new indication in Msg3.

	Intel
	We also agree with Ericsson on issues 1 to 3. In addition, 
4.	It is not entirely possible to avoid the fake UE issue. However, this can be minimized in LTE by deriving the CF preamble from a set of N CF preambles based on UE ID for which paging is intended. In this way, preamble does not need to be exposed in paging which also reduces the paging overhead. For example, following equation would be known to UE and eNB, so third party would be unaware of UE ID mod N.
CF preamble = First CF preamble from N + UE ID mod N.
5.	If eNB detects same CF preamble from multiple UEs, it can initiate the fallback procedure.
6.	If MME detects the request for the same MT EDT data from multiple eNBs, it can cancel the MT EDT and initiate legacy paging. Check with SA2 on the possible issue.
7.	There can be time limit how long the CFRA resources are reserved in every cell for same single UE. This can be cell specific configuration via system information, e.g., valid only for next X RACH occasions.
	After reception of Msg3, eNB knows UE supports MT EDT or not. If UE supports MT EDT it checks whether the UE is responding to the paging with resume cause “mt-Access”. If UE supports MT EDT, then it must activate AS security if paging includes MT EDT indication and it uses resume cause “mt-Access”.
we are fine to consider any of the following also.
· Option#1: Leave it to network implementation how target knows UE has received NCC in the previous suspend procedure.
· Option#2: New resume cause is defined “mt-EDT-Access” using 1 spare value.
· Option#3: UE can use new RRCConnectionResumeRequest-r16 message in Msg3 for RAI in MT EDT case.

	Qualcomm
	On #1 and #2: Agree with Ericsson
On #3: We think rogue UEs using one of the random-access preambles assigned to another UE is not unique to msg2-based MT-EDT. The DL would be protected and not readable by the fake UE. However, CN impacts are anticipated related to storing the DL data until it is confirmed that intended UE has received the DL.
	3. So far it has not been agreed that CFRA would be provided to UE in msg4-based solution. We think CFRA is not needed to be provided. See answer to Q 1b.

	vivo
	3. We should ask SA3 and RAN3 to consider the authentication issue.
	-

	Nokia
	The security issues associated with retrieving the UE context without associated AS security information received from UE needs to be discussed in SA3.
	

	LG
	1.Agree with Ericsson
3.Agree with vivo.
4.We are fine with Intel’s solution. 
	

	ZTE
	We agree with Ericsson’s suggestion for issue#1 and #3.
For issue #2, we agree suggestion of “uploading context/resume ID to MME” can be discussed. But the concern of “it’s not so suitable to store AS context in core network” also has been mentioned in the contributions. Moreover, the overhead of sending resumeID or context to several eNBs in paging area via paging message also need consideration.
Therefore, we have the following thinking:
· For suspend/resumption on the same eNB, S-TMSI can be used for earlier context retrieval.
· For suspend/resumption on the different eNBs, the reason why S-TMSI cannot be used for context retrieval is that there has no address of source (old) eNB. So another way may be that: after target (new) eNB gets dedicated preamble from UE, it can ask MME for help. MME can find old eNB and let old eNB to “push” context to new eNB.
	For Huawei issue #1, 2 options in our thinking:
· Option 1: Indication in paging + legacy Msg1 + MO-EDT Msg3.
· Option 2: MO-EDT Msg1 with new TBS + MO-EDT Msg3.

	Lenovo
	Agree with Ericsson
	CFRA is configured based on a RA resource pool for MT-EDT, since the RA resource for CFRA in eNB MO-EDT may be not sufficient for UE in paging coverage.




DL data transmission
[bookmark: _Toc7752858]For Msg4-based UP solution, it is rather straightforward to multiplex DL data with RRC signaling, i.e., either in RRCConnectionResume or RRCConnectionRelease, in the same way as in MO-EDT. However, in Msg2-based option, the legacy Random Access Response cannot be directly used since it was not designed for carrying any DL user data. In addition, depending on the presence of Msg3, i.e., UL response (see also section 3.4), Msg2 may need to include timing advance command and UL grant for the UL transmission. In case Msg2 is the release message, NCC value may need to be included therein. Also, for the purpose of authentication of the network, an integrity protected RRC message in Msg2 may be needed, see, e.g., [6].
Question 3a: Companies are invited to provide their view on potential open issues regarding DL transmission containing DL user data.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. The exact contents of Msg2.
2. Does RAN2 need to introduce a new RRC message in Msg2? Should the RRC message be integrity protected? 
3. Any UE in the TA with the CFRA preamble can send Msg1 to make eNB fetch context and DL data, what should the eNB do if it receives multiple PRACH transmissions corresponding to the same CFRA preamble? 
	1. Should it be possible to use MT EDT in case NCC value was provided in previous suspend? If yes, how? 
2. If MT EDT is used even if no NCC was provided in previous suspend, how to release connection with Msg4?

	Huawei, HiSilicon
	Agree with issues 1 and 2.
3. We assume the eNB will not allocate the same CFRA preamble to different UEs. Thus the multiple PRACH transmissions are generated by fake UE or interference. For both cases, the eNB will continue MT-EDT procedure. For fake UE case, the fake UE will be identify by the UL higher layer response after Msg2. For interference case, if PHY ack is received, the MT-EDT continues. Otherwise MT-EDT procedure fails.
Thus, we think 3 is not an issue.
	For 1 & 2. We do not see the benefit to specify multiple ways to do the same thing. It has unnecessary complexity to the UE. Thus we do not consider this as an issue.
3. Is RRCConnectionResume/ RRCConnectionRelease ciphered?
4. In case of RRCConnectionResume, can the data be segmented?
5. Can RRCConnectionResume reconfigure the DRB (full config)? What happens then?

	Intel
	We agree with Ericsson on the raised issues 1to 3. Regarding issue 3, in fact, there may be no higher layer response (i.e., RRC response) from the fake UE so eNB probably would never detect fake UE. How many MT EDT failure cases it needs to handle for a single MT EDT data?
In addition
4.	How the retransmission of paging works if eNB knows at step 16 (that is too late to identify or if nothing received in step 16, it may never identify it was fake UE) that it sent the DL data to fake UE. Does eNB or MME start the paging retransmission?
5.	Can eNB schedule the retransmission of Msg2 with DL data, if yes how?
6.	If UE does not receive the DL data in Msg2, can it retransmit the CF preamble?
	No issue, Legacy procedure.
Same as MO EDT, UE must receive NCC in the previous suspend procedure to use MT EDT.

	Qualcomm
	Agree with Ericsson
	Agree with Ericsson

	vivo
	7. How to multiplex both the MAC RAR (including TA command of 12 bit) and the DL data into one MAC PDU.
	No specific issues are observed.

	Nokia
	1.Whether existing RAR can be used to send MT-EDT with some modification to the fields within RAR for preamble ?
2.In case if RAR is to be extended for MT-EDT what are the additional parameters needed ?
	

	LG
	Agree with issues 1~4. Some other issues seems to be also covered with 1~4.
Regarding #6, we think the UE should not retransmit the CF preamble if DL data is not included in Msg2.
	

	ZTE
	Agree with Ericsson issue #1 and #2. For #3, according to the RAN2 agreements, we have similar understanding as Huawei mentioned.
About Intel issue #4 - #6, we think some of them need RAN1 discussion. We are also open for further discussion in RAN2.
	About above issue #1 - #5, not so clear about the difference between MO-EDT and MT-EDT.

	Lenovo
	Agree with Ericsson
Agree with issue1. in Nokia, RAR is candidate solution to receive Msg.2.
	


[bookmark: _Ref11319069]
Question 3b: Companies are invited to provide summaries of potential solutions for the issues identified in Question 3a.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. Msg2 contents: RAPID, TA, UL grant (as in legacy RAR) and RRC message which may include NCC, resumeID and information needed for integrity protection. DL data on DTCH.2. To be further discussed
3. We think eNB should send Msg2 as reply to the CFRA preamble to any UE as long as transmission, i.e. Msg2, corresponding to the CFRA preamble has not been acknowledged, i.e. that the message has been received by the intended UE.
	1. Yes, this can be made possible by allowing the UE to buffer DRB SDU and process it after security activation upon receiving Msg4
2. If security is not activated before Msg3 transmission, both RRCConnectionResume with NCC value and RRCConnectionRelease can be multiplexed in Msg4 with DL data. The UE activates security before deciphering DL data.

	Huawei, HiSilicon
	1. Msg2 should include:
· DL data
· DL RRC message similar to RRC release message (including NCC, optionally a new ResumeId and some other parameters such as redirection parameter)
· TA update
2. The RRC message should be integrity protected and ciphered. The data should be ciphered. We assume it will be a new DL RRC message.
	1 and 2. Not an issue, do not allow it.
3. MSG4 should be integrity protection and ciphered.
4. FFS Data can be segmented.
5. No full reconfiguration.

	Intel
	4.	If it turns out to be fake UE at step 16 or Msg2 transmission fails or it does not receive anything in step 16, the target eNB can contact the source eNB to inform resume failure and delete the new KeNB* keys. It also needs to delete UE context, release the S1-U connection with S-GW as it is not sure where is the real UE and when it will become reachable.
5.	After sending Msg2, if eNB receives the HARQ NACK, it can reschedule the Msg2 with DL data.
6.	CF preamble retransmission can be cell specific configuration as some cell may have limited resource. However, we prefer to have time limit (i.e., CF preamble to be valid only for the next X RACH occasions).
	No issue. Use legacy procedure. 

	Qualcomm
	1. UL grant is optional as it is not needed unless UL message is expected in response.
2. Legacy RAR is a MAC PDU. Msg2 in this case would include RRC message.
3. Agree with Ericsson
	1. Agree with Ericsson
2. The issue of solution #2 proposed by Ericsson is that there will be multiple RRC messages in the same TB, which in our understanding is unprecedented. That brings new issues on how the RRC processing requirements are applied, the order of processing the messages etc. So, we agree with Intel: MT-EDT shall not be used if UE was not provided NCC in previous suspend.

	vivo
	7. We need a new RAR format design for the Msg2 DL data transmission.
	-

	LG
	1. Msg2 includes DL data, TA, UL grant and RRC message. It is unlikely that Msg2 RRC message includes NCC because fake UEs can receive it. 
2. We prefer to define new RRC message.
3. The eNB will not allocate the same CFRA preamble to different UEs. Therefore, the eNB receives multiple PRACH transmissions corresponding to the same CFRA preamble, the eNB does not send DL data in Msg2.
	

	ZTE
	Agree with Huawei.
About DL RRC message, even we think it may be not needed for CP solution, we agree it’s needed for UP solution. Moreover, fallback at this step may also need consideration.
	Firstly the issues need to be clarified.

	Lenovo
	RAR could be designed with DL data for a dedicated UE.
	



UL transmission
For reliable delivery of DL data, it is desired for the network to know that its DL data was successfully delivered to the intended UE. In Msg4-based option, the network can already authenticate the UE with information received in Msg3, i.e., via shortResumeMAC-I. But this is not the case of Msg2-based option. Recently, RAN2 agreed to have a mechanism to acknowledge Msg2 but detailed solution is FFS.
· RAN2 intends to introduce a mechanism to acknowledge that Msg2 was received by the intended UE.
Question 4a: Companies are invited to provide their view on possible open issues regarding UL transmission in response to DL user data.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. How is Msg2 reliably acknowledged by the UE?
2. Which RRC message is included in Msg3?
3. How to handle UL grant for Msg3 provided in Msg2, i.e., assuming that eNB does not know if UE has pending UL data?
4. Whether UE should indicate in Msg3 if the provided grant is insufficient for Msg3, i.e., more UL transmission are needed?

	1. How to indicate that the UE is ready to receive data in Msg4 for MT EDT?



	Huawei, HiSilicon
	Agree with issues 1 2 4.
5. How to provide the UL grant?
6. How to protect the UL transmission?
	1. Same issue as issue 1 we list in Q2a.
2．How to determine whether there is UL data or whether the connection can be released?

	Intel
	We agree with the issues 1 to 6. Additionally
7.	In case of RLC AM, whether the RLC status report needs to be transmitted?
8. eNB needs to provide TA and UL grant in addition to DL data in Msg2. What if eNB cannot schedule all, RRC message, DL data, TA and UL grant in a single TBS in Msg2 considering worst coverage?
	We agree with the issues.

	vivo
	Agree with issue 1. We should avoid interference incurred by the fake UE, which might send response to DL user data.
	No specific issues are observed, as we can reuse the HARQ ACK feedback as the current 4-step RACH procedure. 

	Nokia
	1. Same as Ericsson.
How does the ENB handle the uplink transmission for the case where UE wants to send higher layer data in response to MT EDT ?
	

	ZTE
	Agree with the issues 1 to 8
	Agree with the issues.

	Lenovo
	Agree with Ericsson.
	The legacy 4-step RA procedure could be reused here, no important issue is identify.



Question 4b: Companies are invited to provide summaries of potential solutions for the issues identified in Question 4a.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. By sending an integrity protected RRC message in Msg3 UE to eNB.
2. RRCConnectionResumeRequest.
3. Up to eNB.
4. Yes, some indication would be useful, e.g. using BSR in Msg3.
	1. A new resume cause can be included in the RRC message in Msg3

	Huawei, HiSilicon
	1. Agree with Ericsson
2. The UL message may include:
· UL RRC message (assume new RRC message is needed since this UL RRC message is in response of DL RRC message but requiring no DL response, which is different with the current resume request message)
· Possible UL data
3. Flexible TBS similar as in MO-EDT
4. No indication in Msg3, the eNB should provide UL grant larger enough for UL RRC message and possible UL data. Flexible TBS can be used to reduce padding bits in case there is no UL data. 
5. There are two options:
· Option 1: further scheduling
· Option 2: in Msg2
6. It is protected with the same security as used for the DL transmission in Msg2.
	1. There are 2 options:
· Option 1: MO-EDT preamble + mt-data establishment cause value in Msg3.
· Option 2: Legacy preamble + new indication in Msg3.
2. Indication in MSG3 from the UE (but need enough space), communication pattern …

	Intel
	7.	RLC status report may be not needed when integrity protected and encrypted RRC message is sent as feedback from the intended UE.
8.	Since UE needs time to process the Msg2 including DL data, eNB may schedule the UL grant separately (i.e., not in Msg2). The Msg2 can include the RRCConnectionRelease, DL data and TA command.
	Simple solution is 
- UE’s preference behaviour set during attach with CN to send UL data after receiving DL data in Msg2, 
- UE’s  preference indication in Msg3 
- any RAI information available from MME.

	Qualcomm
	1. ACK over PUCCH. An RRC message in response is huge overhead.
2. N/A
3. If UE has UL data, UE should use MO-EDT or legacy access. Even when UE is paged with MT-EDT indication, UE can initiate MO-EDT if it deems appropriate. 
4. It depends on whether UE falls back to MO-EDT or legacy.

	1. Agree with Ericsson

	vivo
	1. Agree with Ericsson.
	-

	Nokia
	The bullet numbers refers to the problems listed in Nokia answer for the previous question.
1.Integrity Protection of RRC message in Msg3 or Integrity protection of the uplink grant information in Msg2.
2.Either by MME indicating the same in the paging message or by the UE prior to Msg3 transmission.
	

	LG
	1. Agree with Ericsson
2. RRCConnectionResumeRequest can be used. We expect that Msg4 is required to receive NCC after the target UE is confirmed. 
4.The UE sends BSR in Msg3.
6. Agree with Huawei
	2.Referring to SA2 Reply LS, the UE or the eNB may be able to learn the traffic pattern from the MME. 

	ZTE
	1. Agree with Ericsson
2. No need of RRC signalling in Msg3 or agree with Huawei. At least RRCConnectionResumeRequest is not suitable.
3. Agree with Ericsson, e.g, up to eNB
4. Agree with Ericsson, e.g. using BSR in Msg3
5. Agree with Huawei, e.g., further scheduling or grant in Msg2
6. Agree with Huawei, e.g, same security as used for the DL transmission
7. No strong opinion
8. Up to eNB
	See our comments for Q#2b

	Lenovo
	For issue.3 and issue.4, SR could also be configured to MT-EDT procedure besides the UL grant, it could help eNB know whether UE has UL data or BSR to be transmitted when UL grant resource is not sufficient.
	



Connection release/suspend
It would be beneficial if the eNB can be aware of DL data condition before sending DL message with data in Msg2 or Msg4. Even if the eNB was informed about DL data size during the paging procedure, more data might have arrived after paging.
In case there is more data to transmit after the UL response, for example, DL data which arrives after the paging procedure, the network can fall back to legacy procedure. This means the eNB will send a RRCConnectionResume in Msg4 for Msg2-based option, whereas the RRC connection should continue after Msg5 for Msg4-based option, as in MO-EDT.
In case of UL response and no more data after the UL message, a question is how the eNB decides to release the connection, i.e., whether a subsequent DL message is needed or not, see, e.g., [5], [6], [12]? 

Question 5a: Companies are invited to provide their view on possible open issues regarding connection release/suspend. 
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. In case of UL response, if there is no further data transmission, whether an RRC message in Msg4 is needed for connection release.
	1. Whether release information (NCC, resumeID) should be included in Msg4 so that Msg6 can be skipped?

	Huawei, HiSilicon
	Agree with issue 1.

	Agree with issue 1.
2. How to terminate MT-EDT procedure after UL transmission?

	Intel
	2. UE always needs to transmit in UL after receiving DL data in Msg2. So Msg3 is required. The Msg3 needs AS integrity protected and encrypted UL RRC message with or without encrypted UL data.
So issue is whether to provide UL grant for RRC + UL data or only for RRC message?
3.	Whether or not Msg3 is the last message?
	Agree with issue 2. We do not see issue with issue 1, we just need to resolve the issue 2.

	Qualcomm
	Agree that above questions need to be answered
	Agree with Intel’s comment

	vivo
	No specific issues are observed. For the DL and the UL, the network by implementation can know if there are more UL/DL data based on the traffic type (e.g. TCP).
	No specific issues are observed. Same reason as the Msg2-based UP solution

	Nokia
	1.MT-EDT is triggered from CN for single packet transmission based on such indication from SGW. So possibility of receiving another small data before completing the first MT-EDT is less probable. So explicit connection release is not required. 
	

	LG
	Agree with issues above.
	

	ZTE
	Agree with issue1
	Agree with Intel’s comment

	Lenovo
	Agree with issue1.
Whether the release message could be used at Msg.2, since always small data transmission used in MT-EDT procedure.
	Agree with issue1.



Question 5b: Companies are invited to provide summaries of potential solutions for the issues identified in Question 5a.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. Yes, Msg4 is needed. We think there is an issue if the eNB sends a Msg2 with DL data and e.g., resumeID and NCC. This is because in case there is more UL data to be sent after Msg3, the UE expects to be moved to RRC_CONNECTED mode, while the network already considered the connection has been released.
	1. Yes, this helps save one message and thus improving UE battery life.

	Huawei, HiSilicon
	1. No Msg4 is needed:
Whether there are subsequent UL/DL transmission expected can be indicated by a RAI info with the UL transmission.
If there is no more data after the UL transmission, MT-EDT procedure terminates with the UL transmission, there is no need for an additional DL message.

	1. Yes
2. Whether there are subsequent UL/DL transmission expected can be indicated by a RAI info with the UL transmission.
When there is no more data after the UL transmission, MT-EDT procedure is terminated with RRCConnectionRelease. 

	Intel
	2.	Based on UE’s preference behavior to send UL data after receiving DL data in Msg2 and any RAI information available from MME.
3.	Yes Msg2 can be release message and UE delays release procedure until lower layer confirms Msg3 has been transmitted successfully.
	2. Msg4 can be legacy EDT release message and UE delays release procedure until lower layers confirms Msg5 has been transmitted successfully (e.g., just as in legacy release message which is delayed until RLC ACK is transmitted in PUSCH).

	Qualcomm
	1. Inline with MO-EDT principles, connection should be released upon msg2 DL, or optionally after msg3 UL. If further UL data remains, UE should start MO-EDT or legacy access. Note this is a corner case because if there was UL data, UE would’ve probably initiated MO-EDT by itself, however the current discussion is on MT-initiated-EDT.
	1. Msg4 should be same as in MO-EDT.

	Nokia
	1.MT-EDT is triggered from CN for single packet transmission based on such indication from SGW. So possibility of receiving another small data before completing the first MT-EDT is less probable. So explicit connection release is not required. 
	

	LG
	1 &3. Msg4 is needed to include NCC after the target UE has been authenticated.
2. It depends on whether the eNB knows traffic pattern or not. If UL data is expected, the eNB can include UL grant with RRC message, but not RAI information in Msg2 step. 
	1. Yes, Msg4.


	ZTE
	Agree with Huawei, e.g., for issue #1, no RRC signalling Msg4 is needed.
	Tend to agree with above comments.

	Lenovo
	RRC release message in Msg.4 could be used in Msg.2 based MT-EDT procedure.
Further, we think the release message could be used in Msg.2, since small data transmission is a typical case in Msg.2 based MT-EDT and if eNB could determine there in no UL data from UE based on some information from CN.
	Yes, the release message could be used in Msg.4 to avoid transmitting the next Msg.6.



[bookmark: _Ref11317648]Handling UE context and security
In MT UP-EDT, DL user data is ciphered before DL transmission to the UE. If the ciphering takes place at target eNB, it needs a security context for protection of user data. This leads to a question on how the target eNB can obtain security context. In legacy, the target eNB retrieves the UE context from the source eNB using the resumeID and shortResumeMAC-I sent in RRCConnectionResumeRequest in Msg3. This is still applicable in the case of Msg4-based solution. However, there are multiple aspects in handling UE context and protection of user data in Msg2-based option [7], [8], [11].
Question 6a: Companies are invited to provide their view on possible open issues regarding UE context and security.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. Which node ciphers DL user data, i.e., source or target eNB? And whether new or old security context is used for protection of user data.
2. How target eNB can obtain security context for ciphering DL user data, e.g., based on early (after Msg1 and before Msg2) UE context retrieve or another approach?
3. When the AS security activation should be performed?
4. When the AS security deactivation should be performed?
5. How does UE acknowledge that Msg2 was received by the intended UE?
	1. Whether MT UP-EDT is possible also for the case where AS security is not activated before reception of DL message with user data?

	Huawei, HiSilicon
	Agree with the issues
	1. we do not see this as an issue as we don’t see the need for a different mechanism
2. How does the eNB know that UE is using MT-EDT and that ciphered data can be sent

	Intel
	Agree with the issues. Additionally
6.	RAN3 impact for new signalling for target eNB to send or receive 40 bit resume ID (or security info) to or from MME when UE is moved to suspended state or resumed with CF preamble.
7.	MME impact for additionally storing 40 bit Resume ID (some other UE context identification in source eNB) which is UE and RAN specific. Probably it also needs to be discussed whether it should be transparent.
8.	This would incur overhead in S1 AP paging (additional 40 bit for ResumeID). What would be paging strategy, is it only to page the eNB where UE was last connected or to all target eNBs in tracking with such large overhead?
	We see no issue. After Msg3, target fetches the UE’s context and any other required information from source and knows everything as it also indicates that source already verified authenticity of UE.
Target can also get additional information from UE via Msg3 as discussed above.

	vivo
	Agree with issue 2. How can the target eNB fetch the UE context without verifying the shortResumeMAC-I,
	No specific issues are observed.


	ZTE
	Agree with the Ericsson issues #1 - #5.
But disagree Intel issues #6 - #8, which may related to the specific solution.
	No issues 




[bookmark: _Toc7752846]Question 6b: Companies are invited to provide summaries of potential solutions for the issues identified in Question 6a.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. Target eNB ciphers DL user data using new security keys, i.e., associated with most recent NCC value, as in MO-EDT.
2. Early context fetch has multiple issues. We prefer a temporary MT-EDT context, which is defined between UE and source eNB and uploaded to MME during suspension. This context is provided to the target eNB in S1 paging message and used for ciphering MT-EDT data (see also figure 3 in [6]).
3. The UE could activate security upon reception of the paging message from the eNB. Alternatively, the security activation can take place at the reception of the Msg2 containing DL data. We prefer the latter.
4. In case there are no more data transmissions, the UE should deactivate security after sending the UL response in Msg3 if the RRC message with integrity protection is sent in Msg3.
5. By the integrity protected RRC message in Msg3, e.g., RRCConnectionResumeRequest with shortResumeMAC-I.
	1. If it is possible, if in case NCC value was provided during suspend, the security activation is done at transmission of Msg3. 
Otherwise, MT-EDT is possible if, upon reception of Msg4, UE activates security activation before processing DRB SDU.

	Huawei, HiSilicon
	1. Target eNB ciphers the data. Same mechanism as MO-EDT
2. UE context can be retrieved by the eNB before sending MSG2, e.g. using an information provided by the MME in the paging request. The UE context should not be deleted from the source eNB before the UE is authenticated
3. UE reactivate security and DRBs when sending CRFA (which play the same role as RRCConnectionResuneRequest), same as MO-EDT
4. If the UL transmission is the last message, the UE releases the resources after the transmission is acknowledged and deactivates security. 
5. UE is authenticated by the UL response. The target eNB triggers the release of the UE context on the source eNB if needed.
	1. Do not allow it.
2. eNB needs to know that the UE using MT-EDT in order to send ciphered data.
The UE needs to have been provided with a NCC in order to reactivate security and resume the bearers before receiving MSG4.


	Intel
	6.	New field for ResumeID can be included in S1 AP signalling.
7.	MME needs to store it in UE’s context as paging assistance information.
8.	To reduce overhead, MME can try to page first to only the eNB where UE was last connected. SA2 can handle the issue.
But we prefer to limit this solution to only the stationary UEs.
	No issue, legacy procedure.

	Qualcomm
	1. Agree with Ericsson. 
2. Source eNB should derive a key (KeNB) for the target cell and provide it to the target eNB which performs ciphering of DL data.
3. Agree with Ericsson.
4. Upon acknowledging the reception of msg2 with data.
5. See Q4b.
	1. Msg4-based solution should be based on MO-EDT as much as possible. Therefore, reception of msg4 DL is only possible after security activation same as in MO-EDT.

	vivo
	2. We should ask SA3 and RAN3 to consider how to perform the context fetch without the shortResumeMAC-I.
	No specific issues are observed.


	Nokia
	Solutions for the 5 problems indicated by Ericsson for the previous question. (6a).
1.Target node.
2.The context retrieval on receiving the CFRA preamble is prefered to avoid redundant context fetching in case paging failure.
3.UE could activate the security context on retrieval of context. After receving Msg1.
4.UE can release on sending uplink acknowledgement in Msg3.
5.The msg3 should use AS security mechanism. Need not to be restricted to existing message.
	

	ZTE
	1. Agree with Huawei that target eNB ciphers the data. Same mechanism as MO-EDT
2. Agree with Huawei that UE context can be retrieved by the eNB before sending MSG2. And the UE context should not be deleted from the old eNB before the UE is authenticated.
Moreover, we have the following thinking:
· For suspend/resumption on the same eNB, S-TMSI can be used for earlier context retrieval.
· For suspend/resumption on the different eNBs, the reason why S-TMSI cannot be used for context retrieval is that there has no address of source (old) eNB. So another way may be that: after target (new) eNB gets dedicated preamble from UE, it can ask MME for help. MME can find old eNB and let old eNB to “push” context to new eNB.

3. Agee with Huawei that UE reactivate security and DRBs when sending CRFA, or after reception of paging.
4. Agree with Huawei about UE release. 
5. Agree with Huawei that UE is authenticated by the UL response. How to trigger release of the UE context on the source eNB can be further studied.
	No issues 




Question 7a: In case of the early context fetch, i.e., target eNB obtains UE context upon reception of Msg1, companies are invited to provide their view on possible issues/aspects in specifying early context fetch.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. There is no authentication code (similar to shortResumeMAC-I) for the source eNB to authenticate the request from a target eNB
2. ID for context identification can be resumeID but this requires changes to upload resumeID to MME during suspension and before providing it to target eNB in S1 paging message. In addition, resumeID of a UE is revealed to multiple eNBs
3. Possible loss of UE context and/or DL data. This is because any eNBs who received S1 paging message can request for UE context and obtain DL data from S-GW.

	We do not see any open issues with Msg4-based UP solution.

	Huawei, HiSilicon
	See our reply to issues 2 and 3 in Question 2a.
	No issue.

	Intel
	In addition,
4.	The encrypted DL data in Msg2 has to be sent by target eNB without verifying shortResumeMAC-I from UE. The source eNB may need to derive the multiple KeNB* for the same UE and provide to multiple target cells. We can check with SA3.
5.	Additional S1 signalings as UE has to send ShortResumeMAC-I to confirm the legitimacy in Msg3 and this has to be verified by source using the old KRRCint only after early context fetch.
	No issue

	Qualcomm
	On #3: Only the eNB where the UE responds should request for UE context and obtain DL data.
	Early context fetch is not applicable for msg4 based solution.

	vivo
	6. Whether the NCC needs to be updated by the target eNB after the context fetch for a fake UE.
	No specific issues are observed.

	Nokia
	1.Solution is not required. In our view early context retrieval is not needed.
	

	ZTE
	We agree with Ericsson’s concern for “upload resumeID to MME” in #2. 
We also think it’s not so suitable to store AS context in core network. And the overhead of sending resumeID or context to several eNBs in paging area via paging message is undesired. Therefore, we prefer new eNB acquires context only after reception of CFRA preamble, with MME help.
	



Question 7b: Companies are invited to provide summaries of potential solutions for the issues identified in Question 7a.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	There are alternative solutions to the issues above, as detailed in e.g., [7]. However, as a result, significant changes in multiple network nodes and interfaces are anticipated.
We think if the Msg2-based solution is agreed, RAN2 should send an LS to SA3 and other working groups (RAN3/CT4) to have their input and evaluation on alternatives including the temporary MT-EDT context approach described earlier.
	

	Huawei, HiSilicon
	See our reply to issues 2 and 3 in Question 2b.
	No issue.

	Intel
	4.	Since RAN2 agreed not to do anything to secure preamble in Msg1, possibly we will have to live with it if Msg2-based solution is agreed (as opposed to legacy, source has to derive KeNB* without verifying MAC-I, target has to send the encrypted DL data without receiving shortResumeMAC-I from UE). And the source has to handle multiple contexts (KeNB*) for the same UE.
5.	If Msg2-based solution is agreed, we also have to live with the consequence of early context fetch. As opposed to legacy, the source has to verify shortResumeMAC-I after Msg3 as it cannot provide the old KRRCint to any other target eNB.
	No issue to resolve.

	Qualcomm
	We agree there are CN impacts.
	Not applicable.

	vivo
	6. The anchor eNB should not update/release the UE context before the authentication.
	-

	ZTE
	We agree to send LS to RAN3/SA2/SA3 to ask corporation for the issues in this part.
	No issues.



[bookmark: _Ref13845837]Fallback for MT-EDT
There are scenarios in which MT-EDT cannot be successfully completed and thus the UE and eNB should be able to fallback to legacy procedure, see e.g., [1], [11]. SA2 has also asked about details of fallback mechanism in the reply LS [3].
Question 8a: The companies are invited to provide their view on possible issues/aspects when falling back to legacy procedure(s)?
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. Whether the fallback can be initiated by network only or UE can also initiate fallback?
2. When should the network initiate fallback? 
3. To which legacy procedures the UE and eNB should fallback (and the procedure details)?
	

	Huawei, HiSilicon
	Agree with issues 1 - 3.

	1. Which case(s) may trigger fall back?

	Intel
	Agree with the issues.
	No issue. Use legacy EDT fallback procedure.

	Qualcomm
	
	Issue #1, #2, #3 are also applicable for msg4-based solution.

	vivo
	4. How to differentiate a RAR used for fallback and a RAR carrying the DL data.
	No specific issues are observed.

	Nokia
	1.Whether and how to fallback to legacy RACH procedure if CFRA for MT EDT fails ?
2.How does the ENB release the reserved CFRA preamble in case of fallback ?
	

	ZTE
	Agree with issues 1 - 3.
	No issues.

	Lenovo
	Agee with issu1-3
	Could the fallback mechanism be used at Msg.4?



Question 8b: Companies are invited to provide summaries of potential solutions for the issues identified in Question 8a.
	Company
	Msg2-based UP solution
	Msg4-based UP solution

	Ericsson
	1. We think the fallback is mainly initiated by the network. However, the UE can also initiate legacy RA or MO-EDT if, for example, it does not receive Msg2 after a long enough duration during which UL data arrived.

2. The network can initiate fallback 
1. By the time of Msg2 transmission, there is more DL data pending that require more than a single DL transmission.
1. If the eNB have not successfully received any UL response after a number of Msg2 (re)transmissions.
0. A number of MT-EDT Msg2 attempts should be defined.
3. The eNB can either page the UE again for a legacy MT call, i.e., UE initiates a CBRA procedure OR the eNB can send a legacy RAR message in Msg2 to implicitly indicate the fallback. We prefer the latter.
	

	Huawei, HiSilicon
	1. No fallback initiated by the UE. In our view, the case mentioned by Ericsson is MT-EDT failure instead of fallback. In case there are new UP data arrival but no MT-EDT Msg2 is received, the UE will consider MT-EDT failure. After that, it is up to UE implementation to initiate any other procedure, e.g. legacy RA, MO-EDT or PUR.
2. The following cases and procedures can be considered:
· Target eNB may fail to retrieve the UE context from source eNB. Target eNB can send RRCConnectionSetup message after preamble reception.
· More DL data before Msg2. eNB can send RRCConnectionResume message in Msg2.
· More UL data indicated in Msg3, eNB can send RRCConnectionResume message after Msg3
· More DL data after Msg2, no fallback possible

	1. The following cases and procedures can be considered:
· More data may have arrived before Msg4. eNB can send RRCConnectionResume message in Msg4.
· UL data after Msg4 and connection release, UE needs to initiate a new resumption procedure / EDT.
· More DL data after Msg4, no fallback possible.



	Intel
	1. It should be up to UE to initiate legacy RACH if it determines the MT EDT would not be successful. We also agree with Huawei, if there is new UL data arrival, UE should be able to fallback.
2. Leave it to network.
3. Msg2 can include RRCConnectionSetup or IP and encrypted RRCConnectionResume message plus TA command. Similar to legacy, UE should be given sufficient time to process the RRC message. Either UE is provided UL grant or UE itself can send SR.
	No issue, network can handle it.

	Qualcomm
	Agree with Ericsson 
	Similar to msg2-based and also similar to MO-EDT:
1. the fallback is mainly initiated by the network. However, the UE can also initiate legacy RA or MO-EDT if there is UL data when paging is received with MT-EDT indication.
2. The network can initiate fallback if by the time of reception of msg3, there is more DL data pending that require more than a single DL transmission; or successful DL in msg4 (even after associated retransmissions if defined) is not confirmed.
3. Similar to MO-EDT, for network-initiated fallback, the eNB can send RRC Connection Resume message instead of Release indicating fallback in Msg4.

	vivo 
	4. We could use two RA-RNTI(s) or a new RAR format which can indicate the RAR used for fallback.
	-

	LG
	1. Fallback can be initiated by the network and the UE. The UE operation should not be restricted when MT EDT is initiated and the UE has something to send.
	

	ZTE
	1. We agree with Ericsson UE-triggered fallback may also be needed. 
As in more MT-EDT cases, only after reception of DL data, UE could know there will have (large) application UL data and this information can only be known by UE itself. Therefore, UE-triggered fallback need to be considered.
2. Tend to agree with Huawei.
	

	Lenovo
	Agree with Ericsson.
	When eNB decides to send Msg.4 with DL data, it may receive more DL data from CN, the fallback message could be used in Msg.4 in Msg.4 based MT-EDT procedure.



Any other aspects/issues
Question 9: Companies are invited to share their view on any other aspects or any open issues not brought up in the discussion and replies above.
	Company
	Aspects/issues and comments

	Huawei, HiSilicon
	For Msg2 based option:
Issue 1: Whether preamble retransmission is supported?
Issue 2: Power control for Preamble transmission?
Issue 3: What happen if the eNB does not get the reply UL RRC message from the UE?

	Intel
	Whether it is Msg2-based or Msg4-based, Similar to MO EDT case, integrity protection of MT EDT data should be considered. MiM attack is possible as the DL RRC message is not altered but the DL data in DTCH can be altered.
For Msg2-based solution, this has huge CN impact which should not be ignored.
1.	2. Whether DL data is buffered in MME or not. Does S1-U have to be established?
If DL data is buffered in MME, UP solution is not needed. Msg2-based CP solution can be re-used.
2.	If DL data is not buffered in MME, then S1-U has to be established between eNB and S-GW in which case DL data is delivered to target eNB if fake UE responded with CF preamble in the target eNB. If real UE was still in source eNB, can source eNB receive DL data from S-GW for the same UE while the S-GW already delivered the data to target.


	Lenovo
	Currently, the UL grant could be included in the Msg.2 based MT-EDT procedure for potential UL data transmission, we think SR also needs to be considered in Msg.2 based MT-EDT procedure to give UE opportunity to ask for UL grant resource as well.

	
	



Which solution(s) to specify
Question 10: Given the aforementioned issues above and possible solutions, the companies are invited to provide their view on whether only Msg2-based or only Msg4-based or both should be selected to be specified in Rel-16.
	Company
	View and comments

	Ericsson
	Msg4-based solution only. The gain from Msg2-based option compared to Msg4-based option seems to be marginal, whereas the impacts on multiple network nodes and interfaces are significant. MT EDT is not expected to be a common procedure, thus the potential gain is expected to be small regardless. 

	Huawei, HiSilicon
	Only Msg2-based solution is specified. 
There is almost no benefit with Msg4-based solution for power saving. And based on the issues raised in this email discussion, there is significant impact. Thus it is not worth to support.

	Intel
	We agree with Ericsson only Msg4-based solution is sufficient. Given the complexities with the number issues (raised above) to resolve with the Msg2-based solution, there is no overall gain in Msg2-based solution for mobile UEs. Msg2-based solution is suited only for stationary UEs. 
Additionally, Msg2-based solution has large impact to RRC/MAC modeling (Msg2 has no legacy RAR format), S1 signaling (to handle resumeID or early context fetching issue). Msg2-based solution also waste huge network effort and resource by unnecessarily fetching UE context from source, deriving keys, establishing S1-U connection between eNB and S-GW and sending encrypted DL data to UE before it can identify fake UE responded with the CF preamble indicated in paging. In fact, it would be even worse as the target eNB may never be able to identify the fake UE responded with the CF preamble as the fake UE, in step 16 in figure 1, won’t possibly send any RRC reply in Msg3 in response to DL data in Msg2.


	Qualcomm
	We note that there is no gain from msg4-based solution comparing Rel-16 MT-initiated-EDT solution vs Rel-15 MO-initiated-EDT. However, while msg2-based solution would provide UE maximum power consumption and battery life gain, we also recognize that there are more impacts to other WGs than initially anticipated. 
Both msg2 and msg4 based solutions require network to accurately determine MT-EDT is appropriate, otherwise MT-EDT solution can make things worse compared to legacy MT data mechanism.
We also note that, msg4-based solution (if agreed) should be based as much as possible to Rel-15 MO-EDT and minimize the impacts to specifications, because that is the only/major argument supporting msg4-solution.

	vivo
	We prefer Msg4-based solution only, as the Msg4-based solution introduces less specification impacts/complexities and supports both CP and UP MT-EDT.


	Nokia
	Msg2 based solution only. The gains of this solution compared to Msg4 based solution were already analysed.MT EDT enhancements are essential for different application scenarios for sending network trigger towards CIoT devices.

	SW
	Msg2 based solution only because it offers some useful gains for UE power which makes it worth addressing the implementation details. The Msg.4 based solution offers so little value in UE power saving when compared to legacy solutions that it is not worth pursuing.

	LG
	Msg4 based solution only. 
We can apply Msg4 based solution while minimizing the impacts to specs.
Although Msg2 based solution can reduce power consumption, the impacts to solve the current open issues seems not low. Considering the issues, the advantage of power saving could be less than expectation; for example, it is unlikely that NCC is included in Msg2 when Msg2 could be delivered to multiple UEs (fake UEs). So, Msg4 seems to be needed to receive NCC after the target UE is authenticated in Msg3. On the other hand, If NCC is included in Msg2, it raises the security issue.

	ZTE
	Similar view as Qualcomm.

	Lenovo
	Msg.4 based solution is a baseline, since it is similar to legacy MO-EDT procedure, the impact on specification is less.
But, msg2 based solution could be applied, since it is benefit for stationary UE with small data transmission, the procedure could be ended in 2 or 3 steps in RA procedure for RAN side. 
It is desired only one solution is applied to a dedicated UE.



Summary
Overview
The primary scope of this email discussion is to provide a list of open issues for each Msg2-based (data after preamble) or Msg-4 based MT EDT solution in order to differentiate between Msg2 and Msg4 based solutions.
Companies were invited to list issues on different topics for either of the alternatives, and secondarily provide solutions to the provided issues. 10 companies have participated in the discussion. 
[bookmark: _Toc16841375]For Msg2-based solution 57 issues were provided, for Msg4-based solution 21 issues were provided.
It should be noted that some of the issues were not agreed by other companies, and some of the issues are duplicate issues, e.g. discussed in some other questions as well or could be combined into other issues. However, based on the solutions and proposals, it is clear that currently there are more open issues with Msg2-based solution compared to Msg4-based solution. This can be noted also by comparing the number of Proposals (i.e. Rapporteur’s suggestions on way-forward on issues) and Observations (i.e. issues which may need further discussion but no proposal is provided) below. Also,s many of the Proposals are formulated as “to be discussed” as based on the company replies’ it is difficult to formulate a specific way forward with clear majority support. 
Therefore, also more solutions proposals have been provided for Msg2-based solutions. Based on the discussion, many of the Msg2-based issues can be solved in RAN2 but there are number of issues relating e.g. to security and context fetch which need further discussion and work in RAN2 and interaction with other WGs. 
[bookmark: _Toc16841376]Number of issues relating to Msg2-based solution require further interaction with other WGs. 
The last question (Q10) in this discussion is about preference between the two solutions. Three companies explicitly prefer Msg2-based solution. Four companies explicitly prefer Msg4-based solution. Two companies note that Msg4-based solution would provide no gains compared to MO EDT, and that Msg2-based solution would achieve better UE power consumption gain but recognize there are more impacts on e.g. other WGs than originally anticipated. These two companies further highlight that if Msg4-based solution is specified, it should be based as much as possible on Rel-15 MO EDT to minimize specification impact. One company thinks Msg4-based solution is the baseline, but Msg2-based solution could have benefits as well and prefers one solution is specified. Based on these replies alone there is not a clear majority.
[bookmark: _Toc16841377]Based on company replies, there is no clear majority supporting either of the solutions.
[bookmark: _Toc16841392]RAN2 should discuss which solution, Msg2-based or Msg4-based, should be defined for Rel-16 MT EDT.
In the following, the issues reported by companies have been listed per topic and grouped per Msg2-based and Msg4-based solution, followed by discussion on solutions and Rapporteur’s suggestion on proposals. Not all issues have been provided detailed solution proposals, or only proposal from the company who posted the issue. Proposals are only provided for issues which are supported by other companies and in the case where Rapporteur considers there should be sufficient support to make an agreement. Otherwise, the remaining issues and topics can be further discussed e.g. based on company contributions and Observations are made. 

Q1 Open issues relating to indication and paging

	Msg2-based UP solution
	Msg4-based UP solution

	1. Inclusion of downlink data size in S1 paging message
2. Inclusion of RNTI for subsequent message(s) in paging message / RNTI allocation in general
3. Allocation of preamble for subsequent preamble transmission in paging message
4. Information of CE level of the UE using the allocated preamble
5. Overhead of RAN paging and need for optimization (Rapporteur note: covered in more detail in 106#65)
6. Whether provision of CFRA preamble and RNTI in paging reduces paging capacity too much
7. Whether CFRA preamble pool is large enough considering they may need to be reserved in TA
8. Whether CN indicates if it expects additional uplink transmissions
9. How does random access retransmission and CE level ramping work?
10. Whether traffic pattern information need to be delivered to the UE from MME
Issues which at least one company thinks is not an issue:
11. Whether MT EDT indication is needed or not in S1 or RAN paging*

	1. Inclusion of downlink data size in S1 paging message
2. How to indicate initiation of MT EDT to UE in paging
3. Which preambles to use (MO-EDT, define MT-EDT, legacy)
4. Whether traffic pattern information need to be delivered to the UE from MME
Issues which at least one company thinks is not an issue:
5. Whether MT EDT indication is needed or not in S1 or RAN paging





Issue 1 in above table is identified for both Msg2- and Msg4-based solutions. Regarding the solutions, three companies explicitly prefer to have the data size in S1 paging, one company thinks it has already been agreed to and two companies didn’t have a strong view. 
The rapporteur would like to note that there doesn’t seem to be explicit agreement on the data size inclusion (noted by companies as well). This also relates to LS reply in R3-193156 [3] where RAN3 asks RAN2 to provide further feedback. As way-forward, the following proposal is made (regardless of if Msg2 or Msg4 based solution is eventually defined):
[bookmark: _Toc16841393]RAN2 sends a reply LS to RAN3 indicating preference that data size is included in S1 paging. Other MT EDT indication is not needed in this case. 

Msg2-based solution specific proposals 
On issue 2, at least three companies prefer RNTI should be provided in paging message. 
[bookmark: _Toc16841394]For Msg2-based solution: RNTI to be used for MT EDT is provided in paging message. The details are FFS. 
On issues 3 and 4, at least three companies prefer to provide preamble in similar fashion as with PDCCH order. One company prefers multiple preambles for CE level or repetitions are used to indicate CE level. Issue 4 in Q2 on whether eNB needs to verify the UE is authentic based on preamble can be also discussed in this context – although Rapporteur would like to note this has been discussed online in previous meetings.  
[bookmark: _Toc16841395]For Msg2-based solution: Same approach as for PDCCH order is used for provision of CFRA preamble in paging message. Whether and how to indicate CE level and exact details are FFS. 
[bookmark: _Toc16841378]For Msg2-based solution: It can be further discussed whether source/target eNB needs to verify preamble was sent by intended UE. 
Issue 5 is covered in more detail in email discussion 106#65. 
On issues 6 and 7 related to provision of RNTI and CFRA preamble in paging message, no solutions are provided. 
[bookmark: _Toc16841379]In Msg2-based solution, providing RNTI and CFRA preamble in paging message may lead to issues on number of available CFRA preambles and paging capacity, depending on the exact solutions. 
On issues 8-10 no detailed solution proposals have been made. Issue 9 is partly covered in Proposal 14 below. 
[bookmark: _Toc16841380]It can be further discussed how and if network indicates that it expects UL data.
On issue 11, some companies indicate that it has already been agreed that MT EDT indication is sent to the UE via paging. The rapporteur would also like to highlight the earlier RAN2 agreement “For both UP and CP solutions eNB sends MT EDT indication to the UE via paging.” Therefore, no proposal is made for this issue. 
[bookmark: _Toc16841381]RAN2 has already agreed that “For both UP and CP solutions eNB sends MT EDT indication to the UE via paging.”

Msg4-based solution specific proposals
On issue 2 at least three companies prefer to use a 1-bit flag to indicate MT EDT 
[bookmark: _Toc16841396]For Msg4-based solution: 1-bit flag in Paging message from eNB to UE indicates MT EDT.
On issue 3, one company prefers either legacy or MO-EDT preambles are used depending on if uplink reply is expected or not, correspondingly. One company prefers legacy or MO EDT preambles are used but no details are provided. One company refers to email discussion 106#65. Rapporteur would like to note the preamble selection is discussed also in later questions e.g. related to how MT EDT is indicated. Cf. e.g. Proposal 10.
On issue 4 no solutions are provided, cf. Observation 6. Issue 5 is the same as for Msg2-based. 

Q2 Open issues on connection resumption

	Msg2-based UP solution
	Msg4-based UP solution

	1. Whether it is feasible to resume a suspended connection as early as Msg1 is received
2. Context handling: based on resumeID or some other identity
3. How context retrieval request is authenticated by source eNB
4. Source/target eNB cannot verify if CFRA preamble is from wrong UE
5. How situation where multiple UEs send the same CFRA preamble is handled
6. How MME handles situation where multiple eNBs request data
7. How long resources (RNTI, CFRA) are kept in multiple cells
	1. How to identify MT EDT
2. How target eNB knows whether UE has received NCC in previous suspend
3. Whether CFRA resource is indicated to UE in paging



Msg2-based solution specific solution proposals 
On issue 1, at least six companies would like to ask from other WGs the feasibility to resume suspended connections early:
[bookmark: _Toc16841397]For Msg2-based solution: Send an LS to RAN3, SA3 (cc: SA2) on feasibility of resuming connection and context retrieval when eNB receives Msg1.
On issue 2, at least four companies think resumeID can be used and context can be uploaded to MME during suspend and provided to target eNB in S1 paging. One company additionally indicates resumeID can be provided to target eNB in S1 paging. One company raises concern on storing context in CN and the sending of resumeID to several eNBs and would like to use S-TMSI as the identifier. The following proposal is formulated as working assumption, as the details may depend on later discussion regarding how the context fetch should work overall:
[bookmark: _Toc16841398]For Msg2-based solution: Working assumption: resumeID is used as the context identifier. It is provided to target eNB in S1 paging, where MME stores the necessary information while UE is suspended.   
On issue 3, at least six companies think SA3 needs to be involved. One company proposes that resumeID can be used in S1 paging. 
[bookmark: _Toc16841399]For Msg2-based solution: Send an LS to SA3 on issues related to how and if source eNB needs to authenticate request for context retrieval and possible impacts of related solutions. 
On issue 4 one company would like to derive CFRA preamble in a way known only to eNB and UE to limit exposure of the preambles, one other company supports this. One company thinks rogue UEs replying to MT EDT paging are not specific to Msg2 based MT EDT but there can impacts on CN, e.g. on storing DL data until it is confirmed intended UE has received the data. This issue can be further discussed when considering details related to Proposal 4 (on preamble provisioning). 
Issue 5 was also brought up in Q3a and Q3b. One company thinks if eNB detects the same CFRA preamble a fallback can be initiated and that fake UEs may not be detected. Two companies think Msg2 would be sent to any UE until it has been acknowledged. One company thinks eNB will not allocate same preamble to multiple UEs, but data should not be sent in Msg2 in this case. Two companies think this is not an issue and that eNB should not allocate same preamble to multiple UEs and MT-EDT can be continued in case the same preamble transmission is detected. 
Rapporteur thinks it needs to be clarified whether the same CFRA preamble can be allocated to multiple UEs as there seems to be different understandings. In any case, it is possible that eNB receives the same preamble, and it needs to be discussed whether MT EDT can be continued in such case. 
[bookmark: _Toc16841400]For Msg2-based solution: RAN2 to clarify whether same CFRA preamble can be allocated to multiple UEs (in one cell, in TA) and whether MT EDT is continued in the case eNB detects multiple PRACH transmissions corresponding to the same preamble. 
On issue 6, one solution is provided where MME would cancel MT EDT and initiate legacy paging. Contacting SA2 is also suggested. 
[bookmark: _Toc16841382]For Msg2-based solution: It is open issue what MME does when receiving multiple requests for DL data. This is not in RAN2 scope. 
On issue 7, one solution is provided, where this is cell specific configuration and provided in system information. 
[bookmark: _Toc16841383]For Msg2-based solution: It can be further discussed how long e.g. RNTI and CFRA preamble reservations should be kept.

Msg4-based solution specific solution proposals
Issue 1 relates also to earlier issue on which preamble to use (e.g. legacy, MO EDT, MT EDT). One company proposes two options: MO-EDT preamble + establishment cause or legacy preamble + new indication in Msg3. One company explains eNB knows after reception of Msg3 based on resume cause and one company says legacy preamble and MO-EDT Msg3 or MO-EDT preamble and MO-EDT Msg3 can be used.
Issue 2 on how eNB would know UE has NCC from previous suspend seems to be related to this same discussion.
[bookmark: _Toc16841401]RAN2 to discuss how MT EDT is indicated in Msg4-based UP solution. 
Issue 3 was brought up by two companies. One company says CFRA should not be used and the other did not provide any detailed solution. Rapporteur agrees with comment provided on the question formulation that no agreement has been made regarding use of CFRA preamble in Msg4-based solution, and it also seems no company is suggesting otherwise. 
[bookmark: _Toc16841402]Contention-based random access is used in Msg4-based MT EDT. 

Q3 Open issues on DL data transmission

	Msg2-based UP solution
	Msg4-based UP solution

	1. Contents of Msg2
2. Whether RRC message is included in Msg2 (and details of the RRC message)
3. How retransmission of paging works if eNB knows it replied to fake UE
4. Can eNB schedule retransmission of Msg2 with DL data (and how)
5. If UE doesn’t receive DL data, can it retransmit CFRA preamble
6. How to multiplex MAC RAR and DL data in one MAC PDU
7. Whether existing RAR can be used
8. RAR contents if it is extended

	1. Is RRCConnectionResume / RRCConnectionRelease ciphered
2. Can the data be segmented in RRCConnectionResume
3. Can RRCConnectionResume reconfigure DRB (and what is the consequence)
Issues which at least one company thinks is not an issue:
4. Should it be possible to use MT EDT if NCC was not provided in previous suspend. If possible, how to release connection in Msg4.





Msg2-based solution specific solution proposals
On issue 1, four companies explicitly mention DL data, Rapporteur assumes this is common understanding in any case. TA update/value is brought up by four companies. Two companies think UL grant is included, one company thinks this depends on whether there should be a UL reply. One company additionally mentions RAPID. Five companies also mention RRC message is included (this covers issue 2 as well). On RRC message contents, 3 companies mention NCC and one company thinks NCC should not be included, 3 companies mention resumeID. Two companies explicitly prefer the RRC message to ciphered and integrity protected. These companies and one additional company prefer a new RRC message. 
In Q4 some details relating to UL grant are further discussed. Proposal to discuss how to schedule the UL grant is lifted here. 
Issues 6,7 and 8 mention RAR and whether it is used. These issues relate to details of structure Msg2 and can be discussed together with the other issues. 
As way-forward, the following proposals are suggested to be discussed:
[bookmark: _Toc16841403]For Msg2-based solution: Msg2 should contain at least: RRC message, DL data, TA value. 
[bookmark: _Toc16841384]For Msg2-based solution: Details of structure of Msg2, e.g. whether RAR is used or extended, are FFS. 
[bookmark: _Toc16841404]For Msg2-based solution: RAN2 to discuss how UL grant should be scheduled: In Msg2, separately, or both are possible. 
[bookmark: _Toc16841405]For Msg2-based solution: A new integrity protected RRC message is defined to be included in Msg2. The RRC message may contain at least resumeID and NCC. FFS if the message is ciphered.
Issues 3, 4 and 5 are about retransmission of paging, preamble and Msg2. Only the company who brought the issues up provides solutions so far, therefore it is proposed to discuss these issues further e.g. based on contributions.
[bookmark: _Toc16841385]It can be further discussed how and if retransmissions of paging, preamble and Msg2 are supported in Msg2-based solution. 


Msg4-based solution specific solution proposals
For issues 1-3 only the company bringing the issue up provides a solution. Some companies indicate or would like to clarify whether anything needs to be done differently compared to MO EDT. 
On issue 4, the company bringing the issue(s) up thinks this can be supported and Msg4 could contain two RRC messages if needed. Three companies think there should be no issue and legacy procedure like in MO EDT should be used. 
Based on this discussion and other discussions, it seems majority of the companies would prefer MO EDT procedures as much as possible in the case Msg4-based solution would be selected. 
[bookmark: _Toc16841386]Many companies indicate preference to follow MO EDT as much as possible in case Msg4-based solution is selected. 


Q4 Open issues on UL transmission
	Msg2-based UP solution
	Msg4-based UP solution

	1. How is Msg2 reliably acknowledged
2. Which RRC message is included in Msg3
3. How to handle dimensioning of Msg3 grant given eNB may not know if there is pending UL data
4. Whether UE should indicate if provided grant is insufficient for Msg3
5. How to provide the UL grant
6. How to protect the UL transmission
7. If RLC AM is used, is status report transmitted?
8. What happens if RRC message, DL data, TA and UL grant cannot all be scheduled in single TB due to insufficient TBS
	1. How to indicate that the UE is ready to receive data in Msg4 for MT EDT?
2. How to determine whether there is UL data or whether the connection can be released?





Msg2-based solution specific solution proposals
For issue 1, 6 companies agree an integrity protected RRC message in Msg3 can be used. One company thinks RRC message is too much overhead and ACK over PUCCH should be used. 
[bookmark: _Toc16841406]For Msg2-based solution: Integrity protected RRC message in Msg3 is used to acknowledge data included in Msg2. 
On issue 2, 2 companies think RRCConnectionResumeRequest could be used while 2 companies explicitly think it should not be used but a new RRC message should be defined. 
[bookmark: _Toc16841407]For Msg2-based solution: RAN2 to discuss whether a new RRC message is defined to be included in Msg3 and what are its exact contents.
On issue 3, 2 companies think this is up to eNB, one company prefers using flexible TBS and one company thinks UE should use MO EDT or legacy access in the case there is more data. One company thinks SR could be configured for MT EDT and used. 
On issue 4, 3 companies prefer BSR to be included in Msg3, one company thinks flexible TBS should cover this case and one company thinks it would depend whether UE triggers MO EDT or legacy access (cf. issue 3). One company thinks SR could be configured for MT EDT and used. 
[bookmark: _Toc16841408]For Msg2-based solution: RAN2 to discuss how UL grant is dimensioned and whether UE may indicate more UL data is expected in Msg3. 
On issue 5, two options are mentioned, either in further scheduling or in Msg2, see Proposal 13 above. 
On issue 6, three companies indicate same security as used for Msg2 is used. 
[bookmark: _Toc16841409]For Msg2-based solution: Same security as for Msg2 is used to protect Msg3 transmission. 
On issue 7, one company thinks RLC status report may not be needed, Rapporteur wonders whether this should be controlled by the polling bit as in legacy? 
[bookmark: _Toc16841387]For RLC AM, sending of status report can be controlled by poll bit. 
Issue 8 is proposed to be discussed together with Proposal 13 above. 

Msg4-based solution specific solution proposals
Issue 1 relates to Proposal 10 above.
On issue 2, two companies bring up indication could be provided in Msg3, two companies mention traffic pattern known by CN, one company mentions UEs preference set during attach or RAI information from MME. 
[bookmark: _Toc16841410]For Msg4-based solution: RAN2 to discuss whether and how UE indicates UL data is expected after DL transmission. 


Q5 Open issues on connection release/suspend
	Msg2-based UP solution
	Msg4-based UP solution

	1. If there is no further UL data, is there need for RRC message to release connection in Msg4
2. Whether to provide UL grant for RRC and UL data or only RRC message
3. Whether Msg3 is the last message or not
	1. How to terminate MT EDT procedure after UL transmission
Issues which at least one company thinks is not an issue:
2. Whether release information (NCC, resumeID) are included in Msg4 so that Msg6 could be skipped




Msg2-based solution specific solution proposals
On issue 1, two companies think Msg4 is always needed, five companies think it is not always needed. Two companies indicate RAI can be used to indicate if there is more uplink transmissions expected. One company thinks legacy mechanisms should be used instead if there is further UL data. The RAI issue can be discussed in context of Proposal 17.
[bookmark: _Toc16841411]For Msg2-based solution: Msg4 is not always needed after UL data transmission in Msg3. 
Issue 2 relates to UL grant dimensioning discussed already above.
Issue 3 relates to issue 1.

Msg4-based solution specific solution proposals
On issue 1, one company thinks the connection can be terminated if UE doesn’t indicate in UL transmission there is further data, one company thinks UE can delay the release until Msg5 is transmitted.
On issue 2, some companies think this is not an issue and legacy MO EDT Msg4 is to be used.
Rapporteur has the following understanding: Companies think MO EDT Msg4 (i.e. RRCConnectionRelease) can be used and multiplexed with data. Msg6 should not be needed:
[bookmark: _Toc16841412]For Msg4-based solution: MO EDT Msg4 is re-used and multiplexed with data. It should be possible to skip Msg6 if UE does not indicate further data in UL. 

Q6 and Q7 Open issues on handling UE context and security

	Msg2-based UP solution
	Msg4-based UP solution

	1. Which node ciphers DL user data (target or source)
2. How target eNB can obtain security context for ciphering DL data, using early context fetch or something else?
3. When AS security is activated
4. When AS security is deactivated
5. How does eNB acknowledge Msg2 was received by intended UE
Issues which at least one company thinks is not an issue:
6. RAN3 impact regarding signaling of resumeID or security context to/from MME
7. MME impact on storing resumeID
8. Paging strategy considering overhead impact of resumeID

Issues on early context fetch 
1. No authentication code is available for source eNB to authenticate request from target eNB
2. If resumeID is used it needs to be uploaded to MME during suspension and provided to multiple eNBs in paging*
3. Possible loss of UE context and/or DL data
4. Encrypted DL data in Msg2 sent without verifying shortResumeMAC-I from UE
5. Additional S1 signalling, UE needs to send shortResumeMAC-I to confirm Msg3
6. Whether NCC updates are needed after fake UE

	Issues which at least one company thinks is not an issue:
1. Whether MT UP EDT is possible for the case where AS security is not activated before reception of DL message
2. How does eNB know that UE is using MT EDT and ciphered data can be sent



Msg2-based solution specific solution proposals
On issue 1, 5 companies agree that target eNB should cipher the data. 
[bookmark: _Toc16841413]For Msg2-based solution: Target eNB ciphers the data using similar mechanism as in MO EDT.
On issue 2, one company prefers to use a temporary MT EDT context, uploaded to MME during suspension and provided during paging to eNB, two companies think UE context can be retrieved before sending Msg2 by information provided by MME in paging request (i.e. early context fetch). One company thinks early context fetch can be done after receiving CRFA preamble. One company thinks source eNB should derive key and provide it to target for ciphering. 
Rapporteur thinks companies provide somewhat different solutions and there is no majority view on any particular aspect based on the replies. However, it seems majority of companies are discussing about early context fetch, i.e. retrieving the context after preamble transmission has been detected. 
It also seems the context fetch needs to be further discussed also taking into account the issues relating to early context fetch. In many replies an LS to SA3 (and RAN3, SA2) is proposed e.g. on how the context fetch should be done in absence of shortResumeMAC-I.
[bookmark: _Toc16841414]For Msg2-based solution: Working assumption: Early context fetch after eNB detects CFRA preamble is specified. 
[bookmark: _Toc16841388]Context fetch and related issues needs to be further discussed and other WGs need to be involved (e.g. SA2, RAN3, SA2). 

On issue 3, two companies prefer UE to activate security when sending CFRA, while two companies prefer to activate security when Msg2 is received. It is not clear what one company prefers (Nokia) based on the reply.
[bookmark: _Toc16841415]For Msg2-based solution: RAN2 to decide whether AS security is activated at the UE when/prior sending preamble or when receiving Msg2.
On issue 4, five companies seem to agree that security can be released when Msg3 has been sent. Rapporteur thinks it needs to be clarified whether this happens on sending or after receiving ACK for Msg3: 
[bookmark: _Toc16841416]For Msg2-based solution: AS security can be released after receiving acknowledgement to Msg3 transmission. 
Issue 5 has been discussed above already. 
Issues 6-8 seem to relate to specific solutions related to context fetch, which should be discussed separately. 
Likewise, the issues related to early context fetch should be further understood and discussed. 

Msg4-based solution specific solution proposals
On issue 1, one company thinks this can be possible if security is activated before processing DRB SDU. No other company thinks this is an issue. This relates to Observation 12 above. 

Q8 Open issues on fallback for MT-EDT

	Msg2-based UP solution
	Msg4-based UP solution

	1. Whether only network or both network and UE can initiate fallback
2. When should network initiate fallback
3. To which legacy procedure UE and eNB should fallback
4. How to differentiate RAR used for fallback from RAR carrying DL data
5. If CFRA preamble transmission fails, whether to fallback to legacy RA
6. How does eNB release reserved CFRA preamble in case of fallback
	Issues which at least one company thinks is not an issue:
1. Whether only network or both network and UE can initiate fallback
2. When should network initiate fallback
3. To which legacy procedure UE and eNB should fallback




Msg2-based solution specific solution proposals
On issue 1, at least 5 companies seem to agree that fallback is initiated by the network, while UE can use some other procedure in case MT EDT does not seem to succeed.
On issue 2, the following are brought up: More data that would fit in one DL transmission, if eNB has not received acknowledgement on DL data, context fetch is failed, more UL data is indicated in Msg3. 
On issue 3, one company proposes UE can page like in legacy or legacy Msg2 indicates fallback where latter is preferred. One other company supports this. One company prefers to include legacy RRC message in Msg2. There is no real majority or consensus, the details should be discussed further.  
Issues 4-6 relate also to fallback, but either no solutions or only from the company providing the issue is brought up, therefore further discussion is needed.
[bookmark: _Toc16841417]For Msg2-based solution: Network can initiate fallback e.g. when all data would not fit in one DL transmission. Other cases when fallback is triggered, and the procedure details are FFS. 
[bookmark: _Toc16841418]For Msg2-based solution: UE may initiate other legacy procedure in case of MT EDT failure/fallback.
[bookmark: _Toc16841389]It can be further discussed what is considered as failure of fallback in this context. 

Msg4-based solution specific solution proposals
Issues 1-3 are also brought up for Msg4-based case. One company thinks these are not issues for Msg4-based solution. One company brings up cases where more data arrives in DL before or after Msg4, where in the first case network may initiate fallback and in latter fallback is not possible. If more UL data arrives, UE should initiate new procedure. One other company explains similar cases. Rapporteur wonders whether these are different compared to MO EDT case, otherwise similar proposals as above (24 and 25) should apply to Msg4-based case as well. 
[bookmark: _Toc16841390]It can be further discussed which are the possible fallback cases in Msg4-based solution and whether there are differences to MO EDT. 

Q9 Other issues
Some other issues brought up by companies in Q9 not covered above:
For Msg2-based solution:
· Whether preamble retransmission is supported (however see Observation 13)
· Power control for Preamble transmission
· What happens if eNB doesn’t get reply UL RRC message
· Use of scheduling request (SR) to give UE opportunity to ask for UL grant 
For both Msg2 and Msg4-based solutions:
· Integrity protection of data 

[bookmark: _Toc16841391]Other issues are suggested to be further discussed based on company contributions. 
Conclusion
A number of Observations were made in the Summary section above, where the Observations mainly relate to issues raised by companies which may need further discussion, and do not have specific Proposals: 
Observation 1	For Msg2-based solution 57 issues were provided, for Msg4-based solution 21 issues were provided.
Observation 2	Number of issues relating to Msg2-based solution require further interaction with other WGs.
Observation 3	Based on company replies, there is no clear majority supporting either of the solutions.
Observation 4	For Msg2-based solution: It can be further discussed whether source/target eNB needs to verify preamble was sent by intended UE.
Observation 5	In Msg2-based solution, providing RNTI and CFRA preamble in paging message may lead to issues on number of available CFRA preambles and paging capacity, depending on the exact solutions.
Observation 6	It can be further discussed how and if network indicates that it expects UL data.
Observation 7	RAN2 has already agreed that “For both UP and CP solutions eNB sends MT EDT indication to the UE via paging.”
Observation 8	For Msg2-based solution: It is open issue what MME does when receiving multiple requests for DL data. This is not in RAN2 scope.
Observation 9	For Msg2-based solution: It can be further discussed how long e.g. RNTI and CFRA preamble reservations should be kept.
Observation 10	For Msg2-based solution: Details of structure of Msg2, e.g. whether RAR is used or extended, are FFS.
Observation 11	It can be further discussed how and if retransmissions of paging, preamble and Msg2 are supported in Msg2-based solution.
Observation 12	Many companies indicate preference to follow MO EDT as much as possible in case Msg4-based solution is selected.
Observation 13	For RLC AM, sending of status report can be controlled by poll bit.
Observation 14	Context fetch and related issues needs to be further discussed and other WGs need to be involved (e.g. SA2, RAN3, SA2).
Observation 15	It can be further discussed what is considered as failure of fallback in this context.
Observation 16	It can be further discussed which are the possible fallback cases in Msg4-based solution and whether there are differences to MO EDT.
Observation 17	Other issues are suggested to be further discussed based on company contributions.

Based on the provided solutions to provided issues, the Rapporteur has made the following proposals as way-forward:

Proposal 1	RAN2 should discuss which solution, Msg2-based or Msg4-based, should be defined for Rel-16 MT EDT.
Proposal 2	RAN2 sends a reply LS to RAN3 indicating preference that data size is included in S1 paging. Other MT EDT indication is not needed in this case.
Proposal 3	For Msg2-based solution: RNTI to be used for MT EDT is provided in paging message. The details are FFS.
Proposal 4	For Msg2-based solution: Same approach as for PDCCH order is used for provision of CFRA preamble in paging message. Whether and how to indicate CE level and exact details are FFS.
Proposal 5	For Msg4-based solution: 1-bit flag in Paging message from eNB to UE indicates MT EDT.
Proposal 6	For Msg2-based solution: Send an LS to RAN3, SA3 (cc: SA2) on feasibility of resuming connection and context retrieval when eNB receives Msg1.
Proposal 7	For Msg2-based solution: Working assumption: resumeID is used as the context identifier. It is provided to target eNB in S1 paging, where MME stores the necessary information while UE is suspended.
Proposal 8	For Msg2-based solution: Send an LS to SA3 on issues related to how and if source eNB needs to authenticate request for context retrieval and possible impacts of related solutions.
Proposal 9	For Msg2-based solution: RAN2 to clarify whether same CFRA preamble can be allocated to multiple UEs (in one cell, in TA) and whether MT EDT is continued in the case eNB detects multiple PRACH transmissions corresponding to the same preamble.
Proposal 10	RAN2 to discuss how MT EDT is indicated in Msg4-based UP solution.
Proposal 11	Contention-based random access is used in Msg4-based MT EDT.
Proposal 12	For Msg2-based solution: Msg2 should contain at least: RRC message, DL data, TA value.
Proposal 13	For Msg2-based solution: RAN2 to discuss how UL grant should be scheduled: In Msg2, separately, or both are possible.
Proposal 14	For Msg2-based solution: A new integrity protected RRC message is defined to be included in Msg2. The RRC message may contain at least resumeID and NCC. FFS if the message is ciphered.
Proposal 15	For Msg2-based solution: Integrity protected RRC message in Msg3 is used to acknowledge data included in Msg2.
Proposal 16	For Msg2-based solution: RAN2 to discuss whether a new RRC message is defined to be included in Msg3 and what are its exact contents.
Proposal 17	For Msg2-based solution: RAN2 to discuss how UL grant is dimensioned and whether UE may indicate more UL data is expected in Msg3.
Proposal 18	For Msg2-based solution: Same security as for Msg2 is used to protect Msg3 transmission.
Proposal 19	For Msg4-based solution: RAN2 to discuss whether and how UE indicates UL data is expected after DL transmission.
Proposal 20	For Msg2-based solution: Msg4 is not always needed after UL data transmission in Msg3.
Proposal 21	For Msg4-based solution: MO EDT Msg4 is re-used and multiplexed with data. It should be possible to skip Msg6 if UE does not indicate further data in UL.
Proposal 22	For Msg2-based solution: Target eNB ciphers the data using similar mechanism as in MO EDT.
Proposal 23	For Msg2-based solution: Working assumption: Early context fetch after eNB detects CFRA preamble is specified.
Proposal 24	For Msg2-based solution: RAN2 to decide whether AS security is activated at the UE when/prior sending preamble or when receiving Msg2.
Proposal 25	For Msg2-based solution: AS security can be released after receiving acknowledgement to Msg3 transmission.
Proposal 26	For Msg2-based solution: Network can initiate fallback e.g. when all data would not fit in one DL transmission. Other cases when fallback is triggered, and the procedure details are FFS.
Proposal 27	For Msg2-based solution: UE may initiate other legacy procedure in case of MT EDT failure/fallback.
 
[bookmark: _GoBack]
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