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Introduction  
SA2 has introduced the concept of PC5 link ID for V2X unicast communication [1]. In this contribution we will discuss the impact of this identifier in RAN2 specification. 
Discussion
1.1 PC5 Unicast link identifier 
As shown below from [1], the PC5 link identifier refers to a unique ID established by the UE while involved in unicast communication with a peer UE. 

	For every PC5 unicast link, a UE self-assigns a distinct PC5 Link Identifier that uniquely identifies the PC5 unicast link in the UE for the lifetime of the PC5 unicast link. Each PC5 unicast link is associated with a Unicast Link Profile which includes:
-	service type(s) (e.g. PSID or ITS-AID), Application Layer ID and Layer-2 ID of UE A; and
-	Application Layer ID and Layer-2 ID of UE B; and
-	network layer protocol used on the PC5 unicast link; and 
-	for each V2X service, a set of PC5 QoS Flow Identifier(s) (PFI(s)). Each PFI is associated with QoS parameters (i.e. PQI and optionally Range). 


Observation 1: In SA2, PC5 unicast link identifier is defined for every PC5 unicast link established at V2X layer to support unicast communication between two peer UEs.

Illustration of an example of how the PC5 unicast links are set up is shown in the annex. We also understand from [1] that the PC5 link ID (including the source and destination layer-2 IDs) and the PFIs with corresponding PC5 QoS parameters are passed down to the AS layer to be maintained for the unicast link. For every V2X service data packet, the link identifier and the PFI are sent to the AS layer. 
While SA2 has introduced the PC5 unicast link identifier to be forwarded to the AS layer, the expected AS behaviour using this ID is not clear.  For example, we wonder if the link ID is to be used for packet filtering purpose or if it is to be used to determine the need of establishment of PC5-RRC to exchange UE capabilities or configuration information between the V2X UEs involved in unicast communication.  Therefore, we have the following proposal: 

Proposal 1: RAN2 is proposed to check with SA2 if the PC5 unicast link identifier (made available to the AS layer) can be shared between the two peer UEs.
In this following sub-sections, we list a couple of use cases of utilizing this PC5 link ID in RAN2 specification.

1.1.1 SDAP entity per PC5 unicast link

In Uu link, the SDAP entity is established for a PDU session and corresponding SDAP configuration is provided by the network for every PDU session within which the QoS flows are mapped onto DRBs. For NR V2X, with the unicast communication newly introduced, we think that the PC5 unicast link with the ID at the V2X layer can be utilized and the corresponding QoS flows can be mapped onto SLRBs. It has already been discussed and agreed about how the SLRB configuration including mapping of QoS flows to SLRBs is done, however, it is not discussed about when a given SDAP entity is established and at what level: per application layer ID or per service or per destination UE (or SRC-DEST layer-2 ID pair). 

Since the application layer ID may change dynamically, we would want to rule out this option. Each application may correspond to multiple services. It may be possible to set up SDAP entity per service, however, it is not clear if the service ID is unique per UE as different applications may support similar services. Defining an SDAP entity per destination UE involves maintaining multiple PC5 unicast links per entity and we wonder about the added complexity if QoS flows across different links are multiplexed onto SLRBs. Therefore, we prefer to specify SDAP per PC5 unicast link. 

Proposal 2: RAN2 to discuss whether a new SDAP entity could be established at the TX UE for every PC5 unicast link. 

1.1.2 SLRB Context storage

During RAN2#105bis meeting, it was left FFS about whether the AS configuration (i.e. SLRB configuration) can also be stored in SL UE context [2]. It was agreed that there is a SL UE context with at least SL UE capability of the destination UE and therefore, the SL UE context is per destination UE. We think that the AS configuration corresponding to the unicast link can also be stored at least as long as the link exists to support the QoS flows and SLRBs corresponding to the unicast link. It may also be useful to store the configuration information to support delta signalling if and when introduced. 

Any updates made to the link (e.g. flow addition, removal) at the upper layer can also be updated as necessary. As per SA2, it is not clear if the PC5 unicast link is established uniquely per destination UE ID or multiple links can also be established towards one destination UE as per below (the first sentence refers to layer-2 IDs in general, while the second sentence refers to source layer-2 ID):

	If a UE has multiple unicast links using the same Application Layer IDs or Layer-2 IDs, the UE needs to perform the link identifier update procedure over each of the unicast link.



	A UE may establish multiple PC5 unicast links with a peer UE and use the same or different source Layer-2 IDs for these PC5 unicast links.


It may be possible for the SL UE context to include the SLRB configuration information of the different unicast links belonging to the same destination layer-2 ID as a list. However, we wonder how the situation when one specific link is released would be handled and whether there may be additional specification complexity in deleting part of the stored context. Hence we suggest that two pieces of SL UE context can be defined (and differentiated) as follows: 
a) SL UE capability context at per destination UE level 
b) SL UE SLRB context at per PC5 link ID level.
 
We think that it is prudent to introduce SL UE SLRB context at PC5 unicast link ID level so that when the unicast link is released/disconnected at the upper layer, the UE context can be deleted at the AS layer accordingly. 

Proposal 3: RAN2 to discuss whether to store the SL UE SLRB context for every PC5 unicast link at the TX UE (and delete the context when the unicast link is released).

Conclusion
In this contribution, we provide our views on the usage of PC5 unicast link identifier for NR V2X sidelink and have the following observation and proposals:
Observation 1: In SA2, PC5 unicast link identifier is defined for every PC5 unicast link established at V2X layer to support unicast communication between two peer UEs.
Proposal 1: RAN2 is proposed to check with SA2 if the PC5 unicast link identifier (made available to the AS layer) can be shared between the two peer UEs.
Proposal 2: RAN2 to discuss whether a new SDAP entity could be established at the TX UE for every PC5 unicast link. 

Proposal 3: RAN2 to discuss whether to store the SL UE SLRB context for every PC5 unicast link at the TX UE (and delete the context when the unicast link is released).
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Annex



Figure 5.2.1.4-1: Example of PC5 Unicast Links [1]
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