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Introduction
During RAN2#105bis meeting, IAB bearer mapping was discussed and the following agreements were reached [1]:

	Confirm that the intention is to support 1-to-1 and 1-to-N bearer mapping, for UE bearers, at least for UP. 

For user plane, The UL mapping in the IAB access node to BH RLC channels should be based on the knowledge about UE bearers (identified with GTP TEID) 

For control plane (F1-C messages) The UL mapping in the IAB access node to BH RLC channels should be based on F1-C message type. FFS if per UE.

FFS if the mapping should also consider DSCP/Flow labels (e.g. as an intermediate step).

Observation: The UL/DL mapping in intermediate IAB node(s) to egress BH RLC channel will take into account ingress BH RLC channel. 
FFS: The UL/DL mapping in intermediate IAB node(s) to egress BH RLC channel could also take into account some ID(s) (from Adaptation Layer). 
The above two Bullets are applicable for all types of traffic (e.g. UP, CP, OAM).


On the other hand, RAN3 reached the following agreements on IAB 1:1 and N:1 bearer mapping in RAN3#104 meeting [2].
	Progress in RAN3#103bis meeting:
For 1:1 mapping, the use of GTP tunnel ID to identify a DRB between donor CU and donor DU is confirmed

WA: adopt IPv6 flow labels for 1:1 mapping; FFS whether to also use DSCP

Progress in RAN3#104 meeting:
Adopt IPv6 flow labels for 1:1 mapping (in conjunction with the IAB node IP address); the use of additional information to differentiate bearers is not precluded.

WA: For N:1 mapping, both DSCP-based and IPv6 flow-label based mapping may be used in donor DU for DL

WA: They may coexist in the same network


During RAN2#106 meeting, it was agreed to trigger an email discussion on IAB bearer mapping and the key issues were discussed. In this contribution, we mainly discuss the remaining issues on IAB user plane bearer mapping.
Discussion
User plane protocol stack for IAB network was discussed in IAB SI phase. It is suggested to consider adaptation layer above RLC layer. Adaptation layer supports routing and bearer mapping. In addition, F1*-U can be security-protected via PDCP or IPSec. As shown in Figure 1, it is an example user plane protocol stack with IPSec-based security protection in TR38.874. 
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Figure 1 User plane protocol stack with IPSec-based security protection

One-to-one bearer mapping
Generally speaking, the bearer mapping could be considered in three cases: 

UE bearer to BH RLC channel mapping at access IAB node for UL traffic
As agreed in RAN2#105bis meeting, the UL mapping in the IAB access node to BH RLC channels should be based on the knowledge about UE bearers (identified with GTP TEID). For 1:1 bearer mapping, suppose one to one BH RLC channel configuration for the access IAB node MT includes UE bearer info associated with each BH RLC channel, access IAB node could encapsulate the GTP-U/UDP/IP/adapt subheader for UL data packet, deliver it to the BH RLC channel associated with corresponding UE bearer and then transmit it to upstream IAB node DU. To be specific, the UE bearer info can be in the form of UL GTP-TEID and donor CU-UP IP address. 
Proposal 1: For 1:1 bearer mapping,  access IAB node could map the UE bearer to BH RLC channel based on the UE bearer’s UL GTP-TEID and destination donor CU-UP IP address. 
UE bearer to BH RLC channel mapping at IAB donor DU for DL traffic 
With regard to the DL bearer mapping at IAB donor DU, RAN3 reached the agreements in RAN3#103bis meeting that the GTP TEID is used to identify the DRB between donor CU and donor DU for 1:1 mapping. As we know, IPv6 flow label is 20 bits and the DL GTP tunnel ID is 32 bits. RAN2 and RAN3 reached consensus that 20 bits DL GTP tunnel ID  is enough to identify all the UE bearers under an access IAB node. Together with the IAB node IP address, a single IAB donor may identify the UE bearers more than 2^20.  Finally, RAN3 agreed to adopt IPv6 flow label carried on the packet header for 1:1 mapping (in conjunction with the IAB node IP address). 

Since the number of bearers with 20bits is sufficient, it makes sense that access IAB node DU allocates the DL GTP-U TEID only using the 20 LSB. Correspondingly, the donor CU may set the IPv6 flow label of DL data packet to the 20 LSB value of DL GTP-U TEID. For the donor DU, upon receiving the DL data packet from donor CU, it could directly get the DL GTP-U TEID of the data packet from the IPv6 flow label. Suppose egress BH RLC channel configuration includes the associated UE bearer info (identified with DL GTP-TEID and IP address of IAB node), IAB donor DU could map the DL packet to egress BH RLC channel based on the GTP-U TEID and destination IP address of IAB node associated with the data packet. 

In addition, some companies think that the donor CU allocates the IPv6 flow label for each UE bearer independently and maintains a mapping table between IPv6 flow label and DL GTP-U TEID for a given IAB node IP address. In this case, the donor CU may configure the DL egress BH RLC channel of donor DU with the associated UE bearer info (identified with IPv6 flow label and IP address of IAB node). Upon receiving the DL data packet from donor CU, donor DU could map the DL packet to corresponding egress BH RLC channel based on the IPv6 flow label and destination IP address of IAB node associated with the data packet. 
Proposal 2: For 1:1 bearer mapping, donor DU could be configured the BH RLC channel with UE bearer info in terms of IPv6 flow label/DL GTP-TEID and destination IP address of IAB node.
Proposal 3: For the IAB donor DU, the DL 1:1 bearer mapping to BH RLC channel should be based on the UE bearer info ( identified with IPv6 flow label/DL GTP-TEID and destination IP address of IAB node). 
ingress and egress BH RLC channel mapping at intermediate IAB node
For the intermediate IAB node, upon receiving the data packet from ingress BH RLC channel, it delivers the data packet to the BAP layer, which maps the data packet to egress BH RLC channel. 

As observed in RAN2#105bis meeting, the UL/DL mapping in intermediate IAB node to egress RLC channel will take into account ingress BH RLC channel. It is FFS if the UL/DL mapping in intermediate IAB node to egress BH RLC channel could also take into account other IDs from BAP layer. In our opinion, for one to one bearer mapping, the UE bearer info (in terms of DL GTP-TEID/UL GTP-TEID/IPv6 flow label and destination IP address) might be derived from the associated ingress BH RLC channel. Based on the these UE bearer info, the intermediate IAB node could deliver the data packet to corresponding egress BH RLC channel. It is not necessary to consider other IDs from BAP layer. 
Proposal 4: For intermediate IAB node, the 1:1 bearer mapping could also be based on the UE bearer info (identified with IPv6 flow label/GTP-TEID and destination IP address) derived from ingress BH RLC channel. 
Many-to-one bearer mapping
For N:1 bearer mapping, both the IPv6 flow label and DSCP based approach has been discussed in RAN3#104 meeting. The working assumption is that both DSCP-based and IPv6 flow-label based mapping may be used in donor DU for DL N:1 mapping. The other working assumption is that they may co-exist in the same network. 
To be specific, suppose the IPv6 flow label could indicate the UE bearer info with many to one bearer mapping and the IAB donor DU is configured with the UE bearers to BH RLC channel mapping rule (UE bearer info may be in the form of DL GTP-TEID/associated IPv6 flow label), IAB donor DU could then determine the UE bearer based on the IPv6 flow label and then map this packet to the egress BH RLC channel based on the bearer mapping configuration. Different from 1:1 bearer mapping, the IPv6 flow label allocated for N:1 bearer mapping might be per UE bearer or per BH RLC channel. For example, suppose UE DRB1 and DRB2 shall be multiplexed into one BH RLC channel, the data packet from these both DRBs could be set the same IPv6 flow label.
On the other hand, N:1 bearer mapping could be based on DSCP. As we know, access IAB node and IAB donor CU may derive the DSCP of the received UL/DL data packet based on the 5QI or other RAN traffic parameter and perform the DSCP marking on the IP header of data packet. IAB donor DU may get the DSCP from the IP header of data packet received from donor CU. Then the IAB donor DU could map the IP packet to downlink BH RLC channel according to DSCP. Similarly, for access IAB node, it may perform the DSCP marking on the IP header and then map it to egress BH RLC channel based on DSCP. When it comes to intermediate IAB node, it may get the DSCP from the ingress BH RLC channel or BAP header and then map it to egress BH RLC channel. 

Observation 1: The working assumption in RAN3 is that both DSCP-based and IPv6 flow-label based mapping may be used in donor DU for DL N:1 mapping and they may co-exist in the same network. 

Suppose the DSCP-based and IPv6 flow-label based mapping co-exist in the IAB network, the donor CU has to select whether DSCP or IPv6 flow label shall be used for a given UE bearer. It is not clear if certain criteria should be specified it. With regard to donor DU, it also need to determine per data packet whether the DSCP or IPv6 flow label is used for bearer mapping. One possible way is to define default DSCP/IPv6 flow label value to indicate which bearer mapping approach is enabled for data packet. For example, the DSCP value set to 0x000000 means the DSCP based approach is disabled and donor DU should look into the IPv6 flow label for N:1 bearer mapping. Moreover, suppose default DSCP value is used to indicate that IPv6 flow label based bearer mapping is used for a data packet, it means that the DSCP could no longer be used to differentiated packet precedence processing on the routers between donor DU and donor CU. On the other hand, if the default IPv6 flow label is used to indicate that DSCP based bearer mapping, DSCP marking could be enabled for both beare mapping approach. It should be noted that the donor CU and donor DU might be provided from different equipment vendors. To support the co-existence of DSCP and IPv6 flow label based mapping, it is necessary to specify the default DSCP or IPv6 flow label value to indicate the bearer mapping approach. 

In a sum, considering that one to one bearer mapping could only use IPv6 flow label based approach and donor CU/DU had to support it, it is suggested to only adopt IPv6 flow label based approach for many to one bearer mapping to realize the unified design. We see no apparent necessity of why DSCP based mapping had to be supported. 
Observation 2: Suppose DSCP and IPv6 flow label based mapping co-exist in the IAB network, donor DU need to determine whether the DSCP or IPv6 flow label based bearer mapping is used for the data packet. 

Observation 3: System default DSCP/IPv6 flow label value may be defined to indicate which bearer mapping approach is enabled, which requires extra specification efforts. 
Proposal 5: It is suggested to only adopt IPv6 flow label based approach for N:1 bearer mapping.

Next, we will discuss the implementation details of IPv6 flow label based N:1 bearer mapping. Similar to the 1:1 bearer mapping, three bearer mapping cases are considered. 
UE bearer to BH RLC channel mapping at access IAB node for UL traffic
As we mentioned before, the 1:1 bearer mapping could be based on the UE bearer info can be in the form of UL GTP-TEID and donor CU-UP IP address. With regard to N:1 bearer mapping, it could also be based on the UE bearer info (in terms of UL GTP-TEID and donor CU-UP IP address). Since donor CU has all the QoS information of UE DRBs, it is possible for donor CU to evaluate the QoS characteristics of access UE’s traffic and configure a set of UE bearers with similar QoS to be multiplexed onto a given BH RLC channel. This mapped UE bearers’ info could be delivered to the access IAB node as part of the BH RLC channel configuration. In addition, the UE bearer info might be in the form of associated IPv6 flow label. The IPv6 flow label for a given UE bearer could be configured together with other UE DRB configurations via F1AP signalling. Upon receiving the UL data packet, access IAB node could determine the corresponding UE bearer and then map this packet to the egress BH RLC channel based on the IPv6 flow label/UL GTP-TEID and destination donor CU-UP IP address info. 

Proposal 6: For N:1 bearer mapping, access IAB node could map the UE bearer to BH RLC channel based on the UE bearer’s UL GTP-TEID/IPv6 flow label and destination donor CU-UP IP address. 
UE bearer to BH RLC channel mapping at IAB donor DU for DL traffic 
For N:1 bearer mapping, donor DU could map the DL packet to corresponding egress BH RLC channel based on the IPv6 flow label and destination IP address of IAB node associated with the data packet. To be specific, the IAB donor DU is configured with the UE bearers to BH RLC channel mapping rule (UE bearer info may be in the form of DL GTP-TEID/associated IPv6 flow label and destination IP address). Upon receiving the DL packet from donor CU,  donor DU could determine the UE bearer based on the IPv6 flow label and then map this packet to the egress BH RLC channel based on the bearer mapping configuration.

Proposal 7: For N:1 bearer mapping, the IAB donor DU could perform the DL data packet to BH RLC channel based on the UE bearer info ( identified with IPv6 flow label and destination IP address). 
ingress and egress BH RLC channel mapping at intermediate IAB node
For the intermediate IAB node, upon receiving the data packet from ingress BH RLC channel, it delivers the data packet to the BAP layer, which maps the data packet to egress BH RLC channel. For one to one bearer mapping, the intermediate IAB node could determine the egress BH RLC channel based on the UE bearer info (identified with IPv6 flow label/GTP-TEID and destination IP address) derived from ingress BH RLC channel. When it comes to N:1 bearer mapping, it is hard to derive the UE bearer info from ingress BH RLC channel since multiple UE bearers might be mapped to the same ingress BH RLC channel. 

One possible way is that the bearer mapping at intermediate IAB node is purely based on the ingress BH RLC channel. For example, the donor CU might configure the intermediate IAB node with a 1:1 mapping table between ingress BH RLC channel and egress BH RLC channel.  However, it is questionable if the 1:N mapping between ingress and egress BH RLC channel also exists. As shown in Figure 2(a) and 2(b), one ingress BH RLC channel may be mapped to two egress BH RLC channels at IAB node 1 for UL and DL directional respectively. The 1:N mapping between ingress and egress BH RLC channel may be due to different QoS granularity of BH RLC channels configured by donor CU. In addition, it may be because the MFBR and GFBR limitation for a given BH RLC channel. As shown in Figure 2(a), the IAB node 1 need to support the UL traffic forwarding of all the downstream IAB nodes and access UEs. It may be necessary to setup more than one BH RLC channels with similar QoS profile so as to support the large volume of UL data traffic. In this case, the DRB1 and DRB2 might be mapped to the same BH RLC channel between IAB node 2 and IAB node 1 whereas mapped to different BH RLC channel between IAB node 1 and IAB donor DU. Based on these observation, it is necessary to consider the 1:N mapping between ingress and egress BH RLC channel. 
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Figure 2 Illustration of UE bearer remapping
For 1:N mapping between ingress and egress BH RLC channel, the UE bearer based mapping could be considered. For example, the GTP-U TEID might be carried in the BAP header or the IPv6 flow label in packet header could be reused to identify the UE bearer info for a specific data packet. In addition, the intermediate IAB node may be configured with UE bearers to egress BH RLC channel mapping rule (UE bearer info may be in the form of GTP-TEID/associated IPv6 flow label and destination IP address). Upon receiving the data packet to be forwarded,  intermediate IAB node could determine the UE bearer based on the IPv6 flow label/GTP-TEID in BAP header and then map this packet to the egress BH RLC channel based on the bearer mapping configuration. It should be noted that this approach requires the BAP header to include the UE bearer info or reuse the IPv6 flow label to indicate UE bearer info even for UL traffic. 

Observation 4: The 1:N ingress and egress BH RLC channel mapping may happen due to different QoS granularity of BH RLC channel configuration or due to the MFBR and GFBR limitation for a given BH RLC channel. 

Proposal 8: For N:1 bearer mapping, the UL/DL mapping in intermediate IAB node to egress BH RLC channel should take into account the UE bearer info, such as IPv6 flow label/GTP-TEID and destination IP address. 
Conclusion
In this contribution, we mainly discussed the remaining issues on IAB user plane bearer mapping. And we have the following observations and proposals:
Proposal 1: For 1:1 bearer mapping,  access IAB node could map the UE bearer to BH RLC channel based on the UE bearer’s UL GTP-TEID and destination donor CU-UP IP address. 
Proposal 2: For 1:1 bearer mapping, donor DU could be configured the BH RLC channel with UE bearer info in terms of IPv6 flow label/DL GTP-TEID and destination IP address of IAB node.
Proposal 3: For the IAB donor DU, the DL 1:1 bearer mapping to BH RLC channel should be based on the UE bearer info ( identified with IPv6 flow label/DL GTP-TEID and destination IP address of IAB node). 
Proposal 4: For intermediate IAB node, the 1:1 bearer mapping could also be based on the UE bearer info (identified with IPv6 flow label/GTP-TEID and destination IP address) derived from ingress BH RLC channel. 
Observation 1: The working assumption in RAN3 is that both DSCP-based and IPv6 flow-label based mapping may be used in donor DU for DL N:1 mapping and they may co-exist in the same network. 

Observation 2: Suppose DSCP and IPv6 flow label based mapping co-exist in the IAB network, donor DU need to determine whether the DSCP or IPv6 flow label based bearer mapping is used for the data packet. 

Observation 3: System default DSCP/IPv6 flow label value may be defined to indicate which bearer mapping approach is enabled, which requires extra specification efforts. 
Proposal 5: It is suggested to only adopt IPv6 flow label based approach for N:1 bearer mapping.

Proposal 6: For N:1 bearer mapping, access IAB node could map the UE bearer to BH RLC channel based on the UE bearer’s UL GTP-TEID/IPv6 flow label and destination donor CU-UP IP address. 
Proposal 7: For N:1 bearer mapping, the IAB donor DU could perform the DL data packet to BH RLC channel based on the UE bearer info ( identified with IPv6 flow label and destination IP address). 
Observation 4: The 1:N ingress and egress BH RLC channel mapping may happen due to different QoS granularity of BH RLC channel configuration or due to the MFBR and GFBR limitation for a given BH RLC channel. 

Proposal 8: For N:1 bearer mapping, the UL/DL mapping in intermediate IAB node to egress BH RLC channel should take into account the UE bearer info, such as IPv6 flow label/GTP-TEID and destination IP address. 
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