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1. Overall Description:
RAN2 would like to thank "LS on RAN sharing and Emergency services with Non-Public Networks" (R2-1908651/S2-1906814).
[bookmark: _Hlk16260903]Question 1: 
SA2 respectfully seeks feedback whether they see any issue to support scenario E1 (UE should be allowed to camp for Emergency services for the case where UE supports the CAG feature, but is not authorized for any of the advertised CAG IDs) and RS1 (the system architecture should support RAN sharing between a PLMN and an SNPN. This feature should be applicable to Rel-16 UEs that do not support the SNPN feature).
Answer 1: 
Scenario E1 (a Rel-16 UE supporting CAG feature camps for Emergency services on CAG cell that does not advertise any of the subscribed CAG identifiers) is similar to the scenario when a UE camps on cell that does not belong to a selected PLMN (called "acceptable cell" in 3GPP TS 38.304) to obtain limited services including emergency services. Therefore, RAN2's view is that nothing prevents to enhance the cell selection and reselection rules for Rel-16 UEs supporting CAGs in a way that enables scenario E1.
The support of scenario RS1 (RAN sharing between a PLMN and a SNPN) can be split into two sub-scenarios:
· the PLMN and the SNPN use the same PLMN ID;
· the PLMN and the SNPN use different PLMN IDs.
If the same PLMN ID is used by the PLMN and the SNPN then the only requirement is that UEs not supporting SNPN feature should also be able to select the cell if the PLMN ID belongs to the selected PLMN. This can be easily supported as it can be achieved if no indicator is set to make the cell barred for non-NPN UEs.
If different PLMN IDs are used by the PLMN and the SNPN then the indicator that is used to prevent non-NPN UEs from accessing and selecting the cell should be PLMN specific: selecting the cell with the PLMN ID of the SNPN should be prevented, while selecting the cell with the PLMN ID of the PLMN should be allowed. The candidate solution that can provide PLMN specific barring is based on "cellReservedForOperatorUse" indicator. The drawback of the solution is that it does not prevent from accessing a cell advertising their HPLMN ID. This is only a problem if the PLMN identity used by the SNPN is also used by a PLMN, as in that case non-NPN UEs using the PLMN ID as HPLMN may select the cell. If this is not acceptable then RAN2's view is that RAN sharing scenario RS1 when the PLMN and the SNPN use different PLMN IDs cannot be supported.
RAN2 ask SA2 to provide feedback whether the solution based on "cellReservedForOperatorUse" indicator, which does not prevent non-NPN UEs with Access Identity 11 and 15 from accessing the cell advertising their HPLMN identifier, is acceptable. 

Question 2: 
	SA2 respectfully seeks feedback from RAN2 and RAN3 whether they have any preference with respect to supporting scenarios E2 (Rel-16 UEs not supporting the CAG feature should be allowed to camp in a CAG cell in limited service state), RS2 (support for RAN sharing between a PNI-NPN (with CAG) and an SNPN. This feature would be applicable to Rel-16 UEs that support either PNI-NPN with CAG or SNPN or both) and RS3 (the system architecture should support RAN sharing between a PLMN and a PNI-NPN with CAG i.e. RAN sharing in a cell that acts as a CAG cell for PLMN1 and as a non-CAG cell for PLMN2) from the point of view of any additional protocol functionality in the access stratum to support these scenarios
Answer 2: 
In the current specification to prevent UEs accessing a cell can be achieved by making the cell status barred. When a cell is barred for a UE, the cell cannot be accessed for any services including emergency services. Therefore, the support of scenario E2 (a Rel-16 UE not supporting CAG feature to camp on CAG cell in limited service state) is not possible based on any of the legacy mechanisms. However, it is possible to create a new mechanism for Rel-16 UEs not supporting CAG feature to enable scenario E2, but this will cause additional complexity in the specification and implementation (e.g. Rel-16 UEs not supporting CAG feature should be enhanced to enable this scenario) and will not provide solution for pre-Rel-16 UEs.
The support scenario RS2 (RAN sharing between a PNI-NPN (with CAG) and an SNPN) would require from RAN2 perspective that the SIB messages enable the flexibility of advertising NIDs and CAG identifiers simultaneously by a cell. The advertisement should be unambiguous which PLMN identifier belongs to an advertised NID or CAG identifier. RAN2's view is that nothing prevents to make the NID and CAG identifier advertisements flexible enough, e.g. use different information elements for NIDs and CAG identifiers and enabling the simultaneous advertisements. As RAN2 working assumption is that the same solution can be used to prevent UEs not supporting NPNs to access or select cells belonging to SNPNs or to PNI-NPNs, this type of network sharing will not impact UEs not supporting NPNs.
The support of scenario RS3 (RAN sharing between a PLMN and a PNI-NPN with CAG) is similar to the scenario RS1 and can be split into two sub-scenarios:
· the PLMN and the PNI-NPN use the same PLMN ID;
· the PLMN and then PNI-NPN use different PLMN IDs. 
If the same PLMN ID is used by the PLMN and PNI-NPN then the only requirement is that UEs not supporting CAG feature should also be able to select the cell if the PLMN ID belongs to the selected PLMN. This can be easily supported as it can be achieved if no indicator is set to make the cell barred for non-NPN UEs.
If the different PLMN IDs are used by the PLMN and PNI-NPN then the indicator that is used to prevent non-NPN UEs from accessing and selecting the cell should be PLMN specific: selecting the cell with the PLMN ID of the PNI-NPN should be prevented, while selecting the cell with the PLMN ID of the PLMN should be allowed. The candidate solution that can support PLMN specific restrictions is based on "cellReservedForOperatorUse" indicator, which has the drawback that it does not prevent UEs with Access Identity 11 and 15 from accessing a cell advertising their HPLMN ID. This is only a problem if the PLMN identity used by the SNPN is also used by a PLMN, as in that case non-NPN UEs using the PLMN ID as HPLMN may select the cell. If this is not acceptable then RAN2's view is that RAN sharing scenario RS3 when the PLMN and the SNPN use different PLMN IDs cannot be supported.

2. Actions:
To SA2 group.
ACTION: 	RAN2 respectfully asks SA2 to take the above answers into considerations when decisions are made on the support of those scenarios. More specifically RAN2 respectfully asks SA2 to provide feedback whether the solution based on "cellReservedForOperatorUse" indicator, which does not prevent non-NPN UEs with Access Identity 11 and 15 from accessing and selecting a cell advertising their HPLMN identifier, is acceptable. 

3. Date of Next TSG-RAN WG2 Meetings:
3GPP RAN2#107bis		14 – 18 October 2019		Chongqing, CN
3GPP RAN2#108		18 – 22 November 2019		Reno, Nevada, US



