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1	Introduction
[bookmark: _Hlk10733979]RAN agreed that the Non-Public Networks (NPN) related RAN work will be carried out within NG_RAN_PRN work item [1]. This paper overviews the functionality of the NPNs based on the latest SA2 specifications [2, 3] and the RAN2 specification impacts.
2	Discussion
In 3GPP TS 23.501 [2] it is specified that a Non-Public Network (NPN) is a 5GS deployed for non-public use. An NPN may be deployed as:
-	a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or
-	a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN.
2.1	Stand-alone Non-Public Network
In the next paragraphs the basic principles of Stand-alone Non-Public Network operation are summarized based on clause 5.30.2 of 3GPP TS 23.501 [2]. 
The PLMN ID used for SNPNs is not required to be unique. Therefore, the combination of a PLMN ID and new type of identifier type, Network Identifier (NID), identifies an SNPN. The NID shall support two assignment models:
· Locally managed NIDs are assumed to be chosen individually and are self-managed by SNPNs.
· Universally managed NIDs are assumed to be globally unique.
Moreover, an optional human-readable network name helps to identify an SNPN during manual SNPN selection. 
SA2 expectation is that NG-RANs connected to SNPNs provide the following information to UEs:
1. One or multiple PLMN IDs
2. List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to
3. Optionally a human-readable network name per NID
4. Optionally information to prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks
[bookmark: _Hlk11160358]SA2 assumption is that an NG-RAN node supports broadcasting a total of twelve NIDs.
When the UE is set to operate in SNPN access mode, the UE only selects and registers with SNPNs and does not perform normal PLMN selection procedures. UEs operating in SNPN access mode read the available PLMN IDs and list of available NIDs from the broadcast system information and take them into account during network selection.
For automatic network selection, the UE selects and attempts to register with the available SNPN identified by a PLMN ID and NID for which the UE has a Subscription Permanent Identifier (SUPI) and credentials. If multiple SNPNs are available that the UE has respective SUPI and credentials for, then the priority order for selecting and attempting to register with SNPNs is based on UE implementation.
For manual network selection UEs operating in SNPN access mode provide to the user the list of NIDs and related human-readable names (if available) of the available SNPNs the UE has respective SUPI and credentials for.
When a UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID. UEs operating in SNPN access mode only select cells and networks broadcasting both PLMN ID and NID of the selected SNPN.
[bookmark: _Hlk529786733]According to clause 5.30.2.5 of 3GPP TS 23.501 [1] to prevent access to SNPNs for authorized UE(s) in case of network congestion/overload, unified access control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network).
Observation 1.1: The new Network Identifier (NID) is an essential information for network selection for SNPNs.
Observation 1.2: A cell should be able to broadcast up to twelve NIDs.
Observation 1.3: There is no function that requires to differentiate locally and universally managed NIDs in the NG-RAN.
Observation 1.4: The network should be able to provide the optional human readable network name to UEs before authentication.
Observation 1.5: UEs not supporting SNPNs also includes pre-Rel—16 UEs, therefore the optional information that prevents UEs not supporting SNPNs from accessing the cell, should be provided in a way that prevents pre-Rel-16 UEs from accessing the cell.
[bookmark: _Hlk11160222]Observation 1.6: The SNPN selection is independent from PLMN selection as when a UE performs network selection in SNPN access mode then it only selects and registers with SNPNs.
Observation 1.7: The new network identification also has impacts to cell selection and reselection, as both the PLMN ID and the NID shall be considered.
Observation 1.8: UE should provide the selected NID to the NG-RAN in addition to the selected PLMN ID.
Observation 1.9: SA2 has not identified any need to enhance or modify the unified access control mechanism due to the introduction of SNPNs.
Based on these observations we have the following proposals to support SNPNs in RAN2 specifications:
Proposal 1: To support SA2 requirements for SNPN selection the followings are proposed:
a) Add the Network Identifier (NID) List(s) to SIB1, as it is essential for network selection.
b) Create a new higher level SIB for human readable network name(s).
c) Investigate how NG-RAN can prevent UEs not supporting SNPN including pre-Rel-16 UEs from accessing a cell that only provides access to NPNs. 
d) Specify the enhancements of cell selection and reselection procedures considering NIDs
2.2	Public network integrated Non-Public Network
In the next paragraphs the basic principles of Public network integrated Non-Public Network operation are summarized based on clause 5.30.3 of 3GPP TS 23.501 [2]. 
Public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated Data Network Names (DNNs), or by one (or more) Network Slice instances allocated for the NPN. A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG. CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s). A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID.
To support CAG, the UE may be pre-configured with an Allowed CAG list and optionally, a CAG-only indication whether the UE is only allowed to access 5GS via CAG cells.
The following is assumed for network and cell selection, and access control:
-	A CAG cell broadcasts one or multiple CAG Identifiers per PLMN;
-	An NG-RAN node supports broadcasting a total of twelve CAG identifiers.
-	A CAG cell may in addition provide a human-readable network name per CAG Identifier for presentation to user when user requests a manual CAG selection.
-	The CAG cell shall broadcast information such that only UEs supporting CAG are accessing the cell.
-	To prevent access to NPNs for authorized UE(s) in case of network congestion/overload, existing mechanisms including Unified Access Control can be used.
-	During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the UE shall provide the selected CAG Identifier to NG-RAN and the NG-RAN shall provide the CAG Identifier to the AMF.
-	During connected mode mobility procedures based on the Mobility Restrictions received from the AMF:
-	Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list;
-	Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells;
Emergency Services are supported in CAG cells, for UEs supporting CAG, whether normally registered or emergency registered. A UE supporting CAG may camp on an acceptable CAG cell in limited service state. During handover to a CAG cell, if the UE is not authorized to access the target CAG cell and has emergency services, the target NG-RAN node only accepts the emergency PDU sessions and the target AMF releases the non-emergency PDU connections that were not accepted by the NG-RAN node. Upon completion of handover the UE behave as emergency registered.
Observation 2.1: The CAG Identifier is an essential information for cell selection and reselection.
Observation 2.2: A cell should be able to broadcast up to twelve CAG Identifiers.
Observation 2.3: The network should be able to provide the optional human readable network name to UEs before authentication.
Observation 2.4: UEs not supporting Public network integrated NPNs also includes pre-Rel—16 UEs, therefore the optional information that prevents UEs not supporting Public network integrated NPNs from accessing the cell, should be provided in a way that prevents pre-Rel-16 UEs from accessing the cell.
Observation 2.5: UEs shall inform the NG-RAN about the selected CAG identifier, and NG-RAN shall forward this information to the AMF.
Observation 2.6: SA2 has not identified any need to enhance or modify the unified access control mechanism due to the introduction of Public network Integrated NPNs.
Observation 2.7: Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list.
Observation 2.8: Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells.
Observation 2.9: Emergency services are supported in CAG cells.
Based on the above observations we have the following proposals to support Public network integrated NPNs in RAN2 specifications.
Proposal 2: To support Public network integrated NPPs RAN2 shall specify 
a) Add the CAG identifier(s) to SIB1, as it is essential for network selection.
b) Create a new higher level SIB for human readable network name(s).
c) Investigate how NG-RAN can prevent UEs not supporting Public network integrated NPN including pre-Rel-16 UEs from accessing a cell that only provides access to NPNs.
d) Specify the enhancements of cell selection and reselection procedures considering CAG identifiers, and the support of emergency services.
e) Specify the enhancements to mobility procedures related to the addition of CAG identifiers.

3	Conclusions
The observations and proposals for SNPNs made in this contribution are summarized below.
Observation 1.1: The new Network Identifier (NID) is an essential information for network selection for SNPNs.
Observation 1.2: A cell should be able to broadcast up to twelve NIDs.
Observation 1.3: There is no function that requires to differentiate locally and universally managed NIDs in the NG-RAN.
Observation 1.4: The network should be able to provide the optional human readable network name to UEs before authentication.
Observation 1.5: UEs not supporting SNPNs also includes pre-Rel—16 UEs, therefore the optional information that prevents UEs not supporting SNPNs from accessing the cell, should be provided in a way that prevents pre-Rel-16 UEs from accessing the cell.
Observation 1.6: The SNPN selection is independent from PLMN selection as when a UE performs network selection in SNPN access mode then it only selects and registers with SNPNs.
Observation 1.7: The new network identification also has impacts to cell selection and reselection, as both the PLMN ID and the NID shall be considered.
Observation 1.8: UE should provide the selected NID to the NG-RAN in addition to the selected PLMN ID.
Observation 1.9: SA2 has not identified any need to enhance or modify the unified access control mechanism due to the introduction of SNPNs.
Proposal 1: To support SA2 requirements for SNPN selection the followings are proposed:
a) Add the Network Identifier (NID) List(s) to SIB1, as it is essential for network selection.
b) Create a new higher level SIB for human readable network name(s).
c) Investigate how NG-RAN can prevent UEs not supporting SNPN including pre-Rel-16 UEs from accessing a cell that only provides access to NPNs. 
d) Specify the enhancements of cell selection and reselection procedures considering NIDs

The observations and proposals for PNI-NPNs made in this contribution are summarized below.
Observation 2.1: The CAG Identifier is an essential information for cell selection and reselection.
Observation 2.2: A cell should be able to broadcast up to twelve CAG Identifiers.
Observation 2.3: The network should be able to provide the optional human readable network name to UEs before authentication.
Observation 2.4: UEs not supporting Public network integrated NPNs also includes pre-Rel—16 UEs, therefore the optional information that prevents UEs not supporting Public network integrated NPNs from accessing the cell, should be provided in a way that prevents pre-Rel-16 UEs from accessing the cell.
Observation 2.5: UEs shall inform the NG-RAN about the selected CAG identifier, and NG-RAN shall forward this information to the AMF.
Observation 2.6: SA2 has not identified any need to enhance or modify the unified access control mechanism due to the introduction of Public network Integrated NPNs.
Observation 2.7: Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list.
Observation 2.8: Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells.
Observation 2.9: Emergency services are supported in CAG cells.
Proposal 2: To support Public network integrated NPPs RAN2 shall specify 
a) [bookmark: _GoBack]Add the CAG identifier(s) to SIB1, as it is essential for network selection.
b) Create a new higher level SIB for human readable network name(s).
c) Investigate how NG-RAN can prevent UEs not supporting Public network integrated NPN including pre-Rel-16 UEs from accessing a cell that only provides access to NPNs.
d) Specify the enhancements of cell selection and reselection procedures considering CAG identifiers, and the support of emergency services.
e) Specify the enhancements to mobility procedures related to the addition of CAG identifiers.
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