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1. Introduction
In RAN Plenary #83, a new Work Item on private network was approved [1] with the following objectives:
	· Support NPN functionality in NG-RAN:
· CAG/SNPN relevant parameter broadcast from SIB [RAN2]
· CAG/SNPN cell selection/reselection [RAN2]
· CAG/SNPN cell access control [RAN2/3]
· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 
· The connected mode mobility support within SNPN[RAN2/3]


In this contribution, we focus on the “CAG/SNPN cell access control”.
2. Discussion
In this chapter, we discuss the Unified Access Control for the SNPN network and CAG respectively. For the PLMN network, the unified access control is adopted and the uac-BarringInfois defined per PLMN in SIB1 as follow:
    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList                     OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List                 OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                  SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo     }    OPTIONAL    -- Need S
    }                                                             OPTIONAL,   -- Need R
For the SNPN network, the network is identified by the SNPN NID with the reserved PLMN. Considering that the SNPN network is deployed by the operator individually, and that the NG-RAN may be shared by multiple SNPNs (each identified by PLMN ID and NID), the uac-BarringInfo for the SNPN shall also be defined per SNPN ID.
Proposal 1: The UAC of the SNPN shall be defined per SNPN ID for the network sharing scenario.
For the PLMN Network, the Access Category and the Access Identity are mainly determined by the NAS layer based on the UE access attempt and the USIM Information (or the network configuration). To make it clear, in [2] a separate chapter was added to introduce the determination of Access Identity and the Access Category for the SNPN network.
However, there are also some FFS for the SNPN, such as for the Access Identity:
	Editor's note [WI: Vertical_LAN, CR#1134]: It is FFS whether MPS is applicable to SNPN.
Editor's note [WI: Vertical_LAN, CR#1134]: It is FFS whether MCS is applicable to SNPN.


And for the access category:
	Editor's note [WI: Vertical_LAN, CR#1134]: It is FFS whether delay tolerant is applicable to SNPN.


We can get the observation 1 as follow:
Observation 1: More SA1 conclusions are needed to file the final ASN.1 coding for the UAC of the SNPN.
When it comes to the CAG, according to [3], a CAG cell broadcasts one or multiple CAG Identifiers per PLMN, then the question is whether per CAG ID Access control is needed or not. Different from the SNPN, the different CAG IDs under the same PLMN are deployed by the same operator. Furthermore, as noted in [3], the CAG is not used for the AMF or the Network Slice selection.
	NOTE 2:	CAG is used for authorization at network/cell selection and configured in the subscription as part of the Mobility Restrictions i.e. independent from any S-NSSAI. CAG is not used as input to AMF selection nor Network Slice selection.


Thus, there is no need to support CSG ID level access control. The CSG IDs under the same PLMN can use the same uac-BarringInfo.
Proposal 2: CAG ID level access control is not supported, the UE execute the access control for the CAG cell based on the related PLMN.
3. Conclusion and proposals
With the above analysis, we have the following proposals:
Proposal 1: The UAC of the SNPN shall be defined per SNPN ID for the network sharing scenario.
Observation 1: More SA1 conclusions are needed to file the final ASN.1 coding for the UAC of the SNPN.
Proposal 2: CAG ID level access control is not supported, the UE execute the access control for the CAG cell based on the related PLMN.
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