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1	Introduction
A non-public network (NPN, also known as private network) is a network intended for a limited group of users such as an enterprise and typically provides service in a limited geographical area such as a factory floor or campus. The primary use case is industrial/IIoT scenarios, although other use cases are not excluded. Two different deployment models for NPNs have been specified in 5GS in Rel-16 (see TS 23.501):
· a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or
· a Public network integrated NPN (PNI-NPN), i.e. a non-public network deployed with the support of a PLMN.
The WI [1] was agreed by RAN plenary in June 2019 to specify the related RAN functionality for non-public networks. In this contribution we discuss the enhancements required in RAN to support the second deployment model (i.e. PNI-NPN). The first deployment model (i.e. SNPN) is discussed in a separate contribution [2].
[bookmark: _Ref178064866]2	Discussion
2.1	Network identification
A PNI-NPN is made available via a PLMN by allocating one or more network slices to the non-public network. As network slicing does not enable the possibility to avoid UEs trying to access the network in areas in which the UE is not allowed to use the network slice, the usage of Closed Access Groups (CAGs) can be used in addition to network slicing to apply additional access control.
The CAG concept is similar to the Closed Subscriber Group (CSG) concept introduced for Home eNBs (HeNBs) in LTE Rel-8 and allows a cell to be restricted to a specific group of users. To allow the UE to identify a CAG cell the network broadcasts one or more CAG IDs in addition to the PLMN ID. 
[bookmark: _Toc15982978][bookmark: _Toc16666918]An PNI-NPN is identified by PLMN ID + CAG ID.
Since the UE needs to be able to identify the network quickly the PNI-NPN identifiers should be broadcasted in SIB1. This can either be achieved by extending the legacy network list in SIB1 or by introducing a new PNI-NPN specific network list in SIB1. Example text proposals for both these options can be found in the Annex.
[bookmark: _Toc16666908]The PNI-NPNs (identified by PLMN ID + CAG ID) are broadcasted in SIB1, either by extending the legacy network list or by introducing a new PNI-NPN specific network list.
As the CAG ID only needs to be unique within the PLMN its format can be left to the operator. This means that it is only the length of the CAG ID that needs to be defined.
[bookmark: _Toc16666909]Only the length of the CAG ID needs to be defined; the format of the CAG ID can be left to the operator.
According to TS 23.501, up to 12 CAGs can be broadcasted in a cell which is same restriction that applies to regular network sharing.  This restriction comes from the fact that there are several places in the RRC signalling (e.g. in RRC connection setup complete) where it is assumed that the maximum number of networks is 12 and where a network is referred to using an index which points to an entry in the broadcasted network list. Hence, by restricting the number of CAGs to 12 we can re-use the same RRC signalling.  This restriction is sufficient as long as there are only CAGs in a cell; however, if “mixed” network sharing is allowed (i.e. a cell contains both public and non-public networks), the total number of networks need to be limited to 12 to be able to re-use existing RRC signalling. 
[bookmark: _Toc15982982][bookmark: _Toc16666910]Up to 12 different PNI-NPNs can be broadcasted in a cell.
[bookmark: _Toc15982983][bookmark: _Toc16666911]If “mixed” network sharing is allowed (i.e. a cell can contain both public and non-public networks), the total number of networks (i.e. #PLMN + #SNPN + #PNI-NPN) shall not exceed 12 in order to be able to re-use existing RRC signalling.
TS 23.501 also mentions that a human readable network name (HRNN) for a PNI-NPN can be provided by the network to assist the user in case of manual network selection. If this information is included in system information a lot of extra information may need to be broadcasted. For example, if there are 12 PNI-NPNs and if we assume that the HRNN is 48 characters long (same as HeNB name in LTE CSG), 48*8*12=4608 additional bits would need to be broadcast. It would therefore be preferred if the HRNN can be omitted or sent using dedicated signaling, e.g. at network registration. If neither of these alternatives is feasible, the HRNN should at least be sent in a separate SIB in order to not consume precious SIB1 space. The need for HRNN is analyzed in more detail in [4].
[bookmark: _Toc15982984][bookmark: _Toc16666912]The human readable network name (HRNN) should preferably be omitted or sent using dedicated signalling over NAS (e.g. at network registration) to reduce the amount of broadcasted system information. If neither of these alternatives is deemed feasible, the HRNN should at least be broadcasted in a separate SIB (i.e. different from SIB1).
2.1	Network selection
Upon request from NAS, the AS layer shall scan its supported frequencies and report the available PNI-NPNs (identified by PLMN ID + CAG ID) to NAS which selects the network to use. The human readable network name may also be provided from AS to NAS (if broadcasted) to allow the user to identify the network in case of manual network selection. This is similar to how manual CSG selection works in LTE CSG.
[bookmark: _Toc16666913]Network selection is triggered by NAS whereby AS reports the available PNI-NPNs (identified by PLMN ID + CAG ID) to NAS which selects the network to use. In case of manual network selection, the human readable network name (if broadcasted) may also be provided from AS to NAS.
2.2	Cell selection and re-selection
To support CAG, the UE is configured with an Allowed CAG list which contains the identities of the CAGs that the UE is allowed to access within the PLMN. Optionally, the UE can also be configured with a “CAG only” indication which indicates that the UE is only allowed to access 5GS via CAG cells and not via ordinary (i.e. public) cells.
The Allowed CAG list and “CAG only” indication are taken into account in the cell suitability check during cell selection/re-selection. More specifically, a cell is considered suitable if the broadcasted CAG ID is included in the Allowed CAG list or if it is a public cell and the UE is not configured with the “CAG only” indication.
[bookmark: _Toc16666914]The Allowed CAG list and “CAG only” indication are taken into account in the cell suitability check during cell selection/re-reselection. 
CAGs may be deployed as small islands in the operator’s public network which means that a moving UE in idle/inactive mode needs to continuously search for available CAGs. As the UE is not aware of the frequency layer a CAG is using, the UE may have to search on all frequency layers which is time and energy consuming.
In LTE CSG the above problem was addressed by the “autonomous search” procedure. In this procedure, which was largely left unspecified, it was assumed that the UE would use location information to trigger the search for CSG cells. The location could be the identity of nearby macro cells at the moment when the UE is camping on a member CSG cell, or it could be more accurate location information, such as the GPS coordinates of the CSG cells. To enable such implementation, the UE would store its current location whenever it was camping on a CSG cell. Based on the stored location information, the UE would know when it was close to a CSG cell and could activate the CSG cell search. 
However, in contrast to LTE CSG which targeted HeNBs, the main use case for CAG is factory automation where the deployments are expected to be more controlled. The network can also learn about the locations of the CAG cells using e.g. ANR. Hence, the network can be assumed to know the locations of the CAG cells.
[bookmark: _Toc16666919]In contrast to LTE CSG, the location of the CAG cells can be assumed to be known by the network.
Since the location of the CAG cells are known it is possible for the network to indicate to the UE when it is close to CAG cell and which frequency layers it should search on.  This could e.g. by done by indicating the CAG frequency in the RRC connection release message or in system information.
[bookmark: _Toc16666915]A network-controlled CAG cell search mechanism (e.g. indicating the CAG frequency in the RRC connection release message or in system information) should be considered as an alternative to the “autonomous search” procedure used in LTE CSG. 
2.3	Connected mode mobility
The Allowed CAG list and “CAG only” indication are also included in the mobility restrictions list which the network uses to restrict the UEs mobility. When the UE establishes a connection with the network through a CAG cell, the AMF uses the mobility restriction list to verify that the CAG ID is part of the Allowed CAG list. The mobility restrictions list is also passed down from the AMF to the gNB so that the gNB can verity if a UE can be handed over to a target CAG cell.
[bookmark: _Toc16666920]The Allowed CAG list and CAG only indication is included in the UE’s mobility restriction list which the network uses to restrict the UEs mobility.
In LTE CSG, the UE can also send a “proximity indication” to the network to indicate that it is close to a CSG cell. The network would then configure the UE to provide measurements for this cell so that the UE can be handed over to the CSG cell. However, as observed earlier, the CAG case differs from the CSG case in that the location of the CSG cells can be assumed known to the network. For CAG there is therefore less need for the proximity indication.
[bookmark: _Toc16666916]The need for the “proximity indication” should be further discussed considering that the location of the CAG cells can be assumed to be known by the network. 
2.4	Preventing regular UEs from accessing a PNI-NPN cell
There are two options for preventing regular UEs from accessing a PNI-NPN cell:
a) The PNI-NPNs are indicated in the legacy network list in SIB1 (by extending the list entry with a CAG ID) and the cellReservedForOtherUse indication in SIB1 is set to bar the regular UEs from accessing the cell.
b) The PNI-NPNs are indicated in a PNI-NPN specific network list which is added to SIB1 and which only the PNI-NPNs UEs read.
The second option leads to slightly more complex signalling but works better if we want to support the “mixed” network sharing scenario (i.e. PLMNs and NPNs sharing the same cell) and still allow “legacy” Rel-15 UEs to access the PLMNs.
[bookmark: _Toc16155415][bookmark: _Toc16666917]Regular UEs can be prevented from accessing an PNI-NPN cell by either setting the cellReservedForOtherUse indication in SIB1 or by broadcasting the PNI-NPNs in a separate network list in SIB1 which only PNI-NPN UEs read.
4	Conclusion
In the previous sections we made the following observations: 
Observation 1	An PNI-NPN is identified by PLMN ID + CAG ID.
Observation 2	In contrast to LTE CSG, the location of the CAG cells can be assumed to be known by the network.
Observation 3	The Allowed CAG list and CAG only indication is included in the UE’s mobility restriction list which the network uses to restrict the UEs mobility.

Based on the discussion in the previous sections we propose the following:
Proposal 1	The PNI-NPNs (identified by PLMN ID + CAG ID) are broadcasted in SIB1, either by extending the legacy network list or by introducing a new PNI-NPN specific network list.
Proposal 2	Only the length of the CAG ID needs to be defined; the format of the CAG ID can be left to the operator.
Proposal 3	Up to 12 different PNI-NPNs can be broadcasted in a cell.
Proposal 4	If “mixed” network sharing is allowed (i.e. a cell can contain both public and non-public networks), the total number of networks (i.e. #PLMN + #SNPN + #PNI-NPN) shall not exceed 12 in order to be able to re-use existing RRC signalling.
Proposal 5	The human readable network name (HRNN) should preferably be omitted or sent using dedicated signalling over NAS (e.g. at network registration) to reduce the amount of broadcasted system information. If neither of these alternatives is deemed feasible, the HRNN should at least be broadcasted in a separate SIB (i.e. different from SIB1).
Proposal 6	Network selection is triggered by NAS whereby AS reports the available PNI-NPNs (identified by PLMN ID + CAG ID) to NAS which selects the network to use. In case of manual network selection, the human readable network name (if broadcasted) may also be provided from AS to NAS.
Proposal 7	The Allowed CAG list and “CAG only” indication are taken into account in the cell suitability check during cell selection/re-reselection.
Proposal 8	A network-controlled CAG cell search mechanism (e.g. indicating the CAG frequency in the RRC connection release message or in system information) should be considered as an alternative to the “autonomous search” procedure used in LTE CSG.
Proposal 9	The need for the “proximity indication” should be further discussed considering that the location of the CAG cells can be assumed to be known by the network.
Proposal 10	Regular UEs can be prevented from accessing an PNI-NPN cell by either setting the cellReservedForOtherUse indication in SIB1 or by broadcasting the PNI-NPNs in a separate network list in SIB1 which only PNI-NPN UEs read.

[bookmark: _In-sequence_SDU_delivery]5	References
[bookmark: _Ref15889522][bookmark: _Ref174151459][bookmark: _Ref189809556]RP-191563, Revised WID: Private Network Support for NG-RAN, China Telecom, Nokia, Vodafone
[bookmark: _Ref15890048]R2-1908977, Overview of Stand-alone NPN (SNPN)
[bookmark: _Ref15910484]S2-1906814, "LS on RAN sharing and Emergency services with Non-Public Networks", from: SA2, to: RAN2, RAN3, cc:RAN3
[bookmark: _Ref16162542]R2-1908981, “Discussion on the need for Human Readable Network Name (HRNN) in broadcast”, Ericsson


Page 4
Draft prETS 300 ???: Month YYYY

	4/4	
3	Annex
The text proposals below show two ways of providing the PNI-NPNs in SIB1: either by extending the legacy network list or by introducing an PNI-NPN specific network list.
[bookmark: _Toc500942635][bookmark: _Toc509405757][bookmark: _Hlk504049857][bookmark: _Hlk504055217][bookmark: _Toc524434363]3.1	Alt.1: Extending legacy network list in SIB1 with CAG ID
In this example the PLMNIdentityInfoList IE in the CellAccessRelatedInfo IE in SIB1 is extended with a list of CAG ID. The i:th entry in the CAG ID list is associated with the i:th entry in the PLMN ID list, and thus the CAG ID list can have up to 12 entries. The CAG ID list can contain fewer entries than the PLMN ID list, and in that case the remaining PLMN IDs are public PLMNs.
START OF CHANGES
[bookmark: _Toc12718203]–	SIB1
SIB1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information. It also contains radio resource configuration information that is common for all UEs and barring information applied to the unified access control.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channels: BCCH
Direction: Network to UE
SIB1 message
-- ASN1START
-- TAG-SIB1-START

SIB1 ::=        SEQUENCE {
    cellSelectionInfo                   SEQUENCE {
        q-RxLevMin                          Q-RxLevMin,
        q-RxLevMinOffset                    INTEGER (1..8)                                              OPTIONAL,   -- Need S
        q-RxLevMinSUL                       Q-RxLevMin                                                  OPTIONAL,   -- Need R
        q-QualMin                           Q-QualMin                                                   OPTIONAL,   -- Need S
        q-QualMinOffset                     INTEGER (1..8)                                              OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Cond Standalone
    cellAccessRelatedInfo               CellAccessRelatedInfo,
    connEstFailureControl               ConnEstFailureControl                                           OPTIONAL,   -- Need R
    si-SchedulingInfo                   SI-SchedulingInfo                                               OPTIONAL,   -- Need R
    servingCellConfigCommon             ServingCellConfigCommonSIB                                      OPTIONAL,   -- Need R
    ims-EmergencySupport                ENUMERATED {true}                                               OPTIONAL,   -- Need R
    eCallOverIMS-Support                ENUMERATED {true}                                               OPTIONAL,   -- Cond Absent
    ue-TimersAndConstants               UE-TimersAndConstants                                           OPTIONAL,   -- Need R

    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList                                       OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List                                     OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
        }                                                                                               OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Need R

    useFullResumeID                     ENUMERATED {true}                                               OPTIONAL,   -- Need N

    lateNonCriticalExtension            OCTET STRING                                                    OPTIONAL,
    nonCriticalExtension                SEQUENCE{}                                                      OPTIONAL
}

UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}

-- TAG-SIB1-STOP
-- ASN1STOP
[bookmark: _Toc12718238]
–	CellAccessRelatedInfo
The IE CellAccessRelatedInfo indicates cell access related information for this cell.
CellAccessRelatedInfo information element
-- ASN1START
-- TAG-CELLACCESSRELATEDINFO-START

CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R
    ...
}

-- TAG-CELLACCESSRELATEDINFO-STOP
-- ASN1STOP

[bookmark: _Toc12718336]–	PLMN-IdentityInfoList
The IE PLMN-IdentityInfoList includes a list of PLMN identity information.
PLMN-IdentityInfoList information element
-- ASN1START
-- TAG-PLMN-IDENTITYINFOLIST-START

PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=                   SEQUENCE {
    plmn-IdentityList                       SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,
    trackingAreaCode                        TrackingAreaCode                                            OPTIONAL,       -- Need R
    ranac                                   RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity                            CellIdentity,
    cellReservedForOperatorUse              ENUMERATED {reserved, notReserved},
    ...,
	[[	cag-Identity-r16					SEQUENCE (SIZE (1..maxPLMN)) OF CAG-Identity							OPTIONAL
	]]	
}

CAG-Identity ::=                             BIT STRING (SIZE (TBD))

-- TAG-PLMN-IDENTITYINFOLIST-STOP
-- ASN1STOP

END OF CHANGES
3.2	Alt.2: Adding new PNI-NPN list in SIB1
In this example a CellAccessRelatedInfo-PNI-NPN IE is added to SIB1 which in turn contains a PNI-NPN-IdentityInfoList IE with a list of the PNI-NPN identifiers (i.e. PLMN ID + CAG ID). The CellAccessRelatedInfo-PNI-NPN IE also contains a cellReservedForOtherUse indication which fills the same purpose as the legacy cellReservedForOtherUse but for the PNI-NPN UEs.
START OF CHANGES
[bookmark: _Toc5285225]–	SIB1
SIB1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information. It also contains radio resource configuration information that is common for all UEs and barring information applied to the unified access control.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channels: BCCH
Direction: Network to UE
SIB1 message
-- ASN1START
-- TAG-SIB1-START

SIB1 ::=        SEQUENCE {
    cellSelectionInfo                   SEQUENCE {
        q-RxLevMin                          Q-RxLevMin,
        q-RxLevMinOffset                    INTEGER (1..8)                                              OPTIONAL,   -- Need S
        q-RxLevMinSUL                       Q-RxLevMin                                                  OPTIONAL,   -- Need R
        q-QualMin                           Q-QualMin                                                   OPTIONAL,   -- Need S
        q-QualMinOffset                     INTEGER (1..8)                                              OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Cond Standalone
    cellAccessRelatedInfo               CellAccessRelatedInfo,
    connEstFailureControl               ConnEstFailureControl                                           OPTIONAL,   -- Need R
    si-SchedulingInfo                   SI-SchedulingInfo                                               OPTIONAL,   -- Need R
    servingCellConfigCommon             ServingCellConfigCommonSIB                                      OPTIONAL,   -- Need R
    ims-EmergencySupport                ENUMERATED {true}                                               OPTIONAL,   -- Need R
    eCallOverIMS-Support                ENUMERATED {true}                                               OPTIONAL,   -- Cond Absent
    ue-TimersAndConstants               UE-TimersAndConstants                                           OPTIONAL,   -- Need R

    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList                                       OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List                                     OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
        }                                                                                               OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Need R

    useFullResumeID                     ENUMERATED {true}                                               OPTIONAL,   -- Need N

    lateNonCriticalExtension            OCTET STRING                                                    OPTIONAL,
	nonCriticalExtension				SIB1-v16xy-IEs													OPTIONAL

}

UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}

SIB1-v16xy-IEs::=	SEQUENCE {
    cellAccessRelatedInfo-PNI-NPN       CellAccessRelatedInfo-PNI-NPN		OPTIONAL,
	nonCriticalExtension				SEQUENCE{}          	    		OPTIONAL 
}


-- TAG-SIB1-STOP
-- ASN1STOP

 (All text below is new text)
[bookmark: _Toc5285259]–	CellAccessRelatedInfo-PNI-NPN
The IE CellAccessRelatedInfo-PNI-NPN indicates cell access related information for this cell for UEs operating in PNI-NPN mode.
CellAccessRelatedInfo-PNI-NPN information element
-- ASN1START
-- TAG-CELLACCESSRELATEDINFO-PNI-NPN-START

CellAccessRelatedInfo-PNI-NPN   ::=      SEQUENCE {
    pni-npn-IdentityList                 PLMN-IdentityInfoList,
    cellReservedForOtherUse              ENUMERATED {true}  OPTIONAL,            -- Need R
    ...
}

-- TAG-CELLACCESSRELATEDINFO-PNI-NPN-STOP
-- ASN1STOP

[bookmark: _Toc5285353]–	PNI-NPN-IdentityInfoList
The IE PNI-NPN-IdentityInfoList includes a list of PNI-NPN identity information.
PNI-NPN-IdentityInfoList information element
-- ASN1START
-- TAG-PNI-NPN-IDENTITYINFOLIST-START

PNI-NPN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PNI-NPN-IdentityInfo

PNI-NPN-IdentityInfo ::=                   SEQUENCE {
    pni-npn-IdentityList                           SEQUENCE (SIZE (1..maxPLMN)) OF PNI-NPN-Identity,
    trackingAreaCode                            TrackingAreaCode                                            OPTIONAL,       -- Need R
    ranac                                       RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity                                CellIdentity,
    cellReservedForOperatorUse                  ENUMERATED {reserved, notReserved},
    ...
}
-- TAG-PNI-NPN-IDENTITYINFOLIST-STOP
-- ASN1STOP

[bookmark: _Toc5285352]–	PNI-NPN-Identity
The IE PNI-NPN-Identity identifies a Stand-alone Non-Public Network. Further information regarding how to set the IE is specified in TS 23.003 [21].
PNI-NPN-Identity information element
-- ASN1START
-- TAG-PNI-NPN-IDENTITY-START

PNI-NPN-Identity ::=                   SEQUENCE {
    plmn-Identity                      	PLMN-Identity,
    cag-Identity                        CAG-Identity
}

CAG-Identity ::=                        BIT STRING (SIZE (TBD))


-- TAG-PNI-NPN-IDENTITY-STOP
-- ASN1STOP

END OF CHANGES


