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Introduction
This contribution discusses the handling of ROHC in Make-Before-Break (MBB) handover and addresses the issues described in [2].
Note that this contribution covers both LTE and NR since much of the procedures and issues that arise are the same for both technologies. The term MBB is used to refer to both the new MBB handover in NR and the enhanced MBB procedure in LTE.
Overview of ROHC
Basic principles
Header compression take advantage of the fact that some header fields are not changing within a protocol header, or alternatively change with small or predictable values. By sending static field information (e.g. ip addresses) only initially and utilizing dependencies and predictability for the dynamic fields (e.g. sequence numbers), the header size can be significantly reduced for most packets.
In ROHC [1], packets sent over the same channel (e,g, a DRB in the context of NR and LTE) are grouped into “flows” so that packet-to-packet redundancy is maximized in order to improve the compression ratio. How to classify packets is not specified by the ROHC protocol but is usually based on the source and destination IP address, protocol type (UDP or TCP), port numbers, and potentially additional unique application identifiers, such as the synchronization source (SSRC) in RTP. The compressor and decompressor each establish a context for the packet flow and identify the context with a Context Identifier (CID) included in each compressed header.
The packets in a flow are compressed according to a compression profile which is specific to the protocol or protocol combination used by the flow and which defines how the packets headers are compressed. The following table shows the supported ROHC profiles in NR and LTE.
	Profile Identifier
	Usage
	Reference

	0x0000
	No compression
	RFC 5795

	0x0001
	RTP/UDP/IP
	RFC 3095, RFC 4815

	0x0002
	UDP/IP
	RFC 3095, RFC 4815

	0x0003
	ESP/IP
	RFC 3095, RFC 4815

	0x0004
	IP
	RFC 3843, RFC 4815

	0x0006
	TCP/IP
	RFC 6846

	0x0101
	RTP/UDP/IP
	RFC 5225

	0x0102
	UDP/IP
	RFC 5225

	0x0103
	ESP/IP
	RFC 5225

	0x0104
	IP
	RFC 5225


Compressor/decompressor states
The ROHC compressor operates in 3 states: Initialization and Refresh (IR), First Order (FO) and Second Order (SO). The compressor starts in the lowest compression state (IR) and transits gradually to higher compression states. In case of error conditions, as indicated by the decompressor using feedback packets, the compressor can move to a lower state to send packets that carry enough information to fix the error in the context of the decompressor. In some cases, the compressor periodically moves to a lower state of operation to ensure the context validity at the decompressor.
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Figure 1 State model for ROHC compressor (in U-mode, see below)
The ROHC decompressor operates in 3 states: No Context, Static Context and Full Context. The decompressor starts in the No Context state, as it has no context information available in the beginning of the packet flow. The successful decompression of an Initialization and Refresh packet (containing both static and dynamic information) from the compressor will create the context information at the decompressor side. At this point, the decompressor can move to the Full Context state as it has received both static and dynamic information. Once in the Full Context state, the decompressor moves to lower states only in error conditions. When moving to a lower state, it moves to the Static Context state and then hopefully can move back to the Full Context state by restoring the context by successfully decompressing FO state packets. If it still fails to decompress, it moves to the No Context state. In this case, the compressor needs to send IR packets to restore the context at the decompressor.
[image: ROHC state machines of the compressor and decompressor in Umode. ]
Figure 2 State model for ROHC decompressor
Modes of operation
The ROHC framework defines 3 modes of operations:
· Unidirectional mode (U-mode) – Packets are only sent in one direction: from compressor to decompressor. In order to handle potential decompression errors, the compressor sends periodic refreshes of the stream context to the decompressor.
· Bidirectional Optimistic mode (O-mode) – Similar to the U-mode, except that a feedback channel is used to send error recovery requests and (optionally) acknowledgments of significant context updates from the decompressor to compressor.
· Bidirectional Reliable mode (R-mode) – Differs in many ways from the previous two modes.  The most important differences are a more intensive usage of the feedback channel, and that transitions to higher compression states must be preceded by an acknowledgement from the decompressor.
Both the compressor and the decompressor start in U-mode. They may then transition to O-mode if a usable return link is available, and the decompressor sends a positive acknowledgement, with O-mode specified, to the compressor. The transition to R-mode is achieved in the same way.
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Figure 3 ROHC modes of operation
Note that the operation mode is orthogonal to the compressor/decompressor state. Whatever the mode is, both the compressor and the decompressor work in one of their three states. However, the operation mode partly controls the logic of state transitions and what actions to perform in each state.
ROHC handling in MBB
The figure below shows the user plane protocol stacks and the packet data flow between the UE and the source and target nodes at an inter-node handover when MBB is configured. The basic principles are as follows:
· In the UE, the source and the target protocol stacks (PHY/MAC/RLC) are associated to a single PDCP entity. In the PDCP entity, separate security and ROHC instances are used for the source target link while the re-ordering buffer (for DL) and SN assignment function (for UL) are common.

· On the network side, the source and target node have their own PDCP entity with its own security and ROHC instance.

· DL data can be transmitted from both the source and target node. DL PDCP SDUs that are to be transmitted from the target node are forwarded by the source node over X2/Xn together with their assigned SN and are then processed by the target PDCP entity before it is transmitted.

· UL data is only transmitted to one node a time – UL packets are transmitted to the source node until a given switching point (e.g. first UL grant received from target node, TBD) and are then transmitted to the target node.
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Figure 4 UE and network user plane protocol stack in MBB handover
Same as for regular inter-node handovers, we assume the ROHC state is reset for the target node, i.e. there is no transfer of ROHC state between nodes.
[bookmark: _Toc12603669][bookmark: _Toc12625483][bookmark: _Toc12628927][bookmark: _Toc16231218][bookmark: _Toc16231593][bookmark: _Toc16233677][bookmark: _Toc16689914][bookmark: _Toc16690112][bookmark: _Toc16690860][bookmark: _Toc16690962]The ROHC state is reset for the target node, i.e. there is no transfer of ROHC state from source to target node.
ROHC assumes that the channel provides in-order delivery, i.e. the decompressor should always receive packets in the same order as the compressor sent them. Unlike LTE where the RLC layer ensures in-order delivery, re-ordering is performed by the PDCP layer in NR. This means that the PDCP entity must re-order the incoming PDCP PDUs before header decompression is performed. For UL, this could potentially cause problems since both the source and target node maintains their own PDCP entity which performs its own local re-ordering. If UL data were allowed to be transmitted to both nodes in an arbitrary manner (i.e. the UE could choose which node to send an UL PDCP SDU to), there would be “gaps” in the PDCP SNs which means the receiving node would not be able to locally re-order the PDCP PDUs, and hence decompression would fail. One could solve this by introducing a cross-node re-ordering mechanism where e.g., the source node sends its received UL PDCP PDUs to the target node which re-orders them and sends them back in order so that the source node can decompress them. However, as this is complex and causes additional inter-node signaling, a simpler solution is to switch the UL data transmission from the source to target at handover so that (new) UL data is only transmitted to the target node. This was also agreed in last meeting for both NR and LTE (although the switching point is yet TBD for NR).
[bookmark: _Toc12625477][bookmark: _Toc12628921][bookmark: _Toc16231201][bookmark: _Toc16231586][bookmark: _Toc16233670][bookmark: _Toc16689908][bookmark: _Toc16690106][bookmark: _Toc16690864][bookmark: _Toc16690958][bookmark: _Toc12603664]It has been agreed that UL data transmission is switched from source to target node at handover with simultaneous connectivity, both for LTE and NR.
[bookmark: _Toc12625478][bookmark: _Toc12628922][bookmark: _Toc16231202][bookmark: _Toc16231587][bookmark: _Toc16233671][bookmark: _Toc16689909][bookmark: _Toc16690107][bookmark: _Toc16690865][bookmark: _Toc16690959]Due to the fact that UL data transmission is switched from source to target node in NR, there is no need for cross-node re-ordering of UL packets before header decompression on the network side. 
In fact, in the last meeting it was agreed that PUSCH is switched from the source to target node, which not only includes UL data but also L2 control info (e.g. RLC ACK/NACK and ROHC feedback). In our opinion it would be better to switch UL data transmission from source to target node but still allow the UE to transmit L2 control info to the source node. The reason for this is that otherwise the DL data transmission might not work properly. For example, if the UE cannot transmit ROHC feedback it may not be possible for the UE to recover from a context mismatch when it is operating in one of the bidirectional ROHC modes (O- or R-mode).
[bookmark: _Toc12625484][bookmark: _Toc12628928][bookmark: _Toc16231219][bookmark: _Toc16231594][bookmark: _Toc16233678][bookmark: _Toc16689915][bookmark: _Toc16690113][bookmark: _Toc16690861][bookmark: _Toc16690963]The UE should be allowed to transmit ROHC feedback to source node as long as the source node transmits DL data. 
Potential ROHC issues
In this section we review the ROHC issues raised in [2] and explain how they can be addressed.
Issue #1: DL decompression failure due to loss of IR packets
In MBB when early data forwarding is applied, DL data is transmitted from the source node and at the same time forwarded over Xn/X2 for transmission from the target node, i.e. the same DL data is “bicasted” to the UE from both the source and target node to reduce interruption. To avoid unnecessary retransmissions, the UE can send a PDCP status report to the target node to indicate which DL packets that have already been received from the source node. When receiving the PDCP status report the target node discards the DL packets already received by the UE in the source cell and only transmits new DL packets. However, if the DL packets that are discarded have already been processed by PDCP, this may result in that the ROHC IR packets (which are used to setup the decompression context) are lost, which in turn may cause subsequent compressed DL packets to be discarded in the UE due to decompression failure.  
This issue is illustrated in the example below, reproduced from [2]. In this example, the PDCP SDU 111-130 are discarded due to decompression failure. 



Figure 5 DL decompression failure due to loss of IR packets (reproduced from [2])
We first note that this issue is not unique for MBB but also applies to normal handover. In normal handover the UE may also send a PDCP status report to avoid unnecessary retransmissions of DL packets that have been received by the UE but which have not been successfully acknowledged to the source node (so called selective re-transmission).  Thus, also in normal handover it may happen that the target node discards IR packets when it receives the PDCP status report.
[bookmark: _Toc12603665][bookmark: _Toc12625479][bookmark: _Toc12628923][bookmark: _Toc16231203][bookmark: _Toc16231588][bookmark: _Toc16233672][bookmark: _Toc16689910][bookmark: _Toc16690108][bookmark: _Toc16690866][bookmark: _Toc16690960]ROHC context synchronization errors can occur also during normal handover due to the selective re-transmission feature.
We also note that even if all the IR packets are lost and ROHC context mismatch occurs, ROHC will be able to recover from the error. For example, if ROHC operates in U-mode which is the case when ROHC compressor is initialized, the ROHC compressor will periodically reset the context and re-enter the IR state which will resolve the context mismatch.
[bookmark: _Toc12603666][bookmark: _Toc12625480][bookmark: _Toc12628924][bookmark: _Toc16231204][bookmark: _Toc16231589][bookmark: _Toc16233673][bookmark: _Toc16689911][bookmark: _Toc16690109][bookmark: _Toc16690867][bookmark: _Toc16690961]The ROHC protocol is able to recover from context synchronization errors by periodically resetting the context.
However, as it takes some time before the context mismatch is resolved, the first DL packets may still be lost. To avoid the issue altogether we need to ensure that the first DL packet received by the UE from the target node is an IR packet. This can be accomplished for instance by:
· Not PDCP processing the forwarded DL packets in the target node until the PDCP status report is received from the UE; or
· Let the compressor remain in the IR state and continue to generate IR packets until the PDCP status report is received from the UE.
[bookmark: _Toc16690862][bookmark: _Toc16690964]To avoid ROHC context synchronization errors in the DL (i.e. issue #1) the target node should ensure that the first DL packet received by the UE from from the target node is an IR packet.
Issue #2 UL decompression failure due to loss of IR packets
When the UL is switched from the source to the target node, the UE will re-transmit all unacknowledged UL data packets to the target node. If the first re-transmitted UL packets were in fact received by the source node and if the re-transmitted UL packets are received out-of-order by the target node, the target node may discard the IR packets which will cause decompression failure and loss of packets.
The issue is illustrated in the example below, reproduced from [2]. In this example, the PDCP SDU 106-107 are discarded due to decompression failure.
Note that the issue only applies to NR since in LTE the RLC layer will ensure that the UL data packets are delivered in order to the PDCP entity. However, although not mentioned in [2], the same problem could also arise even if the packets are not received out-of-order if the target node sends a PDCP status report to the UE. In the same way as in issue #1, the PDCP status report may cause IR packets to not be transmitted which will cause a context mismatch. In this case the issue would apply both to NR and LTE.


Figure 6 UL decompression failure due to loss of IR packets (reproduced from [2])
In the same way as for issue #1, ROHC is able to recover from the context mismatch above since the ROHC compressor periodically re-enters the IR state which will trigger new IR packets to be sent.
Similar to issue #1, the UE can also avoid the issue above by ensuring that the first UL packet received by the target node is an IR packet. This can be accomplished for instance by transmitting all re-transmitted UL packets as IR packets.
[bookmark: _Toc16690863][bookmark: _Toc16690965]To avoid ROHC context synchronization errors in the UL (i.e. issue #2) the UE should ensure that the first packet received by the target node from the UE is an IR packet.
Conclusion
In section 2 we made the following observations:
Observation 1	It has been agreed that UL data transmission is switched from source to target node at handover with simultaneous connectivity, both for LTE and NR.
Observation 2	Due to the fact that UL data transmission is switched from source to target node in NR, there is no need for cross-node re-ordering of UL packets before header decompression on the network side.
Observation 3	ROHC context synchronization errors can occur also during normal handover due to the selective re-transmission feature.
Observation 4	The ROHC protocol is able to recover from context synchronization errors by periodically resetting the context.

Based on the discussion in section 2 we propose the following:
Proposal 1	The ROHC state is reset for the target node, i.e. there is no transfer of ROHC state from source to target node.
Proposal 2	The UE should be allowed to transmit ROHC feedback to source node as long as the source node transmits DL data.
Proposal 3	To avoid ROHC context synchronization errors in the DL (i.e. issue #1) the target node should ensure that the first DL packet received by the UE from from the target node is an IR packet.
Proposal 4	To avoid ROHC context synchronization errors in the UL (i.e. issue #2) the UE should ensure that the first packet received by the target node from the UE is an IR packet.
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