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1 Introduction
RAN#83 has agreed new WI for supporting single radio voice call continuity from 5G to 3G in RP-190713.

	· Inter-RAT measurement to support voice service continuity from 5GS to UTRAN [RAN2, RAN1].
· Specify that the NG-RAN and UE in NR RRC connected mode support the UTRAN cell measurement procedure, e.g. measurement configuration of target UTRAN cells, and the measurement performing and reporting by UE. 
· Indirect Inter-RAT handover procedure to support voice service continuity from 5GS to UTRAN [RAN2, RAN3]. 

· Specify the procedures of SRVCC (including emergency call) in RAN, which includes handover preparation between gNB and AMF, gNB and UE, and Handover execution between UE to RNS etc. 

· Signalling of source RAT to target RAT at incoming SRVCC [RAN3].
· UE capability reporting for supporting SRVCC [RAN2, RAN3]. 

· Specify the transfer of UE capability information between UE, NG-RAN and AMF.


In this document, we discuss the impact on NR RAN of 5G SRVCC based on the SA2 input.
2 Discussion
In [2], the NR SRVCC to 3G has been depicted as following:
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Figure 6.1.2: Key derivation of 5G to UTRAN CS during SRVCC without direct interface between AMF and MSC server
1. The gNB sends Handover Required message to the AMF.

2. The AMF derives a new K'ASME key using the KAMF key and the current downlink 5G NAS COUNT of the current 5G security context similar to as described in clause 8.6.1 of TS 33.501 [1]. A new FC value may be used.

3. The AMF assigns the value of ngKSI to the eKSI (maps ngKSI to eKSI) and transfers the new K'ASME key and the UE security capability to the MME via PS to CS HO request message.

4. The MME may further derive the CKSRVCC, IKSRVCC based on the new K'ASME key, or treat the received new K'ASME key as the concatenation of the CKSRVCC, IKSRVCC. Then the MME assigns the value of eKSI to KSISRVCC (maps eKSI to KSISRVCC) and transfers CKSRVCC, IKSRVCC with KSISRVCC, downlink 5G NAS COUNT and the UE security capability to the MSC server in PS to CS HO request message.

NOTE:
MME and UE need to agree on how CKSRVCC, IKSRVCC are derived (e.g. via a new key generation procedure using K'ASME or treating K'ASME as a simple concatenation of CKSRVCC, IKSRVCC). If a new FC value is not used, a new key needs to be derived.
5. The MSC server sends the PS to CS HO response message to the MME.

6. The MME sends the Forward relocationHO response message including the security parameters in step 4 to the AMF.

7. The AMF sends the HO command to the gNB, in which includes the security parameters in step 6.

8. The gNB sends the HO command to the UE, in which includes the security parameters in step 7. 

9. When the UE receives the message, it derives the new K'ASME key using the KAMF key and the current downlink 5G NAS COUNT, and identifies the CKSRVCC and IKSRVCC as the MME does.


In step 1, NG-RAN sends a Handover Required (Target ID, generic Source to Target Transparent Container, 5G-SRVCC HO indication) message to the source AMF. The Target ID is the UTRAN RNC-ID. 5G-SRVCC HO indication indicates to AMF that if it's for 5G-SRVCC. The Generic Source to Target Transparent Container is the Source RNC to Target RNC Transparent container.
RAN3 impact analysis:
1. For identifying SRVCC, the 5G SRVCC HO indicator need to be added in Handover required message, and target ID need to support the RNC-ID.

Source to Target Transparent Container
2. Support the Source to Target Transparent Container IE including the Source RNC to Target RNC Transparent Container IE in the handover required message.

TS38.413/9.3.1.20
Source to Target Transparent Container
This IE is used to transparently pass radio related information from the handover source to the handover target through the core network; it is produced by the source RAN node and is transmitted to the target RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Source to Target Transparent Container
	M
	
	OCTET STRING
	This IE includes a transparent container from the source RAN node to the target RAN node.

The octets of the OCTET STRING are encoded according to the specifications of the target system.
Note: In the current version of the specification, this IE may carry either the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE or the Source eNB to Target eNB Transparent Container IE as defined in TS 36.413 [16] ,or the Source RNC to Target RNC Transparent Container IE in TS 25.413.


Target to Source Transparent Container
3. Support the Target RNC to Source RNC Transparent Container IE in the Target to Source Transparent Container IE.
In step 7, AMF send the Target to Source Transparent Container to NR RAN, which is received from MME_SRVCC in the Forward Relocation Response message. The Target to Source Transparent Container IE is coded by target RNC, therefore the new definition for Target to Source Transparent Container is needed.
TS38.413/9.3.1.21
Target to Source Transparent Container

This IE is used to transparently pass radio related information from the handover target to the handover source through the core network; it is produced by the target RAN node and is transmitted to the source RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Target to Source Transparent Container
	M
	
	OCTET STRING
	This IE includes a transparent container from the target RAN node to the source RAN node. The octets of the OCTET STRING are encoded according to the specifications of the target system.

Note: In the current version of the specification, this IE may carry either the Target NG-RAN Node to Source NG-RAN Node Transparent Container IE or the Target eNB to Source eNB Transparent Container IE as defined in TS 36.413 [16] ,or the Target RNC to Source RNC Transparent Container IE as defined in TS 25.413.


Proposal 1: send LS to RAN3 on the identified RAN3 impact as follows:
1. 5G SRVCC HO indicator need to be transferred from RAN to AMF.

2. UTRAN related UE information need to be transferred from RAN to AMF, e.g. included in Source RNC to Target RNC Transparent Container IE.

3. UTRAN handover related configuration need to be transferred from AMF to RAN, e.g. included in Target RNC to Source RNC Transparent Container IE.

RAN2 impact analysis:
MobilityFromNRCommand
In addtion, in step 8, the handover command needs to add UTRAN as target type and the corresponding targetRAT-messageContainer for UTRAN.

MobilityFromNRCommand-IEs ::=   SEQUENCE {

    targetRAT-Type                          ENUMERATED { eutra, UTRAN, spare2, spare1, ...},

    targetRAT-MessageContainer              OCTET STRING,

    nas-SecurityParamFromNR                 OCTET STRING                                OPTIONAL,   -- Cond HO-ToEPC
    lateNonCriticalExtension                OCTET STRING                                OPTIONAL,

    nonCriticalExtension                    SEQUENCE {}                                 OPTIONAL
}

Proposal 2: Extend the targetRAT-Type and targetRAT-MessageContainer in the MobilityFromNRCommand message to support handover from NR to UTRAN.
In step2, AMF derive the K'ASME based on the Kamf and downlink 5G NAS COUNT and send it to MME, MME may derive 3G Key based on the K'ASME or treat the received new K'ASME key as the concatenation of the CKSRVCC, IKSRVCC. There are 2 possible impact for these two options:

- Option 1: MME may derive 3G Key based on the K'ASME
From RAN2 point over view, UE only handover from NR to UTRAN, the security requirement may be met if the 3G key is directly retrieved from K'ASME. Otherwise, a new security parameter can be applied for the derivation from K'ASME. If the new security parameter is same as the parameter used for derivation K'ASME from the Kamf then the HO CMD has no impact. Otherwise, this it will impact MobilityFromNRCommand message.
- Option 2: MME treat the received new K'ASME key as the concatenation of the CKSRVCC, IKSRVCC
Only one NAS Security Parameters is needed in the HO command, i.e. reuse the nas-SecurityParamFromNR for the derivation 3G key in MobilityFromNRCommand message. This option has no impact on the HO command message, only a condition for UTRAN is needed for the nas-SecurityParamFromNR IE.
However, the final decision should be up to SA3, and according to SA3 schedule they will make the final choice in their June meeting. 
Proposal 3: postpone the discussion of security impact on the MobilityFromNRCommand message until RAN2#107bis.
3 Conclusion

The paper discusses how to support 5G SRVCC in RAN2 and RAN3 aspects, and we propose:
RAN3 impact:
Proposal 1: send LS to RAN3 on the identified RAN3 impact as follows:
1. 5G SRVCC related indicator need to be transferred from RAN to AMF.

2. UTRAN related UE information need to be transferred from RAN to AMF, e.g. included in Source RNC to Target RNC Transparent Container IE.

3. UTRAN handover related configuration need to be transferred from AMF to RAN, e.g. included in Target RNC to Source RNC Transparent Container IE.
RAN2 impact:
Proposal 2: Extend the targetRAT-Type and targetRAT-MessageContainer in the MobilityFromNRCommand message to support handover from NR to UTRAN.
Proposal 3: postpone the discussion of security impact on the MobilityFromNRCommand message until RAN2#107bis.
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