3GPP TSG-RAN WG2 Meeting #106





  R2-1907653
Reno, USA, 13th-17th May 2019



  
Agenda Item:

12.3.2.1
 
Source:


Huawei, HiSilicon
Title:



Considerations on UL data handling in receiver side
WI code(s):


LTE_feMob-Core
Document for:

Discussion and Decision
1
Introduction
In RAN2#105 an offline discussion was raised to clarify the definitions of single active protocol stack and dual active protocol stacks. And at first for dual active protocol stacks it is said that a joint reordering is needed before perform ROHC decompression in receiver side.
In this paper we further analyse the necessity of joint reordering, basically we don’t think it is needed.
2
Discussion
In the outcome of offline discussion#800 of RAN2#105 [1], the stack structure and corresponding descriptions of dual active protocol stacks is as follows.
	Dual Active protocol stack 
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Figure 1 before RACH
Before HO:

· Only source protocol, and source key is used;

Before RACH (has received HO command): 

· Both source protocol (source key) and target protocol (target key) exist; 

· But only source protocol, and source key is used;
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Figure 2 during RACH
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Figure 1 after RACH

Note: the PDCP impact due to separate ROHC is not considered in the Figure.
During the RACH: (Msg1 preamble & Msg2 RAR)

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used for reception/transmission data from source, and 

· Target PHY and MAC is used to perform the RACH procedure in target;

During the transmission of HO complete (RRCConnectionReconfigurationComplete): (Msg 3)

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used for reception/transmission data from source, and 

· Target PHY, MAC, RLC and SRB PDCP (with target security key) is used to perform the transmission of RRCReconfigurationComplete MSG;

After RAR: 

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used for reception/transmission data from source, and 

· Target protocol, and target key is used for reception/transmission data from target;

After release of source: 

· Source protocol (source key) is deleted; and 

· Only target protocol, and target key is used.




After RAR is received successfully the protocol stack may be enabled to perform data transmission/reception. If duplication is enabled, network or UE sends the same PDCP PDUs via both source link and target link, the PDCP SN allocation is continuous in both links. So in this case joint reordering is not needed.
Observation 1: joint reordering is not needed if uplink duplication is applied.
Even if duplication is not enabled, for data delivery service, RLC AM mode is used in most cases to guarantee no data loss. So the RLC entity can make sure the PDCP PDU is sent to PDCP entity in sequence in receiver side. For example UE sends SN 1/3/5 PDU to source eNB, and sends 2/4/6 PDU to target eNB, in this case the SN is not continuous in every link, but it will not impact the ROHC decompression because in fact the sequences for ROHC compression and decompression are the same.
Observation 2: joint reordering is not needed if AM mode in RLC is applied, since AM RLC entity can guarantee the PDCP PDU is delivered in sequence and no data loss.
If RLC UM mode is used, it can still maintain the PDCP PDU stream in ascending order, even if there is some data loss it is just the same as normal UM cases, joint reordering is still not needed. The ROCH decompression function has to work with PDCP PDUs in a discontinuous way as usual.
Observation 3: joint reordering is not needed if RLC UM mode is applied, since UM RLC entity can guarantee the PDCP PDU is delivered in sequence despite of some data loss.
So before ROHC decompression no joint reordering is needed, and after ROHC decompression all the PDCP SDU need to be in the same buffer to reorder, so that in order delivery and duplicate detection can be done. But the existed “in order delivery and duplicate detection” function already implies the joint reordering function.

Observation 4: only joint “in order delivery and duplicate detection” function is needed in receiver side

So we propose:
Proposal 1: joint reordering is not used in receiver side for non-split bearer solution.

Proposal 2: joint “in order delivery and duplicate detection” function is applied in receiver side for non-split bearer solution.
4
Conclusions
This contribution has analysed the necessity of joint reordering in receiver side, and we have the following observations:

Observation 1: joint reordering is not needed if duplication is applied.

Observation 2: joint reordering is not needed if AM mode in RLC is applied, since AM RLC entity can guarantee the PDCP PDU is delivered in sequence and no data loss.

Observation 3: joint reordering is not needed if RLC UM mode is applied, since UM RLC entity can guarantee the PDCP PDU is delivered in sequence despite of some data loss.
Observation 4: only joint “in order delivery and duplicate detection” function is needed in receiver side

And we propose:
Proposal 1: joint reordering is not used in receiver side for non-split bearer solution.

Proposal 2: joint “in order delivery and duplicate detection” function is applied in receiver side for non-split bearer solution.
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