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1. Introduction
In the new WID for NR IIoT [1], one objective for NR TSC-related enhancements is to specify a structure-aware algorithm based Ethernet header compression as follows:
	· Specify Ethernet header compression based on structure-aware algorithm [RAN2].
· Ethernet header compression solution for LTE to be specified once the design principle for NR is agreed. The impacted LTE specifications to be added latest at RAN#85.


In the last RAN2 #105bis meeting, the following agreement about Ethernet header compression was made [2]:

	· We develop Ethernet header compression 100% in 3GPP TS (not by extending ROHC)


In this contribution, we will discuss some details about Ethernet header compression procedure.
2. Discussion
In ROHC framework for IP header compression, there are different operation modes. The compressor is allowed to change from one mode to another based on the link characteristics and the performance requirements. Each operation mode has three compression levels. The compressor can switch between compression levels based on timer or some triggering conditions. Considering highly static Ethernet header fields and highly reliable link conditions for IIoT scenarios, simplified ROHC framework can be considered for Ethernet header compression, i.e. the design of multiple operation modes and compression levels is not necessary. We think one single compression level and one mode is enough for Ethernet header compression.
Proposal 1: One single compression level and one mode is enough for Ethernet header compression.

In ROHC for IP header compression, the transmitter could learn the structure of IP header, determine the static (to-be-compressed) part, create a ROHC context, then assign a context ID for the to-be-compressed part. As shown in Fig.1, the transmitter indicates the mapping relationship between such context ID and the to-be-compressed part to the receiver during data transmission. After a ROHC feedback is received from the receiver, the mapping relationship can be used for IP header compression, i.e. the transmitter can use the context ID to replace the corresponding static part in the IP header. The receiver will recover the compressed part based on the mapping relationship. 
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Fig.1: the basic procedure in ROHC

In this procedure, the context information, i.e. the mapping relationship between a context ID and compressed part, should be first exchanged between the compressor and de-compressor. Then, the context information will be used for IP header compression and decompression. The similar procedure in ROHC could be reused for the new Ethernet header compression scheme. Fig.2 shows an example of Ethernet header compression procedure. In the following part, each step of the procedure will be detailed described.
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Fig.2: Detailed procedure of Ethernet header compression

Step 1: Firstly, the context information should be exchanged between the compressor and de-compressor, namely between the gNB and the UE. 
In our companion paper [3], we analyse that a single context table can be used for Ethernet header compression, and the context information shall be exchanged before data transmission starts. The gNB can acquire the type of Ethernet header, which may include Ethernet II/Ethernet V2, Ethernet 802.3/802.2SAP, Ethernet 802.3/802.2 SNAP, 802.1Qtag, etc. In addition, gNB can acquire the possible values of Ethernet field, and determine the maximum space of context IDs. A context table can be generated as shown in Table 1:

Table 1: The mapping between context ID and Ethernet field value

	Context ID
	Ethernet field
	Value of Ethernet field

	0000
	Source Address
	XXXXXXXX

	0001
	Destination Address
	YYYYYYYY

	…
	…
	…


The gNB can indicate the context information for Ethernet header, which may include Ethernet header types, maximum space of context IDs, and the context table, to the UE. The context information can be exchanged through a RRC message, such as DRB setup RRC message. 
Considering the flexibility of Ethernet design, the Ethernet header types and values of Ethernet field for uplink and downlink could be different. For example, for a downlink Ethernet packet, the source address may be the MAC address of the PLC controller, and the destination address is the MAC address of a TSN device connected to the UE. However, for an uplink Ethernet packet, the source address will be the MAC address of a TSC device, and the destination address may be the MAC address of the PLC controller. Thus, the context information shall be configured separately for uplink and downlink Ethernet header compression.
Proposal 2: The Ethernet header type, the maximum context space, and the context table should be indicated to the UE via RRC message, e.g. in DRB setup procedure.
Proposal 3: The context information for uplink and downlink Ethernet header compression shall be configured independently.
In the following steps, only downlink Ethernet header compression is described. The same procedure applies for uplink header compression.
Step 2: Ethernet header compression and decompression are performed by the gNB and the UE respectively.

The gNB receives an Ethernet packet with complete header, and compresses the Ethernet header based on the context information described in step 1. The Ethernet header will be replaced by the corresponding context ID. The compressed Ethernet packet will be sent to the UE. When the compressed packet is received by the UE, the original Ethernet packet will be rebuilt based on the context information received in step 1. 
Based on the discussion in study item, the function of Ethernet header compression shall be located in PDCP, so the compression and decompression functions are implemented in PDCP entity. The detailed format of PDCP PDU containing a compressed Ethernet packet can be further discussed.

Proposal 4: The compression and decompression functions are implemented in PDCP entity.
Proposal 5: The format of compressed Ethernet header can be further discussed.
Step 3: If needed, the context information could be reconfigured by RRC message.

For example, when a new TSC service starts, some items may need to be added into the context table. RRC reconfiguration message can be used to modify the context information.
3. Conclusion
In this contribution, we discussed the detailed procedure about Ethernet header compression, and made the following proposals:
Proposal 1: One single compression level and one mode is enough for Ethernet header compression.

Proposal 2: The Ethernet header type, the maximum context space, and the context table should be indicated to the UE via RRC message, e.g. in DRB setup procedure.
Proposal 3: The context information for uplink and downlink Ethernet header compression shall be configured independently.
Proposal 4: The compression and decompression functions are implemented in PDCP entity.
Proposal 5: The format of compressed Ethernet header can be further discussed.
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