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1 Introduction
In last RAN2 105bis meeting [1], it has been agreed that 
Confirm that the intention is to support 1-to-1 and 1-to-N bearer mapping, for UE bearers, at least for UP. 
For user plane, The UL mapping in the IAB access node to BH RLC channels should be based on the knowledge about UE bearers (identified with GTP TEID) 
FFS if the mapping should also consider DSCP/Flow labels (e.g. as an intermediate step).
In addition, the following agreement and working assumption are achieved in the RAN3 103bis meeting [2].
· For 1:1 mapping, the use of GTP tunnel ID to identify a DRB between donor CU and donor DU is confirmed.
· WA: adopt IPv6 flow labels for 1:1 mapping; FFS whether to also use DSCP
And RAN3 ask RAN2 to confirm the above working assumption in the LS R3-192087.
It seems that both RAN2 and RAN3 have common agreements about using GTP tunnel ID to identify the UE bearer for supporting 1:1 bearer mapping. But still not sure about whether the flow label in IPv6 can be used as intermediate step. In this contribution, we are going to analyse whether the flow label is suitable for identifying the UE bearer to support the 1:1 bearer mapping.
2 [bookmark: OLE_LINK16][bookmark: OLE_LINK17]Discussion
[bookmark: OLE_LINK52]As defined in [3], the length of flow label in the IPv6 header is 20bits. While the length of the GTP TEID is 4 octets (i.e. 32 bits). Thus, the length of flow label is far from enough to support 1:1 mapping for the GTP TEID. In fact, in current F1 interface, even the GTP TEID itself is not enough to identify a UE DRB, because different DUs allocate DL GTP TEID independently, and the GTP TEIDs corresponding to different UE DRBs may conflict. Therefore, the UP Transport Layer Information IE which contains the GTP TEID and an IP address is used to identify an F1 transport bearer associated to a DRB [4] 
Observation 1: The current F1 interface use UP Transport Layer Information IE which contains the GTP TEID and an IP address to identify an F1 transport bearer associated to a DRB.
Some companies argued that not the all the UE bearers must be identified by the flow label since the N:1 bearer mapping is also supported. However, it is hard to assume that how many UE bearers should be 1:1 mapped to the BH RLC channel, and how many UE bearers can be N:1 mapped to the BH RLC channels. Therefore, when we design a method to identify a UE bearer, it make sense to consider more UE bearers requires 1:1 mapping as much as possible.
For estimating how many bits are enough to identify the UE bearer, the following factors should be taken into consideration.
· The number of IAB nodes connects to an IAB donor: Nnode
· The number of cells served by an IAB node: Ncell
· The number of UEs in a cell: NUE
· The number of bearers being supported by a UE: Nbearer
The number of UE bearers need to be distinguished in an IAB donor should be the product of the above four items. 
In fact, there is no limitation about how many IAB nodes can be supported by an IAB donor. RAN2 agrees that “Destination IAB node/IAB donor-DU address” and/or “Specific path identifier” is unique within an IAB donor-CU. According to the offline discussion about the IAB routing [5], majority companies assume that the length of the destination IAB node address is about 10bits. For each UE, the maximum number of DRBs is 32, which requires 5bits. Thus, if the flow label is used to identify UE bearer, only 5 bits are left to identify the UEs connect to a given IAB node. It means that only 32 UEs can be supported for each IAB node. Furthermore, considering that each IAB node may have multiple cells, if we assume each IAB node serves 3 cells, which is the typical number of cells being served by a node, then each cell can only support about 10 UEs. Thus, we can deduce that the flow label is not enough to identify the UE bearer in each IAB donor.
Observation 2: Flow label is not enough to identify the UE bearer, since 10bits should be used to identify the IAB node, 5 bits should be used to identify UE DRB for each UE, only 5 bits are left for identifying the UEs being served by each IAB node.
Proposal 1:  From RAN2 aspects, flow label is not enough to identify the UE bearer. 
In fact, for both UL bearer mapping in the access IAB node, and the DL bearer mapping in the IAB donor DU, the two nodes can use GTP TEID directly to identify the UE bearer. Such way will result in a simple and unified design for bearer mapping in both the UL and the DL direction. And this way does not have the drawback of limiting the number of served UEs by each IAB node like the flow label way.
In addition, considering that the flow label is exposed in the IP header, it can be changed by any malicious intermediate nodes of the transport network, and if the flow label is used to identify the UE bearer (if some GTP-U TEIDs are 1:1 mapped to the flow label), it may result in some security concern about the exposure of UE bearer information, just similar as the security concern of the GTP-U TEID in F1 interface. However, such security related problem still needs to be confirmed by SA3. 
Observation 3: Using flow label to identify the UE bearer may have similar security concern with the GTP-U TEID in F1 interface, since the flow label is exposed in the transport network between the IAB donor DU and the IAB donor CU.
Proposal 2: Using GTP TEID directly to identify the UE DRB for the UP bearer mapping in both the UL (at access IAB node) and the DL (at the IAB donor DU).
3 Conclusion
This paper mainly discusses whether the flow label is suit to identify the UE bearer to support the 1:1 bearer mapping, we have the following observations and proposals:
Observation 1: The current F1 interface use UP Transport Layer Information IE which contains the GTP TEID and an IP address to identify an F1 transport bearer associated to a DRB.
Observation 2: Flow label is not enough to identify the UE bearer, since 10bits should be used to identify the IAB node, 5 bits should be used to identify UE DRB for each UE, only 5 bits are left for identifying the UEs being served by each IAB node.
Observation 3: Using flow label to identify the UE bearer may have similar security concern with the GTP-U TEID in F1 interface, since the flow label is exposed in the transport network between the IAB donor DU and the IAB donor CU.
Proposal 1:  From RAN2 aspects, flow label is not enough to identify the UE bearer. 
[bookmark: _GoBack]Proposal 2: Using GTP TEID directly to identify the UE DRB for the UP bearer mapping in both the UL (at access IAB node) and the DL (at the IAB donor DU).
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