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1 Introduction

NR V2X WID [1] includes the following objectives:
	· Sidelink L2/L3 protocols and signalling

· Support of sidelink transmission and reception in RRC, MAC, RLC, PDCP, and SDAP [RAN2]

· AS level link management for unicast [RAN2, RAN1]

· Define the criteria of PC5 availability/unavailability for unicast based on this functionality.


This contribution discusses some issues on PDCP functions for sidelink.
2 Discussion
Header Compression

In LTE V2X, ROHC is supported for IP packets. For performance perspective, ROHC is efficient when data payload size is relatively small. IP-based V2X traffic has small-size packet of tens to hundreds of bytes and we can say it has such characteristic. There seems no reason to exclude it for NR V2X and existing ROHC protocol can be reused. 

Proposal 1. ROHC is supported for sidelink.

Reordering and Duplicate Detection

NR has a single unified receive operation which covers all the cases and activates reordering function regardless of bearer type, RLC mode, and configuration of duplication. NR V2X can simply reuse it. If NR sidelink supports PDCP duplication, maintaining SN and HFN will be essential together with duplicate detection.

Proposal 2. NR PDCP receive operation including reordering and duplicate detection, i.e. 5.2.2 of TS38.323 is reused for sidelink.

Proposal 3. PDCP entity for sidelink always maintains SN and HFN.

Out-of-order delivery

In NR, out-of-order delivery is supported. The motivation is that there exist some applications that reordering is not useful or performed by application layer's jitter control function. In functional perspective, it seems not clear how to configure or activate out-of-order delivery at V2X receiver when sidelink is used. Also, V2X use case of out-of-order delivery is not clear. So, it’s better to exclude it for the first standardized V2X specification.

Proposal 4. Out-of-order delivery is not supported in V2X.

Reception from the middle of broadcast

In sidelink broadcast, some UE can receive data from the middle of broadcast data stream (i.e. middle of SN space). It could happen when the UE came back to the coverage due to the mobility or UE starts V2X communications during the broadcast. This can be a main difference of broadcast where the transmitter does not know how many or which specific UEs participate in the reception. In LTE rel-15 V2X, it was discussed and update of state variables was agreed. We can consider the similar solutions. 

Proposal 5. The reception from the middle of broadcast is supported. 

Security aspects

In LTE V2X, ciphering of data is supported to prohibit the overhearing of other UE. We don’t see there is reason to exclude it for NR V2X.

In NR Uu, integrity protection of DRB was introduced for low-cost UE which does not have application layer integrity protection. In our view, V2X application can have the capability of application layer integrity protection. So, it’s better to exclude it for the first standardized V2X specification.

Proposal 6. Ciphering of V2X data is supported.

Proposal 7. Integrity protection of V2X data is not supported.
3 Conclusion

Based on the above, RAN2 is requested to discuss and capture the following proposals:
Proposal 1. ROHC is supported for sidelink.

Proposal 2. NR PDCP receive operation including reordering and duplicate detection, i.e. 5.2.2 of TS38.323 is reused for sidelink.

Proposal 3. PDCP entity for sidelink always maintains SN and HFN.

Proposal 4. Out-of-order delivery is not supported in V2X.
Proposal 5. The reception from the middle of broadcast is supported. 
Proposal 6. Ciphering of V2X data is supported.

Proposal 7. Integrity protection of V2X data is not supported.
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