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Introduction
CMAS reception and power saving was briefly discussed during RAN2#105bis [1], but no agreements were reached. 
In this contribution more details are provided on the ATIS requirements and the potential impact on UE power consumption. 
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A CMAS capable UE is required to acquire SIB8 immediately when it receives a Paging message including etwsAndCmasIndication. In case the CMAS warning message does not fit into a single SIB8 transmission, the CMAS warning message is segmented. The UE is required to support reception of concurrent CMAS transmissions, i.e. repetitions of different CMAS warning messages which are interleaved (but segments of different CMAS messages cannot be interleaved).
When the gNB receives a WRITE-REPLACE WARNING REQUEST from the AMF this message includes, among others, the Repetition Period (0 = indefinitely, or 1..217-1 ~ 36 hours) and Number of Broadcasts Requested (0= no repetitions, or 1.. 65535) of the warning message. The gNB broadcasts the warning messages in all the cells of the gNB, unless otherwise indicated by Warning Area List IE (e.g. list of NR Cell IDs). 
In case the cell coverage is large, and the emergency is only applicable in a smaller geographical area of the cell, the gNB may also receive Warning Area Coordinates in the WRITE-REPLACE WARNING REQUEST. The gNB appends the geographical information to the warning message. The CMAS capable UE uses this information in the upper layers to display the warning message only when the UE is inside the Warning Area Coordinates. This function improves the CMAS service and may avoid users to opt-out of CMAS notifications when received frequently but not applicable at the location of the UE. 
System and higher layer aspects for CMAS are standardized in ATIS, where CMAS is denoted as Wireless Emergency Alert (WEA). 
Discussion
There are different CMAS warning message types, ranging from Presidential Level, Extreme Alerts with Severity of Extreme, Urgency of Immediate, and Certainty of Observed, to Child Abduction Emergency alerts (aka Amber alerts). From statistics derived from logs in live networks broadcasting CMAS messages it can be observed that CMAS messages can be repeated and broadcasted for a long time [2,3]. From example Amber alerts are typically broadcasted for 24 hours, with a repetition interval in the order of 10-15 minutes. 
Observation 1: A CMAS capable UE may receive multiple repetitions of the same alert during a long time.
When a CMAS alert (first or repetition) is broadcasted by the gNB, the gNB has to page the UEs in the cells for some time to ensure that all UEs have reliably received the CMAS alert, e.g. page the UEs during at least one or more DRX cycle(s). During that time the CMAS alert is repeated in SIB8 with the scheduling periodicity indicated in SIB1. 
The geofencing information, i.e. Warning Area Coordinates [4-7], were introduced for CMAS to enable the operator to indicate a smaller geographical area than the cell coverage area where the warning message is applicable. The prevents the users to be warned unnecessary and potentially opt-out. The UE however may upon reception of the warning not be inside the warning area, but later move into the area. For this reason ATIS has recently introduced an enhancement that triggers the UE to re-check whether it is inside the area indicated by the Warning Area Coordinates. A new WEA message called WEA Handset Action Message (WHAM) message was introduced for this. When the UE receives a WHAM message it is required to take the indicated action, e.g. re-check if it is inside the Warning Area Coordinates of a previously received CMAS alert. A WHAM message may be repeated frequently e.g. every 1-5 minutes. 
The FCC requirements and the public safety requirements require the operators to implement the geofencing and “entering warning area”, i.e. WHAM message. Obviously, those requirements cannot be compromised to save power:
Observation 2: A CMAS capable UE cannot ignore repetitions to save power.
[bookmark: _Toc242573360]At this point in time it is not clear if there are possible power saving enhancements within the existing requirements. The WHAM message is a generic solution to trigger an action in the UE, i.e. not strictly limited to re-checking whether the UE is in the warning area. Perhaps more power efficient solutions are possible, but the WHAM solution is the agreed solution, that will be deployed in the near future. 
Proposal 1: RAN2 to evaluate RAN-centric solutions that do not impact nor change the ATIS requirements or existing functionality.
Summary
RAN2 is kindly asked to discuss CMAS reception and power saving: 
Observation 1: A CMAS capable UE may receive multiple repetitions of the same alert during a long time.
[bookmark: _GoBack]Observation 2: A CMAS capable UE cannot ignore repetitions to save power.
Proposal 1: RAN2 to evaluate RAN-centric solutions that do not impact nor change the ATIS requirements or existing functionality.
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Appendix: WHAM related ATIS specifications
ATIS-0700010.v003, Wireless Emergency Alert (WEA) 3.0 via EPS Public Warning System Specification 
ATIS-0700036.v002, Wireless Emergency Alert (WEA) 3.0 Mobile Device Behavior (MDB) Specification
ATIS-0700037.v002, Wireless Emergency Alert (WEA) 3.0 Federal Alert Gateway to CMSP Gateway Interface Specification
ATIS-0700041, WEA 3.0: Device-Based Geo-Fencing
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