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Introduction
During IAB node integration and IAB node MT RRC-Connection-Reestablishment procedure, IAB node MT may select a parent node and attempt to establish RRC connection with it. The parent node may not always allow or prioritize IAB node MT access, e.g. the access attempt type of the UE is emergency. So it is better for the IAB node MT to perform access barring check as well. If the IAB node MT is allowed to access the network, it should inform donor CU of its MT identity in order to help donor CU select an AMF supporting IAB features. In this contribution, we first discuss how to handle access control in IAB scenario, and then analyze how the donor CU knows MT access.

Discussion 

2.1 IAB MT access control
According to 38.331, the UE initiates the RRC connection setup procedure when upper layers request establishment of an RRC connection while the UE is in RRC_IDLE and it has acquired essential system information.

Upon initiation of the procedure, the UE shall:

1>
if the upper layers provide an Access Category and one or more Access Identities upon requesting establishment of an RRC connection:

2>
perform the unified access control procedure using the Access Category and Access Identities provided by upper layers;

3>
if the access attempt is barred, the procedure ends;

The unified access control framework as specified in TS 22.261 [1] is applied for NR. Each access attempt is categorized into one Access Category and one or more Access Identities. Based on the access control information applicable for the corresponding Access Identity and Access Category of the access attempt, the UE checks whether the access attempt can be made or not. 

For IAB network, the IAB node MT needs to setup RRC connection with its parent node as well, e.g. during IAB node integration and IAB node MT RRC connection re-establishment. The IAB node MT may select a parent node and attempt to establish RRC connection with it. It is better for the IAB node MT to perform access barring check. Because the parent node may not always allow or prioritize IAB node MT access, e.g. the access attempt type of the UE is emergency.

Observation 1: The parent node may not always allow or prioritize IAB node MT access, e.g. the access attempt type of the UE is emergency.

Proposal 1: It is better for the IAB node MT to perform access barring check.

Similar to the operations in NR, the IAB node MT determines whether an identified access attempt is authorized or not, based on the broadcasted barring information and the selected Access Category and Access Identities. Then, there exists one issue that whether a new standardized access category and/or access identity is needed to be introduced for the IAB access control. In our opinion, it is suggested to define an IAB-specific access category and access identity. The reasons are shown below:

The IAB node can provide available communication for more UEs, and thus enlarge the network coverage, so the parent node should prioritize MT access. If the IAB node MT and UE use the same access category and access identity, the parent node cannot differentiate the access from IAB node and other accesses from normal UEs, and thus cannot prioritize IAB node MT access. While the parent node could prioritize the access from IAB nodes over other accesses by using IAB-specific access category and access identity. Specifically, the parent node could set the uac-BarringFactor parameter larger to allow access from IAB nodes over other accesses. 

When the parent node has a risk of congestion, it may deprioritize the access from IAB nodes over other accesses due to the fact that the IAB node has usually generated a heavy traffic. Therefore, if IAB-specific access category and access identity are used, the parent node could set the uac-BarringFactor parameter associated with IAB smaller to deprioritize the IAB node access. Besides, the parent node may adjust uac-BarringTime parameter associated with IAB based on its buffer status in order to control the access of the IAB node.

Proposal 2: It is suggested to define an IAB-specific access category and access identity so that the parent node could prioritize/deprioritize the IAB node access.

2.2 IAB node MT indication to donor CU
During RAN3#103 meeting, it was agreed that AMF includes “IAB Authorized” IE in the INITIAL CONTEXT SETUP REQUEST/CONTEXT MODIFICATION REQUEST messages. It means that Authentication/authorization of the IAB node needs to be supported by the CN. Some NFs need to be upgraded to serve IAB node. 
During IAB MT attachment, donor CU will select an AMF for the MT. If donor CU selects an arbitrary AMF which does not support IAB function, the chosen AMF needs to find a new AMF and reroute the Registration Request to it. Therefore, it is better for the donor CU to be aware of which AMF support IAB and then select such an AMF the first time. As we know, gNB could obtains AMF configuration via NG SETUP RESPONSE message. Similarly, donor CU may be informed of whether an AMF supports IAB function through NG interface management procedure. 
Observation 2: To support IAB node access, the donor CU needs to select a suitable AMF which supports IAB  functionalities.

Proposal 3: Since not all the AMFs are upgeaded to support IAB function, donor CU needs to know the whether an IAB node MT is accessing in order to select a suitable AMF. 

To assist donor CU in selecting an AMF, the MT should indicate to the donor CU of its IAB node MT status. The following options can be considered:

Option 1: IAB S-NSSAI

The IAB-specific S-NSSAI can be configured by the operator. During the MT’s connection setup, IAB node MT sends an IAB-specific S-NSSAI in RRC Setup Complete message, and donor CU uses it for AMF selection. 

Option 2: IAB node MT includes explicit IAB node indication in the RRCSetupRequest  message or indicates the establishmentCause as IAB.
Compared with the option 2, option 1 has no specification impact. But the S-NSSAI-List is not mandatory in RRC Connection Complete message, so it is not always available. 

For option 2, the donor is aware of the MT access during the RRC connection setup procedure. The benefit for the donor CU to know the IAB node during the RRC setup procedure is that the donor CU could differentiate the admission control processing of normal UE and IAB node MT. For example, the donor CU may prioritize the RRC connection setup request from IAB node MT. 
Proposal 4: The above 2 options can be considered to inform donor CU of the MT identity.

Conclusion

In this contribution, we discussed some connection setup issues in IAB network. Based on the discussion, we have the following observations and proposals:

Observation 1: The parent node may not always allow or prioritize IAB node MT access, e.g. the access attempt type of the UE is emergency.

Observation 2: To support IAB node access, the donor CU needs to select a suitable AMF which supports IAB  functionalities.

Proposal 1: It is better for the IAB node MT to perform access barring check.

Proposal 2: It is suggested to define an IAB-specific access category and access identity so that the parent node could prioritize/deprioritize the IAB node access.

Proposal 3: Since not all the AMFs are upgeaded to support IAB function, donor CU needs to know the whether an IAB node MT is accessing in order to select a suitable AMF. 

Proposal 4: The above 2 options can be considered to inform donor CU of the MT identity.
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