Page 4
Draft prETS 300 ???: Month YYYY
[bookmark: _GoBack]3GPP TSG-RAN WG2 Meeting #106	R2-1906141
Reno, Nevada, USA, 13th - 17th May 2019	

Agenda Item:	7.2
Source:		Huawei, HiSilicon
Title:	Discussion on SIB14 monitoring in NB-IoT
Document for:	Discussion and Decision
Introduction
Access Class barring was introduced in rel-13 in NB-IoT. Since then, questions on when the eNB can start access barring and when the UE shall acquire SIB14 resurface regularly. 
In RAN2#105bis, new discussions took place and were captured as follows in the chair’s notes:  
R2-1904688	SI update notification and access barring in NB-IoT	
· Huawei wonders if the assumption is that SIB14 is always scheduled. Ericsson think that if there is a change then there needs to be SI update procedure.
R2-1904764	NB-IoT Access Barring Clarifications	
· Ericsson thinks the intention was for the NW to be able to toggle the barring bit in MIB at any time without notifying SI update, so UE should check before triggering access.
· Qualcomm think that if SIB14 is scheduled then the content could change without notifying UEs, but if it is not scheduled then the SI update is needed to switch on barring.
· Huawei think that start of barring coincides with start of scheduling of SIB14, according to the original discussion and agreement and there is no requirement for UE to check MIB always before access.
· Sequans think the requirement is to check a valid version of MIB.
· Intel think that if SIB14 is scheduled then MIB needs to be checked. Ericsson thinks that if SIB14 is not scheduled then UE will be notified if barring becomes enabled.
· Ericsson wonder what the purpose of the MIB bit is, if UE has to monitor SIB14 if it is scheduled, and otherwise not. QC think the intention was to avoid impacting UEs that don’t need to make access.
· Nokia wonders how UE can know whether AB is enabled unless it reads the MIB.
· Huawei think the issue would only exist for a UE that is currently camped on the cell and with a relatively short DRX.
	Offline discussion #301 (Sequans) – to decide what to do (CR and/or agreement)
· Sequans propose to try and agree on the intention, that the AB-enabled flag only needs to be checked by re-acquiring MIB, prior to access, when SIB14 is scheduled.
· Huawei agrees.
· Nokia has a different understanding and think UE can directly read SIB14 when it is scheduled.
· Ericsson also have a different understanding of the intention.
	Aim to have a CR to clarify in the next meeting
	postponed

In this document, we discuss further SIB14 monitoring in the goal to try and achieve a common understanding. 

Discussion
Background
The initial intention of the ab-Enabled flag was to avoid impacting the systemInfoValueTag when starting/stopping the scheduling of SIB14; this was because the systemInfoValueTag is signalled in the MIB and also applies to SIB1. The benefit was that, upon notification of system information change or when waking up from long sleep, the UE, when checking the MIB, would see no change in the Value Tag but only the ab-Enabled flag and thus would only need to acquire SIB1 for SIB14 scheduling information but not need to reacquire the full system information. 
However, this was not properly captured in the specification, leading to questions on the expected behaviour.

What is captured in the specification
1. Start and stop of SIB14 scheduling
According to RRC specification, the UE is only required to re-acquire the system information when selecting, reselecting another cell, upon return from out of coverage, upon receiving a notification that the system information has changed, and and upon exceeding the maximum validity duration.
	[bookmark: _Toc5271923]5.2.2.2	Initiation
The UE shall apply the system information acquisition procedure upon selecting (e.g. upon power on) and upon re-selecting a cell, after handover completion, after entering E-UTRA from another RAT, upon return from out of coverage, upon receiving a notification that the system information has changed, upon receiving an indication about the presence of an ETWS notification, upon receiving an indication about the presence of a CMAS notification, upon receiving a notification that the EAB parameters have changed, upon receiving a request from CDMA2000 upper layers, upon receiving a request from positioning upper layers and upon exceeding the maximum validity duration. Unless explicitly stated otherwise in the procedural specification, the system information acquisition procedure overwrites any stored system information, i.e. delta configuration is not applicable for system information and the UE discontinues using a field if it is absent in system information unless explicitly specified otherwise.
In RRC_CONNECTED, BL UEs and UEs in CE are required to acquire system information when T311 is running or upon handover where the UE is only required to acquire the MasterInformationBlock in the target PCell.
NOTE:	Upon handover, E-UTRAN provides system information required by the UE in RRC_CONNECTED except MIB with RRC signalling, i.e. systemInformationBlockType1Dedicated and mobilityControlInfo.



In absence of any of the above triggers, the UE will not reacquire SystemInformationBlockType1 and thus will not know SIB14 scheduling. Thus start and stop of SIB14 scheduling should be reflected in the System Information Value Tag, occur at the modification period boundary and trigger notification of system information change.
Observation 1: Start and stop of SIB14 scheduling is reflected in the systemInfoValueTag, occurs at the modification period boundary and triggers notification of system information change.

2. Setting ab-Enabled flag in MIB
According to section 5.2.1.7, when ab-Enabled is set in the MIB the UE shall acquire SIB14.
	[bookmark: _Toc5271920]5.2.1.7	Access Barring parameters change in NB-IoT
Change of Access Barring (AB) parameters can occur at any point in time. The AB parameters are contained in SystemInformationBlockType14-NB. Update of the AB parameters does not impact the systemInfoValueTag in the MasterInformationBlock-NB/ MasterInformationBlock-TDD-NB or the systemInfoValueTagSI in SystemInformationBlockType1-NB.
A NB-IoT UE checks ab-Enabled indication in theMasterInformationBlock-NB/ MasterInformationBlock-TDD-NB to know whether access barring is enabled. If access barring is enabled the UE shall not initiate the RRC connection establishment / resume for all access causes except mobile terminating calls until the UE has acquired the SystemInformationBlockType14-NB.



There is no requirement to read SIB1 to acquire SIB14 scheduling information when ab-Enabled flag is set, thus:
Observation 2: ab-Enabled can be set in the MIB only when SIB14 scheduling information is provided in SIB1.
Observation 3: When SIB14 is not scheduled, the UE does not need to check ab-Enabled in the MIB. 

3. Acquiring SIB14 
Based on section 5.2.17 above, when ab-Enabled is set in the MIB, then the UE shall not initiate the RRC connection establishment / resume for all access causes except mobile terminating until the UE has acquired the SystemInformationBlockType14-NB. 
Observation 4: When SIB-14 is scheduled, the UE shall acquire SIB14 prior to mobile originated access if ab-Enabled is set in the MIB.
 Conclusion
In this document, we have discussed our understanding about SIB14 scheduling and SIB14 acquisition and made the following observations:
Observation 1: Start and stop of SIB14 scheduling is reflected in the systemInfoValueTag, occurs at the modification period boundary and triggers notification of system information change.
Observation 2: ab-Enabled can be set in the MIB only when SIB14 scheduling information is provided in SIB1.
Observation 3: When SIB14 is not scheduled, the UE does not need to check ab-Enabled in the MIB. 
Observation 4: When SIB14 is scheduled, the UE shall acquire SIB14 prior to mobile originated access if ab-Enabled is set in the MIB.

Based on the above observations, we have the following proposals:
Proposal 1: RAN2 to agree with the understanding below. 
· Start/ stop of SIB14 scheduling follows the generic system information change mechanism
· When SIB14 is scheduled, the UE shall check if access is barred prior to initiating a MO access

We do not see any contradiction between this understanding and what is contained in the specification.
Proposal 2: RAN2 to capture this understanding in the meeting report. No CR is needed. 
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