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1 Introduction

The WI on integrated access and backhaul for NR was setup in RAN#82 [1].This paper provides discussion on access control for IAB MT access.
2 Discussion
In NR, a unified access control framework is specified which is applicable to all UE states (RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED state). With unified access control, each access attempt is categorized into one Access Category (see the table below which is specified in TS 24.501) and one or more Access Identities, which are provided to the UE’s AS layer by UE’s NAS layer for NAS triggered requests. For AS triggered request (i.e. RNA update), the RRC determines the resume cause value and corresponding access category. NG-RAN broadcasts barring control information associated with Access Categories and Access Identities and the UE determines whether an identified access attempt is barred or not, based on the broadcast barring information and the selected Access Category and Access Identities.
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For IAB initial access, since this event could occur very infrequently, e.g. only when the IAB node just starts up, it could be possible that the IAB-MT simply skips the unified access control altogether when initializing the RRC connection establishment procedure. Another possibility is that the IAB-MT performs RRC connection establishment as a normal UE, in which case it would be subject to unified access control.

Proposal 1 RAN2 to discuss whether the unified access control as defined in Rel-15 is applied to IAB-node or not.

Assuming for simplicity that the IAB-MT is similar to a normal UE, then the IAB-MT should implement a NAS layer (same as a normal UE). When performing the initial access procedure, the IAB-MT NAS triggers an Attach Request procedure. If unified access control is applied to the IAB-node, as a normal UE, then when the IAB-MT NAS triggers the Attach Request procedure, the IAB-MT NAS can provide Access Category 3 (MO signalling on NAS level resulting from other than paging) to the AS layer. Then IAB-MT RRC uses the Access Category 3 for unified access control. However, whether the IAB-MT has the same NAS functionality as a normal UE, and which Access Category should be provided by NAS to AS layer should really be discussed by CT1.
Another issue is which Access Identity should be assumed for an IAB node. Access identities are configured to the UE. Following this principle, the Access Identities should also be configured at the IAB-MT.
Observation 1 If unified access control is applied to an IAB-node, which access category and access identity is used by the IAB-node should be discussed.

In NR, the UE’s NAS also provides the establishment cause to RRC for inclusion in connection request, in order to enable the gNB to decide whether to accept or reject the request. Supported RRC cause values include: emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo-VoiceCall, mo-VideoCall, mo-SMS, mps-PriorityAccess, mcs-PriorityAccess. Which cause value should be used for IAB-node RRC connection establishment should also be discussed.
Observation 2 Which RRC cause value is used for IAB-node RRC connection establishment should be discussed.

Proposal 2 If unified access control is applied to IAB-node, it is proposed to ask CT1 to discuss access category and access identify used for IAB-node.
Proposal 3 RAN2 to discuss which RRC cause value should be used for IAB-node RRC connection establishment.
3 Conclusion
This paper discusses cell selection and cell reselection for an IAB node, and we propose:
Proposal 4 RAN2 to discuss whether the unified access control as defined in Rel-15 is applied to IAB-node or not.

Proposal 5 If unified access control is applied to IAB-node, it is proposed to ask CT1 to discuss access category and access identify used for IAB-node.
Proposal 6 RAN2 to discuss which RRC cause value should be used for IAB-node RRC connection establishment.
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