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1      Introduction
Following are objectives of WI [4]:
The main objectives of this work item are to do the following enhancements:
· Specify further enhancements to achieve following targets, [RAN2/3]
· reduce user data interruption during handover, which targets as close as possible to 0ms, i.e. relaxed requirements could be considered. 
· improve the robustness during handover,
· Specify necessary core requirements for the identified solutions [RAN4]

Note: The following cases are considered in above objectives.
- Inter and intra frequency handover
- Inter and intra eNB handover
- Sync and async deployments
Based on WI objectives, in RAN2#105 meeting, the non-split-bearer solution was selected as the candidate solution to minimize the HO interruption as close as possible to 0ms for all deployment scenarios and also to improve the robustness during HO. Following agreements were made:
2	Decide during the work item phase whether a single active protocol stack or two active protocol stacks are used in enhanced Rel-16 E-UTRAN mobility solution.

3	Agree the following common aspects for “non-split bearer” solution candidate:
a.	PDCP SN assignment (for DL) is done at source eNB. PDCP SDUs and the SN assigned to each SDU are then forwarded to target eNB. Details of how SN information is transferred is FFS.
b.	RoHC and remaining PDCP functions (e.g. ciphering, PDCP PDU creation) are executed separately at each network node
c.	The UE procedure when UE detaches from the source cell is explicitly defined in the specifications (e.g. via procedural text and/or via dedicated message/indication.).
d.	In case of two active protocol stacks, a separate security key is used for each of the protocol stacks.
In RAN2#105bis meeting, the solutions of single active protocol stack (SAPS) and dual active protocol stacks (DAPS) were discussed and compared through the email discussion [1]. Then single PDCP entity and UL UP handling during handover were discussed in the offline discussion [2]. However, only minor progress was made:
=>	Any solution that is specified will be modelled as a single PDCP entity on UE side.
In this contribution, we compare SAPS and DAPS mainly from the aspects of the complexity, robustness and interruption benefit, clarify how DAPS works in both DL and UL, and draw the conclusion to support DAPS to minimize the HO interruption. 
2      Discussion
The definition of SAPS and DAPS were agreed in RAN2#105 meeting [3]. Both SAPS and DAPS were described for the UP protocols at the UE side in different stages during and after the random access towards the target eNB. Based on the agreed definition, the common point of SAPS (option 1 and 2) and DAPS is that two protocol stacks exist at the UE side during HO. The main difference between them is one or two active protocol stacks are in use. 
2.1 DAPS
From UE functional point of view, DAPS is generally characterized by: 
Transmit operation:
· Common SN;
· Separate header compression for the source cell and the target cell;
· Separate ciphering for the source cell and the target cell.
Receive operation:
· Separate deciphering for the source cell and the target cell;
· Separate header decompression for the source cell and the target cell;
· Common PDCP reordering;
· In-sequence delivery and duplication detection.
· Common buffer management
Generally, the network side and the UE have the same process and functions for both the transmission and reception operation. The only difference is whether those functions are co-located or not. At the network side, all the functions except DL PDCP SN assignment and UL PDCP reordering are not collocated and performed separately by the source eNB or the target eNB. Therefore, two PDCP entities located at the source eNB and the target eNB separately are assumed.
At the UE side, all of those functions including SN assignment and PDCP reordering are collocated. That’s why all of those functions for DAPS can be modelled as single PDCP entity at the UE side. The modelling of single PDCP entity [5] at the UE side is illustrated in Figure 1. How to perform UL transmission is discussed in 2.3. For single UL data transmission, only the header compression and security handling for the source eNB or the target eNB is in use. 
Observation 1: All the functions except DL PDCP SN assignment and UL PDCP reordering are not collocated and performed separately by the source eNB or the target eNB. Two separate PDCP entities are located at the source eNB and the target eNB. 
Observation 2: All the functions are collocated at the UE side. Singe PDCP entity is modelled at the UE side. 






Figure1 Single PDCP entity at the UE side (Transmission and reception operation), function view
2.2 DAPS vs. SAPS
In this section, we compare SAPS and DAPS from the aspects of complexity in terms of UE RF/baseband, the protocol stack, the application scenarios as well as the impact to network and HO interruption performance. 
2.2.1 UE RF/Baseband Requirement
In order to minimize the interruption, UE needs to continue data transmission/reception with the source cell when performing random access procedure towards the target cell, no matter whether it’s SAPS or DAPS. This is possible only when UE supports simultaneous transmission/reception with two cells. According to RAN4 reply LS, it works for UE with Dual Rx/Dual Tx chains in most cases, and for UE with Dual Rx/Single Tx RF chains or Single Rx/Single Tx RF chains, more restrictions need to be applied. Furthermore, there is need for UE capability split for effective usage of baseband and RF resources. UE Baseband and RF resources tuning is not very simple for SAPS, which introduce additional interruption and UE complexity.  
For UE with Dual Rx/Single Tx RF chains, in order to support simultaneous UL data transmission to source eNB and UL RACH towards target eNB, if some requirements can be met, e.g. the bandwidth of the source cell is larger than that of the target cell, Tx power difference for the two cells is in a certain limit, the simultaneous transmission can still be supported. Otherwise some kind of UL TDM pattern is required, and it adds some additional interruption time and UL switching complexity. But this UE option provides flexibility of different UE implementation flavors in terms of hardware and power efficiency (especially for low tier devices, UEs which are not capable of UL CA and/or UL MIMO). From specification point of view, at least these type of UEs need to be supported as another option.
For UEs with Single Rx/Single Tx RF chains, if some requirements can be met, e.g. the bandwidth of the source cell is larger than that of the target cell, Tx/Rx power difference for the two cells is in a certain limit, the simultaneous transmission/reception can still be supported. Otherwise TDM design is required for both DL and UL, which adds additional complexity at both UE and network side. Furthermore, RF chain switching is required for both DL and UL, which will increase the HO interruption time and switching complexity.
Generally, we should design solutions for all types of UE capabilities, instead of restricting solution only for one type of capability. Therefore, we should consider the solution to support both Dual Rx/Dual Tx as baseline, and Dual Rx/Single Tx and Single Rx/Single Tx as alternate options. 
Observation 3: In both SAPS and DAPS to minimize the HO interruption, the requirement on UE capability of supporting simultaneous transmission/reception is the same. Dual Rx/Dual Tx RF chain is baseline requirement, and Dual Rx/Single Tx RF chain, Single Rx/Single Tx RF chain are alternate options. 
Observation 4: For UE with single Rx/single Tx RF chain capability, HO interruption can’t be minimized to 0ms in most cases. 
2.2.2 Impact to Protocol Stack
In both SAPS (option1/2) and DAPS, two protocol stacks exist at the UE side. In both SAPS and DAPS, the two PHY and MAC entities are in active during RACH procedure. For option 1, the only difference is that in SAPS UE also does not have to handle two RLC entities as well as separate functions of security and header (de)compression at the same time.  For option 2, UE still needs to handle two RLC entities and separate PDCP functions during the transient period between transmission of the complete message and reception of RLC/HARQ ACK for the complete message. The additional complexity in DAPS to handle two active RLC entities is very marginal. 
Observation 5: The additional complexity in DAPS to handle two active RLC entities and separate functions of security and header (de)compression is very marginal. 
2.2.3 Deployment Scenarios
The applicable deployment scenarios depends on the UE capability of simultaneous Tx/Rx instead of protocol architecture, i.e. SAPS or DAPS. Based on RAN4 LS reply, simultaneous Tx and Rx is possible in most of cases. Therefore, both SAPS and DAPS can work in those cases with similar complexity just as explained in observation 3/5.
The only exceptional case is intra-frequency asynchronous HO, where simultaneous Tx may not be possible and is still FFS in RAN4.  If UE is required to perform data transmission/reception with the source eNB when performing RACH to minimize the HO interruption, some TDM pattern is required for both SAPS and DAPS. During RACH procedure, the complexity for SAPS and DAPS is the same. The only difference between SAPS (option1) and DAPS is TDM pattern is still required in DAPS after RACH procedure. 
Observation 6: Both SAPS and DAPS can work with similar complexity in most of the deployment scenarios specified in work item. In intra-frequency asynchronous HO, during RACH procedure, the complexity for SAPS and DAPS is the same. The only difference between SAPS (option1) and DAPS is TDM pattern is still required in DAPS after RACH procedure until source cell is released. 
 However, compared with the solution optimized for a particular scenarios, a common solution applicable for all scenarios is more preferred. Otherwise, the full benefits of 0ms interruption can’t be obtained even if UE is capable of supporting simultaneous Tx/Rx in other scenarios. 
2.2.4 UE Capability Coordination
In SAPS, in order to support simultaneous data reception/transmission with source eNB while UE is performing RACH with target eNB, there needs to be UE capability sharing (similar to LTE DC) for baseband and RF resources. If there is no capability coordination and the target link transmissions is always prioritized,  the HO interruption time will be increased during RACH procedure, esp. in typical commercial network deployments, HO RACH failures are common and causes significant HO interruption time (few tens of ms). 
In DAPS, UE Capability need to be shared between the source and the target eNB (similar to LTE DC). Based on UE capability of DL CA, UL CA, MIMO, Band Combination support, capabilities need to be shared between source and target cells to effectively use existing UE baseband and RF resource sharing between 2 nodes. The capability coordination is similar to LTE DC and is not very complex to handle. 
Observation 7: SAPS requires UE capability co-ordination to support simultaneous data transmission/reception with source eNB while doing RACH with target eNB, otherwise the performance will be degraded; DAPS requires UE capability coordination between the source and the target eNB. 
2.2.5 HO Interruption 
Targeting the same HO interruption, SAPS and DAPS have the similar complexity in most of the cases. For DAPS, 0ms HO interruption time at radio level can be achieved, when simultaneous TX/RX is possible. 
For SAPS, 0ms interruption can’t be guaranteed even for UE capable of supporting simultaneous Tx/Rx, e.g. with dual Tx/Rx and dual protocol stack implementation. 
DL data interruption for SAPS:
For option 0/1, the interruption first comes from UE L2 protocol switching, which involves delay based on UE implementation. In option 0/1, source eNB does not know exactly when RACH Msg2 is received by UE. For option2, source eNB does not know exactly when MAC CE for contention resolution is received by UE (for CBRA) and when ACK/NACK for RACH Msg 3 is received by UE from target eNB. For SAPS (option0/1/2), there is some time delta between the time UE switches from source to target eNB (upon receiving Msg 2 in option 0/1, or upon receiving Msg 5 or MAC CE for contention resolution in option2) and the time when exactly source eNB stops scheduling data to UE and forward data to target eNB (X2 transmission delay between source and target eNB) for DL data scheduling. There is going to be longer DL interruption delay when UE is sending RACH Msg1 to target cell, because UE cannot send UL ACK/NACK or RLC ack feedback to source eNB for any DL PDSCH data received on source eNB. Therefore for all options (option 0/1/2) in SAPS 0ms interruption can’t be guaranteed for both CFRA and CBRA.
UL data interruption for SAPS: 
For option 0/1, the interruption first comes from UE protocol switching, which involves delay based on UE implementation. For all options (option 0/1/2) without simultaneous UL data transmission to source eNB and RACH to target eNB, there is going to be UL interruption for both CFRA and CBRA. UL interruption is larger in case of RACH failures and in case of multiple Msg 1 preamble required in many typical commercial deployment scenarios. With simultaneous UL data transmission to source eNB and RACH towards target eNB, UL HO interruption time is similar to DAPS with single UL new data transmission.
If UE skips the UL data transmission towards the source cell when performing random access, there will be interruption in both DL and UL and the performance is comparable as Rel-14 MBB. 
Observation 8: For DAPS, 0ms HO interruption time at radio level and protocol level can be achieved when simultaneous TX/RX is possible. 
Observation 9: For SAPS (Option 0, 1 and 2), 0ms interruption can’t be guaranteed even for UE capable of supporting simultaneous Tx/Rx and dual protocol stack implementation. Without simultaneous DL data reception, DL data interruption is much longer than DAPS and UL data interruption is very long especially if UE prioritized UL Tx when performing RACH towards the target eNB. The performance is comparable as Rel-14 MBB if UE skip UL transmission towards the source eNB and prioritize the RACH procedure towards the target eNB. 
In DAPS, the source cell can be used as fallback if HO fails or the target link becomes poor due to ping-pong mobility after HO. This adds additional mobility robustness compared to SAPS and mobility robustness improvement is one of key objectives of this WI. In SAPS, there is no way to fallback since the source cell is immediately released. It will not help to handle ping-pong mobility case to reduce the HO failure. 
Observation 10: DAPS can further improve mobility robustness if the source cell is still good and used as fallback when HO fails or the target link becomes poor after HO. 
Compared with complexity and the benefit, DAPS has similar complexity as SAPS, but provide much better performance gains in HO interruption and mobility robustness.  DAPS can achieve 0ms interruption at radio level and protocol level in most of the cases. 
Proposal 1: Support DAPS in all deployment scenarios to minimize the HO interruption.
Proposal 2: Support DAPS by using single PDCP entity at the UE. 
Proposal 3: Support DAPS to improve mobility robustness. 
2.3 DL UP handling
For DAPS, the DL UP handling is illustrated in Figure 1 according to the offline discussion [2]. 
DL transmission operation at the network side:
· The source eNB assigns PDCP SN and forwards PDCP SDUs and the SN assigned to each SDU to target eNB;
· The source eNB and the target eNB perform header compression separately with their own ROHC profile;
· The source eNB and the target eNB perform ciphering separately with their own security keys;
 DL reception operation at the UE side, assuming single PDCP entity at the UE side:
· UE performs deciphering for the DL PDCP SDUs received from the source eNB and target eNB separately.
· UE performs header decompression for the DL PDCP SDUs received from the source eNB and target eNB separately with the corresponding ROHC profile;
· UE stores the PDCP SDUs received from the source eNB and target eNB in the common PDCP reception buffer and performs PDCP reordering; 
· UE delivers the PDCP SDUs to upper layers in ascending order of the associated COUNT value. 



Figure 2 PDCP layer for DL in DAPS, function view
Proposal 4: Use Figure 2 as baseline for DAPS DL transmission/reception operation:
· The source eNB and the target eNB perform header compression, ciphering and add PDCP header separately;
· UE performs deciphering and header decompression for the DL PDCP SDUs received from the source eNB and target eNB separately; stores those PDCP SDUs in the common PDCP reception buffer and performs PDCP reordering; and then delivers the PDCP SDUs to upper layers in ascending order. 
2.3 UL UP handling
For UL handling at the UE side, UE assigns SN to each PDCP SDU received from the upper layer, no matter whether the PDCP SDU is to be transmitted to the source eNB or the target eNB. UE performs header compression/ciphering for the UL PDCP SDUs to be transmitted to the source eNB or the target eNB and add PDCP headers to the processed PDCP SDUs.
For UL handling at the network side, security has to be handled separately at both source and target eNB. UE can start sending UL data packets directly to target eNB upon HO completion and target eNB can handle UL re-ordering and send UL packets directly to S-GW.   
There are two options for UL transmission according to the offline discussion [3]:
· Single UL new data transmission: UE stops UL new data transmission with the source eNB upon reception of the first UL grant for data transmission from the target eNB after RA procedure towards the target eNB is successfully completed (UE continues UL ACK/NACK and other CSI kind of feedback with source eNB); 
· Dual UL new data transmission: UE continues UL new data transmission with both the source eNB and target eNB until the source cell is released. 
In single UL new data transmission, the target eNB will start sending UL packets to S-GW upon receiving SN status transfer message including UL SN and missing UL SN status information from source eNB. Current UL processing illustrated in Figure 3 can be reused in source eNB and target eNB. 
In dual UL transmission, header decompression and deciphering are performed separately at the source eNB and the target eNB. PDCP reordering can be a common function and also can be performed separately in source eNB and target eNB. How to perform PDCP reordering i.e. separate or common in dual UL new data transmission is FFS. It is FFS whether common PDCP reordering is performed at the source eNB or target eNB.  Dual UL new data transmission allows the transmission of duplicate uplink packets at both the source cell and the target cell until the source cell is released. It helps to improve the robustness during HO since transmitting data to one node during HO is not reliable. It is FFS whether to support UL duplication transmission in dual UL new data transmission. 
The UL processing illustrated in Figure 4. 


                
Figure 3 Single UL new data transmission             Figure 4 Dual UL new data transmission
During the offline discussion [3], it is observed that no matter whether single UL or dual UL new data transmission is used, after the “SN status transfer” is sent from source eNB and before the “SN status transfer” is received by the target eNB, no packet can be sent from source eNB to S-GW, and the interruption time equals the X2 delay. From HO interruption point of view, there is not much benefit to support dual UL new data transmission. Therefore, the benefit to reduce UL HO interruption in dual new UL data transmission should be evaluated further. 
Furthermore, the complexity at both the UE and network side are concerned to support dual UL new data transmission. At the UE side, dual UL new data transmission requires more occasions of simultaneous Tx with the source and the target eNB than single new data transmission. The UL coverage may be impacted if UE power is split and also contributes to significant UL design complexity at both L2 protocol, Layer 1 and RF chain implementation. Single UL new data transmission is better considering the handover usually happens in the cell edge and uplink power is better not to be split to two cells.
Observation 11: The benefit for UL HO interruption time reduction by using dual UL new data transmission needs to be evaluated. Additional complexity at both UE and network side are major concerns. 
Proposal 5: Consider single UL new PUSCH data transmission as baseline and UE switches UL new data transmission to target eNB upon successful HO completion.  FFS on whether to support dual UL new PUSCH data transmission based on the benefit of UL HO interruption reduction. FFS on whether to support UL duplication data transmission to improve the robustness during HO. 


3      Conclusion
Observations:
Observation 1: All the functions except DL PDCP SN assignment and UL PDCP reordering are not collocated and performed separately by the source eNB or the target eNB. Two separate PDCP entities are located at the source eNB and the target eNB. 
Observation 2: All the functions are collocated at the UE side. Singe PDCP entity is modelled at the UE side. 
Observation 3: In both SAPS and DAPS to minimize the HO interruption, the requirement on UE capability of supporting simultaneous transmission/reception is the same. Dual Rx/Dual Tx RF chain is baseline requirement, and Dual Rx/Single Tx RF chain, Single Rx/Single Tx RF chain are alternate options. 
Observation 4: For UE with single Rx/single Tx RF chain capability, HO interruption can’t be minimized to 0ms. 
Observation 5: The additional complexity in DAPS to handle two active RLC entities and separate functions of security and header (de)compression is very marginal. 
Observation 6: Both SAPS and DAPS can work with similar complexity in most of the deployment scenarios specified in work item. In intra-frequency asynchronous HO, during RACH procedure, the complexity for SAPS and DAPS is the same. The only difference between SAPS (option1) and DAPS is TDM pattern is still required in DAPS after RACH procedure until source cell is released. 
Observation 7: SAPS requires UE capability co-ordination to support simultaneous data transmission/reception with source eNB while doing RACH with target eNB, otherwise the performance will be degraded; DAPS requires UE capability coordination between the source and the target eNB. 
Observation 8: For DAPS, 0ms HO interruption time at radio level and protocol level can be achieved when simultaneous TX/RX is possible. 
Observation 9: For SAPS (Option 0, 1 and 2), 0ms interruption can’t be guaranteed even for UE capable of supporting simultaneous Tx/Rx and dual protocol stack implementation. Without simultaneous DL data reception, DL data interruption is much longer than DAPS and UL data interruption is very long especially if UE prioritized UL Tx when performing RACH towards the target eNB. The performance is comparable as Rel-14 MBB if UE skip UL transmission towards the source eNB and prioritize the RACH procedure towards the target eNB. 
Observation 10: DAPS can further improve mobility robustness if the source cell is still good and used as fallback when HO fails or the target link becomes poor after HO. 
Observation 11: There is not much benefit for UL HO interruption time reduction by using dual UL new data transmission. Additional complexity at both UE and network side are major concerns. 
Proposals: 
Proposal 1: Support DAPS in all deployment scenarios to minimize the HO interruption.
Proposal 2: Support DAPS by using single PDCP entity at the UE. 
Proposal 3: Support DAPS to improve mobility robustness. 
Proposal 4: Use Figure 2 as baseline for DAPS DL transmission/reception operation:
· The source eNB and the target eNB perform header compression, ciphering and add PDCP header separately;
· UE performs deciphering and header decompression for the DL PDCP SDUs received from the source eNB and target eNB separately; stores those PDCP SDUs in the common PDCP reception buffer and performs PDCP reordering; and then delivers the PDCP SDUs to upper layers in ascending order. 
Proposal 5: Consider single UL new PUSCH data transmission as baseline and UE switches UL new data transmission to target eNB upon successful HO completion.  FFS on whether to support dual UL new PUSCH data transmission based on the benefit of UL HO interruption reduction. FFS on whether to support UL duplication data transmission to improve the robustness during HO. 
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