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1 Introduction

The WID of Rel-16 enhancements for NB-IoT and the WID of Rel-16 MTC enhancements for LTE were approved in RAN#80. The WIDs have been revised for several times and the lasted ones are approved in RAN#83 [1][2]. The following objective is included in both of these WIDs:

	Connection to 5GC:

· Specify support for the following features [RAN2, RAN3]

· Support of extended DRX in CM-IDLE

· Support of extended DRX in CM-CONNECTED with RRC_INACTIVE (support of sleep cycles up to the NAS and SMS retransmission timers)

· Support of EDT for Data over NAS and UP solution (see Note)

· Support of Inter-UE QoS for data over NAS (resource prioritisation between different NB-IoT UEs)

· Support of restriction of use of Enhanced Coverage

· Delivery of Expected UE Behaviour information to the RAN

· Additional information in SIB to indicate supported CIoT features; indication of CIoT features supported by the UE in RRC
Note: Based on the outcome of RAN2/SA2 liaison exchanges, UP solution to be supported for connection to 5G-CN may be later updated.


In RAN2 #105bis, based on contributions, many common aspects for eMTC and NB-IoT connected to 5GC have been discussed, even some of them are out of scope of the above WID scope. That is, company have listed almost all the AS changes introduced by “LTE connectivity to 5G-CN” WI except RRC_INACTIVE and discussed whether they can be reused by eMTC and NB-IoT connected to 5GC. 

In the contributions [6][7] and during the online discussion, companies have some understanding that due to usage of common RRC dedicated signaling messages, SIBs and ASN.1 structure for both Non-BL UEs & BL UEs, it is possible to reuse most of these new changes for R16 eMTC connectivity to 5GC as well. However, for NB-IoT, due to a separate ASN.1, exceptions in the procedure text and special limitations in NB-IoT, it is not possible to reuse all these AS changes to enable R16 NB-IoT connectivity to 5GC. Therefore, after quick online discussion, the following agreements have been made:

	· For NB-IoT: SIB1-NB extended to include 5GC PLMN list, per PLMN indication of Cell Reserved for Operator Use, common 5GC Tracking Area Code and 5GC Cell Identity across all PLMNs, common Cell Barring for 5GC connectivity across all PLMNs.

· For NB-IoT/eMTC: SIB-NB/SIB1-BR extended to include per PLMN indication of the supported CIoT 5GS Optimisations.

· For NB-IoT: Update Paging-NB message to include 5G S-TMSI as UE Identity for core network paging.

· For NB-IoT: Adopt critical extension of RRCConnectionRequest-NB message for 5GC connectivity and include 48 bit 5G S-TMSI and random value as Initial UE identity along with specific RRC establishment cause.

· For NB-IoT: Update RRCConnectionSetupComplete-NB to include RegisteredAMF-r15, full 5G S-TMSI (48 bit long).

· For NB-IoT/eMTC: FFS :Whether s-NSSAI-list-r15 is applicable.

· For NB-IoT/eMTC: FFS: Applicability of NR PDCP for SRB1, DRBs

· For eMTC: UAC feature is supported.

· For NB-IoT: FFS how to support access control.

· For NB-IoT: FFS how to support slicing.

· For NB-IoT: FFS whether to adopt SDAP as user plane protocol, and whether AS reflective QoS is applicable.

· For eMTC: Adopt SDAP as user plane protocol, and AS reflective QoS is optional.

· For NB-IoT/eMTC: Working assumption that CN type is not used in RRCConnectionRelease/ RRCConnectionRelease-NB.

· For NB-IoT: How to support RRC Connection Re-establishment for the UP and CP optimization.

· For NB-IoT/eMTC: FFS whether for data transfer through DRBs, use AS security algorithms same as LTE AS security algorithms, and KeNB root key is derived from Kamf as specified in TS 33.501.

· For NB-IoT/eMTC: FFS whether AS security algorithms are identified by using LTE code points.

· For eMTC: mt-Access, mo-Signaling, mo-Data, emergency, highPriorityAccess and mo-VoiceCall are applicable establishment causes.

· For NB-IoT/eMTC: Release cause loadBalancingTAURequired at RRC connection release is not applicable.


In this paper, we will further discuss these FFS issues, mainly for NB-IoT and some items in the WID scope which haven’t been discussed in last meeting, and give our proposals. 
2 Discussion
2.1 FFS: Applicability of NR PDCP for SRB1, DRBs for NB-IoT

For eLTE connected to 5GC, NR PDCP was adopted for both SRB1, SRB2 and DRBs. In the contribution [6] in last meeting, company think for NB-IoT connected to 5GC, the NR-PDCP can also be adopted for both SRB1 and DRBs. However, we understand it would be impossible as it may be not easy to transplant the simplifications in LTE PDCP for legacy NB-IoT into NR PDCP due to the difference between LTE PDCP and NR PDCP. The possible relevant issues are as follows: 

· For NB-IoT, the maximum supported size of a PDCP SDU/PDCP Control PDU is 1600 octets. This value is much smaller than the maximum supported size of a PDCP SDU in NR PDCP, 9000 bytes. Simplification for PDCP SDU size in NR PDCP would be needed.

· For NB-IoT, 7 bit PDCP SN is used for DRB. While in NR PDCP, they define differentiated DL and UL PDCP SN and only 12, or 18 bits are defined for PDCP SN length. How to simplify the NR PDCP SN length is not clear.

· For NB-IoT, PDCP status report receive operation is not applicable. Whether such simplification for PDCP Status Report is needed for NR PDCP would be discussed.

Moreover, for NB-IoT, some simplifications have also been introduced into LTE RLC. If NR PDCP is adopted for NB-IoT, it would mean the NR RLC would also be adopted and simplified for NB-IoT? We think this would add more ambiguity for NB-IoT protocol stack that would be undesired.

Proposal 1: RAN2 needs to discuss the above impacts about introducing NR PDCP for NB-IoT connected to 5GC.

2.2 FFS: Whether to adopt SDAP for NB-IoT (Qos)

In R15 5GC, flow based QoS concept and a new user plane AS protocol SDAP (Service Data Adaptation Layer) were introduced and applied for LTE connected to 5GC. SDAP protocol is used to support mapping between NAS based QoS flows and AS DRBs. According to [3], the QoS architecture in NG-RAN, both for NR connected to 5GC and for E-UTRA connected to 5GC, is depicted in the following Figure 1:
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Figure 1: QoS architecture

In [6], company think as there are restrictions on what is supported in the user plane, e.g. at most two default EPS bearers and two DRBs, for NB-IoT connected to 5GC, it is sufficient to support a single QoS flow and there is no need to introduce SDAP as user plane protocol and no need to have support for AS reflective QoS. This will help to simplify the NB-IoT user plane protocol stack. We have similar thoughts for this issue, not only due to the reason of very few DRBs supported for NB-IoT mentioned in [6], but also because such QoS architecture requires support of PDU session which would add additional complexity to the UE.

Proposal 2: RAN2 needs to discuss the above impacts about introducing SDAP for NB-IoT connected to 5GC.

2.3 FFS: How to support slicing for NB-IoT

In R15 5GC, all NR agreements for slicing in the following table in R2-1804327 have been confirmed for eLTE:

	Agreements(Slicing)

1. RAN2 targets that RAN solutions for network slicing should be able to support a large number of slices (e.g. hundreds of slices).

2. Number of slices supported by UE in parallel is 8.

3. From UE perspective, the UE can be configured to support the requirements of the supported slices (e.g. by appropriate configuration of different DRBs of different PDU sessions).

4. We will not support additional functionality for RACH resource isolation/differentiated treatment for slicing for Rel-15.

5. For intra-freq cell reselection the UE try to always camp on the best cell.

6. For needs of slicing, appropriate configuration of the dedicated priorities provided from the ng-eNB can be used to control the frequency on which the UE camps. (i.e. reuse of same mechanism as in LTE). No additional mechanisms for frequency prioritisation with respect to slicing will be specified for Rel-15.

7. For connection establishment case the NSSAI info is included in MSG5 if provided by upper layers.

8. RAN2 understanding of SA3 agreement is that no privacy protection for NSSAI is standardized in Rel-15.


In [6], company think it is possible that core network may support multiple slices for different use cases and a NB-IoT may support one or more simultaneous slice connectivity. Depending on S-NSSAI provided by NB-IoT UE in Msg5, ng-eNB will select an AMF corresponding to that slice.

However, we understand it may be not easy for NB-IoT to support slicing. Firstly, according to [3], the support of network slicing relies on the principle that traffic for different slices is handled by different PDU sessions. Also according to RAN3 specification, S-NSSAI is part of PDU session resource. We understand support of network slicing would also require the NB-IoT UE to firstly support PDU session which is new concept for NB-IoT UE, even for the UE using UP solution. Moreover, whether to support slicing and how to deal with the S-NSSAI information for a UE using CP solution is also not clear. 

Observation 1: To support network slicing would require the NB-IoT UE to firstly support PDU session which is new concept for NB-IoT UE.

Secondly, in eLTE, NG-RAN would select core network according to the NSSAI provided by the UE in Msg5. As mentioned above, in [6], company also propose that S-NSSAI is provided by NB-IoT UE in Msg5. However, as CP-EDT and UP-EDT would be supported for NB-IoT connected to 5GC, there would have no Msg5 in some use cases. In these cases, the NG-RAN would have no way to get slicing identification information from UEs. One possible option may be to put S-NSSAI information into Msg3. As this information have maximum size of 32 bits, it would further increase Msg3 size. 

Observation 2: To support network slicing would require the NB-IoT UE to provide S-NSSAI information in Msg3 that may further increase Msg3 size.

Based on the above observations, we have doubt about the feasibility of supporting slicing for NB-IoT.

Proposal 3: RAN2 needs to discuss the above impacts about introducing slicing for NB-IoT connected to 5GC.

2.4 FFS: How to support access control for NB-IoT

For UEs accessing the 5G CN using E-UTRA and to UEs accessing the 5G CN using NR, one unified access control framework has been specified which applies to all UE states (RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED). In this procedure, the access barring check is performed for an access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers according to TS 24.501 or the RRC layer. For R15 LTE connected to 5GC, a new SIB25 was introduced for network to broadcast the barring control information. 

In [6], company think UAC can be reused for NB-IoT connected to 5GC with simplification. However, we think there has no clear justification for such proposal. We understand the purpose of UAC is to perform access barring based on more detailed or integrated factors/criterion such as operator policies, deployment scenarios, subscriber profiles, and available services when congestion occurs. But as mentioned in other issues or some previous discussion, even for NB-IoT UE connected to 5GC, the UE complexity and power saving are still critical factors. There may have assumption that the service type in a certain NB-IoT UE would still be simple. With all these into consideration, it’s not clear about the necessity for the NB-IoT to support UAC scheme. 

Observation 3: Even for NB-IoT UE connected to 5GC, the UE complexity and power saving are still critical factors. There may have assumption that the service in a certain NB-IoT UE would still be simple. Therefore, it’s not clear about the necessity for the NB-IoT to support UAC scheme in which access barring is based on more detailed factors such as operator policies, deployment scenarios, subscriber profiles, and available services.

Moreover, in legacy NB-IoT, a simplified access barring mechanism based on SIB14 is supported and in R15, access barring according enhanced coverage levels has also been supported. If UAC is introduced, how to deal with the co-existence of legacy access barring scheme and UAC would be another complicated issue for discussion.
Observation 4: If UAC is introduced for NB-IoT, how to deal with the co-existence of legacy access barring scheme and UAC would be another complicated issue for discussion.

Proposal 4: RAN2 needs to discuss the above impacts about introducing UAC for NB-IoT connected to 5GC.

2.5 FFS: How to support RRC Re-establishment for the UP and CP for NB-IoT

As SA2 has preferred to adopt UP CIoT solution as user plane solution, we understand the existing RRC Re-establishment for the UP solution could be reused and the main specification work would be in RAN3, e.g., to adopt the related procedures in S1 and X2 interfaces into NG interface. For CP solution, as mentioned in [7], RRC Connection re-establishment for the capable UE is handled by the CN and the UE identification/authentication relies on the UE S-TMSI and the NAS security (UL count and NAS-MAC-I). Then company suggests to send a LS to SA3/ RAN3 to ask whether RRC Connection re-establishment for CP can be supported in 5GC in a similar way to EPS. We have sympathy with such suggestion. In order try to avoid increased complexity in UE, it’s worth considering to involve NG-RAN and 5GC to handle RRC Connection re-establishment for CP. 

Proposal 5: It’s suggested try to reuse the existing RRC Re-establishment schemes for the UP and CP in EPC for NB-IoT connected to 5GC.
2.6 FFS: Some security issues

After RAN2#105bis meeting, there are FFS for security issues for NB-IoT and eMTC: FFS whether for data transfer through DRBs, use AS security algorithms same as LTE AS security algorithms, and KeNB root key is derived from Kamf as specified in TS 33.501. FFS whether AS security algorithms are identified by using LTE code points. We understand for eLTE, it’s agreed AS security algorithms configuration with LTE Code Points would be used. Therefore, we think RAN2 can also confirm this for NB-IoT/eMTC connected to 5GC. Some other details can be further check with SA3. 

Proposal 6: It’s suggested RAN2 to agree AS security algorithms configuration with LTE Code Points can be used for NB-IoT/eMTC connected to 5GC.
2.7 Issues for support of enhanced coverage restriction

For NB-IoT/eMTC UEs connected to EPC, the restriction of use of Enhanced Coverage only impacts RAN3 and SA2 specification. That is, MME decides the CE restriction based on UE NAS capability and UE’s subscription and sends Enhanced Coverage Restricted indication to eNB for radio resource scheduling. 

In order to minimize specification work, we think such mechanism can be used for NB-IoT/eMTC UEs connected to 5GC, e.g., only the Enhanced Coverage Restricted negotiation mechanism should be done between UE and 5GC, and the 5GC should provide Enhanced Coverage Restricted indication to ng-eNB, which have impacts on SA2 and RAN3 specifications only.

Proposal 7: It’s suggested to use the same Enhanced Coverage restriction mechanism of UEs connected to EPC to the NB-IoT/eMTC UEs connected to 5GC and no impacts on RAN2 specification are identified.

2.8 Issues for delivery of expected UE behavior information to the RAN

For NB-IoT/eMTC UEs connected to EPC, MME can send Expected UE Behaviour information (e.g. Expected UE Activity Behaviour, and Expected HO Interval for only eMTC UE) to eNB by UE specific S1 signaling for assisting eNB to configure more suitable radio parameters. In order to minimize specification work, we think such mechanism can be reused for IoT UEs connected to 5GC and no impact on RAN2 specification.is identified. 

Proposal 8: It’s suggested that the same mechanism of expected UE behavior information delivery to the RAN is used for the NB-IoT/eMTC UEs connected to 5GC and no impacts on RAN2 specification are identified.

2.9 Issues for indication of supporting CIoT features from eNB or UE

For NB-IoT UE connected to EPC, there has no supporting CIoT features indication in SIB for NB-IoT. That means NB-IoT eNB should always support all CIoT features. The same mechanism can be reused for NB-IoT UE connected to 5GC.
Proposal 9a: For NB-IoT UE connected to 5GC, supporting CIoT features indication in SIB is not necessary.
For eMTC UE connected to EPC, some eNB capabilities related to supporting CIoT features, e.g., up-CIoT-EPS-Optimisation, cp-CIoT-EPS-Optimisation, and attachWithoutPDN-Connectivity can be indicated per PLMN in SIB2. Taken into account different PLMN may be also used for eMTC UE and NG-RAN connected to 5GC, the similar eNB capability broadcasting mechanism can be reused for eMTC UE and NG-RAN connected to 5GC.

Proposal 9b: For eMTC UE connected to 5GC, the NG-RAN need to indicate capability of up-CIoT-EPS-Optimisation, cp-CIoT-EPS-Optimisation, and attachWithoutPDN-Connectivity per PLMN in SIB2.
For NB-IoT UE connected to EPC, the UE capability of up-CIoT-EPS-Optimisation and attachWithoutPDN-Connectivity can be reported in RRCConnectionSetupComplete-NB messages. From UE perspective, the CIoT procedure would be same no matter that the UE is connected to 5GC or EPC. So the scheme of UE reporting capability of up-CIoT-EPS-Optimisation and attachWithoutPDN-Connectivity in RRCConnectionSetupComplete-NB can be reused for NB-IoT UE connected to 5GC.

Proposal 10a: The scheme of UE reporting capability of up-CIoT-EPS-Optimisation and attachWithoutPDN-Connectivity in Msg5 can be reused for NB-IoT UE connected to 5GC.

For eMTC UE connected to EPC, the UE capability of up-CIoT-EPS-Optimisation, cp-CIoT-EPS-Optimisation, and attachWithoutPDN-Connectivity can also be reported in RRCConnectionSetupComplete message. From UE perspective, the CIoT procedure would be same no matter that the UE is connected to 5GC or EPC. So the scheme of UE reporting capability of up-CIoT-EPS-Optimisation, cp-CIoT-EPS-Optimisation, and attachWithoutPDN-Connectivity in RRCConnectionSetupComplete message can be reused for eMTC UE connected to 5GC.
Proposal 10b: The scheme of UE reporting capability of up-CIoT-EPS-Optimisation, cp-CIoT-EPS-Optimisation, and attachWithoutPDN-Connectivity in RRCConnectionSetupComplete message can be reused for eMTC UE connected to 5GC.
2.10 Issues for legacy NB-IoT/eMTC UE in a cell connected to 5GC only

It easy to understand that legacy NB-IoT/eMTC UEs would not be allowed to access the cell connected to 5GC only. For eLTE connected to 5GC, there has similar issue. The cellAccessRelatedInfo-5GC and plmn-Identity-5GC information are introduced to avoid legacy LTE UE selecting a cell connected to 5GC only (e.g., this cell is barred by old access barring parameters which are not read by new eLTE UE). With reference to eLTE, such mechanism can be reused for NB-IoT/eMTC UEs connected to 5GC. In last meeting, RAN2 already have the agreement that SIB1-NB extended to include 5GC PLMN list, per PLMN indication of Cell Reserved for Operator Use, common 5GC Tracking Area Code and 5GC Cell Identity across all PLMNs, common Cell Barring for 5GC connectivity across all PLMNs.

Moreover, taken into account the cell access related parameters introduced for eLTE (e.g. cellAccessRelatedInfo-5GC and plmn-Identity-5GC information etc) are sent in SIB1 and UE will read the SIB1 only after it re-selects to this target cell, it would be possible that a legacy LTE UE re-selects to a cell and reads the SIB in vain as it finally finds this target cell is barred. As NB-IoT/eMTC UEs are power sensitive and in order to avoid such unnecessary cell re-selection for NB-IoT/eMTC UEs, it can be considered to indicate the information of a cell only connected to 5GC as early as possible, e.g., such 5GC only cells would be configured into black cell list for the legacy UEs in SIB4 and SIB5 of the source cell. With this way, the legacy UEs would not perform cell re-selection to the cells in the black cell list that can help to avoid unnecessary power consumption in legacy NB-IoT/eMTC UEs after connected to 5GC is supported. However, considering this black cell list will also take effect on the new NB-IoT/eMTC UEs, another new white cell list would also be needed to include these 5GC only cells. If there have same cells both in the old black cell list and the new white cell list, the new NB-IoT/eMTC UEs could follow the configuration in the new white list. 

Proposal 11: In order to avoid unnecessary power consumption in legacy NB-IoT/eMTC UEs after connected to 5GC is supported, it’s suggested to further consider the scheme of indicating the information of a cell only connected to 5GC as early as possible.

3 Conclusions

In this contribution, we have discussed the issues related to connection to 5GC. We make the following observations and proposals:

Observation 1: To support network slicing would require the NB-IoT UE to firstly support PDU session which is new concept for NB-IoT UE.

Observation 2: To support network slicing would require the NB-IoT UE to provide S-NSSAI information in Msg3 that may further increase Msg3 size.

Observation 3: Even for NB-IoT UE connected to 5GC, the UE complexity and power saving are still critical factors. There may have assumption that the service in a certain NB-IoT UE would still be simple. Therefore, it’s not clear about the necessity for the NB-IoT to support UAC scheme in which access barring is based on more detailed factors such as operator policies, deployment scenarios, subscriber profiles, and available services.
Observation 4: If UAC is introduced for NB-IoT, how to deal with the co-existence of legacy access barring scheme and UAC would be another complicated issue for discussion.

Proposal 1: RAN2 needs to discuss the above impacts about introducing NR PDCP for NB-IoT connected to 5GC.

Proposal 2: RAN2 needs to discuss the above impacts about introducing SDAP for NB-IoT connected to 5GC.

Proposal 3: RAN2 needs to discuss the above impacts about introducing slicing for NB-IoT connected to 5GC.

Proposal 4: RAN2 needs to discuss the above impacts about introducing UAC for NB-IoT connected to 5GC.

Proposal 5: It’s suggested try to reuse the existing RRC Re-establishment schemes for the UP and CP in EPC for NB-IoT connected to 5GC.

Proposal 6: It’s suggested RAN2 to agree AS security algorithms configuration with LTE Code Points can be used for NB-IoT/eMTC connected to 5GC.

Proposal 7: It’s suggested to use the same Enhanced Coverage restriction mechanism of UEs connected to EPC to the NB-IoT/eMTC UEs connected to 5GC and no impacts on RAN2 specification are identified.

Proposal 8: It’s suggested that the same mechanism of expected UE behavior information delivery to the RAN is used for the NB-IoT/eMTC UEs connected to 5GC and no impacts on RAN2 specification are identified.

Proposal 9a: For NB-IoT UE connected to 5GC, supporting CIoT features indication in SIB is not necessary.

Proposal 9b: For eMTC UE connected to 5GC, the NG-RAN need to indicate capability of up-CIoT-EPS-Optimisation, cp-CIoT-EPS-Optimisation, and attachWithoutPDN-Connectivity per PLMN in SIB2.

Proposal 10a: The scheme of UE reporting capability of up-CIoT-EPS-Optimisation and attachWithoutPDN-Connectivity in Msg5 can be reused for NB-IoT UE connected to 5GC.

Proposal 10b: The scheme of UE reporting capability of up-CIoT-EPS-Optimisation, cp-CIoT-EPS-Optimisation, and attachWithoutPDN-Connectivity in RRCConnectionSetupComplete message can be reused for eMTC UE connected to 5GC.

Proposal 11: In order to avoid unnecessary power consumption in legacy NB-IoT/eMTC UEs after connected to 5GC is supported, it’s suggested to further consider the scheme of indicating the information of a cell only connected to 5GC as early as possible.
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