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	Reason for change:
	It is possible to piggyback NAS messages with RRC reconfiguration messages. However, piggybacking of NAS messages is used only for one dependant (i.e. with joint success/ failure) procedure: bearer establishment/modification/release. 

Current RRC says that piggybacking of NAS messages is possible only for “bearer” establishment/modification/release. Which is not clear w.r.t. what type of NAS message can be piggybacked.

	
	

	Summary of change:
	Clarified that piggybacking of NAS messages is used only for one dependant (i.e. with joint success/ failure) procedure: bearer establishment/modification/release.

	
	

	Consequences if not approved:
	It may not be clear that piggybacking of NAS messages is used only for one dependant (i.e. with joint success/ failure) procedure: bearer establishment/modification/release
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	Other comments:
	This CR should be lifted when the latest specification becomes available.





Beginning of changes
[bookmark: _Toc535261126]4.2.2	Signalling radio bearers
"Signalling Radio Bearers" (SRBs) are defined as Radio Bearers (RBs) that are used only for the transmission of RRC and NAS messages. More specifically, the following SRBs are defined:
-	SRB0 is for RRC messages using the CCCH logical channel;
-	SRB1 is for RRC messages (which may include a piggybacked NAS message) as well as for NAS messages prior to the establishment of SRB2, all using DCCH logical channel;
-	SRB2 is for NAS messages, all using DCCH logical channel. SRB2 has a lower-priority than SRB1 and may be configured by the network after security activation;
-	SRB3 is for specific RRC messages when UE is in EN-DC, all using DCCH logical channel.
In downlink piggybacking of NAS messages is used only for one dependant (i.e. with joint success/failure) procedure: bearer establishment/modification/release. In uplink piggybacking of NAS message is used only for transferring the initial NAS message during connection setup and connection resume.
NOTE 1:	The NAS messages transferred via SRB2 are also contained in RRC messages, which however do not include any RRC protocol control information.
Once security is activated, all RRC messages on SRB1, SRB2 and SRB3, including those containing NAS messages, are integrity protected and ciphered by PDCP. NAS independently applies integrity protection and ciphering to the NAS messages.
Editor's Note:	FFS which SRBs are used for NE-DC, NR-NR DC.
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