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1 Introduction

IAB related features such as IAB node integration and topology adaptation may impact core network specifications, but the detailed impacts is FFS. 
In this contribution, we mainly discuss these potential impacts to CN.
2 Discussion
In NR, the core network consists of three entities including AMF, SMF and UPF, and their main functions as shown below.  
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Figure 1 Functional split between NG-RAN and 5GC
After the introduction of IAB node, we discuss the CN impacts in the SA and NSA deployment separately. 
2.1 CN impacts in SA deployment
In NR SA deployment, IAB node can attach to the NG-RAN/NGC as a normal UE at power up. In this case, the impacts on NGC focus on the following aspects:
After the introduction of IAB node, AMF needs to know that the accessing device is not a “regular” UE but an IAB node MT, so that the AMF can trigger the relevant operations for the IAB node, e.g. to select the specific UPF for the IAB node, as well as trigger the specific authentication/authorization method for the IAB node. In order to help the AMF to be notified about the IAB node attachment, an explicit IAB node indication is needed in the NGAP INITIAL UE MESSAGE.
Observation 1: In order to help the AMF to trigger the relevant operations for the IAB node, it is necessary to notify the AMF about the IAB node attachment. 
Proposal 1: An explicit IAB node indication is needed in the NGAP INITIAL UE MESSAGE. Consequently, RAN2 assumes the AMF is aware of IAB node attachment.
Currently, only UE authentication/authorization is supported by the AMF. After the introduction of IAB node, the AMF also needs to support the authentication/authorization of the IAB node. The difference of authentication/authorization methods between UE and IAB node need to be discussed by SA3. But in the last RAN3 meeting, it was agreed that AMF needs to send a confirmation to the NG-RAN for the IAB node attachment after the IAB node authentication/authorization. That is the AMF should transfer an “IAB Authorized” indication to the NG-RAN during the NGAP Initial Context Setup procedure.
Observation 2: AMF needs to support the authentication/authorization of the IAB node. 

Proposal 2: The difference of authentication/authorization methods between UE and IAB node need to be discussed by SA3. Consequently, RAN2 assumes no RAN2 standard impacts on the authentication/authorization of IAB node.
Different from UE, the IAB node has OAM traffic, but does not consume or generate UP traffic. The IAB node needs establish the IP connectivity with its OAM server and download the configuration during IAB node attachment, and then send alarms and traffic counter information to its OAM server or receive software downloads from its OAM server when IAB node starts DU functionality. Therefore, PDU session management for an IAB node on the SMF can be simplified or cancelled.
Observation 3: Since the IAB node only generates/consumes OAM traffic, PDU session management for the IAB node on the SMF can be simplified or cancelled.
Because the IAB node appears to its child as a gNB, an IAB node should not enter idle mode unless no child nodes are connected to it. Therefore, generally an IAB node will remain in connected mode all the time after initial IAB node attach, and some NGC functionalities are not needed for an IAB node, e.g. paging.  

Observation 4: There is no need to support NGC paging handling for an IAB node
2.2 CN impact in NSA deployment
In the Rel.15 SI, two NSA deployment solutions are provided in [1]. As shown below, an IAB node can operate in SA mode in option b and it also can operate in NSA mode in option c.
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Figure 2 Two NSA deployments in IAB
In option b, the initial access of the IAB node is to the IAB donor directly. Therefore, there is no impact on EPC. For NGC, the impact in this case is the same as the impacts on NGC for an NR SA deployment (as discussed above). 

In option c, the initial access of the IAB node is to the eNB, which then selects EPC as the core network. Similar to the NGC case, the EPC needs to know whether the access device is a “regular” UE or an IAB node MT. Therefore, an explicit IAB node indication is needed in the S1AP INITIAL UE MESSAGE. After the introduction of the IAB node, the EPC also needs to support the authentication/authorization of the IAB node. Furthermore, there is also no need to support EPC paging handling for an IAB node.

Observation 5: In an option b NSA deployment, the impacts on NGC is the same as the impacts in NR SA deployment. In an option c NSA deployment, the impacts on EPC are similar to the impacts on NGC in for NR SA deployment.

Proposal 3: An explicit IAB node indication is also needed in the S1AP INITIAL UE MESSAGE. Consequently, RAN2 assumes that the EPC is aware of the IAB node attachment in NSA deployments.
3 Conclusion
In this contribution, we mainly discuss the potential impacts on CN after the introduction of IAB node, and have the following observation and proposals:
Observation 1: In order to help the AMF to trigger the relevant operations for the IAB node, it is necessary to notify the AMF about the IAB node attachment. 
Observation 2: AMF needs to support the authentication/authorization of the IAB node. 

Observation 3: Due to only one traffic is existed, PDU session management for IAB node on SMF can be simplify or cancel.
Observation 4: There is no need to support NGC paging handling for an IAB node.
Observation 5: In an option b NSA deployment, the impacts on NGC is the same as the impacts in NR SA deployment. In an option c NSA deployment, the impacts on EPC are similar to the impacts on NGC in for NR SA deployment.

Proposal 1: An explicit IAB node indication is needed in the NGAP INITIAL UE MESSAGE. Consequently, RAN2 assumes the AMF is aware of IAB node attachment. 

Proposal 2: The difference of authentication/authorization methods between UE and IAB node need to be discussed by SA3. Consequently, RAN2 assumes no RAN2 standard impacts on the authentication/authorization of IAB node. 
Proposal 3: An explicit IAB node indication is also needed in the S1AP INITIAL UE MESSAGE. Consequently, RAN2 assumes that the EPC is aware of the IAB node attachment in NSA deployments.
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