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Introduction
As described in TR 38.874, an IAB node can follow the same initial access procedure as an UE, including cell search, SI acquisition, and random access, in order to initially set up a connection to a parent IAB-node or a IAB-donor. In addition, we think that the IAB node connected to a parent/donor node may detect connection failure and so immediately perform re-access for connection recovery after suddenly going to RRC_IDLE.
When the IAB node perform initial access or re-access, the network should be able to prioritize or de-prioritize initial access/re-access from the IAB node over other accesses from normal UEs in congestion. In this document, we propose to provide the network with means to properly control initial access/re-access from the IAB node in congestion.
Discussion
As described in TR 38.874, an IAB node can follow the same initial access procedure as an UE, including cell search, SI acquisition, and random access, in order to initially set up a connection to a parent IAB-node or a IAB-donor. Since the IAB node will perform RRC Connection Establishment towards a certain gNB as an UE, the IAB node may perform the Unified Access Control in the RRC Connection Establishment procedure. In addition, the gNB may perform overload control so that it would determine whether to accept or reject the RRC Setup Request e.g. based on the establishmentCause in the RRCSetupRequest message.

In our view, the network may need to differentiate initial access from IAB node and other accesses from normal UEs. The network may prioritize or de-prioritize initial access from IAB node over other accesses from normal UEs in congestion due to some reasons. 

For example, the network may prioritize initial access from IAB nodes over other accesses because the IAB nodes are part of network coverage. If the access from IAB nodes is de-prioritized, the network may have a hole in their coverage. On the other hand, the network may de-prioritize initial access from a certain IAB node because the IAB node may consume huge resources. Compared to the amount of resources consumed by normal UEs, IAB nodes may consume much more radio/network resources. Thus, when a parent IAB-node or a IAB-donor is already serving other IAB nodes, it would be reluctant to accept additional connection with a new IAB node.
Proposal 1: The network should be able to prioritize or de-prioritize initial access from IAB node over other accesses from normal UEs e.g. to mitigate radio congestion or network overload.
In addition, we think that the IAB node connected to a parent/donor node may detect connection failure on wireless backhaul link. When connection failure occurs, the IAB node will perform RRC re-establishment. However, the IAB node may fall into RRC_IDLE due to re-establishment failure sometimes. Thus, after suddenly going to RRC_IDLE, the IAB node would immediately re-access for recovering the wireless backhaul link.
In our view, it is highly desirable to prioritize such re-access from an IAB node caused by connection failure of the wireless backhaul link, because the IAB node may be serving another IAB node and/or some normal UEs as part of the network. When connection failure occurs, the IAB node could redirect some UEs using delay-sensitive services to inter-frequency neighbouring cells, if reachable to those UEs. However, it is important for the IAB node to quickly recover from connection failure in order to maintain network coverage. The IAB node may be still serving other UEs having no alternative cells, staying in RRC_INACTIVE, or using delay-tolerant services only.
Proposal 2: When an IAB node goes to RRC_IDLE due to connection failure on the wireless backhaul link, the network should be able to prioritize re-access of the IAB node for fast backhaul recovery.
In REL-15 NR, gNB can determine whether to accept or reject the RRC Setup Request based on the establishmentCause in the RRCSetupRequest message for overload control. We think that if gNB needs to prioritize or de-prioritize initial access or re-access from IAB nodes, using the establishmentCause in the RRCSetupRequest message is the easiest way to prioritize or de-prioritize those accesses. 

Proposal 3: One or more spare bits in the establishmentCause of the RRCSetupRequest message are used to indicate access from an IAB node.
In REL-15 NR, while UE is in RRC_IDLE, RRC_INACTIVE or RRC_CONNECTED, UE is configured with Access Categories. gNB can control access attempts from UE by configuring different barring parameters for different Access Categories. We assume that when an IAB node is performing access attempts on the NR radio, the IAB node should determine a certain Access Category for an access attempt and perform access barring check as part of UAC. 
Observation: When an IAB node is performing access attempts, the IAB node performs UAC with a certain Access Category, like normal UEs.
If it is the case, it seems beneficial to allocate new Access Categories e.g. for initial access or re-access from an IAB node. gNB may properly set barring factor/time to the Access Category, so that access from an IAB node may be prioritized or de-prioritized by UAC. RAN2 could further discuss whether new Access Categories are allocated with operator-defined ACs or reserved ACs.
Proposal 4: New Access Categories are allocated to prioritize or de-prioritize access attempts from an IAB node e.g. with operator-defined ACs or reserved ACs.
Conclusion
In conclusion, we propose to agree the following proposals:
Proposal 1: The network should be able to prioritize or de-prioritize initial access from IAB node over other accesses from normal UEs e.g. to mitigate radio congestion or network overload.
Proposal 2: When an IAB node goes to RRC_IDLE due to connection failure on the wireless backhaul link, the network should be able to prioritize re-access of the IAB node for fast backhaul recovery.
Proposal 3: One or more spare bits in the establishmentCause of the RRCSetupRequest message are used to indicate access from an IAB node.
Observation: When an IAB node is performing access attempts, the IAB node performs UAC with a certain Access Category, like normal UEs.

Proposal 4: New Access Categories are allocated to prioritize or de-prioritize access attempts from an IAB node e.g. with operator-defined ACs or reserved ACs.[image: image1.png]
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